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611ROOT VOP


612SPECS


612TRIGGER


613UPTIME





ConferenceRoom Setup



Pre-Install Checklist



Having the following information at hand while you install the software will greatly speed up the process. 

1. The key to the server issued by WebMaster Incorporated order department. If you do not have a key then you can install using the Trial mode and when asked you may enter TRIAL in the key area. 

2. The hostname or qualified domain name for your server. This is not the name that you want to call your chat server rather the hostname that resolves on the Internet or Intranet. 

3. What name do you want to call your server. It must have a period '.' in it. This is usually the same as your hostname and if your server is public you will probably want your hostname and server name to be the same. Something like chat.yourdomain.com or irc.yourdomain.com. 

4. A brief description of your server. This will be shown to users that log on and is like a short mission statement for the service. 

5. An email address that users on the system can use to contact for help or problems. 

6. The ports you wish your chat server to listen on. Do not include the web server port in this list. The first port listed is the primary port and if you're installing more than one ConferenceRoom server on the machine the first port must be unique to this server. For more information please see the technical note on Port Binding. 

7. ConferenceRoom has system host users we call Channel Agents. These Agents hold channels open and can send greetings to users and also have a limited command set that will allow you to get Channel Operator status easily by sending it a single command. Because this looks like a user you must select a Nickname for it. This name cannot be over 30 characters long (the shorter the better) and should be indicative of your use of the server. 

8. The port you would like the web server to listen on. You may use '0' if you don't wish to run our internal web server. Do not use '80' unless no other web server will run on this machine using that port. Also, Unix systems should read the note at the bottom of the Checklist. 

9. The name and password of your systems administrator. The name does not need to be the same as the nickname you use inside the chat server. To get System Administrator or Operator status, or to configure your system using the web interface you will need to remember the name and password. 

10. Do you wish to run CRServices? Services is what allows you to register nicknames and channels on the server. You should enable services unless you are linking to another server that already provides services. 



For your convenience we have provided a form for you to fill out with the information you need to have ready for your installation: Check List 



Note: If you are installing ConferenceRoom on a Unix machine and do not know the conifguration of the equipment, or know your way around the Unix Operating system you may want to contact your System Administrator or MIS department. If you're planning on using port 80 to install the web server then you must start the process using root privileges. It is our suggestion that you initially install ConferenceRoom using ports over 1024 initially and then change these at a later time. This will ensure that you have no issues during your installation period. 

Setup



· Windows
· Unix


Installation Procedure for Windows NT4 and Windows 2000

13. When downloading from the Internet you are given two options. The first is to save the install file to a temporary installation directory (e.g. c:/temp), select 'Save this file to disk' - proceed to step 2. Or, you can select 'Open this file from its current location' and Windows will save and start the installer for you - proceed to step 3. 

14. In the installation directory, execute crinst.exe. This will launch the Setup dialog. 

15. Setup will allow you to review the Licensing Agreement. If you agree to the terms proceed to step 4. 

16. Setup will ask you for product registration information. Please enter your name, the name of your organization/company, and the license key. If you have a key then enter it at this point. If you are evaluating ConferenceRoom, leave the license key field as it appears ("TRIAL"). A dialog will then appear asking you to confirm that the information provided is correct. 

17. Setup will then prompt you for the name of the directory in which you would like ConferenceRoom to be installed. The default location for the ConferenceRoom files is in c:\Program Files\WebMaster\. If you enter the name of a directory that does not exist, Setup will ask permission to create this directory before installing it. 

18. The setup dialog informs you that it has all the information it requires to start copying files. When you click the "NEXT" button, setup begins copying the ConferenceRoom files to your system. ConferenceRoom contains many files and this procedure can take a few minutes to complete. 

19. ConferenceRoom Properties will be displayed so you can enter server configuration information. The fields of this utility are explained in the "Web Configuration Panel" section. At this point in the installation, very little information is required in order to get your server up and running. You may want to review and understand the settings of the Web server port in the "Web" tab of the console. See note below for cautions. 

Warning: ConferenceRoom automatically enables its web interface on port 8000. If you have another server running on this port you will have to select another port for it to run on, or you should disable the web server from the Web Properties in the Web Configuration Panel or change the port number in the Web Configuration Panel Properties to an unused port (e.g. 8080). 

Note: When you add a Server name (not hostname), please ensure that there are no spaces in it and that it includes at least one period ".". 

ConferenceRoom is now installed on your system. From your Java-enabled web browser, access the appropriate URL to reach your server. This URL will normally be in the form: http://MyFullHostname:8000. If you changed the port number then include the number you provided where the example has 8000. You can also usually get to your system by going to http://localhost:8000 

You can use your IP address in place of MyFullHostname. If you do not know your systems TCP/IP hostname (including domain) or IP address, your Internet Service Provider should be able to provide you with this information. 

Once you're connected and in a chat session you can become an online operator; called 'oper' for short. To do this use the online command /oper with your user name and password like: /oper <name> <password> 

Note: The On-line Manual for ConferenceRoom can be found on the Internet at http://manual.conferenceroom.com/, or on your local machine by clicking on the icon in the Webmaster group of your Start Menu. 



Service Information

ConferenceRoom can run as a service. You can control this by going to the Service Control Panel, or by selecting the advanced settings tab in the configuration utility. Running as a service allows ConferencRoom to start when the system boots up, a user does not need to log in to have a service run. 

Automatic Start: Sets ConferenceRoom to start automatically when the computer is started. 

On Windows NT/2000 

Uninstall the service:
wcm -u 

Install the service:
wcm -i [-l <loginname>] [-p password] 

Install the service with autostart:
wcm -a [-l <loginname>] [-p password] 

Install the service but disabled:
wcm -d [-l <loginname>] [-p password] 

CRStatus supports the following flags: 

To run ConferenceRoom automatically, any of these two will work:
crstatus -cr
crstatus -start 

Note: After installation, you can control the service manager, and edit the settings from the ConferenceRoom Configuration Utility 



De-installation Procedure

In order to de-install ConferenceRoom, use the Windows Control Panel's "Add/Remove Programs" applet. Select the ConferenceRoom entry in the list, then click "Add/Remove". You can also remove the program with the Uninstaller located in the WebMaster folder. 

The de-installation procedure is as follows: 

· Automatic: Automatically removes the software and related data files. 

· Custom: Gives you a list of files to enable you to specify the ones you want to remove. 

· Cancel: Exits the de-installation directory. 

Once the mode has been selected, ConferenceRoom and all related data files are removed from your system by the utility. 



Unix installation

ConferenceRoom is presently available for several UNIX platforms. UNIX releases of ConferenceRoom are packaged as compressed tar files. They include an installer but do not facilitate automatic upgrades. 

Some of the UNIX releases are packed in .gz format, while some are in .Z format. Generally for platforms that always provide GNU gzip, we provide the release in .tar.gz format. 

23. Unfortunately, many browsers rename files with long filenames. Please note the full name of the file you are downloading (especially the extension, either .tar.gz or .tar.Z) and restore it to its original name after completion. 

If the original file ended in .gz, the file is a gzipped tar file. It can be unpacked several ways. If the file's name is file.tar.gz, and you have GNU tar, you should be able to type tar xvfz file.tar.gz and unpack it. If you have GNU gzip, you should be able to type gunzip -c file.tar.gz | tar xvf -. Alternately, you can unzip it with gunzip file.tar.gz and then unpack it with tar xvf file.tar. 

If the original file ended in .Z, the file is a compressed tar archive. You must make sure the downloaded file ends in .Z as well. If the file's name was file.tar.Z, you should be able to type uncompress file.tar (notice the .Z is missing) to uncompress it. Then type tar xvf file.tar to unpack it. 

This should create a new directory containing the ConferenceRoom distribution. Inside this directory will be a README file. Also included is a file called RELEASE with information about this release of ConferenceRoom, and a file called PLATFORM with any special problems or issues with your version of UNIX. 

24. cd into the ConferenceRoom directory that was just created. Then type ./install. Simply answer the questions, and ConferenceRoom will be installed and configured enough to get it running. 



Unix Upgrade Installation

When you wish to upgrade to a newer version of ConferenceRoom, we strongly advise you to use a procedure that protects your previous version of ConferenceRoom. The files that you typically need to copy from your current version of ConferenceRoom into your new one (because they contain your configuration information) are ConfRoom.conf, startcr, db/ChanServ.DB, db/NickServ.DB, and db/webpass.sav. Don't worry if you don't have any of the last three files. 

We recommend you first unpack the new version of ConferenceRoom. It will put itself in a new directory. Then copy over the files listed above (and any others you may have customized). You will then have to edit 'startcr' to reflect the new path in two places. You can then stop the currently running copies of ConfRoom, WMws, and CRServices and start the new version of 'startcr'. 

You can then test the new version of ConferenceRoom. If you notice any problems, you should be able to shut down the new version and restart the old version. 

Note: You must not attempt to edit the ConfRoom.conf file while ConferenceRoom is running. It will not work. You also must not kill ConferenceRoom immediately after making configuration changes. You must wait at least two minutes for the changes to be saved. We recommend you use the /DIE command, which is always safe. 



Unix Auto Restart

If you'd like to make sure the various servers remain running even after a reboot or crash, add 'startcr' to your crontab. How this is done varies from machine to machine, but a typical way to do this would be as follows: Create a file called cron containing the line 6,21,36,52 * * * * /full/path/to/startcr Then type crontab cron. 

Note: this will wipe out any other cron jobs you (the user you are running as) had scheduled. You may want to check with crontab -l first to make sure you don't have any. 

We do not recommend running 'startcr' more often than every five minutes. Also, if you're not using CRServices or not using WMws, you should remove them from the 'startcr' script. Removing the ws will stop the web server from attempting to start and removing the sv will stop services from attempting to start. 



Shutting Down

At present, there is really no easy way to shut down ConferenceRoom on a UNIX platform. We strongly recommend shutting down ConferenceRoom itself cleanly by use of the /DIE command. 

CRServices will shut itself down when ConferenceRoom dies, so there is no need to do anything special to shut it down. If you just want to stop services, we recommend issuing a /SQUIT command. 

You can use kill to shutdown the various servers; however, this is not recommended. Killing ConferenceRoom can result in configuration changes, server bot locked topics, and server bot locked modes not being saved. Killing services can result in recent changes to registered nicknames and channels not being saved. 

If you do decide to use kill, you can find out the PIDs of the various services by looking at their .pid files in the programs directory. Please beware that those .pid files might be old, and it's always possible another process was created with that same PID. So please be careful not to kill the wrong process. Be doubly careful if issuing a kill command as root. One typo can bring down your system such that it cannot be recovered remotely. 

We plan to add a convenient command line program to make it easy to shut down specific servers in the near future. 

PLEASE NOTE: For Linux operating systems, you should make sure your inode-max and file-max are raised. Example: echo "8192" > /proc/sys/kernel/inode-max and echo "2048" > /proc/sys/kernel/file-max. That needs to be done as root and should be included in the startup commands. Though it's never used more than about 240, it's still a good idea to increase the safety margin if the load is planning on going up. 



Installation Sample

ConferenceRoom 1.8 UNIX installer
If you haven't read the release notes, please quit now and do so
This program will overwrite your conf file.

Caution: Do not, under any circumstances, install ConferenceRoom in a
directory that is accessible by a web server. Do not install it into a
virtual host directory or document directory of ANY KIND. If you have
done so, please quit NOW and unpack the distribution in a safe, private
directory.


Please enter your key or TRIAL if you do not have one
For example: TRIAL

> TRIAL


Please enter a valid fully qualified DNS name for this server
For example: irc.mycompany.com

> sample.webmaster.com


Please enter the name you want your server to use
For example: my.server.name

> chat.conferenceroom.com


Please enter a brief description of your server
For example: MyCompany, Inc's Chat Server

> WebMaster Inc Chat Server


Please enter a contact email address for your server
For example: support@mycompany.com

> support@webmaster.com


Please select the ports you wish your chat server to
listen on. Do not include the web server port in this list
The first port listed is the primary port
For example: 7000,6666-6669

> 7000,6666-6669


Please enter a nickname for the local channel management agent
For example: ChanBot

> Host


Please select the port you would like the web server to
listen on. You may use '0' if you don't wish to run our
internal web server. Do not use '80' unless no other web
server will run on this machine.
For example: 8000

> 8000 


Please select the nickname of the first operator
For example: admin

> MyName


Please select the password of the first operator
For example: MyPass

> MyPassword 

Do not forget this nickname and password or you will have
difficulty configuring your server


Do you wish to run CRServices? You should enable services unless
you have a personal key or are linking to a network that already
provides services
For example: yes

> yes

Services will run

ConferenceRoom offers you the option to automatically send newsflashes
informing people of important events. Would you like to enable this feature?

>yes

Would you like to send newsflashes only for major events?
Answer 'no' to send newsflashes for all headline stories.

>yes

Newsflashes will only be sent for top stories of major importance
You can change this later with the
'as news priority ' command.



You may launch CR1.8 by running 'startcr'
You may also wish to put this in a crontab file to ensure
CR auto-restarts in the event of a crash, reboot, or shutdown. 

Configuration



ConferenceRoom can be configured with a web browser such as Internet Explorer or Netscape, or with the windows configuration utility (win32 only). It can also be configured in the online environment with the Java interface using the AdminServ command set. 

Online Administration 

ConferenceRoom also includes online administration within the chat environment. This feature is very handy for making on the spot changes to the server. Every aspect of ConferenceRoom can be changed online as well as with a web browser or the configuration utility. For more information about the online command set see the ConferenceRoom Command Reference Guide - Server Administrators section. 

Windows Configuration Utility 

Use the desktop task bar 'Start' button to enter the following menu sequence: Start->Programs->Webmaster->Configure CR. The Configure CR1.8 utility will launch and remain local to your desktop. Clicking on the spider icon on the Crstatus Monitor will also launch the Configuration utility. 

Windows Services Manager 

In most cases you'll want to use the Windows Configuration Utility to manage your ConferneceRoom Service. However, in some cases you might want to install or deinstall the service manually. Use the command line to execute crsvcmgr.exe with any of the following switches: 

/a -- install & auto-start
/i -- install without auto-start
/d -- install disabled
/u -- uninstall

Web Administration 

To use web-based administration the ConferenceRoom chat server must be running. To gain access to ConferenceRoom from remote systems you must either use the name and password that you defined during the installation process or define a new Operator entry (See Operators) and make sure the Server Administrator flag is checked. The entry name and associated password and hostmask will allow remote access to the server. To gain remote access, point your web browser to the system and port on which the ConferenceRoom administrative services are running (This is defined in the Web section of the ConferenceRoom Properties when configuring). 

For example, in your web browser type:
http://hostsystem:port/admin/default.adm 

So if your host system running ConferenceRoom is named chat.yoursystem.com and the port is 8000 then you would type: http://chat.yoursystem.com:8000/admin/default.adm 

ConferenceRoom will then ask you for your operator nick and password. Once they are accepted the Remote Administration Console will be displayed. 

Note: The only option that is not available through the web-based remote administration is the ability to turn off the administration services. The administration services can only be turned off when you are on a browser or chat client on the same system containing the ConferenceRoom software. 



Web Administration

The Remote Administration Console contains all of the configuration options for both the ConferenceRoom client and server. The Remote Administration Console is used both for initial configuration and for changing/updating configuration options. The Windows Configuration Utility has the same options and is broken down in the same way. 

The top section of the header contains the main categories available. Below the line contains the subcategories for whichever section is currently showing. The server starts with the Home page showing and its subcategories are Help and Update. Remember that you have the option of configuring ConferenceRoom online or with the Configuration panel residing on the host. Each option category is described below: 

Home: This area has the controls for stopping and starting the ConferenceRoom server and web administration services. 

General: Basic configuration information including the ConferenceRoom server name and network parameters. 

Server: Configure the ConferenceRoom server to connect to other ConferenceRoom or ircd servers, edit server bots, network rooms, server messages, and view statistics. 

Security: Set general security options, specify domains and users that may not access the ConferenceRoom server, edit profanity filtering options, control prohibited nicknames. 

Users: Access control parameters for access to the ConferenceRoom server and configure who has access to commands that control the ConferenceRoom server. 

Services: User and channel/room management and configuration as well as Server bots and managed server channels. 

Web: Set up information for the ports, web based themes for the Java chat clients and the administration services. 

Scribe: Control logging options, events, and scripts. 

Upon completion or update of ConferenceRoom configuration, using the Remote Administration Console click on the submit button at the bottom the page for the server to accept the configuration information. If you want to revert to the configuration settings as they were before you made changes, click on the Reset button and the old values will be restored. 

We will go through each option and AdminServ commands in details as well. Now we'll see how to make additional configuration settings to your server. You should remember that all the changes to your server can be done through the Web Configuration panel as well as using the AdminServ commands. For complete details and examples on AdminServ please refer to that section. 



HOME

The Very first screen you will see is the Administration Panel. 

The home page for ConferenceRoom provides you with the current status of ConferenceRoom as well as options for starting and stopping the difference aspects of the server. 



You can start and stop the chat server elements from this area: 

Stop Chat Server (/die): This function will stop the chat portion of the server. 

Run Chat Server: This will start the chat portion server if it is currently not running. 

Rehash Chat Server (/rehash): This option will rehash your server configurations. 

Stop Web Administration Services (use /webstart online to restart): This option will turn off the administration web services. You must use the /webstart command online to restart the administration web services or restart them with the Windows Configuration Utility. Note that this command will only work when you are on the system that you wish to stop. This is a security feature that ensures that you will always be in a position to start the server. 

Stop ConferenceRoom (Includes Administration services): This shuts off ConferenceRoom completely. Note that this command will only work when you are on the system you wish to stop. This is a security feature that ensures that you will always be in a position to start the server. 

Help

This will open up help files for ConferenceRoom. 

Update

This will bring you to ConferenceRoom's Update page. It will show the current version of ConferenceRoom and what changes have been made. 



GENERAL



Server Information

Server Name: This field is the name you assign to your server. It does not have to be the hostname of your computer (though that is recommended). This name will be seen by users when they log into your server, and by other servers inter-networking with your server. While you may choose almost any name, it must not have any spaces in it. 

Valid Name: irc.webmaster.com
Invalid Name: webmaster irc 

Warning: Servers that connect to your server must supply your Server Name in the Name field of their server connection profile. See: Connecting to other servers. 

Example: chat.yourdomain.com 

Description: (not required) This is a short description of your server which will be displayed when a user types the /admin or /info commands or in a /links command. 

Example: Chat Server [127.0.0.1] or WebMaster's Chat Server 

Contact Info: Allows you to have a point of contact for your server. This is so that people using the server can contact the administrator. This information is also available when the /admin command is used. 

Example: Contact: John Doe johnd@yourdomain.com 

Key: This will read TRIAL unless you have a registered version of ConferenceRoom, then your key will be encrypted for your protection. 

Network Information

Ports: Designates the port(s) to be allocated for connections to the server. The default port, which is a commonly used port for IRC communication, is set to 6667. To specify multiple ports, separate them by commas (i.e. 6667,7000). To specify a range of ports, use a dash to indicate the beginning and ending ports (i.e. 7000-7020). Note that you can mix these specifications (i.e. 6667, 7000-7020 means connections are accepted on port 6667 and ports 7000 through 7020). The first port used in this field will designate which port the web-based clients connect on. This can be important when you are trying to allow access from sites that firewall the standard IRC ports. ConferenceRoom comes defined with 7000, 6667. This means that the ConferenceRoom Java client will connect on port 7000. 

Example: 7000,6660-6669 

Limit connections: The maximum number of connections (which is equal to the number of users plus the number of server connections) varies depending upon the Edition of ConferenceRoom purchased. The Personal Edition supports up to 100 connections, The Professional & Developer Editions support up to 1000 connections and the Enterprise Edition supports up to 10,000 connections. When the 30 day free demo of ConferenceRoom is downloaded, It is automatically set to 10 connections. When ConferenceRoom is purchased, the software key automatically sets the number of connections to the maximum allowed for the edition purchased. If you want to lower the number of connections that ConferenceRoom will allow, enter the number here. 

Host Name: This is the name of the computer the server is running on. 

Server Mode: This is where you will select if you want to run your server as a hub or leaf. If you plan on accepting another server to link to yours select the hub option. By default the server is automatically a leaf, which means you cannot allow downstream connections. 

Disable DNS Lookups: Client addresses will appear as IP addresses rather than host domains on the server if this option is enabled. In general, this option is not checked. 

Example: user@127.0.0.1 instead of user@host.domain.com 

ConferenceRoom News Feed

News Feed: enables or disables news for the network. If enabled users will receive newsflashes updating them on world news. If disabled they will not. 

Network-wide: Enable the news to be sent to all servers on the network or only the local server. 

Flash Priority: Controls how important news has to be to be added to the newsflash queue. The higher the priority the less news will be sent to the user. If you set the priority to medium then news of medium importance and high will be sent as newsflashes but not low priority news. 

Initial Priority: Sets how important news has to be to become part of the starting queue of news for a user. 

News Flash Interval: Controls how often newsflashes are sent. 

ConferenceRoom Domain

The domain name and password allow you to be part of a domain of servers. Some may require a password. 

Add Module

This allows you to add modules to your basic ConferenceRoom server. Modules can give you extra features. 

Update

Check to see if there are new updates available. It is always a good idea to update to the next release. 



SERVER

When you click over to the Server section you will see the screen below except with whatever bots and rooms/channels you have added. The Server section has several subcategories, each will be discussed in turn. 



Agents



Current Bot Configurations

This allows you to see a brief description of all of your current bots. You can edit one by clicking on its name. You can delete a bot by marking delete next to its name and then submitting the form. 

Add New Server Bot

This form allows you to create a new bot. The default settings are shown. You can edit each field. 

Nick Name: This is the name of the bot. A bot uses a nick the same way any other client on the chat server will. 

User Name: Select the userid that will show up in the bot's address. This will be seen by users who "/whois" the bot. The default would have the bot appear as service@conference.room. 

Host Name: This selects the host the bot appears to be on. It works with the user name to create the bots apparent address. 

Real Name: Controls what will show up in the name field during a"/whois". 

Password: This field is optional. If a password is provided then anyone who knows the password can use it to control the bot. You can leave a bot passwordless but have it know specific passwords for each room, allowing people to still use the bot to op themselves in particular rooms. 

See the channels section below or in the ConferenceRoom Command Set AdminServ section for more information, specifically the BOT and CHAN commands. 



Channels



Current Channel Configurations

This will be empty unless you have added any rooms and bots. If you have added any then you can edit them by clicking on their names You can delete one by marking the delete box and then submitting the changes at the bottom of the screen. 

Add New Server Bot Channel

This gives you an easy way to create a room that will be managed by the bot. 

Channel Name: Enter a room name. The room does not need to exist yet. 

Bot Name: Assign a bot. You can only assign currently existing bots to the room. If you need help making a bot, you can read through the Agent section of the Server help. 

Password: This is optional. If a password is used then anyone with the password can access the bot. If not then the bot can only be manipulated through server administration commands. You can still have passwords for individual rooms and let people use the bot to op themselves in these rooms with that password. See the Channels section for more information. 

Modes: The modes you want the bot to enforce for the room. 

Topic: The topic the bot will set for the room. 

Greeting: A message that will be sent by the bot to everyone joining the room. 

Note: Bots are explained more fully in the ConferenceRoom Command Set AdminServ section. See BOT and CHAN commands. 



Links

ConferenceRoom servers can be networked together to form a single network where all the servers share the same rooms. This network takes the form of a spanning tree, where each node in the network is either a leaf (having only one link to an upstream server) or a node (having a single link to an upstream server and multiple links to downstream servers or nodes. For a detailed explanation of server-to-server networking, please see Linking Servers Together. Servers which are hubs should auto connect to other hubs and leafs should only connect to hubs. 



Current Connection Configurations 

This first section controls the already created profiles. Only enabled profiles can be used. Deleting a profile entirely removes it, while disabling holds the information until you wish it to be enabled. You can click on a profile to edit it. 

Add New Connection - General Information

Profile Name: The name you want to reference this profile. It can be anything, but it's usually best to use the server name or something short and descriptive. 

Server Name: The name of the server, for example webmaster.webchat.org. 

Sent Password: The password the server will send to other servers when trying to connect to them. 

Expected Password: The password the server will require of other servers trying to connect to it. 

Ping Frequency: How often the server will send pings to make sure the connection still exists. 

May Connect DownStream Servers: When enabled the server can connect to many other servers, when disabled it can only connect to one. If you enable it, the server becomes a hub. If you disable it, then the server is a leaf. 

Enabled: The server settings do not take effect unless they are currently enabled. 

Connect Out Information

Hostname: This field contains the path/address of the connecting server, either the IP address or the hostname. 

Port: Enter your server connecting port for example 7300, as much as possible try to take a different port than your user and web ports. 

Strict Host Checking: Requires the server to have the expected IP address. The server address must be placed in the Hostname field. If it is not checked then we heavily recommend using the IP address of the connected server in the Hostname. 

Autoconnect: Causes your server to try to reconnect if the connection breaks. 



Note: Dynamic Addresses 

If you have a dynamic address (i.e. one which is assigned to you every time you log on - typical of dial-up connections), you don't need to reconfigure your server each time in order to network. If the hub has a static address, any number of dynamic address servers can connect to it. 

The dynamic servers can connect to the static hub by configuring the servers only once. 

On the hub, define a downstream connection (for the leaf) and specify only the "servername" and "Password" fields. On the leaf (which has dynamic addresses), enter an Upstream Connection defining the hub. Be sure to provide complete information and select the AutoCorrect option. 

Network Example

On WebNet, the ConferenceRoom-only chat network, the hub servers have designated all other servers in the network in the downstream position. The hub servers will only auto-connect to other hub servers. The ping frequency of the network is 90 seconds, all downstream servers should have all the hub servers configured. The IP address is used for the hostname and none of the servers have only this hostname selected. 

Helpful Stats Commands /stats w: Server stats /stats x: Servers not connected to you. /stats c: A list of Servers which can connect to you. /stats u: Server Uptime 



Messages

The Message panel is where you change message strings for your server. For example, when you /whois a Server Administrator, it says JohnDoe is a Server Administrator (IRCOP). If you wanted to change this then in the field called Search for you would enter Server Administrator which will return the #381 string. At this point you can change the message to :is the King of the World. Then you will submit the change, and the next time someone tries /whois JohnDoe he will see JohnDoe is the King of the world (IRCOP). You can change any message that is a string. To recognize these they are identified by %s. Please Note you cannot make any changes to the sentences that have %c in front of them. 



Edit Modified Messages

Shows you all the messages you have already changed and lets you edit them further. 

Perform Search

Allows you to find messages with specific strings of text so that you can edit them. 



Statistics

The Stats Option shows you the number of clients connected to your server, the global users, number of rooms currently active and the Uptime of your server. The same info can be seen on the chat network by typing /lusers and /stats u. You will see the prohibited nickname list on your server in this screen, the automatic kills also known as akill, and the restricted addresses called Zlines also listed with the /stats k command. 



SECURITY

Server security is very important. When you select this option out of the Web Configuration Administration Panel, you might be baffled at first. No worries, you will find additional information in the AdminServ section of this document. 



General



Flood Detection

As with all computer systems, ConferenceRoom contains safeguards against inappropriate behavior from users. Users may try and hamper the functioning of the ConferenceRoom server by attempting to flood the server with computer generated messages. This can be avoided by turning the flood detection option on. 

Disconnect user when flooding detected: When set on users will not be allowed to send too much text without being disconnected. Too much is defined by the other two options. 

Note: It is highly recommended that Windows95/98 users run ConferenceRoom with flood protection on. 

Minimum seconds between messages: Sets how quickly users may send text without it being considered flooding. 

Maximum penalties before disconnect: Sets how much flooding is allowed before the user is disconnected. 

User Security Parameters

Maximum channels per user: How many rooms each user may be in simultaneously. 

Server Security Settings

IP spoof protection: Detect spoofers and give out their real IP address. Remember that using telnet or wingates are not considered spoofing. 

Users Can Issue STATS Commands: When on all users can issue /stats commands when off only network operators may. See STATS in the Server Commands section of the ConferenceRoom Command Set for more information. 

PART/QUIT Reasons: When on part and quit messages will be shown. When off the parts and quits will still be visible, but the messages will be surpressed. 

Maximum Bans per Channel: Sets how many bans may be in a room's ban list. 

Minimum users for Chan List: Sets how many users must be in a room before it will show in a /list command. 

New Channel Creation: Sets who may create a new room. If users try to join rooms that don't already exist and the authorization is set higher than All Users then they will receive a message telling them they cannot join because the room does not exist. When it is set to All Users then the room will be created for them and they can be in it. 

Proxy Check

Perform Proxy Detection: This will check for insecure proxies. It is recommended. 

Action: Sets what the server will do when it finds an insecure proxy. It can do one of the following, Akill the user (ban the user from the server), Zline the user (restrict the address from being allowed to communicate with the server), Net Notice (send a notice to the ops on the network), Op Notice (send a notice to the ops on the server). 

Proxy Version: Controls which proxies the server checks for. 

Proxy Disconnect Reason: If you choose to have users disconnected automatically for insecure proxies you can create the message they will see. It is recommended that the message send them to somewhere where they can get help and information. 

The Next option is the Network bans, which are /akill refer to the Appendix A for more details. 

Clone Detection

Perform Clone Detection: This is recommended unless another server is already checking for the entire network. Clones are multiple users from the same address. Sometimes they are harmless, like a cybercafe, and sometimes they are malicious. 

Check Clients: Either for just your local server or for the entire network. 

Issue Alerts: Either to local network operators or to all network operators. Clone alerts are sent, but operators must deal with the clones themselves. This is because only a human can probably tell harmful clones from innocent ones. 

Default Trigger Level: How many users from the same address counts as cloning. 

Permanent Clone Trigger Levels

This shows the current list of clone trigger levels. A trigger level controls how many users from the same address have to log in before a clone alert will be sent to the network operators. You can edit current triggers with this screen. 

Permanent Clone Trigger Levels

Set specific trigger levels by address. For example, if all your employees for example come in from office.webmaster.com you could set a trigger level of 100, which would ignore that IP address until it reaches 100 connections. 

Host: The address for the specific trigger. 

Level: The number of clients that will trigger a clone alert for that address. 



Profanity Filtering

The Security profanity filtering options allows you to manage what is appropriate and what isn't for your server. 



Private Message Filtering Options

Filter Which Messages: All will filter every private message that uses inappropriate as defined by your prohibited words list. Some will only filter messages that go to users who are +L. None will not apply any filtering to private messages. 

Local Messages: This controls the server's reaction when profanity filters are triggered for messages to local users . It can either replace the offensive word with asterisks, drop the message entirely, or allow it to go through as sent. 

Issue Local Warnings: When set on the sender of the message will be informed when a message contained inappropriate text. When set off the user will have no way of knowing that the message was filtered. 

Remote Messages: Controls the same settings for messages not on the server. 

Issue Remote Warnings: Controls warnings for users on other servers. 

Channel Message Filtering Options

These options work the same was as the Private Message Filtering Options except they control how profanity filters work on text sent to rooms. 

Filter Which Channels: All causes filtering to apply to all rooms. None causes filtering to apply only to rooms set +L. 

Access Needed for Channel Filtering: This controls who may set a room +L. +L rooms will always be filtered, so if you don't want room messages filtered, set it to admin. 

Local Channel Messages: This controls what local users see. Censor replaces the offending word with asterisks. Drop keeps the entire message from getting through. 

Issue Local Warnings: Determines whether local users see a warning when they send messages containing profanity. 

Remote Channel Messages: Controls what users on other servers see when offending messages are sent. 

Issue Remote Warnings: Controls whether remote users receive a warning when they send inappropriate text. 

Prohibited Words

This field is used to define what your server considers to be profanity. It starts out with no words, but one has been added for this example. 

Check to Delete: Allows you to remove any prohibited word you find you want to allow. 

Enter to Add: Adds new words to be filtered. Remember to select Submit after entering. 

The bottom part of the security panel includes, local bans, which are referred to as Klines, and finally restricted address, which are commonly known as Zlines. We will view the details in the AdminServ section. The command reference for the security features are all listed in the AdminServ Manual. 



Prohibited Nicknames



Current

The server comes with several nicknames prohibited. A prohibited nickname can only be used by a network operator. The ones that are initially banned can all be used to try to trick users into thinking the person with the nick is a network operator or a service. You cannot prevent every possible way to trick users, some users will fall for almost anything and some people will be very creative, but this will prevent the most common problems. You can prohibit nicknames for any reasons. Network operators are able to use prohibited nicknames since they are expected to be trustworthy and only use them when there is a good reason. 

Add Prohibited Nicknames

The server allows you to prohibit users from using specific nicknames (i.e. offensive, obscene, confusing, misleading etc.). 

Nickname: The nickname you wish to prohibit. Reason: The reason that will be displayed for why it cannot be used. This helps you keep track of your prohibited nicknames. This field is optional. 



Server Bans

The server administrator may not want certain users (for example, users from a certain domain) to log onto the ConferenceRoom server. Preventing particular users from accessing ConferenceRoom may be necessary if those users attempt to interfere with the function of the ConferenceRoom server. 

There are several kinds of bans, but they all work the same way; so they will be described together. Network bans are global autokills. They prevent people who match the ban from logging into any server. Local bans only ban the users from the one server; they can log on from others. Restricted IP Addresses are similar to akills but there are two main differences. First the user does not even get to log on enough to see the reason why the address is banned. Second, you must use the numeric address, not the resolved one. 

Mask: The mask is composed of the userid and the domain. If you only include the domain it will ban all userids from the specified domain. The format of the mask is userid@domain. You can use a * as a wildcard. When restricting domains remember to use the numeric address. 

Example: *.digex.net 

Reason: Explanation for the ban. This is an optional field. 

Example: Running clones on the server 



USERS



Client Classes

Client classes allow you to have clients from different addresses be treated differently. One way in which this is useful is that you can have clients logging in from domains in different countries get greetings in different languages. The chat server will go through each enabled client class in alphabetical order until it hits a class that the user fits into. Then it will apply the settings of that client class. If the user fits no client class, then the server does not allow the connection. User classes can be added, changed or deleted using this menu. To edit an existing class, click on the class name, edit the information and click on the submit button. The z-default setting allows all users to connect to your server. If you want to limit access to the server you may delete or disable the z-default entry and any others that you find too permissive. You can then create your own classes. 



Add New Client Class

Classname: Name of the client class to be listed in the control panel. Remember since the server goes through the profiles alphabetically give it a name that places it where you want it to be. You can use a-restrictive or zz-default as examples for classes that will be run early or late. 

Password: Password required to connect to the server. Leave it blank if no passwords are to be used. 

Initial Mode: Define which modes the clients are given at sign on. To read about these modes please read Appendix A or type /hs umode while on your ConferenceRoom server. 

Mode Lock: Restricts the clients from changing these modes. 

Disable MOTD: Clients will not see a MOTD upon logging in. They can still view it by typing /motd. 

No initial Lusers Info: Causes ConferenceRoom to not tell people logging on to the server the number of clients and servers that are currently connected. ConferenceRoom Java client users are always sent this information, even if this box is checked. 

Alternate Welcome Message: With Alternate Welcome Message selected, ConferenceRoom will respond with: Welcome to the where Description is a field in the General Tab. 

Note: This functionality is useful when creating alternate connection classes. For example, on irc.webmaster.com, the MOTD is suppressed for web connections, and an Alternate greeting message is sent. This is for the benefit of the user, as the MOTD can be lengthy. This was accomplished by creating a new class with the Userid field set to Java, checking Alternate Message and deselecting MOTD. 

Prohibit Multiple Connections: Does not allow multiple connections from an address. Checking this will prevent users from running clones on the server. If there is a computer from which several users may try to connect to ConferenceRoom simultaneously, define a separate Client Class entry for this machine and allow multiple connections. 

Restricted to JAVA: Only users accessing the ConferenceRoom server from the World Wide Web through the ConferenceRoom Java client may gain access to ConferenceRoom. 

Modify Client Class

When editing a client class you are given a few additional options. 

Ping Frequency: Determines how often the ConferenceRoom server checks to determine if clients (users) are connected. Time outs can be caused for multiple reasons, such as the user losing Internet connectivity, disconnecting, or a lost router route. If users are experiencing frequent ping time outs, this value may need to be raised. 

Connection Limit: Sets how many users may be on this class before it is considered full and cannot be used til someone logs off. Your last class will usually have a very high connection limit. 

Enable: You will need to check this to activate a new client class. 

Client Masks

Masks from which clients may connect. If a user does not match any of the masks in a client class then the user won't be able to use that client class. In most cases, this field should contain a *, which will allow users from any domain to enter the ConferenceRoom server. Examples:
*@* This will allow any domain to connect.
*@*.domainname.com This will only allow clients from domainname.com to connect. 

Message of the Day (MOTD)

Appears to all users when connecting to the server and when the /motd command is used. 

Example:
Welcome to our chat server.
Discussion of the latest releases and online help available on #ConferenceRoom
For help type; /msg residue Can you help me? 



Operators

Operators help control the ConferenceRoom server to achieve optimum operation and to enforce any ConferenceRoom server use policies. Operators control the server with special commands which kill (break connections of) users who are violating policy or are attempting to disrupt service, kline (ban from signing on) users who continue to cause problems and make and break connections between servers (in a network of servers). There are different types of Operators (Local, Global/Network, Services and Server) which have varying degrees of system and network control. See the ConferenceRoom Command Set section for details on Operator types. 

The Operators Administration panel allows you to give network operator status. There are 5 classes of Operators local, helper, global, services administrator and server administrator. Local operators cannot do much of anything. They have no privileges marked. Helpers can see Help messages and chatops. Global operators are what is generally thought of when people say network operators. Global operators have access to most of the important commands. Services administrators can retrieve passwords and change the modes for any room. Server administrators can change the settings for the server itself. Each rank requires that the person be more and more trustworthy. 



Current Operator Configurations

This section lists the configurations you have already created. You may edit them by clicking on them or delete them by marking delete and submitting the page. 

Add New Operator - General Information

Entry Name: This is the nickname for the operator. If your server is running services you should make sure the person has the nick registered. You can oper without using the operator nick, but if an operator's nick is not secure someone may manage to trick people into thinking s/he has operator status. 

Password: The password for the operator entry. Passwords care case sensitive, "bob" is different from "bOb". The password should be secure, but something the operator can remember. Good passwords are at least six characters and not a real word or name in any language. 

User Specifications

The user must match a mask in the operator specification to use the entry. If no masks are set then no one can oper with it. This information tells ConferenceRoom which domains have access to the server as an administrator, creating an additional level of security against hackers. Be sure to use appropriate wildcards ("*") when your users are accessing the server from dynamic IP addresses and hostnames. An operator definition may have multiple user specifications. 

Note: If you receive a message saying "no o-lines for host" and you are sure you are typing the OPER command exactly as it appears in the usage tip, then the problem is that your current userid and/or hostname does not match any of the user specifications. Do a /WHOIS on your nick to see what your current userid and hostname are. If you still don't see the problem, please delete all the user specifications and try again. 

UserID: You will find this by doing a /whois on the user while he or she is logged on. It's the information proceeding the @ sign. 

Example: for ident@server.isp.com the userid would be "ident". 

Hostname: The domain; it's the information you will see after the @ sign Example: for ident@server.isp.com you might use either "server.isp.com" or "*.isp.com" 

Access Flags

+A: Gives the person complete control over the server. This should only be for people who are entirely trusted. +h: Allows operators to see help messages and set their nicks +h, which marks them as very helpful. +a: Allows operators to retrieve room and nickname passwords. It also allows them to change room modes for any room. +g: Gives global operator status. This is the most common setting. The operator can /kill any user and can route servers, but cannot use the powers of a service admin (+a). 



SERVICES



General



Services Information

Provide Network Services: You will want to provide them unless another server on the network is already doing so. If another server is then keep them disabled. 

Server Name: This is for aesthetic reasons. Services can appear to be on any server name. "services.net" is good because it makes it clear that it is a special server for services. 

Network Name: Put whatever you want to name your network here. 

Service Agent Information

User Name: This is what will appear as the ident of the service's agents. 

Host Name: This will be the domain of the service's agents. 

Nickname Expiration Days: How many days a nickname has to go without being used before it will expire. 

Channel Expiration Days: How many days a room has to go without a room operator joining before it will expire. 

Only Operators Can Register: If set to not then any user may register a room. 



Services Nicknames



Currently Registered Nicknames

To search for a nickname you can use * as a wildcard. Or you can put in the exact nick to turn up its entry to edit it. You do not see a list of all currently registered nicknames because on most networks this would be incredibly lengthy. 

Register New Nickname

Nickname: This is the nickname that will be registered. It must not be previously registered. 

Modify Registered Nickname

When you find a nick through the search, it gives you several options you can set. 

Real Name: The information that will show in a /whois in the name field. 

Password: The password allows complete access to the nickname's settings, even allowing the user to drop the nickname. Passwords are case sensitive, "bob" is different from "Bob". 

Email Address: This information is stored but not shown publically unless showemail is set on. It allows services administrators to email lost passwords back to users. 

Nickname: Do not edit this field. It is just here to show you which nick you are currently modifying. 

Registered: Displays the registration date. 

Last Seen: Displays the last time the nickname was seen used by its owner. 

User@host: The mask associated with the nickname. 

Real Name: The text displayed in the name field. 

URL: Optional field to publically display an URL with the nickserv info on the nick. 

Password: The password for the nickname. 

Nick Kill: When set on anyone who uses the nick without either matching a mask in the access list or identifying with the password will be forced to switch nicknames after 60 seconds. 

No Op: When set on the user cannot be added to room operator lists. 



Services Channels



Currently Registered Channels

Searching for registered rooms works the same way as searching for registered nicks. You can either enter the exact room name (including the # sign) or put in asterisks as wildcards. Once a room is located, you can edit its entry. 

Register New Channel

Channel Name: Put the intended name for the room, including the # sign. 

Founders Nickname: The founder's nickname must be registered. The nick listed will have control over the room. 

Password: Insert the password that will give full access to the room. Passwords are case sensitive. For example, "bob" is different from "boB". 

Modify Registered Channel

This gives you a few more options than when you first create the room. The additional options are explained below. 

Modes: You can set modes that will be enforced by services. Modes locked plus will always be set. Modes locked negative will be unset by services if anyone tries to set them. You cannot lock k or l on, only off. For more information on room modes see ROOM MODES in the Server Commands section of the Command Set. 

Opguard: When set on only nicknames defined in the room's AOP and SOP lists or the founder will be able to be opped in the room. If anyone else is opped, services will deop the person. 

Ident: This causes services to ignore nickname access lists when deciding whether to op people in the room. It forces room operators to identify with their nickname passwords to get their status. 

TopicLock: When set on services will remember the last topic and reset it if the room empties and then is used again. 

Services Web Page for Users

Users can register their nicknames and rooms through a web panel registration server. They can also do it while connected on the server (refer to the NickServ and ChanServ section of this manual for online registration) 

The site is http://your.servername.com:port/services 

It works the same was as the administrative web registrations work. 



WEB



General

Port: The port from which the web interface to ConferenceRoom is served. The default port is 8000. All users must include this port as part of the URL entered to access a ConferenceRoom server (i.e. http://myhost.acme.com:8000/). Alternatively, this value may be set to 80 and then users do not have to include a port when accessing the ConferenceRoom server. 

However, make sure that there is not web server software already using port 80 (like the Microsoft Internet Information Server IIS). 

Warning: ConferenceRoom automatically enables its web interface on port 8000. If you have another server (e.g. Your primary web server running on port 8000), you must disable the web server by selecting the "Disable Web Server" setting or change the port number above to an unused port (e.g. 8080) 

Disable web server: If a third party web server is used to serve the ConferenceRoom Java client or no web interface is desired, this setting will disable the ConferenceRoom web server. 

Note: The information entered in the General configuration tab rolls over into the Web configuration tab, BUT you must go to the Web configuration tab and select OK to activate the information. 

Web Access Log and Web error log: If you enable these options it will log all web access and or Web errors to files residing in your DB folder. 

Default Channel: This setting selects the room where the user will automatically enter when logging on to the ConferenceRoom server. This setting will be plugged into the theme where the #lobby substitution variable is used. 

Choose a Theme: A theme defines how the client or users interface looks to the people participating in a conference/chat. Select a theme or use the default ConferenceRoom theme. Themes resemble a chat client in their functionality. The themes are described on the same web page. 

To connect to your server: Go to http://youhost:portnumber to connect with the java client. You must have a web server running. 

Param Sheet

This provides an example of the different parameter options for themes. 



Scribe



Logs

Current Log Events 

This allows you to edit your existing logs. You can also leave them disabled when you do not want them active, but keep them defined so you can quickly enable them whenever you want. 

Add New Log Event - Information 

Log Event Name: This is the name of the profile. This is only useful for editing the information in this section. Try to pick something fairly short so that if you wish to edit it using online commands you won't have to do too much typing. Also make it something memorable, so you won't forget what this log refers to. 

Enabled: The profile will not run unless enabled. 

Channel: The room it is set to log. 

Log to: Controls where your log is stored. Select whichever is appropriate. 

Log File/Directory: This goes with "Log to" to specify exactly where the log is stored. 

Web Path: Determines the extension for viewing the file on the web. You should have the file end in .htm or .html. 

Title: This can be anything, but it is usually best to pick something descriptive. 

Description: This can be anything, but a short accurate description is recommended. 

Theme: This will affect what the log output looks like. 

Start Time: The fields in order let you select: month, date, year, hour (from 1 to 12), minute (in five minute intervals), and AM or PM. The logging will begin at the start time assuming it is enabled. 

End Time: This works the same was as Start Time and determines when it stops logging. 

Interval: If you set an interval then it will continue logging every day/week/month at that time. Monthly intervals should not be set to go off on the 29th through 31st because not all months have that many days. 

Events

Current Events 

You can select an event to edit it or mark it as enabled or disabled. You can also delete events you are no longer using. 

Add New Event - Information 

Event Name: This is the name for the profile. 

Enabled: Allows you to enable or disable the profile. 

Start Time: This takes the same paramters as logging, except that you type them into the field. 

Start Script: You will get a menu containing all the scripts you have created. If you do not have the event start any script, then the event won't actually do anything. This script will run when the event starts. 

End Time: This takes the same parameters as start time. 

End Script: This runs a script when the event is ending. 

Interval: Causes the script to run regularly or only once if you select that. Do not run scripts monthly if they are set to run between the 29th to 31st since not all months contain those dates. 

Scripts

Current Scripts 

Allows you to edit current scripts, enable, disable, or delete them. 

Add New Script - Information 

Script Name: This is the profile name. The script name will show up in Events so that you can create events that run scripts at specified times. 

Enabled: Only enabled scripts can be used. 

IRC Command: This is the name you want to give the script that will be used on the chat network. The script will function as a server command. For example, if you put "bob" in this field then when logged onto the server you could type "/bob" to run the script. 

Access Level: This sets the access needed to run the command on the chat network. Scripts can call AdminServ commands yet be run by people without AdminServ access if you set the script access level lower. This way you can allow people at different levels to have access to specific commands or sets of commands. 

Access Channel: If you set the level to chanop, then you can set it to give access only to channel operators in a particular room. 

Configuration Commands

This is where you put the actual commands the script will run. They must be AdminServ commands. See the AdminServ section of the ConferenceRoom Command Set manual for more information. Particularly look at the SCRIPT and UTIL sections. 

Connecting to your Server



There are two basic ways to connect to your server: 

By using a web browser to access ConferenceRoom's Java Client, served by ConferenceRoom's built-in Web Server or by using a web browser to access ConferenceRoom's Java Client, served by another web server. If the server is running on your machine you can access the client by going to http://localhost:port/ 

Or by using a standard IRC client like mIRC. ConferenceRoom is completely compatible with the IRC standard and is able to connect to any standard IRC client on any platform. Standard IRC clients can be found at ftp://ftp.webchat.org/pub/clients/. 

Becoming an Online Administrator



To oper yourself in ConferenceRoom use the name and password you entered during the installation process, refer to your Checklist for the name and password. and type: 

/oper 

Example: /oper admin password 

Now you should have operator status on ConferenceRoom. 

Here is a step by step instruction on how to add and secure the administrative access to your server. You can create as many of these administrative or 'oper' profiles as you need. 

In the next line we issue the command to add an operator. Where it says change that to what ever name you'd like. Where it says , choose a password that is secure but that can be easily remembered. 

/as oper add gcsa
/as oper access add *@* 

Now that you have done this type: 

/umode -o 

Now it's time to try your new Oline, type the oper command and replace name and password type: 

/oper 

To check if you have operator status do a whois on yourself. Information on whois can be found in the Command Reference guide. 

/whois user
Where user is your nickname. The output should look something like: 

Jeff is java@pm02-01.vip.webmaster.com * Java User
Jeff on @#lobby
Jeff using irc.webmaster.com WebMaster's IRC Server
Jeff is an IRC Operator - Server Administrator
Jeff has been idle 13mins 28secs, signed on Wed Oct 16 14:24:26
End of /WHOIS list 

Jeff is the nickname of the user, java is the persons userid, vip.webmaster.com is the hostname and Java User is the users real name. 

User is java@pm02-01.vip.webmaster.com * Java User
<Nickname> is <Userid>@<Hostname> * <Realname> 

Please note that there is a difference between nickname and userid, as noted above. 

When setting up the hostmask, be careful that you allow for any dynamic or changing parts of your address. In the example above, pm02-01 would change every time this user dialed in. You can use the wildcard character * to replace these areas: *.vip.webmaster.com would become the hostname you would want to place in the User specification area for Jeff. If you have an address that doesn't change then you can put in that exact address, would recommend experimentation with this as it's an important security feature and takes some practice. 

Server Administrator 

If you have Services or Server Administrator access the server will give you the access when you oper. If you set yourself -a or -A you'll need to re-oper to get access to these commands again. 

Services Primer



Here is a step by step information listing on how to register your nickname and your channel. All commands start by a slash / if you do not put the / your command goes into the channel for everyone to see. 

Once you are on the server you will most likely be known as Guestxxxx, so your first step is to change your nickname:
/nick 

You may get notification that the nickname is owned by someone else and that you must identify which means you'll need to find a new nickname for yourself. You can look if a nickname is registered by typing:
/ns info 

If The nickname is registered it will tell you and you will need to find one that is not currently registered. On busy servers you can usually add numbers at the end of your name to find something that is free. Take Joe which is a common name, if you find that there is a joe1 and a joe2 then you might try joe with your age, or last name. Some combination will work for you and you'll be able to get onto the server. Of course nicknames don't have to be your name they can literally be anything that you want like Host, Moderator, Salesman, SpiderMan, Ghost or Firstname_Lastname. 

Nickname Registration
Now that you have selected a nickname you would like to own type the following information to register it:
/ns register yourpassword youremail 

You choose your own password and put your real email in the email field since it is a determining factor when trying to retrieve your password in case you lose it. 
Example: /ns register mypass example@webchat.org 

Write your password down in order not to forget it and make your password something hard to guess using numbers and letters or various characters here are some examples: myp@22 or mypass987 

Now you should set the following setting on your nickname:
/ns set PROTECT on 

You can see all the different settings by typing /ns help set. 

When NickServ asks you to identify to your nickname use /ns identify or /pass . You are now ready to register your channel. How to register a channel: 

Channel Registration
To register a channel you need to first /join # substitute #channel by the name of the channel you want. To verify if the channel is not already registered type /cs info #. Channels always start with the # sign 

When you join the channel you will be op-ed by default you will have a @ or a spider or your name will be in a different color, once you have this by your name you can register the channel using:
/cs register #channel password description 

Once again substitute the password with your own password and the channel description is a few words describing the type of channel it is. Now that your channel is registered you should add the following settings: 
/cs set # OPGUARD on
/cs set # MLOCK +tn
/cs set # topiclock SOP
/cs sop # add 

You're all set from this point on if you need to make modifications to your channel you will need to identify as the channel founder using:
/cs identify # 

Keep in mind never to give your passwords to anyone, make your passwords hard to guess, and always use a valid email address in your registration. All services have help files associated with them for example /cs help or /cs help set same thing with NickServ /ns help and /ns help set. 

Administering Channel and Nickname Services



There are two ways to administer registered channels: via ConferenceRoom Configuration (described in the previous section) or by sending messages to "Services" which is a reserved name used to address the distributed channel management system. 

Commands may be issued to the service agent(s) in order to manage registered channels. The commands must either be prefixed with "/msg NickServ or /msg ChanServ"

The Professional, Developer and Enterprise Editions of ConferenceRoom support registered channels. The Personal Edition of ConferenceRoom does not support registered channels. Registering a channel provides the following benefits:

· The room/channel is always present with a pre-defined topic and set of modes.

· A defined set of users are channel operators when they are in the room/channel. They are called 'automatic operators' (AOP).

· A subset of the AOPs are defined with the 'super' flag(SOP). These operators may add other AOPs and VOPs(voiced operators)

· The channel FOUNDER is the only one who can add SOPs. He is also the only one who can make changes to the channel info such as the MEMO level, FOUNDER, change the Password. 

Uses for registered channels include: 

· Control - Critical channels can be defined and controlled. 

· Suggested Conversations - Channels can be registered provide suggestions for priming a range of discussions.

· Limited Discussions - Discussions can be limited to a certain set of topics by defining a few registered channels and clicking 'Allow users to create (dynamic) channels' and 'Allow users to register channels' to off. 

When used in a network of ConferenceRoom servers, the registered channel Service Agent on each server manages all users who access channels registered on the network and cooperates in a distributed fashion to resolve conflicts among agents. The rule for resolving conflicts when the same channel is registered on two different servers is first-come-first-serve - the server which has registered the channel first manages that channel.

Becoming an Operator in a Registered Channel 

One of the most important features of Registered Channel Services is the handling of channel operators. When joining a registered room/channel with no users in it, you are not automatically a channel operator as is the case with non-registered (dynamic) channels. Operator status in a registered channel is assigned under two specific circumstances: your nickname, userid and hostname match either an AOP or SOP entry for this channel. To check channel operator status, contact an SOP of the channel or a Server Administrator (use /admin to locate the active administrator of your system)

ConferenceRoom Services 

ConferenceRoom services will allow you to manage your own nickname and channel via ChanServ and NickServ. ConferenceRoom services also include MemoServ and OperServ on the Enterprise edition of ConferenceRoom. HelpServ is included in all the editions of ConferenceRoom.

HelpServ has help files on all the ConferenceRoom commands excluding Services commands such as NickServ, ChanServ, MemoServ and OperServ.

If you own a copy of ConferenceRoom Professional, Developer or Enterprise Editions you can enable services using the following command syntax:

/as services enable
/servstart

You must be a Server Admin to issue those commands.

If you own a copy of the Enterprise edition, you can enable OperServ and MemoServ using the following commands:

/as services memoserv enable

Basic Information on nickname registration
In order to register a channel one must have a registered nickname. Your first step will be to change your nickname from Guestxxxx to your new nickname. Keep in mind that without a registered nickname if you are an owner of the Enterprise edition, you will not be able to be added to the ROOT operator's list. Thus why the importance of having a registered nickname.

First of all you will use the /nick newnickname command to change your nickname from Guest to your own nickname.

Now that you have selected a nickname that you would like to own type the following information to register it.

/ns register yourpassword youremail. You choose your own password and put your real email in the email field since it is a determining factor when trying to retrieve your password in case you lose it. 

Example: /ns register mypass example@webmaster.com 

Write your password down in order not to forget it and make your password something hard to guess using numbers and letters or various characters here are some examples: myp@22 or mypass987



Application Notes



Language Filtering



It is currently impossible to reliably detect deliberate profanity by any automated means. Attempting to do so by more and more sophisticated techniques will result in more and more sophisticated techniques being used to fool the filtering. Worse, more and more legitimate text will wind up being filtered. In attempting to ban the word shit, we may prevent Mrs. Lipshitz from even saying her name. Imagine if hello was the most profane word imaginable. Someone could try H_e_l_l_o Or even hello. Whatever detection methods you could envision, it is not difficult to envision the means to avoid them. All that would result from waging this war is a dramatic increase in the CPU wasted in the attempt to determine if messages were profane or not. Detection of deliberate profanity has to be done by humans. However, we can use automated means to detect accidental profanity. This way, chat participants will become aware of what is and is not permitted. And if they do chose to deliberately break the rules, operators can ban them. 

ConferenceRoom includes a language filtering module for this purpose. Its design has been a compromise. It tries to catch as much accidental profanity as it possibly can without being an undue CPU drain. As a result of its efficient design, its CPU consumption is barely noticeable, even on a heavily-loaded server. It supports configurable character mapping. This allows it to consider 'Foo' and 'f00' as equivalent. Or even 'Time', 'T1M3', 'T|mE' and 't[m3'. By default, the only character mappings it has are to make it case insensitive, but these can be adjusted. It does not and will not ever support any notion of 'mask lists' or 'wildcards'. This is for several reasons. They do not help catch accidental profanity. So they do not help the profanity filtering system serve its intended purpose. They consume undue amounts of CPU. Masked compares with wildcards are inherently expensive. 

Lastly, it is too easy to accidentally filter a large amount of unintended material. Language filtering can be enabled server wide, on a per-user basis, or on a per-channel basis. It can be configured to discard or censor. It can be configured to send a warning, or not. The server as a whole must have only one single list of profane words. At this time, no support for multiple word lists is anticipated. 

How to filter out specific phrases like URL's or other words that have special characters in them like some foreign character sets. 

You may be able to get the profanity filter to do what you want, depending upon exactly what it is you want to do. The first thing you need to keep in mind is that the profanity filter works in three steps (it doesn't actually, but it acts as if it does): 

32. Separation: The text being sent is separated into works along the stops. The space character is always a stop. Other characters can be configured to be stops or not. 

33. Comparison: Each word from step 1 is compared against the list of disallowed words. Characters that map equivalentally are considered to match. 

34. Action: On a match, the profanity filter takes the sellected action or compinations configured for that that category of text (drop, filter, and/or warn). 

If you want to stop URLs like 'http://xxx.xxx.xxx', you could map ':' to itself (it's a stop by default) and make sure '/' is a stop. Then add 'http:' to the filtered words list. If you only wanted to stop 'http://www.xxx.xxx', you could map ':' and '/' to themselves and make sure '.' is a stop. Then you could add 'http://www' to the filtered words list. 

If only specific sites are a problem, map '.' to itself, make '/' a stop character and filter out the specific sites. For example 'www.foo.com' would stop 'http://www.foo.com' since the '/' is a stop character and '.' is not. 

There's really no good way to catch things like "Come see my web site at www.foo.com" (such that the filter would catch any web site). There's just too many ways to disguise it. 

If you have a repeat problem with specific sites, you may find that it's helpful to complain to the administrators of those sites and (in some cases) the abuse contacts for their uplinks. For extreme cases, where the site themself is sponsoring or encouraging this, you can take action to get the site blacklisted until they clean up their act. 

Moderated Events



How to set up a moderated Event? 

These are the steps to create a moderated channel or run large scale events. The preferred method would be to use the Event Wizard to handle your event needs. But for those that prefer the cut and paste method you can use the following procedure. 

You must be an IRC operator or higher to set this in motion. 

Step 1: 

You will need to Oper yourself using the oper command 

/oper admin password 

Those are the defaults substitute the oper name and password if you changed them when you first installed ConferenceRoom on your server. 

Step 2: 

You need to now select the channels that will be running the moderated event and the channel that the operators will scan questions from. 

Examples: 

All users and opers should go in the channel #live-chat,
All opers should go also be in the channel #live-scan 

Step 3: 

Moderation setting 

/join #live-chat
/samode #live-chat +o yournickname
/mode #live-chat +tnmcdAM #live-scan 

Note that the mode +A is an Enterprise only feature. 

/join #live-scan
/samode #live-scan +o yournickname
/mode #live-scan +snN #live-chat 

The moderators/operators should be opped in both channels the regular users will be in #live-chat anything they say in that channel will be forwarded to #live-scan You can then select the questions you want to answer from #live-scan and paste them back in #live-chat. 

Additional Information: 

Channel mode information 

/helpserv cmode 

Server Linking



First of all you should know that ConferenceRoom no longer supports any IRCd or other types of Chat servers. You can only link servers that are both running the same versions of ConferenceRoom with different valid keys, and only TRIAL, Professional , Developer and Enterprise editions can be linked together. 

For the purpose of these examples we'll name one server tenor.webmaster.com and the second one soprano.webmaster.com 

Tenor.* is running the Professional edition and Soprano.* is running the Enterprise edition of ConferenceRoom. My first step will be to determine who will be the hub server and accept downlink connections. 

Soprano will be the hub so I will type on the server soprano 

/as general set hub 

On the server tenor.* I will do the opposite I will type 

/as general set leaf 

Now that we have determined who will be the hub and leaf servers, we need to determine which server will keep on running services. Since the soprano server is Enterprise it means services has more features so we will disable services on the tenor.* server. 

On the tenor server type the following 

/as services disable
/squit services no longer need these services. 

Now we are ready to add the C/N lines 

On the soprano server type the following commands: 

/as server tenor add
/as server tenor set name tenor.webmaster.com
/as server tenor set host 209.133.0.0
/as server tenor set port 7000
/as server tenor set ping 280
/as server tenor set inpass allegro
/as server tenor set outpass allegro
/as server tenor enable 

On the tenor server I will now type the following commands: 

/as server soprano add
/as server soprano set name soprano.webmaster.com
/as server soprano set host 209.133.1.1
/as server soprano set port 7000
/as server soprano set ping 280
/as server soprano set inpass allegro
/as server soprano set outpass allegro
/as server soprano enable 

Substitute the information for server name host port and password to reflect the information from your servers. Do note that if you do not enter a valid IP address you will not be able to connect the servers, if you should decide to do it all via DNS you need a valid DNS. If you are unsure about setting up Valid IP and DNS you can always contact your own ISP (internet service provider) who will assist you with this. 

Once the information is correctly entered on both servers you can now connect both servers together by using the following command: 

From the soprano.* server type this: 

/connect tenor.* 7000 

From the tenor.* server type this: 

/connect soprano.* 7000 

You need to be a server administrator to enter the configuration of both respective servers, however you simply need to be an IRCop to be able to reconnect servers together. Pay attention to server side messages as they are a good indication as to why 2 servers could not link together. 

Linking Multiple Servers Together
Linking 5 or fewer servers 

When there are 5 or fewer servers to be linked together, the networking is very simple. Each server defines every other server in its Downstream configuration. 

To link a server, you must define it on your console's 'servers' tab, then the administrator of the 'other' server must define you in a similar fashion on his console. To define your end of the connection, perform the following: 

Open the ConferenceRoom Configuration tool (control panel) by using the following menu sequence from the Operating System's 'START' button: 

START->Programs->Webmaster18->Configure ConferenceRoom 

Click the 'servers' tab 

Double click in the Server window and enter the following information about the other server connecting to you. 

Configuration Name - This is the name of the server or the short name for it example shell.ca.us.webchat.org we would call the configuration name SHELL.
Disabled/Enable- Leave this unchecked
Leaf server/hub server - you will select the type of server it is in this section. If you will allow the server to connect other servers to it or if it can't allow server to connect to it.
Server Name - This would be shell.ca.us.webchat.org 
Ping Timeout- Leave this at the default value of 90
Hostname-TCP/IP hostname (or IP address) of the other server
Port -This value must match the value on the other server.
Auto Connect- If this is not checked, you will be required to manually issue the /connect command in order to establish and re-establish the connection
Password Sent -This field must match the other server's 'Password expected' field on his definition for your server on his control panel, servers tab (this is also referred to as inpass)
Password Expected -You invent a value for this field. The other server's 'Password Sent' field on his definition for your server on his control panel, servers tab must match this value (this is also referred to as outpass)

After you have completed this and clicked 'ok' on the dialog, the other server must define you using this same procedure on the configuration tool on his system. Be sure to provide him with your Server name, port number, hostname (or ip address), and a password that you expect. Networks Containing More than 5 Servers 

If your network is of greater size, it will benefit you to define your network as an organized hierarchy. There are two basic roles servers can play: hubs and leaves. 

Hub - A hub is a server which connects to more than one other server and therefore performs routing functions.
Leaf - A leaf is an end node server. It connects to only one other server, which is always considered 'upstream' to it. 

The first step in setting up this networking is to delineate which of the servers will be hubs and which can be leaves. This decision may be affected by geographic or organizational considerations. 

To illustrate a geographic approach to building a network, consider the case of a network of 8 servers in which 4 of them are located in San Diego, and while the remaining 4 are in New York. 

A logical approach to creating this network is to designate 2 hubs (one in each city) and have all the servers in each city connect to it's city's hub. The final step in completing the network is to link the two hubs together. 

The server names assigned for our test network were as follows: 

hub1.sd.com hub1.ny.com
leaf1.sd.com leaf1.ny.com
leaf2.sd.com leaf2.ny.com
leaf3.sd.com leaf3.ny.com

Upstream - Downstream hub1.sd.com (auto-connect) - 

Definitions for hub1.sd.com - Definitions for Leaves in San Diego 

Upstream - Downstream - hub1.ny.com (auto-connect)
leaf1.sd.com 

leaf2.sd.com
leaf3.sd.com 

Upstream - Downstream
hub1.ny.com (auto-connect) - 

Definitions for hub1.ny.com - Definitions for Leaves in New York 

Upstream - Downstream
- hub1.sd.com (auto-connect
leaf1.ny.com
leaf2.ny.com
leaf3.ny.com 

Port Binding



You can bind ConferenceRoom to a single IP address if the system it's running on has multiple addresses. This process is called port binding whereby the application will only answer to a specified port on a specified address. The first port has to be unique to that instance of CR. The rest of the ports can be bound: 

Using AdminServ: 

/as general set ports 7001,7000:127.0.0.1,6666-6669:127.0.0.1 

For the web server it would look like: 

/as web port 8000:127.0.0.1 

Just replace the 127.0.0.1 with your own IP address. 

Using web based administration: 

In the web based admin just put in the ports and IPs themselves. Do not put in the /as general set ports in the port area: 

7001,7000:127.0.0.1,6666-6669:127.0.0.1 

The same rule should be used in the web section fo the web based administration. 

Using the windows configuration tool: 

In the Windows configuration tool you would click on General, Advanced, Ports and there is a place to enter in the IP address to bind to that port. 

Performance



All of our server products can easily handle the heaviest load with no user-perceptible degradation of service. This makes ConferenceRoom's technology particularly attractive to large-scale Communities, Portals and Organizations that must meet the ever-increasing demands of providing a secure, highly efficient messaging platform for thousands of concurrent users. 

ConferenceRoom's dynamic multithreaded architecture allows it to take full advantage of multiprocessor machines. This architecture also protects ConferenceRoom servers from being ambushed by the operating system. Other products that suffer from 'ambush' can become bursty or unresponsive for brief periods of time as load increases. This multithreaded architecture also makes it easier to customize ConferenceRoom for your needs. ConferenceRoom can launch customer-supplied code to make decisions without the server having to wait for the customer's code to complete its operation. 

ConferenceRoom is written in platform-independent code that sits on top of a small operating system adaptation layer. This allows the server itself to be equally positioned on all operating systems without having to emulate any one operating system's functionality on another. This also allows low-level code, such as network I/O, to be fully optimized for each supported platform. On Windows NT, 2000, and XP, I/O completion ports are supported for optimized scheduling and maximum I/O performance as the Windows kernel reads and writes network data directly to and from the application's buffers without the usual faults and copies. On Solaris 7 and greater, the '/dev/poll' interface is supported for highly efficient socket discovery. On Linux, LinuxThreads is used without the usual cancellation wrappers that sap performance on many system calls. 

ConferenceRoom servers continuously monitor system performance and resource availability. In the event of resource shortages, the servers can run off of a private 'emergency pool' and continue to provide normal service as they trim their resource consumption. Servers monitor the size of their list of pending tasks and defer expensive tasks during bursts of high load. This automatic tuning allows the same product to minimize its impact on other system tasks in non-dedicated implementations but still provide the utmost performance for larger implementations. Generally, no application tuning is needed, and operating system tuning is usually limited to raising resource limits. 

Services Primer



Fields are a method of placing information to a users record that can be displayed and propogated in many different ways. You can set it to display in a whois, or only to operators, or when a user joins a channel. There are two commands and an administrative command that are used to create this effect. The first is the field command that is used to create a field. As an example to create a field called age that is displayed to everyone in a 'whois' you would use the following commands: 

/as field Age add
/as field Age set whois
/as field Age set remote

Now you want to set that information:

/set <nick> age <data>

/set John age 20

Now everyone will be able to see this when they do:

/whois john

Or they can do:

/get john age

For another example take a look at how we implemented avatars at the end of this technical note.

FIELD <name> [DEL|ADD|LIST|SET]
FIELD <name> DEL
Deletes an existing field.

FIELD <name> ADD
Adds a field with the specified name.

FIELD <name> LIST
Lists all the field settings of the specified name.

FIELD <name> SET <PRIVATE|ONJOIN|ONCHANGE|WATCH|BUDDY|OPER|ONCE|WHOIS|REMOTE> <ON|OFF>
FIELD <name> SET PRIVATE
Nobody can retrieve the specified field except an IRC Operator or Server Administrator.

FIELD <name> SET ONJOIN
Sends the specified field data to all users when a client joins a channel.

FIELD <name> SET ONCHANGE
Sends the specified field data to all users when a client changes the field data.

FIELD <name> SET WATCH
If you're watching a user and his field changes then you will be notified. This is handy for updates of user status as an example.

FIELD <name> SET BUDDY
Only people on your 'buddy' list can see this field

FIELD <name> SET OPER
Only all opers to view or set this data.

FIELD <name> SET ONCE
Can only set it once.

FIELD <name> SET WHOIS
Show's the field data in the whois information.

FIELD <name> SET REMOTE
Send this inormation for the specified field to remote servers.

SET
SET <nick> <field> <data>

GET
GET <nick> <field>

As an example when we decided to implement avatars we used the Field system. First we created a new field called AVATAR. Then we set it so that when user joined a channel the field would send to all other clients in a channel. We set it to broadcast to all others in a channel when it was changed. With just these settings we were able to code the java client to support avatars. 

Avatar Field Configuration: 
field avatar add
field avatar set onjoin on
field avatar set onchange on
field avatar set remote on

The java client has several params for avatars that let admins define graphics that will be used when certain the field AVATAR is set. 

prm file:
avatar0=avatar16/alien16.gif Alien

html param:
<param name="avatar" value="0=avatar16/alien16.gif Alien">

The first is the param name, Then the path and file followed by the field name.

When you select an avatar the java client will set the field avatar with the field name and display the graphic that was specified in the avatar param. 



Web Server



ConferenceRoom Web Server



You can use our provided themes or define as many different themes as you chose to create. The secure web server gives you the capabilities of conducting commerce as well as securely accessing the Web Administration panels. When used with the Encryption Module, this creates secure messaging sessions using either the included java clients or those standard clients that support SSL. 

All Server Modules include a high-performance web server with an advanced scripting language allowing you to create more dynamic pages for your community or portal. The server also has many different replacement variables that allow you to embed elements like channel names, topics and channel user counts to web pages. 

Channel Browsing



ConferenceRoom version 1.6 supports channel browsing a bit differently from earlier versions. At present, there is no way to list all the channels on a server. You can, however, provide a list of selected channels currently in use along with their topics, number of users, and links to them. 

In order for the links to work properly, you must remove any channel= line from any .prm file you reference. You must also include the following in your HTML:
<param name="channel" value="%channel%">
The basic idea is to use a special replacement variable to retrieve the channel information. Then use the retrieved channel information to generate a table. The replacement variables are: 

	%channel_name%
	Get channel data

	%chan_n%
	Exact current channel name

	%chan_ln%
	Channel name URL Encoded

	%chan_u%
	Number of users on channel

	%chan_t%
	Current channel topic


Here's an example suitable for inclusion on a theme page: 
<TABLE width="80%%" cellspacing=3 cellpadding=2 border=0>

<TR>

 <TD><strong>Channel</strong></TD>

 <TD><strong>Users</strong></TD>

 <TD align=center><strong>Topic</strong></TD>

</TR>

<TR>

 <TD colspan=3><HR></TD>

</TR>

%%channel_#myfirstchannel%

%%!chan_n%

<TR>

<TD valign=top>

<a href="default.htm?@channel=%chan_ln%">%chan_n%</a></TD>

<TD valign=top align=center>%chan_u%</TD><TD>%chan_t%</TD>

</TR>

%%!%

%%channel_#mysecondchannel%

%%!chan_n%

<TR>

<TD valign=top>

<a href="default.htm?@channel=%%chan_ln%">%chan_n%</a></TD>

<TD valign=top align=center>%%chan_u%</TD><TD>%chan_t%</TD>

</TR>

%%!%

%%channel_#mythirdchannel%

%%!chan_n%

<TR>

<TD valign=top>

<a href="default.htm?@channel=%%chan_ln%">%chan_n%</a></TD>

<TD valign=top align=center>%%chan_u%</TD><TD>%%chan_t%</TD>

</TR>

%%!%

%%channel_#myfourthchannel%

%%!chan_n%

<TR>

<TD valign=top>

<a href="default.htm?@channel=%%chan_ln%">%chan_n%</a></TD>

<TD valign=top align=center>%%chan_u%</TD><TD>%chan_t%</TD>

</TR>

%%!%

</TABLE>

Substitution Variables



A theme interacts with the web server interface using ConferenceRoom-specific variables and standard input strings. The variables serve two purposes. Variables display both pre-configuration options (such as the description of the server to the page) and current environmental information (such as the number of users in a specific channel). All variables must be enclosed by percentage signs (e.g. %variables%) and are automatically read by the server. 

The following is a list of the variables which can be used to configure themes: 

Variable - Explanation
%serial% - Serial Number
%contact% - Contact Information
%nick% - Nickname as passed in on the URL via the nick = parameter
%name% - The value passed in on the URL via the name = parameter
%channel% - Will show the number of channels currently open
%room% - Channel without first character.
%topic% - Topic of the channel
%users% - Number of users in the server, or in the channel if using a prefix command
%product% - Product
%opers% - Will show the number of operators online
%version% - Version of ConferenceRoom
%hostname% - Hostname of the server
%hostaddr% - The IP address of chat server
%port% - Port at which the IRC server is running
%httpaddr% - HTTP server address
%httpname% - HTTP server name
%httpport% - HTTP server port 

To get the values for number of users on a server and the number of channels that are currently available you must add %dolusers% prior to the replacement variables to get channels and nicknames: 

%dolusers% - Tells the web server to get the user and channel counts
%lu_usercount% - Displays the total number of users on the network
%lu_channel% - Displays the total number of channels on the network 

Replacement Variables



ConferenceRoom's included web server offers an advanced language for embedding commands and interactivity in the web pages it serves. Some of these features are used in our theme pages and administration pages. A thorough understanding of these features will allow you to build more interesting and interactive web pages. Note that these features will only work on .adm, .htm, .html, or .prm files served off of ConferenceRoom's included web server. This documentation assumes you have version 1.6.7 or later -- not all features will be available in earlier versions. 

Text in this font is normal text meant to be read and understood. Text in this font is meant to be used literally as a command, value, or as source code. Text in this font is meant to be replaced with what it names, for example name should be replaced with something's name or channel should be replaced with a channel. 

All commands begin and end with the % character. If you want to use a normal % character, you should double it -- % to ensure that it is not seen as a command. If you want to make web pages that work on both our web server and other web servers, ensure that there are never two % signs on the same line of HTML source. 

Do not do the following:
We estimate the probability to be between 80% and 85%.
The text between the two % signs will be seen as a replacement variable. If you are only using our web server, you may use:
We estimate the probability to be between 80%% and 85%%. 

This will cause the page to not work correctly on other web servers. If you want a portable page, you can do:
We estimate the probability to be between 80%
and 85%. ConferenceRoom's web server will not look across lines. 

The most basic thing you can do is access replacement variables. Replacement variables can be fetched by name. They can be set by code embedded in the web server, tags in the URL, or by fields posted from a form. To set a tag from a URL or form, you must precede its name with an @ character. 

For example, the line:
Hello, %name%.
Will say:
Hello, Jack.
if accessed with:
?@name=Jack
on the end of the URL or through a form submission with:
<input type="text" name="@name">
and the person enters:
Jack 

Parts of a web page may be made conditional upon a replacement variable being set. The syntax for this is: 

%!name%
HTML that will be ignored if the variable is not set
%!!%
So, you can make a web page that says hello to someone only if their name has been set: 

%!name%
Hello, %name%.
%!!% 

Loop control commands (such as %!name% and %!!%) must be the first non-whitespace on a line. A loop cannot begin or end in the middle of a line. 

There are a few special commands available to set, unset, and conditionally set replacement variables from inside a page. Suppose you want to set the replacement variable name to whoever you are if it's not set. The conditional set command will do this: 

%_cset name whoever you are% 

This will set the replacement variable name to whoever you are if it's not already set. If it's already set, it will not be changed. 

If you put this line before the other example, it will say, Hello, whoever you are if no name is specified, otherwise it will say Hello, followed by the name. 

You can set a replacement variable to a specified value with _set: 

%_set name value% 

You can clear a replacement variable with _unset: 

%_unset name% 

While there is no specific way to make parts of a page conditional on a replacement variable not being set, you can do it in a roundabout way: 

%_set noname foo%
%!name%
%_unset noname%
%!!%
%!noname%
You haven't told me your name!
%!!% 

The first line sets the replacement variable noname to foo (any value would do, it doesn't matter). The next three lines unset it if and only if a name was specified. At the end of that, noname is set if and only if no name was supplied, allowing the next three lines to complain if and only if no name is supplied. 

A replacement variable can also have more than one value (like an array). You can then loop through all the values. The syntax for such a loop is: 

%!name%
Stuff to be repeated goes here
%!% 

Both %!% and %!!% mark the end of a block. The difference is that %!!% will never loop. Both types of blocks will skip everything between the start and end if the replcement variable named to open the loop or block has no value. The %!% means to repeat the loop as many times as there are values in the replacement variable. 

Inside a %!% loop, replacement variables behave like arrays. For example, suppose the replacement variable masks contains a list of masks. To list all the masks, you can do: 

Mask:<br>
%!masks%
%masks%:<br>
%!% 

If you wish to, you can add a value to a replacement variable with the special replacement variable _add. For example: 

%_unset names%
%_add names David%
%_add names Jack%
%_add names Joe%
%_add names Jill% Your hosts are:
<table>
%!names%
<tr><td>%names%</td></tr>
%!%
</table> 

Blocks may be nested. There is an upper limit on the number of nested blocks or loops. The exact limit depends upon several factors, but you should always be able to nest at least 8 levels deep. 

Some replacement variables are called action replacement variables. They generally don't replace to anything at all, but they trigger certain actions in the web server. Most action replacement variables begin with the word do. 

For example, the action variable dolusers causes the web server to query the IRC server for much the same information the IRC command LUSERS returns. ConferenceRoom's web-based administration uses action replacement variables heavily. 

You can simply place an action variable on a line by itself. For example: 

%dolusers%
<p>
There are currently %lu_usercount% users on the network,
%lu_localuser% of them are on this server.
There are %lu_channel% available channels.
This server has been up for %lu_uptime%. 

Some action replacement variables are considered secure and will only work on .adm pages. You can learn more about action replacement variables by looking at the .adm pages supplied with ConferenceRoom. Some action variables only permit certain features if they are launched from .adm pages. 

The _unset command is especially useful to ensure that you get the default internal behavior of action replacement variables. If an action replacement variable has been defined, no action will be taken, so you may wish to ensure they are not defined if you require the default action. 

For example, the replacement variable channel will replace to the server's default channel -- if it hasn't been specifically defined otherwise. Thus a URL with:
?@channel=foo
will cause channel to replace to foo instead of the default channel. 

If you wish to absolutely ensure that the special replacement variable channel gets you the server's default channel and cannot be overriden, put a:
%_unset channel%
in your web page before you use the replacement variable. Otherwise, someone can override the default channel by putting:
?@channel=MyChannel 
on the end of a URL. 

Of course, do not do this if you want to be able to override the default channel in a URL or form. 

Note that if you wish to set replacement variables from a URL, you must follow the specifications for URLs. Reserved characters must be encoded with a % followed by their two digit hexadecimal representation. For example, a space is encoded as %20. A ? must separate the URL body from the parameters. An = separates a parameter name from its value. An & separates one value from the next. 

Links to documentation for action replacement variables and special replacement variables are forthcoming. But a knowledge of the basics is essential to understanding how our themes and administration pages work. 

Channel Browsing



Variables will allow you to place replacement strings inside of your html and param files. This can be handy when you want to change the look at feel of a variety of pages quickly. Or to have a single place to make changes. As an example you can take a look at the variables theme, variable.var, and variable.prm files. 

The first type of variable is a simple replacement. It looks for a value in the variable file and replaces that in the designated variable in the html page. Let's try it. First you have to create a file in the variables directory for this we'll use the file name of items.var:

yourname=John

Save that file. 

Now create an html file in the data or htdocs directory called items.htm:

<html>
%_load items.var%
<body>
Hello %yourname%<br>
</body>
</html>

Now save and view that file and you'll see:

Hello John

The next type of variable is called a conditional and this will take a block and allow, or not allow based on the value being set to yes, true or 1. Now add this line to items.var so it reads:

yourname=John
showitems=yes

And add the follwing to items.htm:

<html>
%_load items.var%
<body>
Hello %yourname%<br>
Start Items<br>
%!?showitems%
Item1<br>
Item2<br>
Item3<br>
%!%
End Items
</body>
</html>

Now read that file and you'll see:

Hello John
Start Items
Item1
Item2
Item3
End Items

Now if you change the items.var file to read:

showitems=no

Save it you'll see:

Hello John
Start Items
End Items

Now just to make this complete lets also add this to items.var:

showname=false
yourname=John
showitems=1

Save that and then add this to the items.htm file:

<html>
%_load items.var%
<body>
%!?showname%
Hello %yourname%<br>
%!%
Start Items<br>
%!?showitems%
Item1<br>
Item2<br>
Item3<br>
%!%
End Items
</body>
</html>

Now if you reload you'll see this:

Start Items
Item1
Item2
Item3
End Items

You can load one variable file in many different pages and so it's possible to modify the HTML and the param files by a single file. See what we allow you to change in the scribe default file.

Web Page Passwords



An external program must supply the pairs of user names and passwords. The username and password should be separated by either a comma or a space (but not both). Each username/password pair should end with a line break. 

When the external program wants to supply ConferenceRoom with a new list of username/password pairs, it should rename the file containing that list to webpass.new in the db directory. The file should be renamed, not generated in place. Otherwise, the web server cannot know when the file is complete and will read partial files, causing users to be locked out and CPU time to be wasted. The web server will assimilate the new list of username/passwords within about two minutes. 

To mark a file as a secure file, create a file in the same directory as that file, with the same base name, but a .secure on the end. So, to secure default.htm create a file called default.htm.secure in the same directory. The file's contents are unimportant. It can be empty, it simply must exist (and be readable by the web server). Note that for UNIX builds, the file name must be entirely lower case, including any directories it is in below htdocs. 

If you wish to secure the java client, we recommend that you make your default.htm file link to a secure web page. That way the user name and password are entered before the java client attempts to load. This will prevent problems from browsers whose java engines don't know how to prompt for a password. To secure the java client, we recommend securing cr.zip, cr.cab, and ConferenceRoom.class. 

You should create a web page in the data (WIN32) or htdocs (UNIX) directory called cliauth.htm explaining how you get a username/password. This page will be displayed to anyone who fails to authenticate. Do not make the page too large. There is a special replacement variable you can use in this page, if you wish to -- %reject% will replace to the reason the connection was rejected. 

There are also two special replacement variables you can use in secured pages. %|a_user% and %|a_pass% will replace to the user name and password they authenticated with. You may wish to use the user name as the 'real name' for the java client. If you wish to use these replacement variables in the .prm file, you should secure it as well. This will allow you to use the person's username as their nickname or real name. 

Planned for future versions of the web server are better integration between these passwords and ConferenceRoom's client classes or services nickname passwords. Also planned is better logging of access to password protected pages. Support for checking IRC clients through the same mechanism is also planned. 

Note that enabling password protection has a performance penalty on builds before 1.6.5d. The web server now has to check for the existance of .secure files on each access and negative caching was not implemented until 1.6.5d. 



Java Client



Java Params



JAVA PARAMS ACTIONS

Format: [name],[action string];[name],[action string];
Extended: actions1, actions2,... actions9 

This will create a drop down menu with the 'name' item showing in the menu. When selected it will prefix the action string with the persons nickname and send it into the channel. Examples:
In a web page:
<param name="actions" value="Bored;is really very bored.;Smile;smiles at everyone in the room :-)"> 

In a param file:
actions=Bored;is really very bored.;Smile;smiles at everyone in the room :-) 



JAVA PARAMS ALLOWRAWCOMMANDS

Format: [true|false]
Default: (false) 

If false, then the user is unable to enter /raw commands. 

Examples:
In a web page:
<param name="allowrawcommands" value="true"> 

In a param file:
allowrawcommands=true 



JAVA PARAMS ALLOWUSERCOMMANDS

Format: [true|false]
Default: (true) 

If false, then the user is unable to enter ANY / commands. 

Examples:
In a web page:
<param name="allowusercommands" value="flase"> 

In a param file:
allowusercommands=false 



JAVA PARAMS ALLTOPICS

Format: [topic1,description1];[topic2,description2]; 

Set all possible topics and descriptions of each, for use by the TickerTopics module. 

Examples:
In a web page:
<param name="alltopics" value="News,General News;Sports,Sports Highlight"> 

In a param file:
alltopics=News,General News;Sports,Sports Highlights 



JAVA PARAMS ASKCLIENTTYPE

Format: [true|false]
Default: (false) 

Prompt to use either the mini client or the regular client, otherwise will load the one appropriate for the Java support on the browser. 

Examples:
In a web page:
<param name="askclienttype" value="true"> 

In a param file:
askclienttype=true 



JAVA PARAMS ASKFORPASSWORD

Format: [true|false]
Default: (true) 

If true, will prompt the user to enter a password to nickserv. 

Examples:
In a web page:
<param name="askforpassword" value="false"> 

In a param file:
askforpassword=false 



JAVA PARAMS AUTHORIZEDHOST

Format: [host1,host2, ...]
Default: (none) 

You may specify a list of hosts that are allowed to serve up the applet. For example, you may have 3 servers available, and put your chat server on only one- irc.one.com. The applet can automatically be on pages from that server. But, say that you want to also have pages that include the applet on your other two servers, irc.two.com and irc.three.com. Until now, you could simply put the proper code in to pull the applet from irc.one.com, but then again, so could anyone else in the world. Using the authorizedhost tag, you are now able to say exactly which servers are allowed to have pages containing your applet. For this example, you would use: authorizedhost=irc.two.com,irc.three.com Remember the host containing the code itself is always allowed. The param allows the applet to be on pages from irc.one.com, irc.two.com, and irc.three.com but no other server is allowed. To make sure the param can't be tampered with, it can only be used from the default.prm file contained in the directory where the applet code files itself are found which are always on the server you control. If this param is left unspecified then any server in the world can have pages containing your applet, as before. If the param is set to nothing, such as: authorizedhost= then your applet is locked to your code server and can't appear on pages from any other server. Noone can 'hijack' your server again! If they try, the applet will refuse to start and will show an appropriate error message. 

Examples:
In a web page:
<param name="authorizedhost" value="irc.webmaster.com,irc.webchat.org"> 

In a param file:
authorizedhost=irc.webmaster.com,irc.webchat.org 



JAVA PARAMS AUTOLIST

Format: [true|false]
Default: (false) 

Automatically request a rooms list every [listtime] seconds. The [listnow] param can still force an initial list, even with autolist set false. 

Examples:
In a web page:
<param name="autolist" value="true"> 

In a param file:
autolist=true 



JAVA PARAMS AVATAR

Format: [image] [name];[image] [name];
Extended: avatar0, avatar1,.. avatar15 [image] 

Up to 16 avatar images used by the AvatarPanel. The value should be in the format [image] [name]. 

Examples:
In a web page:
<param name="avatar" value="alien.gif Alien"> 

In a param file:
avatar=alien.gif Alien 



JAVA PARAMS BANNER

Format: [-Client message-;-click URL-;-image-] 

Backpack image settings note:client was replaced by banner. 

Examples:
In a web page:
<param name="banner" value="My Advertisement;http://www.webmaster.com/;banner.gif"> 

In a param file:
banner=My Advertisement;http://www.webmaster.com/;banner.gif 



JAVA PARAMS BG

Format: [color]
Default: (FFFFFF) 

Default background color. 

Examples:
In a web page:
<param name="bg" value="FFFFFF"> 

In a param file:
bg=FFFFFF 



JAVA PARAMS BUDDIES

Format: [buddy,buddy,room, ...] 

List of users or rooms to put on your temporary watch list. 

Examples:
In a web page:
<param name="buddies" value="Mark,Irma,#lobby,#webchat"> 

In a param file:
buddies=Mark,Irma,#lobby,#webchat 



JAVA PARAMS BUDDYBG

Format: [color]
Default: (client bg) 

Background color for buddy list module. 

Examples:
<param name="buddybg" value="FFFFFF"> 

In a param file:
buddybg=FFFFFF 



JAVA PARAMS BUDDYCHANNELACTIVE

Format: [color]
Default: 

Color for active rooms in the buddy list. 

Examples:
<param name="buddychannelactive" value="FF0000"> 

In a param file:
buddychannelactive=FF0000 



JAVA PARAMS BUDDYCHANNELINACTIVE

Format: [color]
Default: 

Color for inactive channels in the buddy list. 

Examples:
<param name="buddychannelinactive" value="0000FF"> 

In a param file:
buddychannelinactive=0000FF 



JAVA PARAMS BUDDYFG

Format: [color]
Default: 

Foreground color for buddy list. 

Examples:
<param name="buddyfg" value="00FF00"> 

In a param file:
buddyfg=00FF00 



JAVA PARAMS BUDDYOFFLINE

Format: [color]
Default: 

Color for offline users in the buddy list. 

Examples:
<param name="buddyoffline" value="C0C0C0"> 

In a param file:
buddyoffline=C0C0C0 



JAVA PARAMS BUDDYONLINE

Format: [color]
Default: 

Color for online users in the buddy list. 

Examples:
<param name="buddyonline" value="000000"> 

In a param file:
buddyonline=000000 



JAVA PARAMS BUDDYSOUND

Format: [sound]
Default: 

To play when a new message comes in. 

Examples:
<param name="buddysound" value="ding.au"> 

In a param file:
buddysound=ding.au 



JAVA PARAMS BUFFERSIZE

Format: [int]
Default: (0) 

If set to anything greater than 0, all rooms will only buffer the specified number of lines. For example, with buffersize=100, the rooms will show only the last 100 lines of chat. 

Examples:
In a web page:
<param name="buffersize" value="100"> 

In a param file:
buffersize=100 



JAVA PARAMS BUTTON

Format: [Button Text];[Help Text];[Command]
Extended: button1, button2, ... button7 

Allows you to configure up to 8 buttons of your own. Make sure you don't go overboard on the button text, it should fit within your button image. The help text will be displayed in the browser's status bar as you pass your pointer over the button. 
Note that if the command does not start with a / or contain spaces, it is assumed to be a URL instead, which would be loaded in a new window. If you do not provide the protocol for the URL (http://, https://, ftp://, mailto:), it will be considered relative to the web page's URL. 

Examples:
In a web page:
<param name="button" value="FAQs;Click to go to our Frequently Asked Questions;http://www.myhost.com/FAQ.html">
<param name="button1" value="Alert John;Click to let John know you're available;/msg John I'm available"> 

In a param file:
button=FAQs;Click to go to our Frequently Asked Questions;http://www.myhost.com/FAQ.html
button1=Alert John;Click to let John know you're available;/msg John I'm available 



JAVA PARAMS BUTTONS

Format: [URL]

Allows you to define a specific graphic that will be used for the button panel. 

Examples:
In a web page:
<param name="buttons" value="http://yourserver:port/img/buttons.jpg"> 

In a param file:
button=http://yourserver:port/img/buttons.jpg 



JAVA PARAMS BUTTONFONT

Format: [font]
Default: 

Font to use for the action buttons (Session, Chat, Rooms, Float, Help). 

Examples:
<param name="buttonfont" value="ARIAL"> 

In a param file:
buttonfont=ARIAL 



JAVA PARAMS BUTTONPANEL

See showbuttonpanel 



JAVA PARAMS BUTTONSIZE

Format: [font size]
Default: 

Font point size to use for the action buttons. 

Examples:
<param name="buttonsize" value="14"> 

In a param file:
buttonsize=14 



JAVA PARAMS BUTTONSTYLE

Format: [font style]
Default: 

Font style to use for the action buttons. 

Examples:
<param name="buttonstyle" value="BOLD"> 

In a param file:
buttonstyle=BOLD 



JAVA PARAMS CHANLOCK

Format: [channel],[channel] 

If set to a list of channels, only those channels may be joined. 

Examples:
In a web page:
<param name="chanlock" value="#channel1,#channel2"> 

In a param file:
chanlock=#channel1,#channel2 



JAVA PARAMS CHANNEL

Format: [channel]
Default join room. 

Examples:
In a web page:
<param name="channel" value="#webchat"> 

In a param file:
channel=#webchat 



JAVA PARAMS COLORPANEL

Format: [true|false]
Default: (false) 

Enable the color panel option for users. 

Examples:
In a web page:
<param name="colorpanel" value="true"> 

In a param file:
colorpanel=true 



JAVA PARAMS COMMANDS

Format: [string];[/command]
Extended: From 0 to 9 commands1, commands2,... commands9. 

Add commands that will show in a drop down menu on the main interface. 

Examples:
In a web page:
<param name="commands" value=""> 

In a param file:
commands2=Image Panel;/showmodule ImagePanel 



JAVA PARAMS CONNECT

Format: [true|false]
Default: (true) 

Automatically connect to the server. 

Examples:
In a web page:
<param name="connect" value="false"> 

In a param file:
connect=false 



JAVA PARAMS DEFAULTINPUTCHANNEL

Format: [string] 

Even though you may be watching another room, your typing will go to this room instead. This is handy if you're trying to run an event with a Professional Edition server that doesn't have message queues. 

Examples:
In a web page:
<param name="defaultinputchannel" value="#backroom"> 

In a param file:
defaultinputchannel=#backroom 



JAVA PARAMS DISABLEFLOAT

Format: [true|false]
Default: (false) 

Disable the ability to float the applet. 

Examples:
In a web page:
<param name="disablefloat" value="true"> 

In a param file:
disablefloat=true 



JAVA PARAMS DISABLEPRIVATEMESSAGES

Format: [true/false]
Default: (false) 

When set true, disables private message windows to other users. Note that the setting only disables the windows themselves, if you need to disable private messages completely, you can set that on the server. 

Examples:
In a web page:
<param name="disableprivatemessages" value="true"> 

In a param file:
disableprivatemessages=true 



JAVA PARAMS DISABLEURLS

Format: [true|false] Default: (false) 

When true, URLs are no longer clickable in chat. 

Examples:
In a web page:
<param name="disableurls" value="true"> 

In a param file:
disableurls=true 



JAVA PARAMS DISCLAIMER

Format: [string]
Extended: disclaimer1, disclaimer2,... disclaimer99 

Allows you to set some text for a text box disclaimer to be displayed above the connect button. This may be useful for legalese such as "By pressing the Connect button, you agree to..." You can use the multiple params to string together very long disclaimer messages. Each param starts a new line in the text box. To skip a line, set the corresponding param to [blank]. 

Examples:
In a web page:
<param name="disclaimer1" value="This site is not responsible for any of">
<param name="disclaimer2" value="the content displayed in the chat room."> 

In a param file:
disclaimer1=This site is not responsible for any of
disclaimer1=the content displayed in the chat room. 



JAVA PARAMS DISCONNECTIFNOTJOINED

Format: [true|false]
Default: (true) 

Quits if the user leaves a chatroom and has no other rooms open. If false, and not in restricted mode, the rooms list will appear instead. 

Examples:
In a web page:
<param name="disconnectifnotjoined" value="false"> 

In a param file:
disconnectifnotjoined=false 



JAVA PARAMS ENCODING

Format: [strring]
Default: (browser) 

Character encoding to use, defaults to the user's OS default. Only used by the normal client, not the miniclient. 

Examples:
In a web page:
<param name="encoding" value="Big5"> 

In a param file:
encoding=Big5 



JAVA PARAMS FG

Format: [color]
Default: () 

Default foreground (text, etc.) color foreground colors. 

Examples:
In a web page:
<param name="fg" value="FFFFFF"> 

In a param file:
fg=FFFFFF 



JAVA PARAMS FLOATACTIVEWINDOWS

Format: [true/false]
Default: (false) 

Causes windows to automatically float if there is any activity in them. This could get highly annoying, but if your application demands that you are immediately aware of any traffic in a channel, well there you go. 

Examples:
In a web page:
<param name="floatactivewindows" value="true"> 

In a param file:
floatactivewindows=true 



JAVA PARAMS FLOATHEIGHT

Format: [height]

Set the default height for the floated window. 

Examples:
In a web page:
<param name="floatheight" value="300"> 

In a param file:
floatheight=300 



JAVA PARAMS FLOATIMMEDIATELY

Format: [true|false]
Default: (false) 

Automatically float the window after initializing. 

Examples:
In a web page:
<param name="floatimmediately" value="true"> 

In a param file:
floatimmediately=true 



JAVA PARAMS FLOATINCOMINGPRIVATEWINDOW

Format: [true|false]
Default: (false) 

If set, incoming private message windows will automatically float. Automatically sets incomingprivatewindow true. 

Examples:
In a web page:
<param name="floatincomingprivatewindow" value="true"> 

In a param file:
floatincomingprivatewindow=true 



JAVA PARAMS FLOATLEFT

Format: [left edge]
Default: (0) 

Set this if you need to specify the left edge of the floated window on-screen. 

Examples:
In a web page:
<param name="floatleft" value="80"> 

In a param file:
floatleft=80 



JAVA PARAMS FLOATNEWWINDOWS

Format: [true|false]
Default: (false) 

New private message and new rooms joined appear in automatically floating windows. 

Examples:
In a web page:
<param name="floatnewwindows" value="true"> 

In a param file:
floatnewwindows=true 



JAVA PARAMS FLOATTOP

Format: [top edge]
Default: (0) 

Set if you need to specify the top edge of the floated window on-screen. 

Examples:
In a web page:
<param name="floattop" value="20"> 

In a param file:
floattop=20 



JAVA PARAMS FLOATWIDTH

Format: [width]
Default: (applet width) 

Set the default width for the floated window. 

Examples:
In a web page:
<param name="floatwidth" value="450"> 

In a param file:
floatwidth=450 



JAVA PARAMS FONT

Format: [font name]
Default: () 

Font to use. 

Examples:
In a web page:
<param name="font" value="Arial"> 

In a param file:
font=Arial 

Supported Fonts: 

serif
sansserif
monospaced
Dialog
DialogInput 

These are all the officially supported font names. TimesRoman, Helvetica, and Courier still work, but are deprecated as of java 1.1. Other fonts, like the veranda the user asked about may or may not work, it's really just a trial and error to see what the browser allows I guess. Font names are case-sensitive. 



JAVA PARAMS FULLNAME

Format: [full name]
Default: () 

Information shown on a /whois full name. 

Examples:
In a web page:
<param name="fullname" value="John Smith"> 

In a param file:
fullname=John Smith 



JAVA PARAMS GUEST

Format: [true|false]
Default: (false) 

Use a guest nickname, replaces behavior if nick="Guest". Also see the LURK parameter. 

Examples:
In a web page:
<param name="guest" value="true"> 

In a param file:
guest=true 



JAVA PARAMS GUICOLORS

Format: [colors]
Extended: guicolors1, guicolors2,... guicolors9 

Allows you to set colors on specific UI elements. See JAVA GUICOLORS for more information. 

Examples:
In a web page:
<param name="guicolors" value="titlecolor=000000;titletextcolor=FF0000"> 

In a param file:
guicolors=titlecolor=000000;titletextcolor=FF0000 



JAVA PARAMS HELPFILE

Format: [URL]
Default: (help.htm) 

File to attach to the Help button, default is the Help.htm file provided with CR. 

Examples:
In a web page:
<param name="helpfile" value="helpfile.html"> 

In a param file:
helpfile=helpfile.html 



JAVA PARAMS HIDEINPUT

Format: [true|false]
Default: (false) 

Hide the input bar. 

Examples:
In a web page:
<param name="hideinput" value="true"> 

In a param file:
hideinput=true 



JAVA PARAMS HISTORYBACKGROUNDIMAGE

Format: [image.gif]
Default: (none) 

Background images for the room history area. 

Examples:
In a web page:
<param name="historybackgroundimage" value="spider.gif"> 

In a param file:
historybackgroundimage=spider.gif 



JAVA PARAMS HISTORYFOREGROUNDIMAGES

Format: [image.gif]
Default: (none) 

Foreground images for the room history area. 

Examples:
In a web page:
<param name="historyforegroundimage" value="border.gif"> 

In a param file:
historyforegroundimage=border.gif 



JAVA PARAMS HTTPTUNNEL

Format: [true|false]
Default: (false) 

If true, this setting will emulate an HTTP session between the chat server and the java client allowing communication through most firewalls. 

Examples:
In a web page:
<param name="httptunnel" value="true"> 

In a param file:
httptunnel=true 



JAVA PARAMS HTTPTUNNELPORT

Format: [port]
Default: (port param value) 

Port to use when establishing an http based connection. Must be a valid port defined in the GENERAL SET PORTS section. 

Examples:
In a web page:
<param name="httptunnelport" value="7000"> 

In a param file:
httptunnelport=7000 



JAVA PARAMS HTTPSTUNNELPORT

Format: [port]
Default: (none) 

Port to use when establishing a secured https based connection. 

Examples:
In a web page:
<param name="httpstunnelport" value="994"> 

In a param file:
httpstunnelport=994 



JAVA PARAMS HTTPTUNNELTIMERDELAY

Format: [seconds]
Default: (4) 

How many seconds to wait before getting new data from the server in an http based connection. 

Examples:
In a web page:
<param name="httptunneltimerdelay" value="6"> 

In a param file:
httptunneltimerdelay=6 



JAVA PARAMS IDLE

Format: [minutes]
Default: (0[off]) 

Number of minutes to wait before disconnecting the user for idling 0 turns off idle detection. 

Examples:
In a web page:
<param name="idle" value="10"> 

In a param file:
idle=10 



JAVA PARAMS INCOMINGPRIVATEWINDOW

Format: [true|false]
Default: (false) 

If true incoming private messages open a window. 

Examples:
In a web page:
<param name="incomingprivatewindow" value="true"> 

In a param file:
incomingprivatewindow=true 



JAVA PARAMS INFO

Format: [full name]
Default: (Java User) 

Information shown on a /whois full name. 

Examples:
In a web page:
<param name="info" value="John Smith"> 

In a param file:
info=John Smith 



JAVA PARAMS JOIN

Format: [room name]
Default: (none) 

Room to join immediately after connecting to the chat server. 

Examples:
In a web page:
<param name="join" value="#webchat"> 

In a param file:
join=#webchat 



JAVA PARAMS JOINSOUND

Format: [sound.au]
Default: (none) 

Will play a /sound join.au file for all Java users when a person enters the room. 

Examples:
In a web page:
<param name="joinsound" value="hello.au"> 

In a param file:
joinsound=hello.au 



JAVA PARAMS KEY

Format: [room key]
Default: (none) 

Password to get into the room specified by the room or channel param. This is channel mode +k. 

Examples:
In a web page:
<param name="key" value="myroomkey"> 

In a param file:
key=myroomkey 



JAVA PARAMS LINESPACING

Format: [numeric]
Default: (0) 

Set the vertical line spacing for the history area. 

Examples:
In a web page:
<param name="linespacing" value="5"> 

In a param file:
linespacing=5 



JAVA PARAMS LIPSIMAGE

Format: [image.gif]
Default: (lips.gif) 

Image to use for the "lips" icon when using the lips-enabled user list. 

Examples:
In a web page:
<param name="lipsimage" value="me.gif"> 

In a param file:
lipsimage=me.gif 



JAVA PARAMS LIST

Format: [list parameters]
Extended: <[number],>[number],[channel mask],[channel mask]... Default: (none) 

Allows you to specify arguments to the auto /LIST command. 

Examples:
In a web page:
<param name="" value=">20,<30,#L*,#M*"> 

In a param file:
list=>20,<30,#L*,#M* 



JAVA PARAMS LISTNOW

Format: [true|false]
Default: (false) 

Immediately ask for a room list on making a connection to the server. If you know that a lot of rooms will be shown, you may want to turn this off as it will cause a delay for the user to get into chat. 

Examples:
In a web page:
<param name="listnow" value="true"> 

In a param file:
listnow=true 



JAVA PARAMS LISTIME

Format: [seconds]
Default: (0) 

How often the rooms list is automatically refreshed, 0 means never. 

Examples:
In a web page:
<param name="listtime" value="180"> 

In a param file:
listtime=180 



JAVA PARAMS LOADMODULES

Format: [module name] [show|hide]
Extended: loadmodules1, ... loadmodules9
Default: (none) 

Allow multiple loadmodule lines to be specified. Appending show will auto launch the module, hide will preload it. 

Examples:
In a web page:
<param name="loadmodules" value=""> 

In a param file:
loadmodules=OpPanel hide
loadmodules1=NickServPanel hide
loadmodules2=MemoServPanel hide
loadmodules3=ChanServPanel hide
loadmodules4=WhoCard hide
loadmodules5=ImagePanel hide
loadmodules6=BuddyList hide
loadmodules7=AvatarPanel hide
loadmodules8=IgnoreList hide 



JAVA PARAMS LOCK

Format: [true|false]
Default: (false) 

Locks the params to only be allowed from server side param files. 

Examples:
In a web page:
<param name="lock" value="true"> 

In a param file:
lock=true 



JAVA PARAMS LURK

Format: [true|false]
Default: (false) 

Lurking mode, requires a user to give a nickname before being able to speak otherwise he/she remains an unspeaking guest in a room. ALso, see JAVA PARAMS GUEST 

Examples:
In a web page:
<param name="lurk" value="true"> 

In a param file:
lurk=true 



JAVA PARAMS LURKTEXT

Format: [text]
Default: (Please enter a nickname to participate) 

Text to show in the lurk mode nick change prompt. 

Examples:
In a web page:
<param name="lurktext" value="You must change your name to chat!"> 

In a param file:
lurktext=You must change your name to chat! 



JAVA PARAMS MAKEUNIQUENICK

Format: [true|false]
Default: (false) 

Ensures a uniquely numbered version of the requested nickname, by appending incrementing numbers to the end of the name until a free one is found. 

Examples:
In a web page:
<param name="makeuniquenick" value="true"> 

In a param file:
makeuniquenick=true 



JAVA PARAMS MAXAVATARHEIGHT

Format: [height]
Default: (0) 

Maximum height for avatar images. 

Examples:
In a web page:
<param name="maxavatarheight" value="24"> 

In a param file:
maxavatarheight=24 



JAVA PARAMS MYTEXTCOLORINDEX

Format: []
Default: (none) 

If set, causes you to use one of the colors indexed by 0 to 15 by default. all other users will see the color. 

Examples:
In a web page:
<param name="mytextcolorindex" value=""> 

In a param file:
mytextcolorindex= 



JAVA PARAMS NAMEPROMPT

Format: [prompt]
Default: (Your email address) 

Enter your email address prompt. 

Examples:
In a web page:
<param name="nameprompt" value="Please enter your name"> 

In a param file:
nameprompt=Please enter your name 



JAVA PARAMS NICK

Format: [nickname] 

The nick is the name the user will use while they are on the server. If you use the nick=guest parameter then the users will get a random nickname. This is nice for bringing the user directly onto the server and requiring no input from the user. You can force the user to change their nickname to something else before speaking by using the 'lurk' command. 

Examples:
In a web page:
<param name="nick" value="guest"> 

In a param file:
nick=guest 



JAVA PARAMS NICKPROMPT

Format: [prompt]
Default: (Your nickname) 

The prompt that will be displayed to ask the user to input their nickname. 

Examples:
In a web page:
<param name="nickprompt" value="Choose a nickname"> 

In a param file:
nickprompt=Choose a nickname 



JAVA PARAMS NOSHISTORYBEVEL

Format: [true|false]
Default: (false) 

No bevel around the history area. 

Examples:
In a web page:
<param name="nohistorybevel" value="true"> 

In a param file:
nohistorybevel=true 



JAVA PARAMS NOLOAD

Format: [true|false]
Default: (false) 

Don't show the load progress meter. 

Examples:
In a web page:
<param name="noload" value="true"> 

In a param file:
noload=true 



JAVA PARAMS NOLOCALECHO

Format: [true|false]
Default: (false) 

The ConferenceRoom Chat Server has a setting which forces the server to echo messages typed by a user back to him. This may be useful to give the user an idea of the latency between himself and the server. However if that setting is used, the client will display the user's message twice. Setting nolocalecho=true will cause the Java client to only show the message that was echoed by the chat server. 

Examples:
In a web page:
<param name="nolocalecho" value="true"> 

In a param file:
nolocalecho=true 



JAVA PARAMS NOPROMPTS

Format: [true|false]
Default: (false) 

Don't show any nickname, email, or room prompts. 

Examples:
In a web page:
<param name="noprompts" value="true"> 

In a param file:
noprompts=true 



JAVA PARAMS NOROOMSBEVEL

Format: [true|false]
Default: (false) 

No bevel around the rooms area. 

Examples:
In a web page:
<param name="noroomsbevel" value="true"> 

In a param file:
noroomsbevel=true 



JAVA PARAMS NOSAID

Format: [true|false]
Default: (false) 

When true, restricted mode looks like normal mode, with no "Person said" prefix. 

Examples:
In a web page:
<param name="nosaid" value="true"> 

In a param file:
nosaid=true 



JAVA PARAMS NOSETTINGS

Format: [true|false]
Default: (false) 

Don't show the Show User Settings button on login window. 

Examples:
In a web page:
<param name="nosettings" value="true"> 

In a param file:
nosettings=true 



JAVA PARAMS NOTICESOUND

Format: [sound file]
Default: (none) 

Sound file to play when receiving a notice. 

Examples:
In a web page:
<param name="noticesound" value="wow.au"> 

In a param file:
noticesound=wow.au 



JAVA PARAMS NOUSERBEVEL

Format: [true|false]
Default: (false) 

No bevel around the user list area. 

Examples:
In a web page:
<param name="nouserbevel" value="true"> 

In a param file:
nouserbevel=true 



JAVA PARAMS ONLYSHOWCHAT

Format: [true|false]
Default: (false) 

Only show what people say, filtering "junk" like joins/parts/etc. 

Examples:
In a web page:
<param name="onlyshowchat" value="true"> 

In a param file:
onlyshowchat=true 



JAVA PARAMS OPIMAGE

Format: [URL]
Default: (op.gif) 

Image to use in the user list for ops. 

Examples:
In a web page:
<param name="opimage" value="red.gif"> 

In a param file:
opimage=red.gif 



JAVA PARAMS OVERRIDE

Format: [list of params]
Extended: param1,param2,param3...
Default: (none) 

Uunlocks specific params so that they can be read from HTML source. 

Examples:
In a web page:
<param name="override" value="user,onlyshowchat"> 

In a param file:
override=user,onlyshowchat 



JAVA PARAMS PASS

Format: [server password]
Default: (none) 

Password to the server if set. 

Examples:
In a web page:
<param name="pass" value="mYpASS"> 

In a param file:
pass=mYpASS 



JAVA PARAMS PASSPROMPT

Format: [prompt]
Default: (none) 

If provided, will ask for a server password. 

Examples:
In a web page:
<param name="passprompt" value="Please enter your password!"> 

In a param file:
passprompt=Please enter your password! 



JAVA PARAMS PINGTIMEOUT

Format: [seconds]
Default: (300 seconds (5 minutes)) 

To ensure the connection exists, the client can periodically ping the server. The server will respond with an I'm alive message if the connection is still up. Be aware that setting the timeout to drastically low values can significantly increase your network traffic. To disable the feature altogether, set it to 0 seconds. 

Examples:
In a web page:
<param name="pingtimeout" value="100"> 

In a param file:
pingtimeout=100 



JAVA PARAMS PLAYSOUNDS

Format: [true|false]
Default: (true) 

Default Java sounds available all sounds are in *.au format. 

Examples:
In a web page:
<param name="playsounds" value="false"> 

In a param file:
playsounds=false 



JAVA PARAMS PRIVATEWINDOWFLOATHEIGHT

Format: [height]
Default: (applet height) 

Set the default height for a floated private window. 

Examples:
In a web page:
<param name="privatewindowfloatheight" value="300"> 

In a param file:
privatewindowfloatheight=300 



JAVA PARAMS PRIVATEWINDOWFLOATLEFT

Format: [left edge]
Default: (0) 

Set if you need to specify the left edge of a floated private window on-screen. 

Examples:
In a web page:
<param name="privatewindowfloatleft" value="20"> 

In a param file:
privatewindowfloatleft=20 



JAVA PARAMS PRIVATEWINDOWFLOATTOP

Format: [top edge]
Default: (0) 

Set if you need to specify the top edge of a floated private window on-screen. 

Examples:
In a web page:
<param name="privatewindowfloattop" value="20"> 

In a param file:
privatewindowfloattop=20 



JAVA PARAMS PRIVATEWINDOWFLOATWIDTH

Format: [width]
Default: (applet width) 

Set the default width for a floated private window. 

Examples:
In a web page:
<param name="privatewindowfloatwidth" value="550"> 

In a param file:
privatewindowfloatwidth=550 



JAVA PARAMS RESTRICTED

Format: [true|false]
Default: (false) 

Restricted command set, also uses simple UI mode. 

Examples:
In a web page:
<param name="restricted" value="true"> 

In a param file:
restricted=true 



JAVA PARAMS ROOM

Format: [room name]
Default join room. 

Examples:
In a web page:
<param name="room" value="#webchat"> 

In a param file:
room=#webchat 



JAVA PARAMS ROOMPROMPT

Format: [prompt]
Default: (Join channel) 

Define what the prompt says that asks a user to join a room. 

Examples:
In a web page:
<param name="roomprompt" value="Please enter a channel name."> 

In a param file:
roomprompt=Please enter a channel name. 



JAVA PARAMS ROOMSBACKGROUNDIMAGE

Format: [URL]
Default: (none) 

Background images for the rooms list area. 

Examples:
In a web page:
<param name="roomsbackgroundimage" value="ligtning.gif"> 

In a param file:
roomsbackgroundimage=lightning.gif 



JAVA PARAMS ROOMSFOREGROUNDIMAGE

Format: [URL]
Default: (none) 

Foreground images for the rooms list area. 

Examples:
In a web page:
<param name="roomsforegroundimage" value="box.gif"> 

In a param file:
roomsforegroundimage=box.gif 



JAVA PARAMS ROOMSTEXT

Format: [text]
Default: (Rooms) 

Text for the rooms column header. 

Examples:
In a web page:
<param name="roomstext" value="Canal"> 

In a param file:
roomstext=Canal 



JAVA PARAMS ROOMSWIDTH

Format: [int]
Default: (25) 

Set room window size. NOTE: if you have a large quantity of rooms you may want to set the size to 0. 

Examples:
In a web page:
<param name="roomswidth" value="35"> 

In a param file:
roomswidth=35 



JAVA PARAMS SERVER

Format: [server name]
Default: (base server) 

Server to connect to. Not really necessary since the applet will automatically try to connect back to the host it was served from. 

Examples:
In a web page:
<param name="server" value="irc.webmaster.com"> 

In a param file:
server=irc.webmaster.com 



JAVA PARAMS SECURE

Format: [true|false]
Default: (false) 

If true, and if the page is loaded over SSL, will attempt to use secure communication with the server. This does not guarantee a secure connection but it will attempt to establish one. A secured lock icon will appear if the client can establish a secure link to the server. 

Examples:
In a web page:
<param name="secure" value="true"> 

In a param file:
secure=true 



JAVA PARAMS SECUREONLY

Format: [true|false]
Default: (false) 

If set true, enforces the secure parameter, which means that if the encryption keys that are required for the secure connection cannot be obtained, the client will not work. It will attempt to retrieve the keys 5 times before giving up. This may be useful in case the network connection is a bit flaky. 

Examples:
In a web page:
<param name="secureonly" value="true"> 

In a param file:
secureonly=true 



JAVA PARAMS SHOWAVATARS

Format: [true|false]
Default: (true) 

Show user avatars. 

Examples:
In a web page:
<param name="showavatars" value="false"> 

In a param file:
showavatars=false 



JAVA PARAMS SHOWBUTTONPANEL

Format: [true|false]
Default: (true) 

Show buttons (menu options above the Java applet). 

Examples:
In a web page:
<param name="showbuttonpanel" value="false"> 

In a param file:
showbuttonpanel=false 



JAVA PARAMS SHOWCHATBUTTON

Format: [true/false]
Default: (true) 

You can disable the Chat button by setting this to false. 

Examples:
In a web page:
<param name="showchatbutton" value="false"> 

In a param file:
showchatbutton=false 



JAVA PARAMS SHOWCOLORS

Format: [true|false]
Default: (true) 

Show colors and font styles in rooms. 

Examples:
In a web page:
<param name="showcolors" value="false"> 

In a param file:
showcolors=false 



JAVA PARAMS SHOWCONNECTBUTTON

Format: [true|false]
Default: (true) 

Show a connect/quit button on the login screen. 

Examples:
In a web page:
<param name="showconnectbutton" value="false"> 

In a param file:
showconnectbutton=false 



JAVA PARAMS SHOWFLOATBUTTON

Format: [true/false]
Default: (true) 

You can disable the Float button by setting this to false. 

Examples:
In a web page:
<param name="showfloatbutton" value="false"> 

In a param file:
showfloatbutton=false 



JAVA PARAMS SHOWHELPBUTTON

Format: [true/false]
Default: (true) 

You can disable the Help button by setting this to false. 

Examples:
In a web page:
<param name="showhelpbutton" value="false"> 

In a param file:
showhelpbutton=false 



JAVA PARAMS SHOWJOINS

Format: [true|false]
Default: (true) 

Show room joins by other users. 

Examples:
In a web page:
<param name="showjoins" value="false"> 

In a param file:
showjoins=false 



JAVA PARAMS SHOWNICKNAMES

Format: [true|false]
Default: (true) 

Show nicknames when people are speaking. 

Examples:
In a web page:
<param name="shownicknames" value="false"> 

In a param file:
shownicknames=false 



JAVA PARAMS SHOWROOMNAMES

Format: [true|false]
Default: (true) 

Show room name buttons for easy switching between rooms. If false floatnewwindows will be automatically set to true. 

Examples:
In a web page:
<param name="showroomnames" value="false"> 

In a param file:
showroomnames=false 



JAVA PARAMS SHOWROOMSBUTTON

Format: [true/false]
Default: (true) 

You can disable the Rooms button by setting this to false. 

Examples:
In a web page:
<param name="showroomsbutton" value="false"> 

In a param file:
showroomsbutton=false 



JAVA PARAMS SHOWSENDBUTTON

Format: [true|false]
Default: (false) 

Show a Send button on the input bar. 

Examples:
In a web page:
<param name="showsendbutton" value="true"> 

In a param file:
showsendbutton=true 



JAVA PARAMS SHOWSERVERWINDOW

Format: [true|false]
Default: (true) 

Show the server messages window. 

Examples:
In a web page:
<param name="showserverwindow" value="false"> 

In a param file:
showserverwindow=false 



JAVA PARAMS SHOWSESSIONBUTTON

Format: [true/false]
Default: (true) 

You can disable the Login/Session button by setting this to false. Allows you to use a multiline input instead of a single line input bar. 

Examples:
In a web page:
<param name="showsessionbutton" value="false"> 

In a param file:
showsessionbutton=false 



JAVA PARAMS SHOWTICKER

Format: [true|false]
Default: (true) 

Show scrolling message at the bottom of the applet. 

Examples:
In a web page:
<param name="showticker" value="false"> 

In a param file:
showticker=false 



JAVA PARAMS SIMPLE

Format: [true|false]
Default: (false) 

Simple UI mode, only allows one room. 

Examples:
In a web page:
<param name="simple" value="true"> 

In a param file:
simple=true 



JAVA PARAMS SIZE

Format: [point size]
Default: (12) 

Font point size to use. 

Examples:
In a web page:
<param name="size" value="14"> 

In a param file:
size=14 



JAVA PARAMS SOUNDS

Format: [sound strings];[sound strings]
Extended: sounds1, sounds2,... sounds9 

Sound files to play with the associated text that will be sent into the channel. The text will be sent after the persons nickname in this format: '[Nickname] [has sent this sound into the channel]' If you want to create your own sounds then they must be: .au 8 bit mono uLaw. 

Examples:
In a web page:
<param name="sounds" value="Knock;knock.au wants to come inside.;Attention;whistle.au wants everyones attention!;"> 

In a param file:
sounds=Knock;knock.au wants to come inside.;Attention;whistle.au wants everyones attention!; 



JAVA PARAMS SSP

Format: [URL]
Default: (none) 

Server Side Param File. A list of params in paramname=value format that is served from the server. The java client will first look at the default.prm file int he java directory and then at the specified param file in the ssp tag. Then it will look at the params in the HTML code. The preference is default.pmr, ssp and then HTML. 

Also see OVERRIDE 

Examples:
In a web page:
<param name="ssp" value="def.prm"> 

In a param file:
ssp=def.prm 



JAVA PARAMS STYLE

Format: [BOLD, ITALIC]
Default: (none) 

Font style to use. 

Examples:
In a web page:
<param name="style" value="bold"> 

In a param file:
style=bold 



JAVA PARAMS TICKERFEED

Format: [URL],[URL]
Extended: tickerfeed, tickerfeed1, tickerfeed2,... tickerfeed9 

Set up to 10 external ticker files. 

Examples:
In a web page:
<param name="tickerfeed" value="/feed/file1.html"> 

In a param file:
tickerfeed=/feed/file1.html 



JAVA PARAMS TICKERFONT

Format: [font name]
Default: (same as Font param) 

Font to use on the ticker. 

Examples:
In a web page:
<param name="tickerfont" value="Arial"> 

In a param file:
tickerfont=Arial 



JAVA PARAMS TICKERLIFETIME

Format: [time]
Default: (0) 

How long the ticker will last. 

Examples:
In a web page:
<param name="tickerlifetime" value="2"> 

In a param file:
tickerlifetime=2 



JAVA PARAMS TICKERPAUSE

Format: [time]
Default: (3s) 

Seconds to pause when a line reaches the edge. 

Examples:
In a web page:
<param name="tickerpause" value="5s"> 

In a param file:
tickerpause=5s 



JAVA PARAMS TICKERREPEAT

Format: [times]
Default: (3) 

How many times to show the ticker before expiring. 

Examples:
In a web page:
<param name="tickerrepeat" value="5"> 

In a param file:
tickerrepeat=5 



JAVA PARAMS TICKERSIZE

Format: [point size] 

Font point size to use. 

Examples:
In a web page:
<param name="tickersize" value="16"> 

In a param file:
tickersize=16 



JAVA PARAMS TICKERSPEED

Format: [speed]
Default: (30) 

Milliseconds to pause when scrolling the ticker. 

Examples:
In a web page:
<param name="tickerspeed" value="45"> 

In a param file:
tickerspeed=45 



JAVA PARAMS TICKERSTYLE

Format: [BOLD, ITALIC] 

Ticker Font style to use. 

Examples:
In a web page:
<param name="tickerstyle" value="bold"> 

In a param file:
tickerstyle=bold 



JAVA PARAMS TICKERTOPICS

Format: [topic1,topic2,topic3,...] 

If set, will only show newsflashes with one of the specified topics. 

Examples:
In a web page:
<param name="tickertopics" value="Intl,Sports"> 

In a param file:
tickertopics=Intl,Sports 



JAVA PARAMS TIMESTAMP

Format: [true|false]
Default: (false) 

Turn on timestamping. 

Examples:
In a web page:
<param name="timestamp" value="true"> 

In a param file:
timestamp=true 



JAVA PARAMS TOPICCOLOR

Format: [color]
Default: (fgcolor) 

ONLY for minichat client, sets the topic bar color. 

Examples:
In a web page:
<param name="topiccolor" value="FF0000"> 

In a param file:
topiccolor=FF0000 



JAVA PARAMS TRYHTTPTUNNEL

Format: [true|false]
Default: (true) 

If true, will try to make an http based connection if the normal connection fails, due to a firewall or some other reason. 

Examples:
In a web page:
<param name="tryhttptunnel" value="false"> 

In a param file:
tryhttptunnel=false 



JAVA PARAMS UOPIMAGE

Format: [URL]
Default: (uop.gif) 

Image to use in the user list for uops. 

Examples:
In a web page:
<param name="uopimage" value="guest.gif"> 

In a param file:
uopimage=guest.gif 



JAVA PARAMS URLCOLOR

Format: [color]
Default: (fgcolor) 

ONLY for minichat client, sets the copyright color. 

Examples:
In a web page:
<param name="urlcolor" value="00FF00"> 

In a param file:
urlcolor=00FF00 



JAVA PARAMS USEMINICHAT

Format: [true|false]
Default: (false) 

Use the mini client without prompting. 

Examples:
In a web page:
<param name="useminichat" value="true"> 

In a param file:
useminichat=true 



JAVA PARAMS USEMULTILINEINPUT

Format: [true/false]
Default: (false) 

Allows you to use a multiline input instead of a single line input bar. 

Examples:
In a web page:
<param name="usemultilineinput" value="true"> 

In a param file:
usemultilineinput=true 



JAVA PARAMS USENAMEINNICK

Format: [true|false]
Default: (false) 

Use the value of the name prompt in the nickname. It will be appended to the value of the nick prompt with an underscore bar ( _ ) between. 

Examples:
In a web page:
<param name="usenameinnick" value="true"> 

In a param file:
usenameinnick=true 



JAVA PARAMS USEPROXYAUTHENTICATION

Format: [true/false]
Default: (false) 

Pops up a window querying the user for proxy authentication information if necessary to use. This should bypass the proxy support built-in to the web browser. This param is experimental, please report any problems you experience with it to WebMaster, Inc. at support@webmaster.com. 

Examples:
In a web page:
<param name="useproxyauthentication" value="true"> 

In a param file:
useproxyauthentication=true 



JAVA PARAMS USER

Format: [login name]
Default: (java) 

Default user info is java@ or javguest@. 

Examples:
In a web page:
<param name="user" value="mysite"> 

In a param file:
user=mysite 



JAVA PARAMS USERONDOUBLECLICK

Format: [Command]
Default: (/query %n) - The default will open a private message window to the user (if allowed by the other params). 

Allows you to set a macro to do when a user is double-clicked. You can substitute the user's nickname using %n. So for example, if you want a double-click to automatically do a whois on the nickname. 

Examples:
In a web page:
<param name="userondoubleclick" value="/whois %n"> 

In a param file:
userondoubleclick=/whois %n 



JAVA PARAMS USERONSINGLECLICK

Format: [Command]
Default: () 

Allows you to set a macro to do when a user is single-clicked. You can substitute the user's nickname using %n. So for example, if you want a single-click to automatically do a whois on the nickname. 

Examples:
In a web page:
<param name="useronsingleclick" value="/whois %n"> 

In a param file:
useronsingleclick=/whois %n 



JAVA PARAMS USERPROMPT

Format: [prompt]
Default: (Your email address) 

Prompt for the user name field. If blank the field will not appear. 

Examples:
In a web page:
<param name="userprompt" value="Please enter your user name"> 

In a param file:
userprompt=Please enter your user name 



JAVA PARAMS USERSBACKGROUNDIMAGE

Format: [URL]

Background images for the users list area. 

Examples:
In a web page:
<param name="usersbackgroundimage" value="moon.gif"> 

In a param file:
usersbackgroundimage=moon.gif 



JAVA PARAMS USERSFOREGROUNDIMAGE

Format: [URL]
Default: (none) 

Foreground images for the users list area. 

Examples:
In a web page:
<param name="usersforegroundimage" value="usercover.gif"> 

In a param file:
usersforegroundimage=usercover.gif 



JAVA PARAMS USERTEXT

Format: [text]
Default: (Users) 

Text for the users column header. 

Examples:
In a web page:
<param name="usertext" value="People"> 

In a param file:
usertext=People 



JAVA PARAMS USERWIDTH

Format: [int]
Default: (25) 

Percentage of room displays allocated to user list column. 

Examples:
In a web page:
<param name="userwidth" value="20"> 

In a param file:
userwidth=20 



JAVA PARAMS VOICEIMAGE

Format: [URL]
Default: (voice.gif) 

Image to use in the user list for voice. 

Examples:
In a web page:
<param name="voiceimage" value="mouth.gif"> 

In a param file:
voiceimage=mouth.gif 



JAVA PARAMS WHOCARDIMAGEDIR

Format: [URL]
Default: (WhoCardImages/) 

Directory to look for WhoCard Images 

Examples:
In a web page:
<param name="whocardimagedir" value="/data/java/whocardimages/"> 

In a param file:
whocardimagedir=/data/java/whocardimages/ 

Public Methods Available to Javascript



output(String str)
Send a string to the server, filtered through the output parser. 

room(String room)
Join a new room. 

sound(String sound, String message)
Send a sound and message to current room. 

sound(String sound, String target, String message)
Send a sound and message to a specific target nick. 

doChat()
Show the chat view. 

doRooms()
Show the rooms view. 

doSession()
Show the options view. 

doFloat()
Float the interface. 

doEmbed()
Embed the interface in the web page if floating. 

doShow(String name)
Show the named view (a room, a private message window, etc.). 

getCurrentRoom()
Get current active room if being viewed. 

getCurrentRoomTopic()
Get current active room's topic if being viewed. 

getCurrentTarget()
Get current active window (either a room or private message) if being viewed. 

getSelectedUser()
Get currently selected nickname (if any). 

getSelectedUserRealName()
Get currently selected nickname's Real Name (if any). 

nick()
Get current nick. 

insert(String text)
Inserts text into the input bar of the active window. 

addTickerTopic(String topic)
Adds a topic to the accepted newsflash topics list. 

removeTickerTopic(String topic)
Removes a topic from the accepted newsflash topics list. 

getTickerTopics()
Returns a list of newsflash topics being accepted by the ticker, comma-separated. 

doConnect()
Connect the client with the current settings. 

doDisconnect()
Disconnect the client. 

doRooms(String filter)
Show the rooms view, rescanning the rooms list using the supplied filter. 

privmsg(String to, String msg)
Send a message to a person or room, if to a person it will be a private message. 

notice(String to, String notice)
Send a notice to a person or room. 

Java Server Side Parameters



You can create a file containing all the applet's parameters and store them on your server. The syntax is = for example: nick=jennifer . Note the lack of spaces before and after the equal sign =. You can include comments which will be ignored when the file is parsed; comment lines start with a semi-colon ; Any lines containing params that aren't CR params are ignored. Quotation marks ("..") around values that contain spaces for whatever reason are unnecessary and should NOT be used. The rest of the line after the = will be used for the param value. 

The standard naming convention of the SS param files is *.prm 

There are 2 levels of SSP files. The first file which is always searched for must reside in the same directory as the Java classes, usually Webmaster18/Java/ , and is named "default.prm". It is not required to be present, but must be in that directory if it's to be used. 

The second file is HTML specified, so it can have any name and be located in any directory, provided it's on the exact same server as the Java classes (the server name must be an exact match [Java security restriction]). It's specified in the HTML source using: 

Note: This is the only tag that cannot be in either of the SSP files. 

This file also does not have to be provided. 

Search Order:
The order in which params are taken is as follows:
1st) HTML-specified prm file (using the "ssp" applet param)
2nd) default.prm
3rd) PARAM tags in the HTML source 

Therefore, even if the same params are provided in all three files, the HTML-specified prm file takes precedence over the default.prm file which takes precedence over the tags provided in the HTML. 

If it is necessary to specify applet params without putting the param values in the HTML source, to hide a channel password for example, you may use up to 2 server side param files. These files must be on the same server as the client Java files. The first file, which must be named "default.prm", must reside in the same directory as the Java files. It will always be parsed if available. It is not required to be available. The "lock" and "backpack" applet params are only used if they are found in the "default.prm" file. The second file can be specified by the "ssp" applet param. The value of the "ssp" applet param is a full or relative URL to the file on the same server as the Java client files. 

The format of the server-side param files is one param and value per line in the file: 

<param>=<value> 

Example:
lock=true 

Comments may be used if the line begins with a ; 

Example:
lock=true
; this is a comment
connect=true 

Java Colours



This section is simply an example of the Java colors possibilities. In order to use the Java colors in the applet use the functions ^k + the color code. Example ctrl + letter k pressed at the same time and 4 will write in red. ^k4,12 will write red on blue. 

Colors Available to GUIcolors Params



1. actionColor (red) color for actions 

1. systemColor (orange) color for system messages 

1. noticeColor (red) color for notices 

1. joinColor (green) color for joins and parts 

1. quitColor (joinColor) color for quit messages 

1. kickColor (magenta) color for kick messages 

1. urlColor (blue) color for URLs and copyright notice 

1. privateColor (gray) color for private messages 

1. talkColor (black) normal text color 

1. youColor (black) color for your own messages 

1. soundColor (cyan) color for sound messages 

1. errorColor (red) color for error messages 

1. operColor (blue) color for channel operators' messages 

1. voiceColor (green) color for channel voice ops' messages 

1. uopColor (teal) color for channel uops' messages 

1. titleColor (lightGray) titlebar background color 

1. titleTextColor (black) titlebar text color 

1. sessionColor - background for the login panel 

1. sessionTextColor - text color for the login panel 

1. messageColor - background of message status bar 

1. messageTextColor - text color of message status bar 

1. tickerColor - background for the ticker 

1. tickerTextColor - text color for the ticker 

1. tickerTextHiColor (urlColor) - color for highlighted clickable tickers 

1. selectColor (lightGray) - color for selections in the user list 

1. roomsColor (blue) - rooms list color 

1. usersColor (talkColor) - users list color 

1. buttonColor (darkGray) - action buttons text color 

1. buttonDisabledColor (lightGray) - disabled action buttons text color 

1. buttonBackgroundColor - action buttons default background color 

1. inputColor = (white) - background of input bar 

1. inputTextColor (black) - text color of input bar 

1. nickInputColor (white) - background of nickname input bar 

1. nickInputTextColor (black) - text color of nickname input bar 

1. usersBackgroundColor - background of users list 

1. historyBackgroundColor - background of channel history 

1. roomsBackgroundColor - background of rooms list 

Java Security



Java applets are not allowed to open network connections to any computer except for the host which provided the .class files (in this case ConferenceRoom.class). This is one of the security features of the Java programming language. Attempting to create such a connection will result in an error that displays the 'IRC connection closed' or 'Press enter to connect' statement on the applet. If you have problems getting the Java client to work with your server configuration, come to irc.webmaster.com #ConferenceRoom or email us at support@webmaster.com for help. 

An additional security feature of Java is the requirement that, to create a network connection, a registered domain name must be used. Please go to http://java.sun.com/sfaq/ for more details about Java's security limitations. 

Embedding the Java Client



Chat can be added directly onto an existing Web page -- without requiring users to follow a hyperlink. This is known as "embedding" the Java Client in a Web page. The Web page, can then be served, by either the ConferenceRoom built-in web server or a third party web server. 

If the computer running ConferenceRoom has a Dynamic IP address there may be some things to consider when embedding the Java client in an existing web page. 

Note: The Webmaster Java client is provided by the ConfRoom.conf file. To embed the ConferenceRoom Java Client in an existing WWW page, do the following: 

Note: These steps are important, and you should follow them closely. 

Step 1 

Configure ConferenceRoom. Ensure that it is working properly by logging onto ConferenceRoom using the Conference Java client or any standard IRC client, such as pIRCh or mIRC. 

Step 2 

Use configuration to change the themes or review the themes that ConferenceRoom provides. Select a theme. Copy the applet statement from the default.htm file of the selected theme to the target web page. The themes are located in: <ConferenceRoom Installation Directory>\data\themes (default: c:\Program Files\Webmaster18\Data\Themes) 

Step 3 

Make changes as necessary to the Applet statement and its parameters. Remember, since you are operating the Java client from outside of the ConferenceRoom Web Server, the substitution variables (%varname%) will not work. You must replace these with appropriate values, or allow them to default. 

Step 4 

Link your applet to ConferenceRoom if the computer which has ConferenceRoom installed on it has a permanent IP address and hostname (ask your ISP about this if you don't know). The easiest way to link the applet to the ConferenceRoom server is to use the codebase archive, cabbase and server parameters to point to the ConferenceRoom computer. See the test page below for an example. 

Or... 

If you don't do the previous step, or it didn't work for you, then copy all the files (including the net directory) in the ConferenceRoom Data/Java directory (default location is c:/Program Files/Webmaster18/Data/Java/) to the directory containing the target web page. 

Make sure the APPLET parameters includes a param of:
<param name=server value="<hostname>"> 

The APPLET statement should *not* include the codebase option.
The APPLET statement should *not* include the archive option.
The cabbase parameter statement should be removed.

Test Page 

If you would like to test the Java client, cut and paste the following page into an HTML file called "test.html" and place this file in a directory where you keep your Web pages. The only fields that need to be specified are the ones that require the server's host name. Make sure that you substitute the TCP/IP hostname of the computer where ConferenceRoom is running where you see the tag:
<your.cr.computer.name> 

NOTE: You need only specify the server's TCP/IP hostname to test the following page. 

--------------------------------------cut here for test.html----------------------------------- 

<html>
<head>
<title>Test Page</title>
</head>
<body bgcolor="#FFFFFF" link="#CC3300" alink="#000000" vlink="#666666">
<center>
<p>
<applet 
archive="http://<your.cr.computer.name>:8080/java/cr.zip" 
code="conferenceroom.ConferenceRoom.class" 
name=cr
codebase="http://<your.cr.computer.name >:8080/java" 
width=500 
height=300> 
<param name=cabbase value="http://<your.cr.computer.name >:8080/java/cr.cab"> 
<param name=server value="<your.cr.computer.name >"> 
<param name=port value="6667"> 
<param name=join value="#webchat"> 
<param name=bg value="FFFFFF"> 
<param name=fg value="000000"> 
<param name=buttons 
<param name=connect value="false">
<value="http://<your.cr.computer.name>:8080/Themes/Default/Buttons.jpg">
</applet>
</center>
</body>
</html> 

-----------------------------------------cut here------------------------------------------------ 

Note: If you are using port 80 on the ConferenceRoom web server, do not code ":80". Simply enter the hostname without a port value in the HTML code. 

Example of a prm file: 

lock=true
port=?down?
channel=#lobby
buttons=buttons.jpg
tickershadow=false
user=java
info=
timestamp=true
connect=true
simple=false
history=500
listTime=60
listCount=20
nick=guest
lurk=true
roomsWidth=20
userWidth=20
showjoins=false
port=?down?
channel=#lobby
font=helvetica
size=14
style=bold
tickerfont=Ariel
tickerfontsize=12
tickerfontstyle=TimesRoman
colorpanel=true
guicolors=tickertextcolor=FFFFFF;tickercolor=004080;tickerhicolor=C0C0C0
guicolors1=operColor=FF0000;actionColor=0080FF;noticeColor=FF8000;joinColor=00FF00
guicolors2=urlcolor=0000FF;quitColor=00FF00;kickColor=FF0000;privateColor=0000FF;talkColor=000000 guicolors3=sessioncolor=FFFFFF;sessiontextcolor=000000;systemColor=0000FF;soundColor=FF00FF
guicolors4=inputcolor=FFFF00;inputtextcolor=000000;errorColor=FF0000;voiceColor=FF00FF
guicolors5=nickinputcolor=FF0000;nickinputtextcolor=000000;roomsColor=00FFFF;usersColor=CC00CC
guicolors6=messageColor=FFFFFF;messageTextColor=000000;buttonColor=FFFF00;buttonDisabledColor=FFCC00
guicolors7=titlecolor=CC00CC;titletextcolor=000000
bg=FFFFFF
fg=000000
sound=true
noticeSound=bell.au
joinSound=door.au
onlyshowchat=false
restricted=false
nickPrompt=Nick Name
passPrompt=Password
namePrompt=Real Name
ticker= 
ticker2=Double click on a nickname to get a private chat window.
ticker3=If you use /newjoin #room it will open a new room window.
ticker4=Click on a color to change the message color people see.
ticker5=http:// mailto: and #channel are all active links.
sounds=Bell;bell.au rings the bell;Computer Geek;computer.au is a computer geek :-);Crash;crash.au forgot to hit the breaks!;Door;door.au opens the door and steps inside.;Bang;explosion.au lights the fuse!;Laugh;laugh.au thinks that's very funny...;Gong;gong.au gongs you.;Knock;knock.au wants to come inside.;Attention;whistle.au wants everyones attention!
actions=Bored;is really very bored.;Smile;smiles at everyone in the room :-);Slap Everyone;slaps everyone in the room.;Slap Person;slaps %u around with a large trout!;Laugh at someone;looks at %u and laughs.;Away;is going to be away from the channel.;Bounce;bounces around the channel.;LOL;Laughs-Out-Loud!!

WM Ticker



Add the following HTML on your web page to add WMTicker:

<applet

codebase = "http://chat.owen.net:80/java/wmticker/"
archive= "WMTicker.zip"
code= "WMTicker.class"
name= "WMTicker"
width= 600
height= 20>

</applet>



To modify the Ticker format modify the WMTickerDefault.prm file in the WMTicker:

bgcolor=ffffff
fgcolor=000000
font=Arial
size=12
tickerspeed=20
feed=http://chat.owen.net:80/feed



Here is the default.htm file in the feed directory, the ticker will pull this file every x minutes:

<a reconnect=3m></a>
<a href=http://manual.conferenceroom.com:80> </a>


</a>
<a href=http://manual.conferenceroom.com:80>ConferenceRoom 1.8.7-SEC</a>
<a href=http://manual.conferenceroom.com:80>There are %lu_usercount% people currently on the chat server</a>



WMTicker

All applet params must be in a file named WMTickerDefault.prm in the directory where the applet class archive is (WMTicker.zip). They are not used from the HTML at all.

	Params

	Params listed in the WMTickerDefault.prm file must be formatted as: <param>=<value>

	 
	 

	Param Name
	Description

	feed
	News feed URL, must be on the exact same machine as classes

	target
	Default frame target for clickable links def: "newsflash"

	font
	Font name

	size
	Size in points

	style
	BOLD, ITALIC, or BOLD+ITALIC default is none

	textshadow
	True/False default is false

	fgcolor
	Text color (rrggbb format) default is Red

	bgcolor
	Background color default is White

	hicolor
	Highlighted color (for clickable links) default is Blue

	tickerspeed
	Default ticker speed

	tickerpause
	Default ticker pause

	tickerlifetime
	Default ticker lifetime

	tickerrepeat
	Default ticker repeat time

	ticker.. ticker9
	Formatted like the feed lines

	background
	URL for a background image drawn behind the ticker text

	foreground
	URL for a foreground image drawn on top of the ticker text

	drawarea
	Specify a rectangle where the drawing of the ticker takes place

	format
	Is "x;y;width;height"

	leftedge
	Leftmost pixel to pause at, default: 0

	rightedge
	Rightmost pixel to start drawing from, default: applet width

	noscroll
	Tickers appear at leftedge, instead of scrolling in, default: false


 

	Feed Format

	Feed lines should be formatted as:
<a [option1]=[value1] [option2]=[value2] ..>[Text to be shown]</a>

	 
	 

	Anchor Option
	Description

	id
	id number for this ticker message

	href
	URL to go to when the ticker is clicked

	target
	Target frame name, default is "newsflash"

	speed
	Delay in milliseconds between each 'tick' of the ticker

	pause
	Time to wait when the message reaches the left edge

	lifetime
	Time the ticker message is in the queue

	repeat
	Number of times to repeat the message

	reconnect
	Before reading the feed URL again, default is 5m
This option should only be on a line by itself, ex.
<a reconnect=3m></a> 

times are specified as:
milliseconds ex. 30 is 30ms
seconds ex. 5s is 5 seconds
minutes ex. 5m is 5 minutes


 

 

 

ChatNow Java Client



The ChatNow java client manual will be available on October 15, 2002. 



Themes



Themes



The web interface uses themes which define how the user/client interface "looks." The themes are dynamic HTML "templates" which allow administrators to provide a graphical web interface to users accessing ConferenceRoom from a Java-enabled web browser. Substitution variables can be used to represent values which will be plugged in when the web page is served. ConferenceRoom includes some pre-configured themes. These Themes can be edited or new ones can be created. The administrator of the ConferenceRoom server can choose the theme of the web interface from the Web Configuration Tab when configuring ConferenceRoom. 

It is highly recommended that you don't make changes directly to the themes supplied with ConferenceRoom. If you wish to modify a theme, create a new theme and copy the supplied theme to it. If you modify the supplied themes directly, your modifications will be over written if ConferenceRoom is re-installed or upgraded. 

Themes are implemented by creating a HTML structure in a new directory in the themes sub-directory. The name of the directory will be the name of the theme. The HTML structure's starting point is the default.htm file. Theme creation is accomplished using standard HTML techniques. 

Let's look at the different themes offered to you. When you install ConferenceRoom your first theme will be the Default theme, you may change this theme at any time. 



The First panel you will come across when loading ConferenceRoom JAVA applet is the selection panel. If you do not wish to have this panel you can use JAVA parameters in the appropriate PRM file to remove this option. 

Figure 1 
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The Lightweight client is the lite JAVA client, no panels will load with this client. If you do not put a checkmark in the Lightweight section the JAVA will load your default JAVA theme. If you haven't changed the Theme it will automatically be the default theme which will load all the panels according to your ConferenceRoom key. 

Note: ConferenceRoom will not load or enable panels that are not activated by your key. 

Figure 2 
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Here we see the lite Java client, it's really simply but it will not load any panels. 

The full JAVA client would be the default theme. Depending on the edition of ConferenceRoom you have additional panels will be loaded. The Default theme looks like the picture on figure 3. 
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Figure 3. 
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Here you will find the additional Java themes. Keep in mind you can always change the look and feel of a theme by modifying the Java parameters or you can create your own Java themes. 

The Black theme Figure 4, hasn't changed all that much in the past few months. 

Figure 4 

[image: image5.jpg]ey o





The Chat theme is a new theme which is very simple, but isn't a lite theme. It will not restrict use of certain commands as the lite theme would. 

Figure 5 
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The Colors theme has changed considerably, here you will see the new and improved Colors theme. 

Figure 6 
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The invisible Theme shows you that you can hide the lines of the java client and your web page. This is nice when trying to fully embed the client to get a specific look and feel. 

Figure 7 

[image: image8.jpg]ConfereanRoom

oty Notopc s st
ouna e

Plesa oier iknams o patcioats

sesEee e

| 2uses

1083 2000 eastr.

WARNING:
WO sduit
suparvison of
s chat





The kids theme has had a huge facelift. It is more colorful, and is simply adorable. The kids theme doesn't allow you to change channels, when you come in via the kids theme you remain in the channel you came into. A good way to use this theme without extensive modification is to use a direct link to a channel. If you have a web page specific for kids you can direct them to that theme from a URL like this: 

http://my.server.name:8000/?theme=kids&@channel=channelname 

Figure 8 
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The Nebula theme was created to simplify the additions of what we call BackPack for users. This will allow the user to add on his/her personal web page a JAVA applet linking to your server. Only the necessary HTML code is given to the user when they use this option. This does not give them any administrative rights to the server. It will simply allow them to own a channel on your server. 

Figure 9 
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The Neon Theme is another one that had a noticeable facelift. You might/ need sunglasses to view this one. 

Figure 10 
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The Sounds theme only had the background change no other major changes were done on this theme. 

Figure 11 
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The space theme changes were done mostly on the background and the buttons. 

Figure 12 
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No changes were made to the Spider theme. 

The Avatar panel is accessible only if you have the developer or Enterprise edition of ConferenceRoom. 

Figure 13 
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You can add up to 60 different images in the avatar panels. These are the default avatar images. An avatar is a little picture that will be displayed in front of your nickname to identify you or show a preference of yours. The avatar images are in the JAVA folder and each avatar needs to be mapped in the parameter file accordingly. For example if you use the default theme you would modify the params/def.prm file. If you use the Black theme you would modify the params/black.prm file. The avatars are mapped at the bottom of the prm file much like the sounds are mapped. 

The buddy list is your watch list while online. It tells you who's on and who's not on. Adding users to your buddy list means you need to get authorization from them. The buddy list commands are issued via NickServ. 

Figure 14 
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The ImagePanel allows you to use images in the JAVA client while chatting, for example you could use a simple smile like this : ) however if you use the ImagePanel smile it will look like this: 

You can use the SessionPanel to help you load the different JAVA panels or you can use the /load panelname command. Keep in mind that all the panels are case sEnSaTiVe. 

Figure 15 
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The Session Panel helps is your session controller utility. You can select the panels you want or the options you want displayed on the Java client. 

Figure 16 
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The WhoCard panel will display the /whois information for the nickname you issue this command on. Although you cannot currently have user pictures in the picture area the rest of the information is correctly displayed. 

Figure 17 
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When you issue a /list command the channels are listed in their own window. The Rooms list appears like this: 

Figure 18 
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JAVA Services Panels - ChanServ, NickServ, and MemoServ 

The first panel we will see for Services is the ChanServ panel. You can manually load this panel on the JAVA client by typing the /load ChanServPanel command. Notice the C S and P of the word it's case sensitive. The ChanServ panel can also be loaded from the SessionPanel. The Personal edition of ConferenceRoom does not have any of the services panels. 

Figure 19 
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In order to use the ChanServ panel you need to have a registered nickname. All channels start with the # sign. To use the ChanServ Panel you need to have a registered nickname. Please take a look at the NickServPanel screen shots. 

Figure 20 
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When you register your nickname via the NickServ panel you will see this registration panel. 

Figure 21 
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Once the nickname is registered you will most likely want to set various options on the nickname. 

Figure 22 
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Every time you log on the server you will be required to identify to NickServ in order to have access to ChanServ and memos if your server key supports MemoServ. 

Figure 23 
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You enter your nickname password in the empty field and press the return/enter button. 

MemoServ is included only in the Enterprise edition of ConferenceRoom. If you do not have an Enterprise key you will not have access to these MemoServ panels. 

Figure 24 
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MemoServ comes with an Ignore management command. This command will allow you to add del and list users you don't want to receive memos from. 

Figure 25 
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The MemoServ create command allows you to create folders to manage your memos. 

Figure 26 
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The MemoServ panel will delete a created folder. Keep in mind you cannot delete the INBOX, SYSTEM and RECYCLER Folders. 

Figure 27 
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The Move panel allows you to move a memo from an active folder to another selected folder of your choice. 

Figure 28 
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The SendTO panel allows you to determine to which list you want to send a channel memo. 

Theme Creation



Themes are basically just web pages. To create your own look and feel is as easy as creating any web page. Most of the work goes into creating the graphics, or deciding what the java client should look like. To begin I would take a look at the param file that is in the Application note section. I would also take a look at the variables section as that will allow you to create feature rich pages. Another decision is if you want to have a param sheet or put everything into HTML params. A param sheet is a server side parameter file (ssp). It's handy for editing multiple chat pages at one time. Say that you wanted to add a send button to 10 chat pages. If those chat pages were coded to look at the param file then you could add it one time in the param file and it would change all the pages that reference it. 

Now you can either place your chat page as the default.htm page in the data or htdocs directory which will then override all of the theme logic, or you can create severl different 'themes' and place them in new directories under the data/themes directory. Then you can use the /?theme= to reference that theme. To do this create a new directory and place a default.htm file there. Then reference it with the theme logic above. In this way you can have multiple themes for a server. 

The easiest way to create a theme is to copy the default theme. It's already feature rich and should be pretty easy to edit to do what you want. However, if you find another theme that you like then use that as the base. 

Step One 

Create a new directory with the name of the theme that you want. 

Step Two 

Copy all the files in the theme that you have chosen as closest to the one that you wish to create. 

Step Three 

Look inside the default.htm file and find the param called ssp. Then go to the /data/params directory and copy the file that's listed in that param to a new name. As an example the default theme has an ssp file called def.prm. If your new theme is called MyTheme then change the def.prm to mytheme.prm. 

Step Four 

Go into your new theme and open the default.prm then change the name of def.prm to mytheme.prm 

Step Five 

Now you can start to change your new theme by editing the default.htm file and the ssp file. 

Related Notes 

Param Files
Using another web server. 



Scribe



Scribe



Scribe adds several features to your ConferenceRoom server. The most visible of these is the ability to log chats to a web page. However, this is far from all that Scribe can do. 

Enterprise Edition customers (or those who have already purchased Scribe) should be sure they have the latest release. Professional and Developer Edition customers may purchase Scribe now. 

The easiest way to use Scribe is to go the log administration panel or web page. From the Windows configurator, just click on the Scribe icon. From the web-based administration, just click on Logging from the main administration page. 

This gives you the simplest interface to Scribe. To configure a logging event, you just need to fill in these fields. Once you do that, you can manually start and stop logging just by clicking the enable and disable buttons. 

The first field is the Log Event Name. This is simply a name that you give the logging event to allow you to know which log event you are talking about. Just give it a name that you will associate with this particular log event or channel. 

The next field is the Channel field. Set this to the channel that you wish to log. Don't forget the # sign at the beginning. 

Next you must decide whether to log to a single file or to a directory. If this is a one-time log, you will probably want to log to a specific file so you'll know where the log is. If this is a recurring log event, you will probably prefer to log to a directory, creating separate log files for each instance of this log event. 

To log to a file, check the file box and enter the filename. It must be possible to create this file under the logs directory. So if the filename is classes/engineering.log, there must already be a classes directory under the logs directory. 

To log to a directory, check the directory box and enter a directory name. This directory must already exist or it must be possible to create it. So if the directory name is classes/engineering there must already be a directory called classes under the logs directory. 

Next you must specify a web path. This will determine where the web page to access the log will go. This path is relative to the Data(Windows) or htdocs(UNIX) directory. It must be possible to create the named file and it must end in .htm or .html. For example, you could use events/tech.htm if you had an events directory under your Data or htdocs directory. The URL people would then use would end in events/tech.htm. 

The Title and Description are fields that can later be used to index the logs. If you log to a directory, this information will be displayed to allow people to choose between logs. 

The Theme setting will determine what look the log has. The server will build the web page in the location you specified based on the selected theme's template file in the template directory. 

You may then select a start time and stop time for the log event. If you want the log to start whenever the log event is enabled, leave the start time blank. If you don't want the log to stop until it's disabled, leave the stop time blank. 

If the log event recurs on a fixed interval, you can set that interval. This will cause the log to repeat on a regular schedule. 

The first time Scribe actually begins logging, it will build the specified web page. You can then view it from a browser. 

If you left the start and stop time blank, you can easily start and stop the log manually. If you called the log event mylog you can start it by typing:
/as log mylog enable
and stop it by typing:
/as log mylog disable 

That's really all you need to know to use Scribe. You can now create logging events and have the associated web pages built automatically. However, to get to Scribe's real power, you will need to get under the hood a little bit. 

Let's get under the hood a bit 

Scribe Advanced Topics



Now that you know the basics, let's move on! 

Scribe contains several internal components that you can manipulate directly if you wish to. These are the logging engine, the script engine, the utility commands, the event engine, the web page builder, the web parsing engine, and the indexer. 

Note that text in this font is normal text meant to be read and understood. Text in this font is meant to be used literally as a command, value, or as source code. Text in this font is meant to be replaced with what it names, for example name should be replaced with something's name or channel should be replaced with a channel. 

The logging engine allows all significant events that occur in a channel to be written to a 'raw' log file. This file must live under the logs directory. For those of you who may wish to parse the logs with your own code, the file format is discussed here. 

You can activate the logging system with a single command:
/as chan channel log on filename
This will cause Scribe to immediately begin logging that channel. You cannot issue this command unless there is already a server bot in that channel. You can stop logging with:
/as chan channel log off 

This will create only the log file. It will not create a web page to view the log file. You can create one manually by copying a .tem file from the template directory, renaming it to a .htm file, and adding a line at the top of it:

This is exactly what the web page builder would do if it had to build a web page for this log. The other as chan log commands are documented in the reference manual. 

The script engine allows you create a group of as commands and have them execute as a unit. You can configure a script to be executed by a server command, and you can set the access level for the script. 

To make the script engine more useful, the utility commands allow as commands to do more than just configure the server. There are utility commands to send a message to everyone on a channel, send a global notice, or send newsflashes. You can access the online help for these commands by typing: /as help util 

In addition some utility commands have been added to the chan family of as commands. These include furl and flash to send a URL or newsflash to a channel. 

As a contrived example, suppose you wanted to allow the IRC command FORCE, when issued by a channel operator on #Corp to force every Java user in the channel to go to http://www.webmaster.com, you issue the following as commands:
script Force add
script Force set command FORCE
script Force set access @#Corp
script Force command append chan #Corp furl http://www.webmaster.com
script Force enable 

The script command set is useful for creating preset groups of configuration commands to allow easier or more controlled reconfiguration of the server. You can create scripts to change the server for an event or to 'tighten up' security on the server in an emergency. You can also use scripts to allow specific groups of people to issue a limited set of configuration commands. 

The event engine is used to launch scripts at preset times or intervals. An event can have a start time, a stop time, a start script, and a stop script. 

Suppose you want to have a different autogreet on a channel at night. You can create an event that launches the 'night mode' and 'day mode' scripts at the appropriate times. You can do the same thing for weekends versus weekdays. You can also schedule various notices to be sent globally as desired. 

To continue our contrived example, suppose we want to force that URL on people in #Corp every hour. We can do:
event HourForce add
event HourForce set time start now
event HourForce set script start Force
event HourForce set interval hourly
event HourForce enable 

Since this event has no stop script or stop time, it is instantaneous. 

Scribe internally creates scripts and events to manage the log events that you create. Each log event will normally have one event and two scripts associated with it. Once you understand scripts and events, you can modify the created scripts and events to enhance Scribe's functionality. 

For example, you can modify the start script that Scribe creates to change the channel bot's autogreet during the event. Or you can modify the stop script to send a channel notice telling people when the event is over. Or modify the start script to send a global newsflash letting everyone know that the event is happening. 

By default, the event Scribe creates is called ScribeEvent_name. The start script is called ScribeScript1_name and the stop script is called ScribeScript2_name. 

Note that events and logging events have their own namespace. A logging event called MyLog will have an associated event called ScribeEvent_MyLog. You can have events and logging events with the same name. You can also change the name of the event associated with a particular log event. 

It may help to create a fairly complex log event, enable it, and then shut down the server. Look at the ConfRoom.conf file. You can see how the log interface created an event and two scripts to manage the internals of the logging. 

To understand the web page log parsing engine, you must first understand the basic web parsing engine. This is documented here. It is worth spending the time to read and understand it and maybe even try a few examples until you get the hang of it. Then you'll be ready to understand how this engine has been enhanced for Scribe. 

Scribe's Web Parsing Engine 

Scribe Advanced Topics



If you need to process Scribe logs to generate your own reports, web pages, or to put them into a database, you will need to know their format. 

Scribe stores all logs under the logs directory. Each file has a 4Kb header that consists of lines (terminate with a newline) of the form:
ParameterName=Parameter Value 

The end of the parameter block is marked with a null (zero). Anything after the null but still inside the 4Kb header block should be ignored. 

After that, the log consists of lines. Each thing that occurred on the channel gets one line. The fields in the line are separated by spaces. 

The first field is the timestamp. It is in the form of seconds since the Epoch (00:00:00 UTC, January 1, 1970). The next field is the person or server the action refers to. The person's nick!user@host may be prefixed by an @ if they were a channel operator or a + if they were voiced. 

The next field is the type of action. NOTICE means someone sent a notice to the channel. MODE means someone changed the channel's modes. TOPIC means the topic was changed. PART means someone left the channel. QUIT means someone on the channel quit. PRIVMSG means someone sent a normal message to the channel, and so on. 

The rest of the line is the event text. If the command was a message, the remainer of the line is the text of the message. If the command was a nickname change, the rest of the line is the nickname they changed to. 

Scribe Advanced Topics



If you're not already familiar with the basics of ConferenceRoom's Web Parsing Engine you really must familiarize yourself with them first. 

ConferenceRoom's web parsing engine has been enhanced to support parsing log files. There are several steps involved in parsing a Scribe log to build a web page. 

First, the log file has to be chosen and loaded. There are several ways to do this. The simplest is to specify it inside the l_load replacement variable.
%l_load filename% 

Another way is to somehow set the l_file replacement variable to the file name and then call l_load with no parameter:
%_set l_file filename%
%l_load% 

The last way is a variation on the second way, using the directory traversal to allow the user to select which log he wishes to view. 

You can then test for successful loading of the log file. If the loading fails, the replacement variable l_fail will be set to the reason the load failed. For example:
%l_load myfile.log%
%!l_fail%
<H1>Failed to load logfile</H1> <H2>%l_fail%</H2>
%!!% 

There are a few special replacement variables you can set before you call l_load. l_page will cause the a specified page of the log to be shown. Setting l_page to zero will cause the end of the log to show. An auto-refreshing web page with l_page set to zero will automatically show what the 'recent' portion of the log as it happens. 

When using pages, you can set l_perpage to the number of lines per page. When using the tail of the log (page zero), you can set l_tailbytes to the number of bytes to include in the tail. 

The special l_perpage value -1 will cause the entire log to be shown in one web page, up to 25,000 lines. Note that l_page, l_tailbytes, and l_perpage must be set before you invoke l_load. 

Since the default themes don't lock the page logic, you can override them in the URL. Suppose
http://www.myserver.com/log.htm
views a log of a chat that's currently in progress. You can create a web link to
http://www.myserver.com/log.htm?@l_page=0
to show the 'end' of the log -- the most recent parts of the conversation. 

After loading the logfile, you may access any parameters that were set. For example, if the logfile has a parameter called title then %title% will replace to it. 

The Scribe logging engine automatically creates the parameters channel, start_time, and stop_time. If you use the log commands (as opposed to raw chan commands), you will also normally get theme, title, and description as well. 

It is best to code your web pages to safely handle the case where these parameters do not exist. Look at the included template files to see an easy way to do this with _cset. 

After you display the parameters, you need to create a special loop that loops over all the lines in the log file. You begin the loop with %l_begin% and end it with %l_loop%. Again, anything between the %l_begin% and the %l_loop% will be repeated once for each line in the logfile. 

Because this loop will run many times, it is best to avoid blank lines inside the loop. A single blank line after l_begin and one before l_loop could result in hundreds of extra blank lines in the final output. 

Inside that loop, you may access that line of the log through special replacement variables. First, you can determine the type of command sent by checking for a family of replacement variables named l_command. So, to see if this is a privmsg command, check for l_privmsg. 

The loop construct will also set l_user to the user who issued the command (if any) and l_text to the text that went along with the command (if any). For example, the simplest possible Scribe log web page is probably:
%l_load mylog.log%
%l_begin%
%!l_privmsg%
%l_user%: %l_text%<br>
%!!%
%l_loop%
Scribe Time Format 



%l_tm% supports the following replacement variables: 

@b : short month name (Jan, Feb, Mar, ...)
@B : full month name
@m : month 1-12
@j : day of the year, 1-365
@Z : time zone
@y : two digit year
@Y : four digit year
@d : day of the month
@X : hh:mm:ss
@H : hours (24-hour format)
@M : minutes
@S : seconds
@z : time zone offset
@a : short day name (Mon, Tue, Wed, ...)
@A : full day name
@p : AM/PM
@I : 12 hour time hour (1 to 12) 

You can combine them like this: 

%l_tm @A, @B @m @Y at @I:@M @p @Z (@z)% 

This would give you something like:
Tuesday, January 4, 2001 at 3:12 PM EST (-0800) 



Encryption



Using Encryption



WebMaster chose to integrate the open standard, SSL, OpenSSL, because of the tremendous scrutiny and reliability testing the code has undergone, as well as the assurance that there are no coded "back doors." It is based on the RSA algorithm, itself an industry standard, that has recently been released into the public domain by RSA, Inc. in advance of the expiration of its patent. 

SSL is placed in the browser level. However, since chat does not involve the browser, an encryption protocol is used between the chat server and the java client. The java client is served a seed from the secure Web server. The seed, created using WebMaster's certified and tested random number generator, is used to key a 56 or 128-bit symmetric cipher. This encryption protocol, known as the Blowfish cipher, is one of the most widely used and trusted encryption products available. 

Whenever you're in a channel that is secure, a lock icon appears next to the channel name, and all clients that you private message see this icon, indicating that encryption is in effect, as well as a designator that specifies the level in use (56 or 128 bits). This system allows you to know that all participants in a channel (or those with whom you're in direct communication) are using encrypted clients. 

The server-to-server linking protocol has also been modified to allow servers to link together with encryption, guaranteeing end-to-end security in multi-server installations. This means that you can now create a secure private chat network among servers at different locations. 

The standard ports that will be enabled are port 443 for the web server and port 994 for the chat server. Both of these values can be changed. A restart will be needed if you change the ports on the server. To enable SSL on the chat server and the web server takes two commands: 

/as general ssl enable
/as web ssl enable 

If you want to only allow SSL connections to the server then the following command should be used: 

/as general set secureonly on 

If you want to madate the use of SSL for all servers that connect to your server or any remote server then you can issue the following command: 

/as general set securenetwork on 

Connecting to the server requires that you use https rather than http. The themes have all been modified to work with encryption and all you need to do is make the SSL connection from a browser to the server. 

https://<yourserver:port> 

If you use port 443 then you don't need to designate a port. 

CHANNEL MODE z



Usage: MODE <room> +|-z 

z - Encrypted Channel
This requires the encryption module. This command will lock a channel so that only clients that are encrypted will be allowed into the channel. Not even IRC Operators can bypass this mode with the SAJOIN or FJOIN commands. Operators can bypass this mode by unsetting it with SAMODE and then joining the channel. 

Privilege: Channel Operator 

Examples:
/mode #webchat +z 

Installing Certificates



ConferenceRoom will automatically create certificates that are needed to create an SSL link between the ConferenceRoom web server and the browser. This certificate will not be automatically trusted by the users browser and they will get an alert before it is approved. In some cases you may want to get a certificate from a root signing authority like RSA. These certificates will not cause an alert on the Netscape or Internet Explorer. 

After you have been issued a certificate you will need to install it on the server. You need to install this for both the Chat Server and the Web Server. The commands to do so are: 

/as general set certfile certificates/cert.pem
/as general ssl keyfile certificates/key.pem
/as web set certfile certificates/cert.pem
/as web ssl keyfile certificates/key.pem 

The servers will need to be restarted for this setting to take effect. 



Enterprise Edition



EventWizard



The purpose of the EventWizard is to facilitate moderated event management and setups for the Moderators and Administrators. 

The EventWizard feature is part of the Enterprise edition only. If you use the manual method of cut and paste for a moderated chat, you will love this panel as everything is automated. Keep in mind that you cannot copy or cut from the JAVA applet. 

Prior to loading the panel, if you normally use an IRC client to do moderated chat events, you should make sure your Oline hostmask will allow you to /oper yourself via the applet. If you do not have a hostmask for the JAVA applet, you can add one via the WebAdministration panel, the configuration utility (Win32 only) or manually via /as oper nickname access add jav*@your-host, you must have Administrative flags to add a hostmask on an oline. 

Once this is done you can bring up the EventWizard panel by typing /load EventWizard in the input text area of the Applet. 

[image: image30]
Once the EventWizard is loaded. The Welcome panel will appear, each panel section has explainations on how to use each section and what to input in the blank fields. Simply follow the instructions and you shouldn't have any difficulties. 

[image: image31]
From this panel, click on the next button for instructions. You always have the option to click on the back button if you made a mistake on the previous panel. 

[image: image32]
As you can see in this panel you need to enter your operator name and password. This is the same information you use when you /oper name password. If the password is accepted the Next button will no longer be greyed out and the wizard will have accepted your login and password. So you will simply click on next. You are now an IRCoperator via the EventWizard. 

The following panel is where you select if you want to be a speaker (eventhost) or a filtering queue agent. 

Most likely you'll want to be a speaker, a speaker can scan through the questions select the ones to be displayed in the moderated chat, and answer those questions. 

A filtering agent does not have that option, he or she will simply scan through the questions and forward the "good" questions to the next queue or to the speaker to be displayed. 

[image: image33]
The next actions will be selecting the channel to be moderated and the bot (server agent's) nickname to use. Once these are selected the channel modes for the moderation will be enabled, you will now be added as a channel op (@nickname) in the moderated channel, and the bot (server agent) will join the channel. 

[image: image34]
The only time you would select Join an existing event is if you have created the event previously, you were disconnected or you left the chat and you want to come back to the same queue and event. 

Putting a checkmark in the Use multiple queues is only if you do large scale events, if you have under 100 users 1 single person can handle the event by themselves. As a speaker you should always select to monitor the room. The 2 other options depend on the current settings of your server and the type of event you'll run. 

When you will click next here you will see the OpPanel coming up. The OpPanel allows you to manage the channel, such as kicking and banning users, managing the ban list etc. 

[image: image35]
In the above panel you will enter the channel you want to run the moderated chat in and you will also enter the server agent's name (bot). The only time you will not enter the bot's name in the second field is when you selected in the previous panel to join an existing chat event. 

Click on the next button here you will be asked to select the queues to use. 

[image: image36]
You can skip this section if the destination of the queued messages is not a server agent (bot). You would right away click on the next button. Otherwise select your destination by highlighting the name and then clicking on next. If you do not see the channel name, which is more than likely to be the final destination of your messages, you can add the destination via this panel. 

[image: image37]
Here you will select the queue to be watching and managing. For example if my Event channel name is called #EventWizard and my bot is called EventBot I will highlight EventBot and then highlight the channel so I can then watch that queue. 

[image: image38]
Now your event is setup the channel modes are now set to moderate the bot is in place and you're ready to start taking in questions … Good luck!!! 

Now you will see your queue panel where you can speak as yourself or as a guest speaker, where you can scan questions and edit them as well as answer those questions. 

[image: image39]
The top portion of the panel, is the content of the channel so since it's moderated only the text coming from channel ops or bots or anyone with voice mode would be displayed in the channel. The second portion of the panel is where the queued questions are stored. As you can see there is a colored gauge above it. The colors go from green -> yellow -> orange -> red. When the color is orange it means that you should start considering deleting some older queued messages, as the queue is getting smaller and you need to make some space. So deleted older messages you do not want to keep, to make place for new text. 

When you select a question you simply highlight it in the second portion of the panel. As you can see the questions are all numbered and they show as well who in the channel asked the question. The selected question will then be displayed in the 3rd portion of the panel where you can either edit it or correct spelling mistakes before you select on the above pull down menu to forward the question to the channel. 

[image: image40]
If we assume that you are both the speaker (host) and the typist or guest you may want to make use of the bottom portion of the panel. If you select your question in the queue and you type in your answer in the bottom portion you can then put a checkmark in the delay answer portion and it will appear as if someone asked a question and the guest was typing in the reply which is displayed a few seconds later. 

You can always speak as yourself or as a bot. For example let's assume you're intervewing a movie star, but in reality he/she is on the telephone with you and telling you what to answer to the questions you're giving him/her. In the original settings of the event you could create a bot server agent with that movie star's name and make it appear as if that person is really typing for themselves. 

[image: image41]
This is what the end user in the channel see's throughout the chat. 

[image: image42]
If you have any questions regarding the use of the EventWizard feel free to contact support@webmaster.com 

Auditorium Rows



Auditorium Rows was created to allow large events to have the feel and control of a smaller chat channels. Basically there is a master channel which all the event personell are in and then as users join they are put into sub channels. When a moderator or guest speaker says something in the master channel all of the slave channels get the channel text. Likewise the channel operators and users that have voice ability will appear to be in each of the slave channels. This allows you to have extremely large events while keeping channels small enough to have normal conversations in. 

You first set a channel to be a master channel, then you set the parameters under which users will be allowed to join sub channels. You have a Maximum, Minimum and Limit that make up the basic commands. They work as follows: 

The first users that try to join the Master channel will join a sub channel called #channel.1 (channel being whatever channel name the master channel is). They will continue to join until the channel LIMIT has been reached. When the LIMIT is reached the users will start to join #channel.2 etc. Users can join #channel.1 or any sub channel directly until the MAX setting has been reached. Users will always join the lowest number channel that has less users than the LIMIT that has been set. When users start to leave and the number of users drops to that set by MIN then the channel will look for an opportunity to compact. Compaction occurs when a lower number channel has a quantity of users in it that is less then the LIMIT minus the number of users that will be joined when the channel compacts. The compaction will look to both channels that are compacting as if users have just joined the channel. 

All modes and topics that are set in the MASTER channel will be set in all sub channels. This way you can set all of the channels to moderated or any other mode at one time. 

/mode #<channel> +l 30
/set #<channel> MASTER
/set #<channel> MAX 40
/set #<channel> MIN 10 /set #<channel> MASTER 0

With the above settings, when the channel hits 30 a new channel will be created. When the channel reaches 10 the channels will compact into the next lowest available room. New channels will be called .1 .2 etc. You can join a room until you hit the MAX number at which time you will get a channel full message. 

MASTER 0 turns off Master/Slave channels and returns all the channels to being separately controlled. 

Auditorium Modes



During large events the last thing you want to do is make it harder for users to get in or harder for the server to deal with the users. ConferneceRoom has had huge events of over 15,000 users in one room. If you were going to download the names list of the room and you weren't using Auditorum Rows then you could have up to .5Mb of information just in users as you join. This isn't practical as you're really only interested in those that have the ability to speak. 

To solve this problem the channel mode +A was created. This mode called 'Auditorium Mode' is designed to handle large events without flooding everyone with unimportant information. It will show up to 20 users and all the users that have the ability to speak including both channel operators as well as those users that are set +v (voice). 

After an event when the room is set -A the users will start to appear as they speak unless there is a small number of users, in which case they will appear to mass join the room. 

iPass



The Enterprise Edition of ConferenceRoom supports a list of users and passwords that limit access to the server as of version 1.7.5b. An external program must supply the pairs of user names and passwords. The username and password should be separated by either a comma or a space (but not both). Each username/password pair should end with a line break. 

When the external program wants to supply ConferenceRoom with a new list of username/password pairs, it should rename the file containing that list to ircpass.new in the db directory. The file should be renamed, not generated in place. Otherwise, the IRC server cannot know when the file is complete and will read partial files, causing users to be locked out and CPU time to be wasted. The server will assimilate the new list of username/passwords within about two minutes. 

The server will suck in the ircpass.new file and delete it. If you wish to change the list of username/password pairs, simply rename a new list to ircpass.new and the server will update its list shortly. 

To use the list, configure a client class with a password of *. This will cause the client class to only be matched if the username and password supplied by the client match an entry in the username/password list. If all of your client classes have a * for the password, all users must have a user/pass pair to get in. 

Since the username cannot be changed, you will now have absolute traceability of your chat clients. Simply note their username, and you will know which username/password pair they used, and thus who they are. 

External Methods API



Copyright (C) 1999-2000, WebMaster, Incorporated
$Id: CRNative.txt,v 1.2 2000/08/24 20:57:34 cvs Exp $ 

The Enterprise Edition of ConferenceRoom supports an interface to allow custom code to interface with the chat server directly. For UNIX platforms, the custom code must be supplied in the form of a shared object (.so) file. For WIN32 platforms, the custom code must be supplied in the form of a DLL file.

The following warnings should be kept in mind: Bugs in your custom code can destabilize the chat server or cause it to crash. ConferenceRoom is multithreaded and your code must be thread-safe. If your code is not re-entrant, you must protect it with mutexes or critical sections.

ConferenceRoom will call your code with as few locks as possible held. Normally ConferenceRoom will, at most, lock a single user's connection while your code is running. This enhances performance, but has some side-effects.

Suppose a user attempts to join a channel and you have hooked AuthenticeJoin. While your code is running, only that single user's connection is locked, so an operator could kill that user while your code is running. In this case, even if you return the correct code to let the user join the channel, the user will not wind up joining the channel since he's not on the server anymore.

On UNIX platforms, you may use C or C++ to create your code. On WIN32 platforms, you may use any language that makes it possible to create a DLL, but Visual C++ 5.0 or later is highly recommended. 

You must command ConferenceRoom to separately hook each function you wish to intercept. If the same object file hooks more than one function, it will only be loaded/initalized once.

Callbacks are functions in CR that your code can call. Callouts are functions in your code that CR can call. Callouts must be configured in CR. You may use any callbacks you want without any special configuration.

You configure a callout with the command (from a chat client with administrative privileges):

/AS function <CallOutName> add <FileName>.<extension>

The file must be in a directory called lib under the master ConferenceRoom directory (the one with the programs directory under it. Note that if a function is already hooked (even if unsuccessful), you must unhook it first with:

/AS function <CallOutName> del

The following callbacks are currently defined:

DoDebug: This command adds an entry to ConferenceRoom's debug log. This is not normally useful except if you are trying to debug ConferenceRoom itself. Normally you should write debug information to your own file.

LockModule: Increments a module's usage count, preventing ConferenceRoom from unloading it. If you, for example, create your own thread, you should call this function because you do not want ConferenceRoom to unload your module while a thread is running in it -- that would be disastrous.

UnlockModule: Decrements your module's usage count.

GetTime: This gets ConferenceRoom's server time. This may differ from the system time for a variety of reasons. This time is guaranteed never to decrement and is guaranteed not to skip over any time values.

DoAS: This callback executes an AS command as if an administrator typed it in. You leave off the as part.

The following callouts are currently defined:

AuthenticateUser: This callout will be called every time a new user signs on to the server or a current local user changes nicknames. The connect/change can be allowed or disallowed and a message sent to the user.

AuthenticateJoin: This callout will be called every time a local user attempts to join a channel. The join can be allowed or disallowed and a message can be sent to the user.

DisconnectUser: This function allows a user who signs on to disconnect a previously-existing user with the same nickname.

Command: This callout will be called every time a client uses the 'CMD' command. It is used to provide a way to pass information from chat clients to custom code for logging or other purposes. A message can be returned in the form of a 780 numeric. This can be used in conjunction with the DoAS callback to provide for remotely controlled server configuration changes. This can also be used as a way of implementing custom commands or logging.

CreateChannel: This callout will be called every time a local client attempts to create a new channel (by joining an empty channel). The creation can be permitted or refused.

UserParted: This is a logging function that will be called to report that a local user has left a channel (by any means).

For more information, see the sample native interface code. If you don't have the sample native interface code, contact WebMaster Support. If you have any questions about the ConferenceRoom native code interface, please contact WebMaster Support at support@webmaster.com
#include <stddef.h> /* for size_t */

#include <string.h> /* for strcpy/strcasecmp */

#include <stdio.h> /* for sprintf */

/*

 Example Native Code

 By: David J. Schwartz <davids@webmaster.com>

 Copyright (C) 1999-2000, WebMaster, Incorporated

 $Id: lib.cpp,v 1.11 2001/08/08 18:37:36 cvs Exp $

 On UNIX, compile with (may be different on your machine)

  c++ test.cpp -c -DUNIX -o test.o -fPIC

  (Some platforms may not need '-fPIC' or may want '-fpic')

  Linux: ld -shared test.o -o test.so

  Solaris: ld -G test.o -o test.so

 (You can use a C or C++ compiler)

 Then put in a 'lib' directory under the CR directory.

 Then tell CR: /as function <FunctionName> add <FileName>.<so|dll>

 On NT, compile/link into a DLL using whatever means you like.

 All remotely accessible functions should have C linkage.

*/

#ifdef WIN32

#define strcasecmp stricmp

#if defined(__cplusplus)

#define EXPORT extern "C" __declspec(dllexport)

#define XPROTO __declspec(dllexport)

#else

#define EXPORT __declspec(dllexport)

#define XPROTO __declspec(dllexport)

#endif

#endif

#ifdef UNIX

#define EXPORT

#define XPROTO

#endif

#if defined(__cplusplus)

extern "C" {

#endif

 XPROTO void RegisterCallbackHandler(void *[]);

 XPROTO int AuthenticateUser(const char *, const char *,

  const char *, const char *, char *, size_t);

 XPROTO int DisconnectUser(const char *, const char *,

  const char *, char *, size_t);

 XPROTO int Command(const char *, const char *, const char *,

  const char *, const char *, const char *, char *, size_t);

 XPROTO int AuthenticateJoin(unsigned, const char *, const char *,

  const char *, const char *, const char *, char *, size_t);

 XPROTO int CreateChannel(const char *, const char *, const char *,

  const char *, const char *, const char *, char *, size_t);

 XPROTO int UserDisconnected(const char *, const char *, const char *,

  const char *, const char *, int);

 XPROTO int UserParted(const char *, const char *, const char *,

  const char *, const char *, int);

 void (*CallBackRoutine)(int, void *[]);

#if defined(__cplusplus)

};

#endif

/*

   CR gives us a module handle that we use to uniquely identify ourself.

   It's needed so that CR knows where callbacks are coming from.

*/

void *Handle;

/*

   DoDebug is an example of a routine that calls back into CR.

   All callbacks have numeric indexes.

   The callback handler is thread safe as well, so you can start your

   own threads and make calls back into CR willy-nilly. However, you will

   have to register each thread with CR and clean it up when done. (So CR

   can adjust the 'usage count' of the library and not unload it while

   it's got a thread in its code!)

   Every callback function takes an array of void pointers. The first

   pointer on input must always be the module handle.

*/

void DoDebug(const char *msg)

{ /* Do not modify this function */

 void *a[2];

 a[0]=Handle;

 a[1]=(void *) msg;

 CallBackRoutine(-4, a);

}

/*

  When you create a thread or otherwise make your module 'busy', you

  must call 'LockModule' to warn CR not to unload the module. When you

  are done, you must call 'UnlockModule'. Each call to 'LockModule'

  increments the usage count of this module by one. Misuse of these

  functions WILL cause CR to crash.

*/

void LockModule(void)

{ /* Do not modify this function */

 void *a[1];

 a[0]=Handle;

 CallBackRoutine(-9, a);

}

void UnlockModule(void)

{ /* Do not modify this function */

 void *a[1];

 a[0]=Handle;

 CallBackRoutine(-10, a);

}

/*

  This function gets CR's internal time. CR's internal time may not match

  the system time.

*/

time_t GetTime(void)

{ /* Do not modify this function */

 void *a[2];

 a[0]=Handle;

 CallBackRoutine(-7, a);

 return (time_t) a[1];

}

/*

   DoAS is a callback routine that allows you to execute an 'AS' command.

   The return value indicates the success or failure of the command. If the

   'reply' buffer is large enough, CR's response to the command will be

   copied into it.

*/

int DoAS(const char *cmd, char *reply, int buf_siz)

{ /* Do not modify this function */

 void *a[4];

 a[0]=Handle;

 a[1]=(void *) cmd;

 CallBackRoutine(1, a);

 char *r=(char *) a[3];

 if(strlen(r)<buf_siz) strcpy(reply, r);

 free(a[3]);

 return (int) a[2];

}

/*

   CR calls RegisterCallbackHandler when it loads a library

   to tell the library its library handle and give it a pointer

   to CR's callback handler.

*/

EXPORT void RegisterCallbackHandler(void *a[])

{

 /* Save the information we've been given */

 CallBackRoutine=(void (*)(int, void *[])) a[0];

 Handle=a[1];

 /*

    Put any initialization code you might need here

    You are guaranteed that this function will be called once

    and only once upon module loading

 */

 /* The following line just lets us know that we've been loaded */

 /* It will appear in CR's debug log */

 DoDebug("We've been hooked");

}

/*

   This is a silly version of the AuthenticateUser function just to

   test. It disallows all nick changes except for case changes and

   refuses to permit nicknames with 'reject' in them.

   CR will call the AuthenticateUser hook any time a local user

   signs on to the server or changes nicknames.

*/

EXPORT int AuthenticateUser(const char *oldnick, const char *newnick,

 const char *username, const char *password, char *replybuf, size_t buflen)

{

 DoDebug("AuthenticateUser has been called");

 if(oldnick==NULL)

 { /* oldnick is NULL if this is a user signing on */

  DoDebug("It's a new nickname");

  if(strstr(newnick,"reject")!=NULL)

  {

   DoDebug("Nickname contains 'reject', rejecting");

   if(buflen>40) strcpy(replybuf,"Don't use 'reject' in a nickname");

   return 1;

  }

  DoDebug("Allowing");

  return 0; /* allow */

 }

 /* if newnick is not NULL, this is a nick change */

 if(strncmp(oldnick,"Guest",5)==0)

 {

  DoDebug("Allowing change from guest");

  return 0; /* allow change from guest */

 }

 if(strcasecmp(oldnick,newnick)!=0)

 {

  DoDebug("Not allowing nick change");

  if(buflen>43) strcpy(replybuf,"I hate nick changes");

  return 1; /* deny */

 }

 DoDebug("Changes only case, allowing");

 return 0; /* allow */

}

/*

   The Command hook is used to pass information from a chat client to

   customized code. It also allows the customized code to send a reply

   back to the client. It can be used to add features to CR.

   The example code belows just tells the user what he sent.

*/

EXPORT int Command(const char *nick, const char *user, const char *host,

 const char *realname, const char *server, const char *command,

 char *replybuf, size_t buflen)

{

 DoDebug("Command has been called");

 char buf[512];

 sprintf(buf,"n=%s u=%s h=%s rn=%s srv=%s cmd=%s",

 nick,user,host,realname,server,command);

 strcpy(replybuf, buf); /* Squirt back our parameters */

 return 1; /* 1 = send message */

}

/*

   The AuthenticateJoin function is used to permit or refuse an attempt

   to join a channel. The 'type' field consists of the bitwise OR of these

   flags:

   1 - SAJOIN

   2 - User is +o

   4 - User is +h

   8 - Channel was created by the join

   And the permitted return values are the bitwise OR of these flags:

   1 - Allow join

   2 - Set +u in channel

   4 - Set +v in channel

   8 - Set +o in channel

   Currently, the reply message is sent only if the join is refused.

   The 'password' is the most recent password sent using the 'PASS'

   command. The 'join_key' is the last parameter to the JOIN command

   and is used to get into keyed channels.

*/

EXPORT int AuthenticateJoin(unsigned type, const char *nickname,

 const char *username, const char *password,

 const char *channel, const char *join_key,

 char *replybuf, size_t buflen)

{

 if(type & 8) return 8; /* If creating channel, op */

 return 1;

}

/*

   The DisconnectUser function is called when a user signs on with

   a nickname that is already is use. If you can establish that this

   newly connecting user has authoritative rights to the nickname,

   you can return a '1', and the old user will be killed and the new

   user allowed to use the nickname.

*/

EXPORT int DisconnectUser(cosnt char *nick, const char *user,

 const char *pass, char *replybuf, size_t buflen)

{

 return 0; /* 1 = disconnect existing user */

}

/*

   This function will be called any time a user attempts to create

   a channel (by joining an empty one). Returning a zero permits the

   channel to be created. If you don't put a message in the replybuf,

   a NOSUCHCHANNEL error numeric will be sent.

*/

EXPORT int CreateChannel(const char *channel, const char *nickname,

 const char *username, const char *hostname, const char *password,

 const char *join_key, char *replybuf, size_t buflen)

{

 return 0;

}

/*

   This function will be called any time a user disconnects.

   It is intended to be used for logging. The return value is ignored.

   The 'code' means:

0 = normal close, 1 = timeout (for HTML/Envoy clients)

2 = deconfigured (for bots), 3 = lost in split

4 = disconnect requested for unspecified reason

5 = quit command, 6 = z-lined while connected

7 = mkill command, 8 = kill command

9 = DisconnectUser hook requested disconnect

10 = K-lined, 11 = collision, 12 = ping timeout

13 = unknown (code last track of object)

14 = type mismatch (expected server, outbound connection)

15 = banned, 16 = no privileges (no client class)

17 = client class full

19 = client class doesn't allow clones

20 = AuthenticateUser hook refused connection

21 = user squit himself, 22 = excess flood

99 = sendq not draining, 100 = normal close

>100 = system error, subtract 100 for code

*/

EXPORT int UserDisconnected(const char *nickname, const char *username,

 const char *hostname, const char *realname, const char *reason, int code)

{

 return 0;

}

/*

   This function will be called any time a user parts a channel.

   It is intended to be used for logging. The return value is ignored.

   The 'code' means: 0=PARTed, 1=QUIT/error, 2=KICKed, 3=KILLed

*/

EXPORT int UserParted(const char *nickname, const char *username,

 const char *hostname, const char *channel, const char *reason, int code)

{

 return 0;

}



Reference



Commands Reference Guide



This section is very large and is in a completely separate document. Click to download: commands.zip. 

NTAS & UnixAS



This is a beta console application that allows you to 'squirt' as commands into a running server. It sends 'normal' output to stdout and 'error' output to stderr. It can be used two ways: ntas 

Which accepts input from the keyboard, terminated with a control-C, for interactive use (or for pipes), and: 

ntas filename 

Which accepts input from a file, terminated with an end-of-file. The file may contain comments preceded by a '#'. Blank lines may generate spurious errors to stderr. The filename may not contain spaces. 

The commands should not begin with 'as'. They should begin with the command category, for example 'general', 'services', 'web', and so on. 

Please let us know if you have any problems with this tool. Also, any suggestions for future enhancements would be valuable. 

The example above is using ntas, you can use unixas in the exact same fashion. 

Non Technical Acronyms



Listed below is a list of frequently used, and commonly understood, acronyms to use in Internet conversations. 

AFAIK - As Far As I Know
AFK - Away From Keyboard
AKA - Also Known As
ASAP - As Soon As Possible
A/S/L - Age/Sex/Location
BTW - By The Way
BRB - Be Right Back
FAQ - Frequently Asked Questions
FYI - For Your Information
FWIW - For or What It's Worth
FUBAR - Fed Up Beyond All Recognition
IMHO - In My Humble Opinion
IMO - In My Opinion
IYKWIM - If You Know What I Mean
LOL - Laughing Out Loud
NTA - Non-Technical Acronym
OK - abbreviation of oll korrect (all correct)
OTOH - On The Other Hand
PMJI - Pardon My Jumping In
PS - Post Script
TIA - Thanks In Advance
TPTB - The Powers That Be
TTFN - Ta Ta For Now
RE - Hi Again (same as re's)
ROTFL - Rolling On The Floor Laughing
RTFM - Read The Manual
SO - Significant Other
SOHF - Sense Of Humor Failure
SPAM - Stupid Persons' AdvertiseMent
WB - Welcome Back
WRT - With Respect To
WYSIWYG - What You See Is What You Get
YMMV - Your Mileage May Vary
YWIA - You're welcome in advance 

Training



Ever wonder how you can master all the commands and knowledge that it takes to administer the server? ConferenceRoom is a feature rich environment of commands and capabilities. In the following pages we'll see how to deal with every day situations that may happen on your server, as well as how to use each oper command according to different situations. 

Please Note: The following training session is very basic and what we currently offer to IRCops and Services Administrators on WebNet http://irc.webmaster.com/. 

Let's start with Local IRCops and what they can do: 

Local IRCops have quite a bit of control on their server, all commands that they use will affect only their server and no other server. CONNECT, KILL, KLINE, LOCOPS, OPER, REHASH, SHUN, SQUIT, UNKLINE, WALLOPS, are all commands that Local IRCops can use. 

CONNECT
A Local IRCop will use this command only when *his* server is split from the hub. The Local IRCop cannot connect a remote server to a hub. an example of how to use the connect command is like this /connect shell.* To see what hubs your server can connect to simply issue a /stats h that will list the hubs you can connect your server to. 

KILL
As a Local IRCop you can kill users off from your server. Now it is important that you remember vanity kills are usually not acceptable. A few examples for wanting to kill a user off your server are: harressement of other users, spamming, flooding etc. There are a few alternatives that you can take before killing a user such as kick/ban the user out of the channel if he/she is being disruptive. You can even go as far as adding temporarily a SHUN for that user. Usually a kill will do the trick, in your kill messages try to be very diplomatic and polite, don't use rudeness or very *bad* words. Example: /kill baduser for being disruptive to the users and spamming. 

KLINE
A Local IRCop can kline users from their server, this means you are preventing a user from connecting to the server, klines are very similar to bans however instead of affecting a single channel they will affect the entire server. The same format as a ban applies to a kline. Here are examples of the syntax you can use on a kline: nickname!ident@host.com, nickname!*@host.com, *!ident@host.com, *!*@host.com, now it is important that you know when using *!*@ident.com only you might be banning an entire domain from your server if you use wildcards for the IP address such as this *!*@*.idirect.com will kline the domain idirect.com from connecting to your server. If the IP is numerical and you want a full domain ban you would use *!*@204.146.69.* . To view the klines on your server use /stats k, an example of how to proceed is this /kline Joe!joed@*.idirect.com spamming. 

LOCOPS
This command will send a local notice to all the other IRCops on your server, it's only seen by IRCops and cannot be seen by regular users. /locops Where are we meeting? 

OPER
This will give you the IRCop status, you must be in the server configuration in order to use this command, only a server administrator can add an o:line once your o:line is added you can view it by a /stats o command. To oper yourself type: /oper name password 

SHUN
This command is very brutal for a user. Let me explain what I mean by brutal, when you shun a user you are preventing him/her from sending messages to the channels and to users, this user will think he/she is talking either in the channel, in notices or even in privmsg however the other users will not see anything this person types. Therefore it's a good way to punish someone for being disruptive, after a while the user would just give up and leave the server. /shun nickname reason 

SQUIT
This command will squit your server from the hub, because you are a local IRCop you can only squit from your hub connection, however if you were a Global IRCop then you would be able to remote squit another server. Let's say your server is irc.webmaster.com and your hub is shell.webmaster.com you would type /squit shell.* connecting to another hub. 

UNKLINE
This command will allow you to remove a kline, you need to use the exact hostmask you have in your /stats k in order to remove it for example /unkline Joe!joed@*.idirect.com 

UNSHUN
This will allow you to remove a nickname from being shun, see the shun command. Example /unshun nickname 

WALLOPS
This is a way for other IRCops all over a network to communicate together, in order to see wallop messages you must be /umode +w and you need to be an IRCop to send it. On certain networks regular users can also be /umode +w which means they will be able to read the messages but they won't be able to send any wallop messages. The syntax is /wallops hey guys im going for the weekend, i'll be back on Sunday, see ya :) 

This covers the possibilities and abilities a local IRCop has. Now let's see what commands a Global IRCop can use. The commands mentionned above for Local IRCops can be used by Global IRCops as well. The responsabilities of a Global IRCop are a little bit greater then the ones a Local IRCop has, commands issued by a Global IRCop can affect the entire network and not their server only, so it is very important to know what to do and what not to do in different situations. The commands available to Global IRCops are: CHATOPS, CONNECT, DIE, KILL, RESTART, SQUIT, WATCH. 

CHATOPS
This command was added to allow IRCops to have small discussions together. You must be umode +b in order to see and send Chatops notices. It's very similar to the /globops or /locops except that this one is more or less optional to view. An example of how to use this one /locops hey guys what's up? 

CONNECT
This is the same as the Connect command for Local IRCops however when you are a Global IRCop you have the possibility of remote connecting 2 servers together. Such are server1.* port hub1.* This command is used as follows /connect webmaster.* 7300 lightning.* in this case you'll notice that lightning is the hub server, and webmaster is the leaf server. 

DIE
This command is similar to the kill command for a user except that this one will kill your server. It's not a command you should use unless you're taking down your chat server. If you do take down the chat server then it is very important that you notify the users of your intentions, you don't want to receive 100 emails asking you why they can't connect to the server. By issuing this command this is exactly what will happen. It will prevent users from connecting on your server, and unless you bring the chat server back up manually it will remain dead. Another thing that is extremely important for you to understand is that if your server is the hub, and you issue this command, ALL the leaf servers connected to it, will be stand alone servers meaning that this breaks the network in little pieces. This is where the importance of having more then one hub comes in. The syntax is simply /die. 

KILL
This will kill a user from the server or the network the same rules apply to a global kill as you would a local kill issued by Local IRCop be very polite in your kill messages. Example /kill Joe spamming is not allowed on this network. 

RESTART
This will restart the server you are on, meaning it will disconnect all the users die the server and bring it back up right away. It is suggested that you send a notice to the users if you will be doing this, especially if your server is a hub server. To send a notice to the users use this command /notice *servername we will be restarting the server everything should be back to normal in 1 minute {please DO NOT reply- Thanks}. The command to restart is /restart. 

SQUIT
You can remote squit a server when you're a global IRCop. Here's an example of why you would do this, let's say a server is connected to the hub shell.* however it the server lightning.* is closer and has a better route then you would move the server to another hub like this /squit wiregrass.* shell.* connecting wiregrass to lightning.* The best way to explain routing would be if you think back to the Television series 'The Little House in the prairies' If you remember correctly the way the telephone worked at that time, where you had Mrs. Olson using a switch board to connect Person1 to Person2, routing works in a very similar way. Although as you know now it's all done electronically. Let's say you are in Chicago and you're connecting to webmaster.ca.us.webchat.org now at times it will seem like the server is down when in fact it's a routing issue, your ISP in Chicago will connect you to Atlanta, then Kansas then it goes to a router in California and to the ISP that runs webmaster.* if there's a link broken in there, let's say the Kansas link is broken it will look to you as if webmaster was down. In your DOS prompt you can type /tracert 209.133.28.137 and it will show you from your computer how many stops it makes before connecting you to webmaster. This is why the squit command and the routing knowledge is important to know. 

WATCH
The watch command allows you to watch for Nicknames and channels in the following manner. When a user logs on/off your server/network, you will be notified just like when a user joins or parts a channel you will receive notification as well. The Watch command is similar to the ison command. You can watch up to 5 nicknames and/or channels. This is done in the following manner: /watch +nickname -nickname +#channel -#channel etc.. you have certain flags that can be used with this command such as l, L, s, c the l will show you your list of watch, the L flag will show you your list and who is currently on the newtork the s will only show you who is on the network and the c will clear your watch list, like this /watch c. 

The Services Administrator has access to many other commands which we'll view shortly, however it is important to realize that the job of a services administrator also turns out into being a role model for all the other opers. The commands this person has access to are all the ones mentioned in Local and Global IRCops as well as these ones: AKILL, CHANSERV(DROP, GETPASS, WIPE), CLEARAKILLS, FJOIN, FURL, LFLASH, NFLASH, MODE, NICKSERV(DROP,GETPASS,WIPE), QLINE,RAKILL,SAJOIN,SAMODE, SERVSTART, UNAKILL, UNQLINE, UNSHUN, UNZLINE, WEBADMIN, ZLINE. 

AKILL
Setting an akill will prevent a user from connecting on the network, the akill will propagate to the entire network. You place the akill in the following manner /akill ident@host reason. 

CHANSERV
DROP, GETPASS and WIPE, you will only have access to this if you have the Professional, Developer or Enterprise Edition of ConferenceRoom. Before you use any of these commands you must make sure that dropping or getting a channel password is what you want to do and for the right user. If a user claims he lost his channel password you should always verify if he is the rightful owner and founder of the channel. The best way to do this is by doing a /msg chanserv info #channelname this command will show you who the founder of the channel is. Now ask the user to identify to the nickname that's listed as founder like this /msg nickserv identify nickname password. After the user claims this is done You as a Services Administrator will issue an access verification command to see if this is the right owner of the channel like this /msg nickserv acc nickname if you get a reply that the user is identified then go ahead and give him/her the channel password. To get the password type /msg chanserv getpass #channelname. To Drop a channel take the same precautions the command is /msg chanserv drop #channelname. Now the Wipe command will allow you to wipe the followings, AOP, SOP, VOP and AKICK list of a channel. The syntax is this one /msg chanserv AOP #channelname WIPE that will completely remove the list of all the AOPs for the channel you have specified. 

CLEARAKILLS
This command will remove all the akills and the klines from your server only. It is used in this manner /clearakills 

FJOIN
The Force Join command will force a user to join a specified channel, now very often you will have a user that will come and doesn't understand how to write /join #channelnameTHEYwantTOjoin You can help them out by issuing a /fjoin nickname #channelname. 

FURL
This command will force a browser to open and bring the user to a specific URL. A good example of when you would use this is when a user asks you let's say what is the the URL for the upgrade page for ConferenceRoom in this case you can type it out for him/her like this /furl nickname http://www.webmaster.com/update.htm 

LFLASH
This command will send a local newsflash on your server, in order for users to see newsflash messages they should be set umode +n. Unlike a local notice that would be seen by all the local users this command will not show the user who sent the newsflash all they will see is ****NEWSFLASH**** and your message. The syntax is /lflash your message 

NFLASH
This is exactly the same as a LFLASH command except that this command will send the newsflash on the entire network. Remember that only users set umode +n will see the newsflash messages. The syntax is /nflash and your message 

MODE
This will allow you to change a users mode remotly, let's say a user wants the hostmasking on his IP but doesn't understand that he needs to type /umode +x you can do it for him by typing /mode nickname +x. 

NICKSERV
(DROP, GETPASS, WIPE) Just like chanserv you should take the same precautions with using the nickserv commands. If a user claims he lost his nickname password the best thing to do is to ask the user to change his nickname get the password change your nickname to his nickname identify with his password and turn the option /msg nickserv set showemail on look at his email address and email the password to the user this way you can never go wrong. To getpass simply type /msg nickserv Getpass nickname. To drop a nickname /msg nickserv drop nickname and the wipe command in nickserv is to wipe the access list of the nickname. To view the access list type /msg nickserv access list nickname. To wipe the access list type /msg nickserv access wipe nickname. 

QLINE
This command will add a temporary qline (prohibited nickname) on the network, when you use this command it will turn the user's nickname into Guestxxxx an example of a qline nickname would be IRC0P so you would type /qline irc0p pretending to be an IRCop. To see the Qlines type /stats q 

RAKILL
This command will remove an akill on the entire network you must make sure you have the exact entry in order to remove it. To see the akills type /stats k and once you know which one you want to remove type /rakill ident@host 

SAJOIN
This will allow you to join a +b, +I +l, +k channel the syntax is /sajoin #channelname. However you should never sajoin a channel unless your presence is required in it. If the users have put those modes on a channel usually it's for a reason like they are having a private conversation or they don't want to be disturbed. 

SAMODE
You can use samode for channel modes or nickname modes like this /samode #channelname -k foo or /samode #channel +o nickname. 

UNAKILL
Using the unakill command is very similar to the rakill command except that the unakill will remove an akill from your server only /unakill ident@host. 

UNQLINE
This will remove a qline from the qline list. To list them type /stats q and the pick out the temporary qline you want to remove and type /unqline name 

UNZLINE
This will remove a zline from the list example /unzline 999.33.999.33. 

ZLINE
This acts the same way a firewall would, one thing you must remember though is you can only enter the numeric IP address in a zline. It will prevent any connection attempts on the server. It is considered a bit more severe then an akill. /zline 999.333.999.33 

Server Administrator have 2 other commands they can use and a set of AdminServ commands. All the AdminServ commands are listed further up into the CR manual. 

SERVSTART
This command is for server administrators only, If you have a ConferenceRoom edition that has services NickServ and ChanServ you can remote start the services by issuing a /servstart command. 

WEBADMIN
Starts your ConferenceRoom web server. The syntax is /webadmin 

For additional Training information you can contact training@webmaster.com 

Support



We offer a 30 day telephone and 90 day email support period on all purchased products. There is no support available for a product until it's purchased. WebMaster provides easy access to technical support information through the following services: 

On-line Discussion 

You can connect to on-going discussions with regard to ConferenceRoom by going to the support page at http://irc.webmaster.com/frames/products/conferencechannel/cr-support.html or logging in with your IRC client with the following configuration: 

SERVER: live.conferenceroom.com
PORT: 6667
CHANNEL: #conferenceroom 

Please note that we try to have someone in the support channel during our business hours 9am to 4pm Monday through Friday Pacific Time. While WebMaster staff does not man this channel 24 hours a day, there are several people that come in and offer to help. WebMaster official support engineers are all channel operators and either have an @ in front of their name or their nickname is in blue. If you come to the support channel and nobody is available to assist you, you can either email support@webmaster.com or come back during business hours. 

Email Support 

If you do encounter problems with the installation or operation of ConferenceRoom, please send email to support@webmaster.com. If you should have inquiries about your orders please contact orders@webmaster.com. 

Phone Support 

Telephone Support is available from 10am to 4pm pacific time Monday through Friday. Please call (408) 345-1800 and ask for the ConferenceRoom support department. Please have your serial number available, along with the configuration of your ConferenceRoom, Operating System type and system configuration. 

Unlicensed Users 

To ensure that you get the maximum benefits from our products, we give email support to trial users for the time of the trial period. 

End User License Agreement



BY USING THIS SOFTWARE, YOU ARE CONSENTING TO BE BOUND BY AND ARE BECOMING A PARTY TO THIS AGREEMENT. IF YOU DO NOT AGREE TO ALL OF THE TERMS OF THIS AGREEMENT, DO NOT USE THIS SOFTWARE AND ERASE ANY COPIES WHICH YOU HAVE OBTAINED. 

REDISTRIBUTION NOT PERMITTED 

GRANT. WebMaster, Incorporated (WebMaster) hereby grants you a non-exclusive license to use its accompanying software product (Software) contingent on your payment of the listed license fee (your purchase price if you acquired this software through an authorized retail channel). 

You are permitted to use the software free of charge for one period of 30 consecutive days for the purpose of evaluating the software for purchase. If you are using the Software free of charge, you will not be entitled to support or telephone assistance. 

You may not: Permit other individuals to use the Software; Modify, translate, reverse engineer, de-compile, disassemble (except to the extent applicable laws specifically prohibit such restriction), create derivative works based on the Software; Copy the Software (except for back-up purposes); Rent, lease, transfer or otherwise transfer rights to the Software; Remove any proprietary notices or labels on the Software, or Use the java client with any other non-ConferenceRoom server. 

SOFTWARE. This license does not grant you any right to any enhancement or update. 

TITLE. Title, ownership rights, and intellectual property rights in and to the Software shall remain with WebMaster and/or its suppliers. The Software copyright laws of the United States and international copyright treaties protect the Software. Title, ownership rights, and intellectual property rights in and to the content accessed through the Software is the property of the applicable content owner and may be protected by applicable copyright or other law. This License gives you no rights to such content. 

DISCLAIMER OF WARRANTY. The Software is provided on an AS IS basis, without warranty of any kind, including without limitation the warranties of merchantability, fitness for a particular purpose and non-infringement. The entire risk as to the quality and performance of the Software is borne by you. Should the Software prove defective, you and not WebMaster assume the entire cost of any service and repair. In addition, the security mechanism implemented by the Software has inherent limitations, and you must determine that the Software sufficiently meets your requirements. This disclaimer of warranty constitutes an essential part of the agreement. 

SOME STATES DO NOT ALLOW EXCLUSIONS OF AN IMPLIED WARRANTY, SO THIS DISCLAIMER MAY NOT APPLY TO YOU AND YOU MAY HAVE OTHER LEGAL RIGHTS THAT VARY FROM STATE TO STATE OR BY JURISDICTION. 

LIMITATION OF LIABILITY. UNDER NO CIRCUMSTANCES AND UNDER NO LEGAL THEORY, TORT, CONTRACT, OR OTHERWISE, SHALL WEBMASTER OR ITS SUPPLIERS OR RESELLERS BE LIABLE TO YOU OR ANY OTHER PERSON FOR ANY INDIRECT, SPECIAL, INCIDENTAL, OR CONSEQUENTIAL DAMAGES OF ANY CHARACTER INCLUDING, WITHOUT LIMITATION, DAMAGES FOR LOSS OF GOODWILL, WORK STOPPAGE, COMPUTER FAILURE OR MALFUNCTION, OR ANY AND ALL OTHER COMMERCIAL DAMAGES OR LOSSES. IN NO EVENT SHALL WEBMASTER BE LIABLE FOR ANY DAMAGES IN EXCESS OF WEBMASTER'S LIST PRICE FOR A LICENSE TO THE SOFTWARE, EVEN IF WEBMASTER SHALL HAVE BEEN INFORMED OF THE POSSIBILITY OF SUCH DAMAGES, OR FOR ANY CLAIM BY ANY OTHER PARTY. THIS LIMITATION OF LIABILITY SHALL NOT APPLY TO LIABILITY FOR DEATH OR PERSONAL INJURY TO THE EXTENT APPLICABLE LAW PROHIBITS SUCH LIMITATION. FURTHERMORE, SOME STATES DO NOT ALLOW THE EXCLUSION OR LIMITATION OF INCIDENTAL OR CONSEQUENTIAL DAMAGES, SO THIS LIMITATION AND EXCLUSION MAY NOT APPLY TO YOU. 

REFUNDS. WebMaster permits a 30-day trial of ConferenceRoom to ensure that the server will meet the needs of your specific application or use. It is the customer's responsibility to ask any specific questions about implementation or scalability or arrange for a more extensive trial prior to requesting that a permanent key be issued. Once a permanent key has been issued there are no refunds and all sales are final. 

TRANSFER. ConferenceRoom licenses are keyed to the specific email address from which they were ordered and to which they are sent. WebMaster will record the email address to which the key is sent and consider that email address to be the security contact for that key. It is the customer's responsibility to inform us if that email address changes or is no longer valid, otherwise we will be unable to provide some support services. 

KEYS. Your license key is the key to your server. This means that you must not allow your key to become known by those not authorized to administer your server. License keys that are found to have been publicly distributed or otherwise compromised will be canceled and may not be used to upgrade the product. In some circumstances we can issue temporary keys that will replace a canceled key. This temporary issuance is solely at the discretion of WebMaster Incorporated. It is your responsibility to keep your license key(s) secure to protect against the unauthorized use of both the ConferenceRoom software and your server. 

TERMINATION. This license will terminate automatically if you fail to comply with the limitations described above. On termination, you must destroy all copies of the Software. 

EXPORT CONTROLS. None of the Software or underlying information or technology may be downloaded or otherwise exported or re-exported (i) into (or to a national or resident of) Cuba, Iraq, Libya, Yugoslavia, North Korea, Iran, Syria or any other country to which the U.S. has embargoed goods; or (ii) to anyone on the U.S. Treasury Department's list of Specially Designated Nationals or the U.S. Commerce Department's Table of Deny Orders. By downloading or using the Software, you are agreeing to the foregoing and you are representing and warranting that you are not located in, under the control of, or a national or resident of any such country or on any such list. 

MISCELLANEOUS. This agreement represents the complete agreement concerning this license between the parties and supersedes all prior agreements and representations between them. It may be amended only by a writing executed by both parties. If any provision of this Agreement is held to be unenforceable for any reason, such provision shall be reformed only to the extent necessary to make it enforceable. This Agreement shall be governed by and construed under California law as such law applies to agreements between California residents entered into and to be performed within California, except as governed by Federal law. The application the United Nations Convention of Contracts for the International Sale of Goods is expressly excluded. 

U.S. Government Restricted Rights. Use, duplication or disclosure by the Government is subject to restrictions set forth in subparagraphs (a) through (d) of the Commercial Computer-Restricted Rights clause at FAR 52.227-19 when applicable, or in subparagraph (c)(1)(ii) of the Rights in Technical Data and Computer Software clause at DFARS 252.227-7013, and in similar clauses in the NASA FAR Supplement. 

Publisher is WebMaster, Incorporated
1601 Civic Center Drive, Suite 101
Santa Clara, California, 95050
© Copyright 1995-2001 WebMaster Incorporated 



ConferenceRoom Commands Reference Guide 


ADMINSERV



AdminServ allows you to modify the settings of your server while on the chat network. You can add, modify and delete servers, client connection classes, customize server messages and almost every other aspect of your server. Every aspect that can be configured with the web page can also be changed with AdminServ. 

To get access to AdminServ use /msg AdminServ or just /as . You must be an oper and set umode +A (Server Administrator) to use these commands. During system installation you were asked to define an operator name and password. The definition that was defined has all the permissions to edit and make changes to the server configuration file. 

/oper <nick> <password> 

Now you will have access to the AdminServ commands and are ready to modify your server from within the chat environment. For any of the following commands you can do: 

/msg adminserv <param>
/adminserv <param>
/as 

For the examples we use below we'll just use the /as alias. 

BOT - Virtual Bots to maintain topics, modes and greetings.
CHAN - Static rooms.
CLIENT - Allow clients from defined sites to enter the server.
DUMP - List your entire ConfRoom.conf settings.
EVENT - Automate the activation of scripts.
FIELD - Define fields that display information about a user.
FILTER - Filter out offensive words.
FUNCTION - External API hooks, Enterprise Edition only.
GENERAL - Set the server name and other specific information.
HELP - Help for AdminServ commands.
LANGUAGE - Import or modify server messages.
LOG - Log rooms to files that can be viewed on the web.
MESSAGES - Customize your server messages.
MODULE - Enable or disable modules for ConferenceRoom.
NEWS - Manipulate streaming newsflashes.
OPER - Define network operators.
PRIVILEGE - Define what access level can use a specified command.
SCRIBE - Controls Scribe features such as logging Enterprise Edition Only or Scribe versions only.
SCRIPT - Create and edit scripts. Enterprise Edition or Scribe versions only.
SECURITY - Server security including flooding and bans.
SERVER - Set which servers may connect.
SERVICES - Services.net configuration and changes.
UTIL - Commands for scripts to send. Enterprise Edition and Scribe versions only.
WEB - Web port and other web server settings.
WINSERVICE - Remotely manage windows services. Windows NT and Windows 2000 only. 

Example:
/as help <command> 

These commands customize numerous aspects of the ConferenceRoom server's functioning. Most of the commands should be initially configured and then rarely used. Some of them allow for real time easy solutions to issues that might come up on your chat network. 

For example, if one of your network operators forgets his/her password, you can easily change it for them without having to disrupt anything. 




BOT


Usage: BOT <botname> <command> 
Bots are simulated clients that act as your agent in a room. Bots have three functions. The first is to keep a room open so that it will show in the list. The second use for the server bot is to send a welcome message to users who enter the room. The third is to invite people into the room or op them if they are trusted with a password. 

Used by itself, the command will return all the bots configured to run on the server. 

ADD - Add a server bot
CHANLIST - List the rooms/channels a server bot is controlling.
COMMANDS - Commands used in chat to control a server bot


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/bot/del.html" DEL - Delete a server bot
LIST - List the settings for a bot
SET - Set additional configurations for your server bot 

Examples:
/as help bot <command> 

Bots are useful for important rooms. They keep them open and they protect them. Since bots cannot be kicked from a room, they are always there to let you back in regardless of what is done to the room. If you have services, you do not need a bot, but you may want one anyway. In order to create a useful bot you will need to add it and then use the chan commands to have the bot start watching rooms. If you do not enter a password for the bot or the rooms, then the bot can only be accessed by people with configuration access or the ability set bot passwords. You need a bot in a room in order to log the room. See LOG for more information on logging. That is an Enterprise Only feature that can be added to other servers with the Scribe module. 



BOT ADD

Usage: BOT <botname> ADD 

This adds a profile for a bot. You will then need to set which room(s) the bot watches. See BOT SET and CHAN BOT for more information. 

Example:
/as bot SupportBot add 

This creates a profile for a bot of whatever name you selected. You won't see the bot until you set it up to join a room. 



BOT CHANLIST

Usage: BOT <botname> CHANLIST 

This command will list which rooms the specified bot is controlling. 

Example:
/as bot SupportBot chanlist 

This command is designed to help you keep track of what each bot is doing. 




BOT COMMANDS


Usage: MSG <botname> <command> <value> 
These are the commands that the bot can execute. They are issued by sending the command directly to the bot. The server bot can invite you into a room that it manages and can give you op status in that room. You must first identify to the server bot with its password. There are two ways to identify to a server bot, the first is to identify to the bot itself which will give you access to all the rooms the bot is in. The second way is to identify for a specific room, which will only give access to that room. 

IDENTIFY - Identify to a server bot so it can recognize you
INVITE - Have the server bot invite you into a room it is in
OP - Have the server bot give you op status in a room it is in.
QUEUE - Event message queue system for multi level event moderation. Enterprise Edition only. 

Examples:
/as help bot commands <command> 

If you identify to the bot then you do not need to use the password when issuing further invite or op commands. If you do not identify then include the password in those commands. If you identified for one room but want to be opped or invited into another room then include the password or identify for that room. 



BOT COMMANDS IDENTIFY

Usage: MSG <botname> IDENTIFY #<room> <password> 

You can either identify to a bot to gain access to everything that bot has access to or you can identify for a single room the bot controls. 

Example:
/msg SupportBot identify mypa55
/msg SupportBot identify #conferenceroom roompa55 

By setting up two ways to identify, the bot can manage multiple rooms and people can be given only the passwords for the rooms where they are allowed access. People who are thoroughly trusted can be given the bot password. 



BOT COMMANDS INVITE

Usage: MSG <botname> INVITE #<room> 

This command tells the bot to invite you into the room. You must first identify to the bot with either the bot's password or the bot's password for that room. 

Example:
/msg SupportBot invite #conferenceroom 

Invite is useful if the room is invite only and you are outside it. You can also use the ChanServ INVITE command if your network has services. But without services, only operators in the room can invite people in. 



BOT COMMANDS OP

Usage: MSG <botname> op #<room> <password> 

This command tells the bot to op you in the room. The password is only necessary if you have not yet identified to the bot. 

Example:
/msg Supportbot op #conferenceroom 

This command ensures that you can gain operator status in a room even if you do not have services or services are currently split or disabled on your network. 




BOT COMMANDS QUEUE


Usage: MSG <botname> QUEUE 
ADD - Creates a queue if it doesn't exist.
APPROVE - Send selected message(s).
DEL - Deletes a queue.
EDIT - Replace/modify a message.
IDENTIFY - Obtain access to queue.
LIST - Shows the contents of a queue.
REMOVE - Remove selected message(s).
SET - Set the password or destination of a queue.
SHOW - Shows selected message(s). 

Queue is the command set used to control multi level moderation and bot queues. This system is meant and designed to work with the EventWizard. 

Queue when used by itself will list all queues available in the bot. 

Example:
/as help bot commands queue <topic> 

A 'selector' selects one or more messages. It can be '1', '1,2,3' or '1-3,4-5' or similar. 



BOT COMMANDS QUEUE ADD

Usage: MSG <botname> QUEUE #<name> ADD 

Creates a queue. 

Example:
/msg SupportBot queue Event add 

Use this command to create a new message queue. 



BOT COMMANDS QUEUE APPROVE

Usage: MSG <botname> QUEUE #<name> APPROVE #<selector> 

Send selected message(s) to default destination 

Example:
/msg SupportBot queue Event approve 3 

This will forward the message to the selected destination that is set with the BOT COMMANDS QUEUE SET command. A 'selector' selects one or more messages. It can be '1', '1,2,3' or '1-3,4-5' or similar. 



BOT COMMANDS QUEUE DEL

Usage: MSG <botname> QUEUE #<name> DEL 

Deletes a queue 

Example:
/msg SupportBot queue Event del 

Do not mistake this command as one that will delete a specific message. This will delete the entire message queue. Once that is done there is no recovering any messages that were in that queue. To delete messages in a queue see the BOT COMMANDS QUEUE REMOVE command. 



BOT COMMANDS QUEUE EDIT

Usage: MSG <botname> QUEUE #<name> EDIT #<id> #<new text> 

Replace/modify a message 

Example:
/msg SupportBot queue Event edit 3 What type of guitar do you play? 

During an event people will commonly mispell words, use foul language, or mangle puncuation. You can use this command to modify the question to be suitable for presentation during your event. 



BOT COMMANDS QUEUE IDENTIFY

Usage: MSG <botname> QUEUE <name> IDENTIFY <password> 

Obtain access to queue. 

Example:
/msg SupportBot queue Event identify mypass 

This allows you to identify to a specific queue. 



BOT COMMANDS QUEUE LIST

Usage: MSG <botname> QUEUE #<name> LIST 

Show the contents of a queue. 

Example:
/msg SupportBot queue Event list 

This will dump all the messages in a queue. If the event is large this could be a very long list. 



BOT COMMANDS QUEUE REMOVE

Usage: MSG <botname> QUEUE #<name> REMOVE #<selector> 

Remove selected message(s) 

Example:
/msg SupportBot queue Event remove 3 

Deletes or removes a specific message, or a range of messages. A 'selector' selects one or more messages. It can be '1', '1,2,3' or '1-3,4-5' or similar. 



BOT COMMANDS QUEUE SET

Usage: MSG <botname> QUEUE #<name> SET #<password|destination> 

Set the password or destination of a queue 

Example:
/msg SupportBot queue Event set password foo
/msg SupportBot queue Event set destination #event 

This command allows you to set the default destination of the queue. That can either be another queue, or a channel. It also lets you password protect a queue. 



BOT COMMANDS QUEUE SHOW

Usage: MSG <botname> QUEUE #<name> SHOW #<selector> 

Shows selected message(s) 

Example:
/msg SupportBot queue Event show 3 

This will show only those messages that are selected. A 'selector' selects one or more messages. It can be '1', '1,2,3' or '1-3,4-5' or similar. 



BOT DEL

Usage: BOT <botname> DEL 

This deletes the bot and its profile. 

Example:
/as bot SupportBot del 

If your bot is no longer managing any rooms then there is no reason to keep it and it should be deleted. 



BOT LIST

Usage: BOT <botname> LIST 

This command shows the settings for a bot. It will display the bot's profile. 

Example:
/as bot SupportBot list 

This is another useful command for checking how things are set up. 




BOT SET


Usage: BOT <botname> SET <command> <value> 
The set command for bot allows you to configure additional settings for your bot such as the userid, the hostname, the realname, and the password. This information, except for the password, will appear in the /whois botname. Note: the password you set for a bot allows you to identify to this bot and thus gain access to any rooms the bot manages. 

FIELD - Set an optional field for a bot.
HOST - Set the hostname for the bot.
PASSWORD - Set the password for the bot.
REALNAME - Set the real name displayed for the bot.
USER - Set the userid for the bot. 

Example:
/as help bot set <command> 

Except for the password, these settings are aesthetic. They do not change the way the bot behaves, but they change what the user sees when the bot is whois'd. 



BOT SET FIELD

Usage: BOT <botname> SET FIELD <FieldName> <Value> 

This will let you set a field on a bot such as the avatar field for extra information in a whois, or for display in an avatar. 

Example:
/as bot SupportBot set field avatar alien 

This is another aesthetic detail you can set to make your bot appear as you wish it to appear. Other commands that customize the bot's /whois are BOT SET HOST and BOT SET REALNAME. 



BOT SET HOST

Usage: BOT <botname> SET HOST <hostname> 

This command sets the hostname for your bot. The hostname will appear whenever someone does a /whois on the bot. 

Example:
/as bot SupportBot set host webmaster.com 

This command is an aesthetic feature so that your bot can have an appearance appropriate to its use and your network. Other commands that customize the bot's /whois are BOT SET REALNAME and BOT SET USER Other commands that customize the bot's /whois are BOT SET USER and BOT SET USER. 



BOT SET PASSWORD

Usage: BOT <botname> SET PASSWORD <password> 

This command sets the password for the bot. The password is used when identifying to the bot. See BOT COMMANDS IDENTIFY. To set the password for a specific room see CHAN SET PASSWORD. 

Example:
/as bot SupportBot set password webmastersupport 

As with all passwords, it is case sensitive. Try to pick something secure yet memorable. 



BOT SET REALNAME

Usage: BOT <botname> SET REALNAME <name> 

This command sets what will appear in the "real name" field of the bot's whois information. 

Example:
/as bot SupportBot set realname Mr. Bot 

This is another aesthetic detail you can set. The real name field can contain useful information or just something that looks nice. Other commands that customize the bot's /whois are BOT SET HOST and BOT SET USER. 



BOT SET USER

Usage: BOT <botname> SET USER <ident> 

This sets the userid or the ident of the bot. This information will show up in a /whois. 

Example:
/as bot SupportBot set user Bot 

This is another aesthetic detail you can set to make your bot appear as you wish it to appear. Other commands that customize the bot's /whois are BOT SET HOST and BOT SET REALNAME. 




CHAN


Usage: CHAN <room> <command> [<parameter>] 
The chan command is used in conjunction with the bot command to place server bots into rooms. The chan commands can also be set to greet everyone who enters the room. The online editing functions are identical to those in the client motd command set. The chan functions allow you to work with static rooms. 

ADD - Add a room to be managed by a server bot.
BOT - Stop a room from being managed by any server bots.
DEL - Stop a room from being managed by any server bots.
FLASH - Send a Channel NewsFlash.
FURL - Send all java clients to a specified URL.
GREETING - Set a welcoming message for a room.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/chan/list.html" LIST - List the current settings for a room.
LOG - Turn on room logging (Scribe required).
MESSAGE - Have the bot send a channel message.
NOTICE - Have the bot send a channel notice.
OPNOTICE - Have the bot send a notice to all operators.
SET - Set additional room information. 

Examples:
/as help chan <command> 

You can use these commands to manage rooms without services or to make your rooms look nicer. The bot can be used to inform people of the room's rules or of information that they might join to learn. You can also use the chan commands in conjunction with a bot to force all java users who enter the room to go to a particular web site. See CHAN SET JOINFURL for more information. 



CHAN ADD

Usage: CHAN <room> ADD 

This command adds a room to the list of official rooms to be managed. You will still need to specify a bot to manage the room. 

Example:
/as chan #conferenceroom add This is the first step to take when you want to have a room managed by a server bot. 




CHAN BOT


Usage: CHAN <room> BOT ADD|DEL|EMPTY|LIST [<bot>] 
These commands allow you to add or delete multiple bots from the same server to a room. This is different from SET BOT, which will allow you to set one bot to manage the room. 

ADD - Add a bot to the room
DEL - Remove a bot from a room
EMPTY - Remove all bots from the room
LIST - List which bots are assigned to the room 

Example:
/as help chan bot <topic> 

One bot per room is generally sufficient. But you might have reasons to add multiple bots. For example, you might have one particular bot that sits in an entire set of similar rooms, such as all the public rooms that provide help. Then if someone needed a list of those rooms they could /whois the bot. 



CHAN BOT ADD

Usage: CHAN <room> BOT ADD <bot> 

This will assign a bot to the room. You should create the bot using the AdminServ BOT commands. 

Example:
/as chan #Chat bot add MrBot 

You can add a bot that does not exist. Then whenever you make a bot by that name it will join the rooms you have already assigned it to. 



CHAN BOT DEL

Usage: CHAN <room> BOT DEL <bot> 

This command removes the bot from the room. It does not delete the bot or affect other rooms the bot may be in. 

Example:
/as chan #Chat bot del MrBot 

This command can be useful if you are reorganizing your bots or simply do not wish to have as many in one room. 



CHAN BOT EMPTY

Usage: CHAN <room> BOT EMPTY 

This will remove from the room all of the bots that were added with the CHAN BOT commands. 

Example:
/as chan #Chat bot empty 

If you added a bot using the CHAN SET BOT command then that bot will still remain assigned to the room. 



CHAN BOT LIST

Usage: CHAN <room> BOT LIST 

This will list all of the bots assigned to the room. The bot assigned to the room using CHAN BOT SET will be listed as the primary bot for the room. All of the other bots will be listed afterwards. 

Example:
/as chan #Chat bot list 



CHAN DEL

Usage: CHAN <room> DEL 

This removes a room from the list of officially managed rooms. 

Example:
/as chan #conferenceroom del 

If you have services this will not effect a room's registration in any way. 



CHAN FLASH

Usage: CHAN <room> FLASH 
This will send a newsflash message to everyone who is +n and in the room. This command is available in the Enterprise edition or with the Scribe module. 

Example:
/as chan #ConferenceRoom flash 

This can be particularly useful if you are holding an event or a presentation in a room. You may wish to send relevant news related to that, but you would not want to inform the entire network. 



CHAN FURL

Usage: CHAN <room> FURL <url> 

This sends all the java clients in the room to the specified URL. 

Example:
/as chan #ConferenceRoom FURL http://www.webmaster.com 

Unlike a JOINFURL which will show to each user as they enter the room, this can be sent at any time and will effect all the java users in the room when it is sent. This can be very useful if you are giving a presentation of some form and have web pages to elaborate on certain points. You can move people through the web pages as you go through the presentation. 




CHAN GREETING


Usage: CHAN <room> GREETING <command> [<value>] 
This command allows you to make a welcoming message for users as they enter the room. The way you configure a greeting message is the same way you make your MOTD or create scripts. The del function will delete a specific line; use the list function to find out which line you wish to delete. The message will be delivered by whichever server bot is managing the room. 

APPEND - Add a line to a greeting.
DEL - Delete a greeting line.
ERASE - Erase your entire greeting message.
INSERT - Insert a line above the line mentioned.
LIST - List the greeting. 

Examples:
/as help chan greeting <command> 

It is generally a good idea not to let the greeting become too large, since it will be sent to someone every time they enter. If they enter often or if the server they are on splits and then rejoins, they will be sent it multiple times, and long messages become annoying. There is no way to enter the room and avoid the message. Use it for important information or for a short greeting. 



CHAN GREETING APPEND

Usage: CHAN <room> GREETING APPEND <text> 

This adds a line to the automatic greeting sent to users upon joining the room. 

Example:
/as chan #conferenceroom greeting append Welcome to #ConferenceRoom, the official CR room. 

This is the way to set up a message. If you make no mistakes you will only need to append lines in the order you want them to appear. 



CHAN GREETING DEL

Usage: CHAN <room> GREETING DEL <number> 

This deletes the specified line from the greeting message. 

Example:
/as chan #conferenceroom greeting del 1 

This allows you to remove any line from a greeting that you wish to replace or delete. To wipe the entire message see CHAN GREETING ERASE. 



CHAN GREETING ERASE

Usage: CHAN <room> GREETING ERASE 

This command will delete the entire greeting message. 

Example:
/as chan #conferenceroom greeting erase 

This allows you to start over creating a new message or stop having an automatic greeting message. 



CHAN GREETING INSERT

Usage: CHAN <room> GREETING INSERT <number> 

This command will add a line to the room's greeting message above whichever line is specified. 

Example:
/as chan #conferenceroom insert 1 This is the new first line of the greeting. 

This allows you to add lines in any section of the greeting so that you do not need to erase the entire greeting just to add a line above a current one. Append allows you to add a line to the end of the message. 



CHAN GREETING LIST

Usage: CHAN <room> GREETING LIST 

This command displays the entire greeting message for a room along with the line numbers associated with each line. 

Example:
/as chan #conferenceroom greeting list 

This should be used to check line numbers before inserting lines into the greeting. It is important to make sure you have your line numbers correct or you will end up with your text out of order. 



CHAN LIST

Usage: CHAN <room> LIST 

This command will display all the settings you have specified for the room. 

Example:
/as chan #conferenceroom list 

This is a quick and easy way to check everything related to how a room is set up. 




CHAN LOG


Usage: CHAN <room> LOG <[on|off]|[param]>
These commands allow your primary room bot to log the conversation in the room to a file that you specify. You must have a bot in the room to do the logging. This is available in the Enterprise edition only or with the Scribe module. 

OFF - Turn off logging
ON - Turn on logging
PARAM - Set the file to log to 

Examples:
/as help chan log <topic> 



CHAN LOG ON

Usage: CHAN <room> LOG ON <filename> [directory|file] 

This will turn logging on for a room. The room will log to the file you set with the PARAM command. You must have a bot in the room to do the logging. This is only available in the Enterprise edition or with the Scribe module. 

Example:
/as chan #chat log on 

This is an easy way to keep records of all the activity in a room. The bot will log everything it sees in the room, which means so long as there are no splits all conversation in the room will be logged. If it is important to make sure that nothing is missed you can have a bot on each server logging, assuming they are Enterprise servers or have the Scribe module. 



CHAN LOG OFF

Usage: CHAN <room> LOG OFF 

Turns off logging for the room. 

Example:
/as chan #chat log off 

This is useful if you only want to log the room at certain times. You could even script turning on and off logging for a room and link it to events to be run at particular times. That would allow you to automatically log the room only during the hours you wish. 



CHAN LOG PARAM

Usage: CHAN <room> LOG PARAM|<param value>|<param> 

Allows you to add a parameter and value that will be added into a channel log. This should match a preset variable in the file. You can list the params with the keyword param and you can erase a param when you just put in the variable name without the value and that value will be deleted. 

Example:
/as chan #webmaster log param LoggedBy John Doe
/as chan #webmaster log param LoggedBy
/as chan #webmaster log param 

Nice for adding specific event information into a channel log from the web interface. 



CHAN MESSAGE

Usage: CHAN <room> MESSAGE <text> 

This will cause the primary room bot to send a message to the room. It will look like the bot is speaking to the room just as any other user would. 

Example:
/as chan #chat message Hello, I'm a bot. 

While this can be a fun way to liven up a room, talking bots are cute, you might want to be careful not to use this too often. When people see bots speak intelligently they may get confused about what a bot is and expect it to be able to speak like a person in general. 



CHAN OPNOTICE

Usage: CHAN <room> OPNOTICE <text> 

This command will send a notice to all of the room operators in the room. It will appear as if the primary room bot sent an opnotice. This is available in the Enterprise edition or with the Scribe module. 

Example:
/as chan #chat opnotice Watch that user carefully, he has caused problems before. 

There isn't much reason to send opnotices through the bot, but it can be useful in certain situations. If you really want to send an anonymous opnotice, then you can. However, even if you are not opped in the room you can still send an opnotice by using /notice @<room> . But you can also script the bot to send an opnotice before running some other portion of a script. So if something is about to change in the room, the room operators are warned. 




CHAN SET


Usage: CHAN <room> SET <value> 
This command will define settings for the specified room. Since the server bot works in conjunction with the chan commands, your server bot will keep your room's topic and modes if you configure the server bot to do so. 

BOT - Define which bot to use.
JOINFURL - Force a URL on a local Java user.
MODE - Set the default room modes.
OPFURL - Allow channel operators to furl to channel users.
PASSWORD - Set the room's password.
TOPIC - Set the default topic. 

Example:
/as help chan set <command> 

The bot will set the topic or mode each time the server restarts. If the modes conflict with a modelock set for the room, the bot will override the modelock. You can also use the bot to set a specific key or limit, which you cannot do with a modelock. Normally you should not set a mode that conflicts with the modelock, but you might wish to do it with l or k. This would allow you to have a set key that should be kept set, yet if anyone tries to change the key, services will not let them to set a new key. This means that the room will always either have the key that you set or it will not have a key. But it will not be keyed to prevent people who should be able to join from joining. You will generally want to use a topiclock if you want a specific topic. 



CHAN SET BOT

Usage: CHAN <room> SET BOT <botname> 

This command specifies which bot will manage the room. It must be set before any of the other settings will take effect since the bot manages the room and enforces the settings. 

Example:
/as chan #conferenceroom set bot SupportBot 

A single bot can manage several rooms. You might want to use multiple bots if you want to manage a very large number of rooms using server bots and to give different people access to several but not all of the rooms. Then you can group the rooms based on which people may have access to which and give out the bot's password to them. This would minimize the number of passwords people need to remember. Since anyone with the bot's password can be opped in all the rooms the bot manages, you'd want to be sure that the rooms it is in are all intended to give ops to the same people. 



CHAN SET JOINFURL

Usage: CHAN <room> SET JOINFURL <url> 

This command will set an URL that every java client will be sent to upon joining the room. 

Example:
/as chan #conferenceroom set joinfurl http://www.webmaster.com 

This allows you to make people join sites that relate to the room. It can be especially useful for help rooms, making the person link to further information on the topic of the room. 



CHAN SET MODE

Usage: CHAN <room> SET MODE +<modes> 

Set the initial modes for the room. The bot will then continue to enforce the last mode settings that the room was set to. 

Example:
/as chan #conferenceroom set mode +nt 

Room operators can change the room's modes and then the bot will enforce the new modes. This is primarily a way to have the room reform with the same modes if the server has to restart. 



CHAN SET PASSWORD

Usage: CHAN <room> SET PASSWORD <text> 

This command sets the password for the room as opposed to the password for the bot itself. See BOT SET PASSWORD to set the bot's password. 

Example:
/as chan #conferenceroom set password s3cUr3pa55 

Anyone who knows this password will be able to get opped in the room, but only in that specific room. 



CHAN SET TOPIC

Usage: CHAN <room> SET TOPIC <topic> 

This will cause the bot to remember the last topic and reset it if the server restarts. 

Example:
/as chan #conferenceroom set topic For help with CR 

This provides basically the same functionality as keeptopic does except it does not require services. 

See CHANSERV SET KEEPTOPIC for further info. 




CLIENT


Usage: CLIENT <profile> <command> [<parameters>] 
The client command set lets you add client profiles for the server. A profile is a set of commands that set certain restrictions on users as they try to join the server. You create a profile and add a user@host mask along with a Message of the Day (MOTD) for that profile. The server will try to match a user against each enabled profile until it succeeds or runs out of profiles. Then it will use the settings for the first profile it matched or it will deny the user access. More restrictive profiles should be placed before more open profiles. As an example if you allowed all users to join your server (ConferenceRoom default) but wanted to set up a special message for all company employees, you would create a profile called "a-company" with a hostmask set for all the user addresses in your company. CR would see these users as they join and match them against the hostmask in the first profile, if they didn't match it would go to the next until it reached the "z-default" profile, which would allow them on. 

ADD - Add a client profile to the server.
DEL - Delete a specified client profile.
DISABLE - Disable the profile while saving the information.
ENABLE - Turn on the profile.
LIST - List the information in a client profile.
MASK - Add or delete masks in a client profile.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/client/motd.html" MOTD - Add a custom MOTD for the client profile.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/client/rename.html" RENAME - Rename a profile.
SET - Set specific client profile options. 

Example:
/as help client <command> 

Specific client profiles allow you to customize messages and modes for specific types of users. The most obvious example of this is sending message of the days in different languages for clients from different countries. 



CLIENT ADD

Usage: CLIENT <class> ADD 

Adds a new client profile. A profile when added is disabled until you specifically enable it, which will allow you to finish your settings before using it. Note: The Default client is called z-default. 

Example:
/as client WebMaster add 

This is the first step to creating a client profile. Then you need to add a mask for it and enable it. 



CLIENT DEL

Usage: CLIENT <class> DEL 

Allows you to delete a profile you no longer want. 

Example:
/as client WebMaster del 

This permanently deletes a profile. If you just want to make it temporarily inactive, disable it. Once deleted you will have to completely recreate the profile to use it again. 



CLIENT DISABLE

Usage: CLIENT <class> DISABLE 

The disable command disables a client profile without deleting the information. 

Example:
/as client default disable 

This allows for temporarily disallowing connections to a client class without forcing you to recreate the entire class when you once again want to allow clients to connect. 



CLIENT ENABLE

Usage: CLIENT <class> ENABLE 

The enable command will re enable 

Example:
/as client default enable 

This allows you to enable a client class that is currently disabled or not functioning. 



CLIENT LIST

Usage: CLIENT <class> LIST 

Lists all the parameters of the specified client profile. 

Example:
/as client WebMaster list 

This is useful to check over how a profile is configured. 




CLIENT MASK


Usage: CLIENT <class> <command> [<mask>] 
These commands allow you to set masks for a client profile. When clients login, they will be compared to the set masks. The first mask they match will control which profile they get. 

ADD - Add a Client host mask
DEL - Delete a specified Client host mask
LIST - List all specified Client host masks 

Examples:
/as help client mask <topic>

In order to enter the chat network a user must match one of the enabled client masks. Unless you disable the z-default profile, everyone will match it so everyone can join (unless there are klines or other things blocking them specifically). They will receive the modes and the MOTD associated with the first profile they match. The above example would match anyone from webmaster.com. An addy such as *@*.aol.com would match all AOLers. 



CLIENT MASK ADD

Usage: CLIENT <class> ADD [<mask>] 

This allows you to add a hostmask to the specified Client Class. 

Examples:
/as client WebMaster add *@*.webmaster.com 

The mask is in the form of userid@domin *@*.webmaster.com will let anyone on the server from the webmaster.com domain. *@127.0.0.1 will let anyone on from localhost. userid's can be handy to descriminate against which page a user is coming from on the java client, so you could have support@* and sales@* if your java userid was set to support or sales. 



CLIENT MASK DEL

Usage: CLIENT <class> DEL [<mask>] 

This will delete the specified mask from a client class. 

Examples:
/as client WebMaster del *@webmaster.com 

The mask must match exactly to a mask that was placed using the CLIENT MASK ADD command. A wider mask will not delete masks that are contained in that mask. 



CLIENT MASK LIST

Usage: CLIENT <class> LIST 

Lists all the configured hostmasks for the specified profile. 

Examples:
/as client mask list 




CLIENT MOTD


Usage: CLIENT <class> MOTD <command> [value] 
Each client profile can have a separate MOTD or Message of the Day . 

APPEND - Add a line to the bottom of the motd.
DEL - Delete a specific line.
ERASE - Erase the entire motd.
INSERT - Insert a line into the motd.
LIST - List the motd 

Examples:
/as help client motd <command> 

These commands should give you the flexibility to easily customize your motds. The motd commands work the same way that the chan greeting commands and the script commands. 



CLIENT MOTD APPEND

Usage: CLIENT <class> MOTD APPEND <text> 

This command adds a line to the MOTD. If there is no text yet then this becomes the first line of the MOTD. 

Example:
/as client z-default motd append This is the first line of my motd. 

Append is the basic command for creating a motd. If you leave something out you can use the insert command. See INSERT. 



CLIENT MOTD DEL

Usage: CLIENT <class> MOTD DEL <line> 

This command deletes a line from the MOTD. 

Example:
/as client z-default motd del 2 

This command allows you to remove a single line if you either changed your mind or made a mistake such as a typo in the line. 



CLIENT MOTD ERASE

Usage: CLIENT <class> MOTD ERASE 

This command deletes all the lines in the MOTD. 

Example:
/as client z-default motd erase 

This is the easy way to start over and create a new motd. 



CLIENT MOTD INSERT

Usage: CLIENT <class> MOTD INSERT <line> <text> 

This command will insert a line of text into the MOTD The text will be inserted above whichever line number is sent in the command. 

Example:
/as client z-default motd insert 1 Now this is the first line of the motd. 

This is an easy way to edit the motd. If you left something out, you can insert it. If you made a mistake in a line, you can delete it and insert a replacement where it was. 



CLIENT MOTD LIST

Usage: CLIENT <class> MOTD LIST This command lists all the lines of text currently in the MOTD along with their line numbers. 

Example:
/as client z-default motd list 

This is an important command to use before deleting or inserting lines from a motd. You should make sure you have the correct line number to match the text. 



CLIENT RENAME

Usage: CLIENT <class> RENAME <name> 

Because ConferenceRoom matches against the profile name you may want to rename it to set a different order for matching. 

Example:
/as client z-default rename zz-default 

As a general rule, if a client definition has a very specific mask, prefix the name with an a- and if it is very general prefix it with a z-. 




CLIENT SET


Usage: CLIENT <class> SET <command> [value] 
Set specific options for your client profile. 

ALTWELCOME - Alternative welcome message.
FLOOD - Set client class flood options.
LIMIT - Max Users in class.
LUSERS - Show lusers on connect.
MODE - Set the default modes for users.
MODELOCK - Same as MODE but locks the defaults.
MOTD - Show the motd on connect.
MULTI - Allow more than one user per host.
PASSWORD - Require a password to log on.
PING - Ping Time.
RESTRICTED - Only allow java clients to join 

Example:
/as help client set <command> 



CLIENT SET ALTWELCOME

Usage: CLIENT <class> SET ALTWELCOME [on|off] 

When logging onto the server you are sent an alternate welcome. The standard message says Welcome to the IRC Network while the alternate message says Welcome to the ConferenceRoom server. 

Example:
/as client WebMaster set altwelcome on. 

Which welcome message you prefer is up to you; it just gives you an additional option. 



CLIENT SET FLOOD

Usage: CLIENT <class> SET FLOOD <multiplier> 

This setting will relax the flood limits imposed by a multiplier that is set. The multiplier allows server administrators to configure client classes to have a higher flood ration than that of other client classes on the server. 

Example:
/as client WebMaster set flood 2 

You may wish to have certain clients have immunity from harsh flood control settings. A good example are triva or informational bots that are in a multitude of channels. 



CLIENT SET LIMIT

Usage: CLIENT <class> SET LIMIT <number> 

This command limits the number of clients that can connect with this profile. Warning: If you do not have any other profiles defined then the number set will be the maximum number of users allowed on the server. You will probably want your z-default to allow as many connections as you can, but remember if a client hits an earlier limit, then they cannot get onto your network. 

Example:
/as client WebMaster set limit 100 

You can use this to limit certain types of users so that other preferred users are more likely to be able to connect. Or you could set your z-default to a smaller value than your total allowed client amount. Then you can have an earlier profile allow on your full amount so that people in that profile can always connect since space is reserved for them. You'd want to place your profiles and set your limits carefully to arrange that. 



CLIENT SET LUSERS

Usage: CLIENT <class> SET LUSERS [on|off] 

When this option is turned off clients connecting through this profile will not be sent the information found in a /lusers command when they connect. 

Example:
/as client WebMaster set lusers on 

The lusers info may be considered interesting and useful to some users, but if the motd is long then shortening what is sent to the user upon connecting is probably a good idea. If the motd is very short then the lusers info may give it more of a feel of fullness. 



CLIENT SET MODE

Usage: CLIENT <class> SET MODE [+|-<modes>] 

This option will set a specific mode on a client when they log onto your server. To view all the modes available for a client please refer to the user modes section listed in server commands for all users. 

Example:
/as client Z-default set mode +ix 

This becomes a user's starting modes. They can alter them as they choose, except in ways that conflict with a modelock. It is a good idea to start users with a general set of modes that most of them will like. This gets new users started well, and they won't change their modes until they know enough to do so deliberately. On large networks you will probably want to include +i and +x as part of the initial mode. These modes help protect people from spam or other annoyances. Other good modes to consider are +w, if your network tends to send useful information through wallops and +L if you prefer your users to start off with profanity filters. 



CLIENT SET MODELOCK

Usage: CLIENT <class> SET MODELOCK [+|-<modes>] 

Much like the MODE option but this locks modes for the clients. This means that a user cannot remove the modes specified for that client class. For example, if you don't want users to be able to see wallops, you could modelock them -w. 

Example:
/as client z-default set modelock +ix-ws 

Modelocks are useful when you want to restrict some or all of your users. If you don't want your users able to turn off host mask munging (+x) then you can mlock it for them. Network operators can change their modes despite whatever modelock might apply to their client class. This means that mlocking something like -w, turns them into an oper-only mode. 



CLIENT SET MOTD

Usage: CLIENT <class> SET MOTD [on|off] 

When this option is turned off clients connecting through this profile will not be sent a MOTD. Warning: Several clients use the MOTD to trigger their scripts. 

Example:
/as client WebMaster set motd on 

The advantage to turning off the message of the day is that the greeting upon login will be significantly shorter. They can still view the message of the day by using the /motd command. 



CLIENT SET MULTI

Usage: CLIENT <class> SET MULTI [on|off] 

When set to on this will allow multiple connections from the same hostname. Unix systems quite often have numerous users on the same system. If this option is off only one user from that system will be able to gain access to the server. However, when off it will also limit the number of clones that abusive users can load onto the system. On is the default setting. 

Example:
/as client WebMaster set multi on 



CLIENT SET PASSWORD

Usage: CLIENT <class> SET PASSWORD <password> 

This will lock your server access to anyone who doesn't have the password. In order to connect to your server with most clients users would have to type the following sequence (assuming port 6667 is enabled for your server) /server your.server.name:6667 thePassword. If they do not but match a later non-password protected entry, then they will be able to login with that client class. 

Example:
/as client z-default set password bleh 

With some clients you will need to use a graphical user interface to log in and they may have a field for the password. If that is the case, try logging in using the interface. Some clients may not be able to handle the command properly; so do not use password protected client classes unless you are sure the intended users can access them. When using the text command, make sure to include the port number. While the port is usually not mandatory, if you exclude it then the password will be in the port field, and the login will fail. Password protected client classes allow you to only allow people who know a particular pass to log into your server. This can be used as a security measure to restrict users to those whom you choose, without having to add a mask for each of them. You can also use it if you wish to allow on any java user, but only allow non-java users that you specifically approve. Or your regular clients can be limited to one login per address, but special exceptions can be given a password to log in with. Another possible use is that the main client class can be limited to fewer users than the server can handle, and a password protected earlier client class can have a large number of allowed users. Then these users will have a better chance of being able to log in if your server tends to fill up. Even if the main client class is full, there will be reserved spots for those with the password. Just remember that to use a client class the user must match both the password and a mask set for the class. 



CLIENT SET PING

Usage: CLIENT <class> SET PING <value> 

The time interval between pings sent to all clients that connect using the specified profile. 

Example:
/as client WebMaster set ping 90 

You probably shouldn't change the ping time without a good reason. The server sends pings to every client to make sure that they are still connected. Sometimes a user's client, computer, or network connection will crash without logging off of the chat network. This creates what is known as a ghost. The server will send pings and if it does not get a pong reply after a suitable wait, it will disconnect the client assuming it to be a ghost. Too high a ping time will flood the client by constantly asking it to reply and may lag users. Too low a ping time will leave ghosts on the network far longer. 



CLIENT SET RESTRICTED

Usage: CLIENT <class> SET RESTRICTED [on|off] 

When this option is set on it will only allow java clients to connect to the server. 

Examples:
/as client WebMaster set restricted on
/as client WebMaster set restricted off 

As stated under password, if you want to restrict most of your users to the java client, you can make a restricted client class as your z-default client class and add specific exceptions higher up. You can also have this before the z-default if you want java clients to have different settings than other users. 



DUMP

Usage: DUMP 

This command will list all of your configuration settings for your server. 

Example:
/as dump 

This is likely to be very long. You can use a dump if you want to check over everything that has been done with your server. You may want to save the text to a file to make it easier to go over. This would also provide a backup copy of your settings. However, you would want to make sure that this file would be kept secure, since it would contain passwords. 




EVENT


Usage: EVENT <profile> <command> [<parameters>] 
The event commands are included with Enterprise edition or Scribe. They allow you to set up timed events to run scripts you have set up. Event works with the SCRIPT, UTIL, and LOG commands. Script names are not case sensitive. 

ADD - Add an event.
DEL - Delete an even.
DISABLE - Disable the event profile.
ENABLE - Turn on the event profile.
LIST - List an event profile.
RENAME - Rename an event.
SET - Set specific commands for events. 

Example:
/as help event <command> 

The event commands work in the same way as the log commands. 



EVENT ADD

Usage: EVENT <profile> ADD 

This creates a profile for an event. It will need to be enabled before it will take effect. 

Example:
/as event open add 

Once an event profile is created you can edit it. 



EVENT DEL

Usage: EVENT <profile> DEL 

This deletes a profile. 

Example:
/as event open del 

If you only wish to temporarily stop using the profile, disable it instead. But if you intend to never use the profile again then delete it. 



EVENT DISABLE

Usage: EVENT <profile> DISABLE 

This will deactivate the profile until it is enabled. 

Example:
/as event open disable 

This is a good way to temporarily stop using a profile. To remove a profile permanently, delete it. 



EVENT ENABLE

Usage: EVEN T <profile> ENABLE 

A profile must be enabled before it will take effect. Once enabled it will start running according to how it is set. 

Example:
/as event open enable 



EVENT LIST

Usage: EVENT <profile> LIST 

This command will list everything that has been set for the profile. 

Example:
/as event open list 

This is very useful for troubleshooting events. 



EVENT RENAME

Usage: EVENT <profile> RENAME <name> 

This will change the profile's name. You would refer to it by its new name in all future commands. 

Example:
/as event open rename daytime 

While the name for an event has no effect other than how you need to refer to it in commands, you may want to change a name to make it clearer what the event does. You also might want to change the name to something shorter and easier to type. 




EVENT SET


Usage: EVENT <profile> SET <command> [<parameter>] 
These commands set up when and how the event will run. 

INTERVAL - Set how often your scripts should run
SCRIPT - Set which scripts should be run
TIME - Set when the scripts are to be run. 

Examples:
/as help event set <command> 

This command is the core of the event system. It links the event to a script and a time at which to run it. Scripts can be useful if you want to regularly perform certain actions. For example, if you wanted to rehash your server every day at 4 AM you could write a script to rehash. Then you would set up an event to run every day. You could set the time to start at 4AM. Then the script would keep running without further maintenance. 



EVENT SET INTERVAL

Usage: EVENT <profile> SET [INTERVAL HOURLY|DAILY|WEEKLY|MONTHLY|NONE] 

This command sets up a repeating event. The event will execute again every hour/day/week/month after initial execution as set by EVENT SET TIME. The interval defaults to NONE, which means that the event will execute only once. 

Example:
/as event open set interval daily 

Some events may be one-time only for a specific event, but many other scripts may be useful to automate and run regularly. Interval allows you to have scripts automatically trigger on a regular basis. Try to avoid setting monthly events to run on the 29th, 30th, or 31st of the month since not all months have more than 28 days. 



EVENT SET SCRIPT

Usage: EVENT <profile> SET SCRIPT START|END <scriptname> 

This command specifies which scripts should be executed at the times specified with EVENT SET TIME START and EVENT SET TIME END. One script can be associated with each of the end points. 

Examples:
/as event open set script start open
/as event open set script end nightly 

Unless scripts are associated with the start and end points of an event, the event will do nothing when it runs. It is unnecessary to set both, but setting at least one is essential. 



EVENT SET TIME

Usage: EVENT <profile> SET TIME [START|END] [<timespec>] 

This command sets the start and end times of the event in question. The timespec is an arbitrarily precise date and time specification. It follows the format "[<day of week>] [<month>] [<day>] [[, ]<year>] [<time>]". Unspecified portions of the timespec will default to the current date and time. Time can be specified in either 24-hour format (i.e., "19:00") or am/pm format (i.e., "7:00 pm"). The day of the week and month can be abbreviated by specifying only the first three letters thereof. Days of the month beyond the end of the month specified will wrap into the next month (i.e., "Nov 31" becomes "Dec 01"). The year can be separated from the rest of the date by an optional comma, which has no effect (i.e., "Jan 01, 2001" and "Jan 01 2001" are equivalent). An empty timespec will clear that time point. 

Examples:
/as event open set time start Mon Jan 01, 2001 00:00
/as event open set time start January 01 2001 12:00 am
/as event open set time start Monday
/as event open set time start 00:00
/as event open set time end Monday January 01, 2001 01:00 

Note that en event will not run unless you specify at least one time and that nothing will happen when it runs unless you associate a script with that end point by using EVENT SET SCRIPT. 




FAQ


Usage: HELP FAQ <faq> [<parameters>] 
The FAQ command allows you to read numerous help files on subjects that several people have problems with. All of the help files are included in every edition of ConferenceRoom. 

EVENT - How to run a moderated chat event.
REGISTER - How to register your nickname and room.
SCRIBE - How to set logging.
THEME - How to create a Web theme 

Some of the help files have additional subsections that you can also read. When they have more information they will show that at the bottom. 

Examples:
/as help faq register 



FAQ EVENT

These are the steps to create a moderated room or run a large-scale event. The moderators currently should use an IRC client rather than the Java client. 

Step 1:
You will need to oper yourself using the oper command:
/oper <nick> <password> 

Step 2:
You need to now select the rooms that will be running the moderated event and the room that the moderators will scan questions from. 

Examples:
All users and moderators would enter the room #live-chat
All moderators would also be in the channel #live-scan 

Step 3:
Moderation settings:
/join #live-chat
/samode #live-chat +o yournickname
/mode #live-chat +tnmcdAM #live-chat 

Note that the mode +A is an Enterprise only feature. 

/join #live-scan
/samode #live-scan +o yournickname
/mode #live-scan +snN #live-chat 

The moderators/operators should be opped in both rooms. The regular users will be in #live-chat anything they say in that room will be forwarded to #live-scan. You can then select the questions you want to answer from #live-scan and paste them back into #live-chat. 

Additional Channel/Room mode information:
/helpserv cmodes 

Note:
Enterprise Users can also use the Java Event Wizard to assist them in event setup:
/load EventWizard 



FAQ REGISTER

This is how to get started really quickly on registering your nickname and room. Keep in mind all the commands start with a /. 

Step 1:
Change your nickname from Guestxxx to your own nickname:
/nick your-new-nickname 

You may get notification that the nickname is owned by someone else and that you must identify, which means you'll need to find a new nickname. You can find out if a nickname is already registered by using this command:
/ns info nickname 

Step 2:
Registering your nickname:
Now that you have selected a nickname that you would like to own type the following information to register it:
/ns register yourpassword youremail 

You do not put your nickname in this command, choose your own password and put your real email in the email field since it is a determining factor when trying to retrieve your password in case you lose it. Select a password that is hard to guess, using numbers and letters such as myp@ss or mypass987.

Example:
/ns register mypass987 example@webchat.org 

Step 3:
Your nickname is now registered, which means you should now set secure options on, in order to avoid future takeovers and confusion. You can view additional options by typing:
/ns help set on the server. 

Example:
/ns set PROTECT on 

Should be used if you don't want people to use your nickname:
/ns set secure on 

Secure will ignore your hostmask and force you to identify if you want access to rooms or additional settings on your nickname. 

Step 4:
How to register a room:
To register a room you need to first /join #room. Substitute #room with the name of the room you want. To check if the room is not already registered type:
/cs info #room. 

Rooms always start with the # sign. When you join the room you will be opped, you will have a @ or a spider or your name will be in a different color, once you have this by your name you can register the room. 

Example:
/cs register #room password description 

Once again substitute the password with your own password. The room description is a few words describing the type of room it is. 

Step 5:
Now that your room is registered you should add the following settings:

Only nicknames on the room list, will be opped:
/cs set #channel OPGUARD on 

Locking room modes to prevent outside messages and topic changes from people who are not operators in the room:
/cs set #channel MLOCK +nt 

Only SOPs are allowed to change the topic and ChanServ will remember your topic:
/cs set #channel topiclock SOP 

From this point on if you want to add additional people to your room list you should consider adding them as AOPs instead of SOPs. Only people you strongly trust should be added as SOPs. 

Step 6:
To Identify to NickServ use:
/NickServ identify YourNicknamePassword
or
/pass YourNicknamePassword 

Identify to ChanServ using
/ChanServ identify #room RoomlPassword 

Additional Information:
/NickServ help
/NickServ help <commands> 

/ChanServ help
/ChanServ help <commands> 



FAQ SCRIBE

Scribe is an Enterprise feature as well as an add-on module for the Professional and Developer editions of ConferenceRoom. Although there are more advanced ways of creating Scribe logs and transcripts we will give you the simple step by step procedure, to get started right away. Since this is a set of examples, we will use the name test as a configuration name and use the color Java theme for display. 

Step 1:
Select the configuration name for this log and use the following command:
/as log test add 

Now you can begin to configure how Scribe will log and how the logs will appear in a transcript HTML setting. 

STEP 2:
Select the name of the file where you want to log in raw log format. This simply means that you will find in your /DB/LOGS/ folder a file with the LOG extension. Those are raw log format; they do not contain any type of editing:
/as log test logfile chat.log 

Step 3:
Select the room you want to log from: /as log test channel #myroom 

Step 4:
Select the name of the HTML page for the Scribe transcripts. The web page extension should be .htm or .html:
/as log test webpage mytest.htm 

Step 5:
Now you can select the title of the log, the description and the theme you will use. The themes are from the Java Web theme selection:
/as log test set title My Scribe Test
/as log test set description This is a test to view Scribe Transcripts
/as log test set theme colors 

Step 6:
Now lets set the start and stop logging time and at what frequency to log. Don't give up we're there.
/as log test time start 8:00a
/as log test time stop 17:00p
/as log test time interval daily 

The result of the above time settings would be for Scribe to start logging at 8:00am in the morning and stop at 5:00pm in the afternoon, every day. 

Step 7:
/as log test enable 

You are now able to view the Scribe logs for test at:
http://yourserveraddress/mytest.htm 

Additional Information:
You will find additional information on Scribe at http://beta.webmaster.com/notes/scribe.html 



FAQ THEME 

Theme creation is fairly easy this is the step by step information on how to create your own themes. 

Step 1 

0. Select your theme name for the purpose of this example let's call it mytheme. 

1. Create a folder called mytheme in your /data/themes/ directory. 

2. Copy the content of /themes/default to the folder /themes/mytheme. 

Step 2 

In the /themes/mytheme directory, you can edit default.htm. 

If you wish to make the changes in the Applet tag rather than in the PRM files you will need to remove the ssp param. You should also copy the default.htm file and name it mytheme.htm which you will place in the /data/themes/ directory. You would add your parameters in the format of:
<param name=value value="value">
<param name=connect value="false"> 

In the PRM files the changes are done in this format:
param=value
connect=false 

Note:
If you want to make modification directly on the applet DO NOT OPEN the applet with HTML editors, for example FrontPage. Using HTML editors often removes important data the applet tag will need. This will cause your applet not to function. Use this method instead:
On Your browser click on VIEW > Source
That will open the source in Notepad where you can make the modifications directly. 

When you are done click on file > save as > "mytheme.htm" all files. 

Step 3:
In the /data/params/ copy the def.prm file and rename the copy to mytheme.prm. 

You can open the PRM file using notepad in windows or your Unix editor if you are running a Unix edition of ConferenceRoom. You can then edit add and change all the parameters within the mytheme.prm file to create a custom look for your theme. 

Additional Information:
You will find an active link for the latest Java parameters list at: http://www.webmaster.com/update.shtml 




FIELD


Usage: FIELD <field> <command> [<parameters>] 
The field commands allow you to define additional fields that will become a part of a user's information. An example of a field is the Oper field. This field is set automatically when someone opers and it shows that they are a network operator. But other fields can display personal information such as a user's age, job, interests, or whatever you want to set up for them. 

ADD - Add a field name.
DEL - Delete a field name.
LIST - List a field name configuration.
SET - Set additional configurations on field. 

Examples:
/as help field <command> 

List will show all of the attributes you have set for that field. 



FIELD ADD

Usage: FIELD <field> ADD 

This command will create a field for whatever name you select. 

Example:
/as field Comment add 

This starts the profile for a field by the name of Comment. You will then need to set up what type of field Comment is. 



FIELD DEL

Usage: FIELD <field> DEL 

This deletes the field. 

Example:
/as field Comment del 

Once a field is deleted you will have to start over if you decide you want to use it again. 



FIELD LIST

Usage: FIELD <field> LIST This command will display all of the settings associated with the field. 

Example:
/as field Comment list 

This is a useful command for checking how a field is configured. 




FIELD SET


Usage: FIELD <field> SET <command> on|off 
The set commands are used to configure a field. A field is an area where customized information may be displayed. Additional fields allow users to display more information either publicly or only so that opers may see it. 

BUDDY - Field value is sent to anyone that is currently online and on your buddy list.
ONCHANGE - Field value is sent if changed when two people share a room.
ONJOIN - Field value is sent when two people first share a room.
ONCE - Value may only be set one time, may not be changed.
OPER - Only opers can set/view it.
PRIVATE - Other users cannot see your value.
REMOTE - Value is propagated over the network (otherwise it is local only).
WATCH - People WATCHing you can see this field if it changes.
WHOIS - Value shows in a WHOIS. 

Example:
/as help field set <command> 

ConferenceRoom offers the unique ability to create custom fields or modify fields that users have online. This allows you to extend the information to include either public or private fields that can be used for anything from suppport problems to general information that you want others to view. 

Multiple field settings can work together. Each setting defines some aspect of how a field works. For example, you can set both onjoin and onchange on. Then people will see changes when either criterion is met. 



FIELD SET BUDDY

Usage: FIELD <field> SET BUDDY [on|off] 

When set on people will see changes to the field for everyone in their buddy list regardless of whether they are currently sharing any rooms. 

Example:
/as field set buddy on 

This is similar to FIELD SET WATCH except it works for the buddy list. 



FIELD SET ONCE

Usage: FIELD <field> SET ONCE [on|off] 

Once set the field cannot be changed during that chat session. Network operators will still be able to change their fields as often as they would like. 

Example:
/as field Comment set once on 

This can be used to encourage people to use fields for descriptive purposes and not to just play with them. In theory someone could try to flood people with their field changes, but set once would prevent this. It does, however, force people to settle for fields with any mistakes they may have made upon initial setting. 



FIELD SET ONCHANGE

Usage: FIELD <field> SET ONCHANGE [on|off] 

When set on people will see the field whenever they share a room and the field value changes. 

Example:
/as field Comment set onchange on 

By automatically seeing the field when it changes people do not need to check the field value to know what it is. They can look at the initial value and then know they will be informed if it changes. 



FIELD SET ONJOIN

Usage: FIELD <field> SET ONJOIN [on|off] 

People will see the field whenever they both share a room. So upon entering a room you will see this field for all the users and they will see yours. 

Example:
/as field Comment set onjoin on 

This is often a good setting for fields that provide descriptive material. It allows you to learn a little bit about each person in the room. 



FIELD SET OPER

Usage: FIELD <field> SET OPER [on|off] 

This setting limits the field to network operators. 

Example:
/as field Comment set oper on 

Many fields are nice to allow to all users, such as a space for them to put their age or job. But fields that are restricted to network operators make them easier for normal users to identify and harder for normal users to trick other people into thinking they are an operator. 



FIELD SET PRIVATE

Usage: FIELD <field> SET PRIVATE [on|off] 

When private is set on then only network operators can set or view the field. 

Example:
/as field Comment set private on 

This command creates fields that will work normally except be completely invisible to normal users. 



FIELD SET REMOTE

Usage: FIELD <field> SET REMOTE [on|off] 

This setting allows a field to be viewable from anywhere on the network. When it is off then fields are only shared between people on the same server. 

Example:
/as field Comment set remote on 

Whether you wish fields to be local or global will depend primarily on the nature of your network. 



FIELD SET WATCH

Usage: FIELD <field> SET WATCH [on|off] 

When set on people will see changes to the field for everyone in their watch lists regardless of whether they are currently sharing any rooms. 

Example:
/as field Comment set watch on 

This can be used to send messages to people you are friends with. For example, you could create an away field that would notify everyone on your watch list when you switch it to away or back to here. 



FIELD SET WHOIS

Usage: FIELD <field> SET WHOIS [on|off] 

This setting causes the field information to show in a /whois command. 

Example:
/as field Comment set whois on 

This is a very good way to allow users to describe themselves without making the fields become overly annoying through constant updates. A few additional fields in the whois would allow for a full description that is only sent to users who ask for it. 




FILTER


Usage: FILTER <command> [<parameters>] 
The filter command provides a method to prohibit words in the list by displaying asterisks *** in a room, or private message instead of the forbidden word. The server can also be set to keep any message that contains a banned term from being sent at all instead of just censored. The room or the user must be mode +L unless the server is set up to filter everything. 

CHANNEL - Set filter level.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/filter/list.html" LIST - List current settings in the filter command.
MAP - Map character.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/filter/message.html" MESSAGE - Filter messages level.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/filter/word.html" WORD - Add a word to the filter list 

Example:
/as help filter <command> 

These are the commands to control profanity filtering. This will allow you to determine which things may not be said on your network or may not be said in certain places. Filtering will only ban the exact text that you enter. This is designed to prevent people from accidentally using language that you consider to be inappropriate and to help them learn what is acceptable. If users want to get around the filter, they probably can find ways to do so. But more generic filters would also ban numerous forms of acceptable speech. This is why humans should monitor rooms for unacceptable language if it is important that the rooms be clean. Only a human can tell the difference between things such as "bigass" and "grass". 




FILTER CHANNEL


Usage:FILTER CHANNEL <setting> [option]
ADMIN - Only admins can set channels +L
ALL - All users can set channels +L
IRCOP - Only IRCOps can set channels +L
LOCAL - Local filtering options
NONE - Turn off channel filtering
REMOTE - Remote filtering options
SA - Only Services Administrators can set channels +L 

These commands set the levels for the filters as well as who can add the filter mode for channels (rooms). A room filter mode is +L and can be added by either a network operator, services admin, or server admin. Also it sets whether all messages will be filtered or only some messages. The local setting will have it filter messages only on your server, whereas remote will cause it to filter all messages regardless of their origin on the network. 

Example:
/as help filter channel <topic> 

If warn is off, people might not realize when they are being censored or having their messages dropped. Even with warn on they will not be told which word triggered the filter, but unless you have unusual filters it should be fairly obvious. But the warning gives them an opportunity to rephrase their message until it can get through completely. 



FILTER CHANNEL ADMIN

Usage: FILTER CHANNEL ADMIN 

This command controls who may set a room to be filtered for profanity. It can be set to ALL, NONE, CHANOP, IRCOP, SA, or ADMIN. If it is set to all then all rooms will be filtered. If it is set to none then no rooms will be filtered. The admin option causes only +L rooms to be filtered and only allows server admins to set a room +L.. 

Example:
/as filter channel admin 

This is a good setting if you want censorship to only be set rarely and by people you trust a great deal. 



FILTER CHANNEL ALL

Usage: FILTER CHANNEL ALL 

This will cause all text in all rooms to be filtered unless specifically specified otherwise in the LOCAL or REMOTE settings. 

Example:
/as filter channel all 

This is useful for networks that want to monitor profanity as much as possible. 



FILTER CHANNEL CHANOP

This command controls who may set a room to be filtered for profanity. It can be set to ALL, NONE, CHANOP, IRCOP, SA, or ADMIN. If it is set to all then all rooms will be filtered. If it is set to none then no rooms will be filtered. The chanop option allows the room operators to set their rooms +L.. 

Example:
/as filter channel chanop 

This gives control over profanity filtering to the people who run the room. This is ideal for a less restrictive network. 



FILTER CHANNEL IRCOP

This command controls who may set a room to be filtered for profanity. It can be set to ALL, NONE, CHANOP, IRCOP, SA, or ADMIN. If it is set to all then all rooms will be filtered. If it is set to none then no rooms will be filtered. The ircop option causes only +L rooms to be filtered and allows network operators to set a room +L.. 

Example:
/as filter channel ircop 

This gives the power to filter rooms to a fairly large number of people, but still only to those who are specifically trusted by the network. 




FILTER CHANNEL LOCAL


Usage: FILTER CHANNEL LOCAL <setting> [option] 
This controls how messages to the room from local users are dealt with. WARN can be set on or off. You can set one of the other three options. WARN controls what the sender sees while the other options control what the recipient sees. 

CENSOR - Replace the offending text with asterisks
DROP - Block the entire message
NONE - Perform no profanity filtering
WARN - Send a warning to the sender 

Examples:
/as help filter channel local <topic> 

You should generally set warn on unless you have local set to none. Otherwise the sender will not know that the message contained offensive text. 



FILTER CHANNEL LOCAL CENSOR

Usage: FILTER CHANNEL LOCAL CENSOR 

Replace unacceptable words with asterisks for users in channels on the local server.

Examples:
/as filter channel local censor 

This command should be used when you want to censor the content of a message. This will only affect the users on the local server and will not affect users that are on remote network servers. 



FILTER CHANNEL LOCAL DROP

Usage: FILTER CHANNEL LOCAL DROP 

Block the entire message from getting to the user in the local channels.

Examples:
/as filter channel local drop 

Instead of replacing the profane word with asterisks, this will drop the message from getting to other people on the local server. 



FILTER CHANNEL LOCAL NONE

Usage: FILTER CHANNEL LOCAL NONE 

Ignore the profanity in channel messages.

Examples:
/as filter channel local none 

This should be used to ignore any words sent to a channel that trigger the filter. It allows you to turn it off locally but to filter it globally. 



FILTER CHANNEL LOCAL WARN

Usage: FILTER CHANNEL LOCAL WARN <on|off> 

Send the user a warning about the profanity. 

Examples:
/as filter channel local warn on
/as filter channel local warn off 

This will warn users on the local server that what they have just typed has triggered the profanity filter. 



FILTER CHANNEL NONE

Usage: FILTER CHANNEL NONE 

This prevents profanity filtering from happening in any rooms. 

Example:
/as filter channel none 

This is a good setting if you want your users to be able to say anything they want within rooms. 




FILTER CHANNEL REMOTE


Usage: FILTER CHANNEL REMOTE <setting> [option] 
This controls how messages to the room from remote users are dealt with. WARN can be set on or off. You can set one of the other three options. WARN controls what the sender sees while the other options control what the recipient sees. 

CENSOR - Replace the offending text with asterisks
DROP - Block the entire message
NONE - Perform no profanity filtering
WARN - Send a warning to the sender 

Examples:
/as help filter channel remote <topic> 

You should generally set warn on unless you have remote set to none. Otherwise the sender will not know that the message contained offensive text. 



FILTER CHANNEL REMOTE CENSOR

Usage: FILTER CHANNEL REMOTE CENSOR 

Replace unacceptable words with asterisks

Examples:
/as filter channel remote censor 

This command should be used when you want to censor the content of a message. This will only affect the users on remote or networked servers. 



FILTER CHANNEL REMOTE DROP

Usage: FILTER CHANNEL REMOTE DROP 

Block the entire message from getting through

Examples:
/as filter channel remote drop 

Instead of replacing the profane word with asterisks, this will drop the message from getting to other people in channels on remote servers. 



FILTER CHANNEL REMOTE NONE

Usage: FILTER CHANNEL REMOTE NONE 

Ignore the profanity

Examples:
/as filter channel remote none 

This should be used to ignore any words to the remote servers that trigger the filter. It allows you to turn it off remotely but to filter it locally. 



FILTER CHANNEL REMOTE WARN

Usage: FILTER CHANNEL REMOTE <on|off> 

Send the user a warning about the profanity 

Examples:
/as filter channel remote warn 

This will warn users on the remote server that what they have just typed has triggered the profanity filter. 



FILTER CHANNEL SA

This command controls who may set a room to be filtered for profanity. It can be set to ALL, NONE, CHANOP, IRCOP, SA, or ADMIN. If it is set to all then all rooms will be filtered. If it is set to none then no rooms will be filtered. The sa option causes only +L rooms to be filtered and allows services administrators to set a room +L.. 

Example:
/as filter channel sa 

This gives a moderate number of people the ability to filter rooms. But room filtering will probably still be somewhat uncommon. This is good if you want it only to be set occasionally, but to still have a decent number of people able to set it when they think it appropriate. 



FILTER LIST

Usage: FILTER LIST 

This will list all the filtered words on the server as well as all the configuration settings. 

Example:
/as filter list 

Use this command to check how the filters are set. It will probably give a moderately long list if you have several banned terms. You can also use filter word list to just list which terms are blocked by the profanity filters. 




FILTER MAP


Usage: FILTER MAP <char> STOP|SELF|ORIG <char> 
ORIG - Map the character back to its default mapping
SELF - Map character to itself
STOP - Create a stop character 

This will cause a character to be mapped as a letter before checking for profanity. You can do: /as filter map '3' self Which causes '3' to map to itself. /as filter map '3' stop causes '3' to be a stop character. /as filter map '3' orig Causes '3' to restore its original (default) mapping. The use of the number 3, for example, could map to the letter e so if someone says l33t and leet is on your list of prohibited word it would prevent the word from showing. 

Example:
/as help filter map <topic> 

Mapping can prevent the most common forms of profanity that include common substitutions.of numbers for various letters. But you can customize it for whatever you find yourself having problems with. 



FILTER MAP ORIG

Usage: FILTER MAP <char> ORIG <char> 

Causes the character to restore its original (default) mapping 

Example:
/as filter map '3' orig 



FILTER MAP SELF

Usage: FILTER MAP <char> STOP|SELF|ORIG <char> 

This will set the target character as itself. 

Example:
/as filter map '3' self 

Sometimes you'll have set a certain character to map to another, or act as a stop character. If you just want it to map back to itself and not use our defaults or settings that you previously had then use this command. 



FILTER MAP STOP

Usage: FILTER MAP <char> STOP <char> 

Create a stop character 

Example:
/as filter map '3' stop 

Stop characters allow you to search for profanity inside of another string. The text being sent is separated into works along the stops. The space character is always a stop. Other characters can be configured to be stops or not. If someone was advertising a URL and you wanted to search for both www.foo.com and http://www.foo.com you could map / as a stop and www.foo.com would be seen as the filtered word. 




FILTER MESSAGE


Usage: FILTER MESSAGE <setting> 
ALL - All messages will be filtered
LOCAL - Only local messages will be filltered
NONE - No messages will be filtered
REMOTE - Only remote messages will be filtered
SOME - Filtering depends on user and channel settings 

This will define what should be filtered. For example /as filter message all would filter all messages. While /as filter message local warn on would send a warning locally that the word being used is not acceptable. If you decide to censor instead of drop then it will show the unacceptable text replaced with asterisks. 

Examples:
/as help filter message <setting> 

This works in the same basic way as filter channel except it affects how private messages are filtered rather than rooms. 



FILTER MESSAGE ALL

Usage: FILTER MESSAGE ALL 

This will cause all private messages to be filtered for profanity regardless of +L setting. This works with the FILTER MESSAGE LOCAL and FILTER MESSAGE REMOTE options. 

Example:
/as filter message all 

This will create a server where people are less likely to use words you object to privately. This may be a good idea if your server strongly wishes to discourage the use of certain terms. 




FILTER MESSAGE LOCAL


Usage: FILTER MESSAGE LOCAL <setting> 
This sets how messages containing profanity from local users will be dealt with. You can set one of the following three options: CENSOR, DROP, NONE. In addition, WARN can be set on or off. The first set controls what the recipient sees and WARN controls what the sender sees. 

CENSOR - Replace unacceptable words with asterisks
DROP - Block the entire message from getting through
NONE - Ignore the profanity
WARN - Send the user a warning about the profanity 

Examples:
/as help filter message local <topic> 

This will only be effective if FILTER MESSAGE is set to ALL or SOME. If it is set to SOME then it will only apply to +L users. 



FILTER MESSAGE LOCAL CENSOR

Usage: FILTER MESSAGE LOCAL CENSOR 

Replace unacceptable words with asterisks

Examples:
/as filter message local censor 

This command should be used when you want to censor the message. This will only effect the local server and will not effect what servers that maybe connected to you see. 



FILTER MESSAGE LOCAL DROP

Usage: FILTER MESSAGE LOCAL <setting> 

Block the entire message from getting through

Examples:
/as filter message local drop 

Instead of replacing the profane word with asterisks, this will drop the message from getting to other people on the local server. 



FILTER MESSAGE LOCAL NONE

Usage: FILTER MESSAGE LOCAL <setting> 

Ignore the profanity

Examples:
/as filter message local none 

This should be used to ignore any words that trigger the filter. It allows you to turn it off locally but to filter it globally. 



FILTER MESSAGE LOCAL WARN

Usage: FILTER MESSAGE LOCAL <on|off> 

Send the user a warning about the profanity 

Examples:
/as filter message local warn on
/as filter message local warn off 

This will warn users on the local server that what they have just typed has triggered the profanity filter. 



FILTER MESSAGE NONE

Usage: FILTER MESSAGE NONE 

This will override LOCAL and REMOTE profanity settings to turn off all profanity filtering for private messages. 

Example:
/as filter message none 

This creates a server where people are allowed to say anything they wish in private messages. 




FILTER MESSAGE REMOTE


Usage: FILTER MESSAGE REMOTE <setting> 
This controls how messages containing profanity from users on other servers are dealt with. This works the same way as FILTER MESSAGE LOCAL. 

CENSOR - Replace unacceptable words with asterisks
DROP - Block the entire message from getting through
NONE - Ignore the profanity
WARN - Send the user a warning about the profanity 

Examples:
/as help filter message remote <topic> 

See FILTER MESSAGE LOCAL for more information. 



FILTER MESSAGE REMOTE CENSOR

Usage: FILTER MESSAGE REMOTE CENSOR 

Replace unacceptable words with asterisks

Examples:
/as filter message remote censor 

This command should be used when you want to censor the message. This will only effect the local server and will not effect what servers that maybe connected to you see. 



FILTER MESSAGE REMOTE DROP

Usage: FILTER MESSAGE REMOTE DROP 

Block the entire message from getting through

Examples:
/as filter message remote drop 

Instead of replacing the profane word with asterisks, this will drop the message from getting to other people on the local server. 



FILTER MESSAGE REMOTE NONE

Usage: FILTER MESSAGE REMOTE NONE 

Ignore the profanity

Examples:
/as filter message remote none 

This should be used to ignore any words that trigger the filter. It allows you to turn it off remotely but to filter it locally. 



FILTER MESSAGE REMOTE WARN

Usage: FILTER MESSAGE REMOTE <on|off> 

Send the user a warning about the profanity 

Examples:
/as filter message remote warn on
/as filter message remote warn off 

This will warn users on the remote server that what they have just typed has triggered the profanity filter. 



FILTER MESSAGE SOME

Usage: FILTER MESSAGE SOME 

This will cause filtering of private messages to apply only to +L users. How profanity is dealt with is then specified by FILTER MESSAGE LOCAL and FILTER MESSAGE REMOTE. 

Example:
/as filter message some 

This allows users to choose whether they want to have messages sent to them to be filtered. 




FILTER WORD


Usage: FILTER WORD [<command>] [<word>] 
This creates the list of text that will trigger the profanity filters. This will add, delete and list prohibited words on your server. 

ADD - Add a word to be filtered
DEL - Stop filtering a word
LIST - View the list of filtered words 

Example:
/as help filter word <topic> 

The exact strings will be filtered and any text that matches them when mappings are taken into consideration. See FILTER MAP. But profanity filters are only designed to teach users what is acceptable on your server. People could always a find a cleverer and cleverer way to get around them and banning broad strings of text will hit many harmless conversations. So true monitoring should always be done by people. 



FILTER WORD ADD

Usage: FILTER WORD ADD [<word>] 

This will add prohibited words to your server. 

Example:
/as filter word add satan 

The exact strings will be filtered and any text that matches them when mappings are taken into consideration. See FILTER MAP. You cannot add wildcards into the profanity filter. 



FILTER WORD DEL

Usage: FILTER WORD DEL [<word>] 

Removes a specific filtered word. 

Example:
/as filter word del satan 

To get a complete list of words that are currently configured to be filtered see the FILTER WORD LIST command. 



FILTER WORD LIST

Usage: FILTER WORD LIST 

Lists the entire filtered word list on the server. 

Example:
/as filter word list 




FUNCTION


Usage: FIELD <field> <command> [<parameters>] 
The Enterprise Edition of ConferenceRoom supports an interface to allow custom code to interface with the chat server directly. For UNIX platforms, the custom code must be supplied in the form of a shared object (.so) file. For WIN32 platforms, the custom code must be supplied in the form of a DLL file. 

ADD - Add a specified CallOut.
DEL - Delete CallOut.

Examples:
/as function AuthenticateUser add myauth.so
/as function AuthenticateUser del 

List will show all of the attributes you have set for that field. 



FUNCTION ADD

Usage: FUNCTION <CallOutName> ADD <FileName>.<Extension> 

Callouts are functions in your code that CR can call. Callouts must be configured in CR. 

Example:
/as function AuthenticateUser add myauth.so 



FUNCTION DEL

Usage: FUNCTION <CallOutName> DEL 

Removes the specifid CallOut 

Example:
/as function AuthenticateUser del 




GENERAL


Usage: GENERAL 
The general settings include the name, description and contact for your server. 

LIST - Display Current Settings.
NAMESERVER - Manage External Name Servers.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/general/set.html" SET - Change Specific Settings.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/general/ssl.html" SSL - Encryption Settings.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/general/timeserver.html" TIMESERVER - Manage External Time Servers. 

Example:
/as help general <command> 

These commands define the general appearance of your server, its basic capabilities, and how it can be accessed. 



GENERAL LIST

Usage: GENERAL LIST 

Lists all the general settings for your server. 

Example:
/as general list 

This is used to check how your server is currently set up. You can use it to confirm that you made changes you intended to make. It will show you the server's name, description, contact info, serial number, ports, oper host, the number of users allowed, whether dns resolution is on, and whether it is a hub or a leaf. 




GENERAL MJOIN


Usage: GENERAL MJOIN [<on>|<off>|<default>|<min>|<max>|<limit>|<modes>|<bot>] 
Defines the use of the MJOIN command. When a user mjoins a channel a bot is placed in a master channel and the user is joined to sub channels. The bot will set the modes, limit, max and min as set using the commands listed below. When the last user leaves the sub channel the entire channel will disappear. It acts like join but using the Auditorium Rows logic. 

BOT - Define which bot will manage the mjoined channels.
DEFAULT - Uses the mjoin command for all join commands.
LIMIT - Sets the Rows User Limit.
MAX - Sets the Rows User Maximum.
MIN - Sets the Rows User Minimum.
MODES - Set the default channel modes.
OFF - Turns off the mjoin capability.
ON - Enable mjoin capability. 

Example:
/as help general mjoin <command> <setting> 

MJOIN acts like join with the exception that users are automatically joining channels that use the auditorium system. This is handy when you do not want channel sizes to get to large on your server, or you have specific needs to keep your channels at certain user numbers. This uses the auditorium rows feature which allows you to send messages in a master channel that go to all sub-channels. 

GENERAL MJOIN BOT

Usage: GENERAL MJOIN BOT <name> 

Chooses which Server Agent will be used to join the master channel. 

Example:
/as general mjoin bot moderator 



GENERAL MJOIN DEFAULT

Usage: GENERAL MJOIN DEFAULT 

Aliases the /join command to /mjoin so that all channels joined on the server are using the auditorium rows setting. 

Example:
/as general mjoin default 

Using MJOIN OFF will disable this setting and return /join to its original property. 



GENERAL MJOIN LIMIT

Usage: GENERAL MJOIN LIMIT <value> 

Sets the Limit used in the auditorium system. When this number is reached a new sub channel is formed. 

Example:
/as general mjoin limit 50 



GENERAL MJOIN MAX

Usage: GENERAL MJOIN MAX <number> 

The absolute upper limit for users in the channel. 

Example:
/as general mjoin max 100 



GENERAL MJOIN MIN

Usage: GENERAL MJOIN MIN <number> 

The minimum number of users allowed in the channel. When this number is reached it will force the channel to be combined with the next lower numbered channel. 

Example:
/as general mjoin min 10 



GENERAL MJOIN MODES

Usage: GENERAL MJOIN BOT <mode string> 

Sets the default modes for all channels that are joined using the MJOIN command. 

Example:
/as general mjoin modes +nt 



GENERAL MJOIN OFF

Usage: GENERAL MJOIN OFF 

Disables the use of the MJOIN command server wide. 

Example:
/as general mjoin off 



GENERAL MJOIN ON

Usage: GENERAL MJOIN ON 

Enables the use of the MJOIN command for all users. 

Example:
/as general mjoin ON 




GENERAL NAMESERVER


Usage: GENERAL NAMESERVER [<command>] <server> 
The name server allows your server to recognize the IP addresses of host names. You should try to always have a functioning name server added. Removing name servers from a running server is not recommended unless the name server is dead. You can have multiple name servers added and can add one of WebMaster's core name servers by adding default. 

ADD - Add a nameserver
DEL - Delete a namserver
LIST - Display your namserver setup 

Examples:
/as help general nameserver <topic> 

Once initially configured, you should not need to change this setup. However, if you know that one of your name servers is no longer responding then you should delete it. 



GENERAL NAMESERVER ADD

Usage: GENERAL NAMESERVER ADD <server> 

This command will add a name server that ConferenceRoom will use to resolve IP addresses into hostnames. There are two options, you can add your name servers, and/or you can add our name servers. To add a WebMaster name server you simply use default and this will add our 3 core name servers. 

Examples:
/as general nameserver add default
/as general namserver add 216.152.64.30 

Generally CR will pick the fastest of the configured name servers to use. In large event servers having more name servers is a good idea as this will speed up the log on time for your users and you're guaranteed to get as many hostnames as possible during the login process. 



GENERAL NAMESERVER DEL

Usage: GENERAL NAMESERVER DEL <server> 

Deletes the specified name server. 

Examples:
/as general namserver del 216.152.64.30
/as general namserver del default 

You must match the configured server exactly for it to be removed. You can also remove the default name servers if you no longer wish to use the WebMaster core name servers. To see what servers are configured use the GENERAL NAMESERVER LIST command. 



GENERAL NAMESERVER LIST

Usage: GENERAL NAMESERVER LIST 

Lists all configured name servers. 

Examples:
/as general namserver list 




GENERAL SET


Usage: GENERAL SET <command> [<value>] 
Sets specific information such as your server's name, description and contact information. 

CONTACT - Set the administrator's contact information.
DESCRIPTION - Set the description for the server.
DNS - Turn on or off DNS resolution.
DOMAIN - Community Name
DOMAINPASS - Community Password
ECHO - Server side text echo.
HEAPMIN - Heap Minimization
HOST - Set the hostname for the server.
HUB - Set the server as a hub.
KEY - Enter a ConferenceRoom License Key.
LEAF - Set the server as a leaf.
LIMIT - Limit the number of users that can log on.
LISTENQUEUEDEPTH - This sets the depth of the listen queue for chat sockets.
LOGROTATE - Rotate logs every day.
NAME - Set the server name.
OPERHOST - Set the domain (spoofed) for all Operators.
POOLCOUNT - Sets the number of blocks in the server's emergency memory pool.
POOLBLOCKSIZE - Sets the size (in bytes) of each block in the server's emergency memory pool.
PORTS - Set the ports that clients can use to connect.
SECURENETWORK - Sets an Encryption only network.
SECUREONLY - Sets a server to only accept encrypted sessions both client and server.
SMARTLIST - Unifies Master/Slave channel reporting in /list to a single channel and user count.
TIMESTAMP - Adds a timestamp to all messages. 

Example:
/as help general set <command> 

It is a good idea to go through all of the general settings before opening your server for use. 



GENERAL SET CONTACT

Usage: GENERAL SET CONTACT <value> 

Allows you to have a point of contact for your server. This lets people using the server know how to contact the administrator. This information is available when the /admin command is used. 

Example:
/as general set contact sales@webmaster.com 

The contact field cannot contain any spaces. You should probably put a fairly self-explanatory email address in it. You should expect this email address to get all sorts of questions since many users may see it as a first place to turn if they cannot find out whom else to email. You might want to put contact info into a motd in addition, since it is more noticeable and you can use up more space. 



GENERAL SET DESCRIPTION

Usage: GENERAL SET DESCRIPTION [<value>] 

This is a short description of your server that will be displayed when a user types the /admin or /info commands or in a /links command. 

Example:
/as general set description ConferenceRoom 1.8 

You can use this to give people some information about the server they are using. If the server is run by a company you may want to put a brief statement about the company, perhaps including its URL. 



GENERAL SET DNS

Usage: GENERAL SET DNS [on|off] 

If you turn this off then client addresses will appear as IP addresses rather than as host domains. 

Examples:
/as general set dns on
/as general set dns off 

You will usually want this on; otherwise everyone will appear to come from numeric addresses. There's nothing wrong with everyone coming from numeric addresses, but it doesn't look quite as nice. Whichever you choose, you should do consistently, so that people will usually match their access lists. 



GENERAL SET DOMAIN

Usage: GENERAL SET DOMAIN [<domain>] 

This command is to set your domain name for the community listing of ConferenceRoom servers. If you decide to join, your IP will be listed at www.ConferenceRoom.net. To enable this feature you need to email your serial number, domain name, and domain password to crdomains@conferenceroom.net. Your server will be accessible using the format domain.conferenceroom.net. Leaving out a domain name will cause the server to erase the current setting. The example below would be listed as webmaster.conferenceroom.net and resolve to irc.webmaster.com. 

Example:
/as general set domain webmaster 



GENERAL SET DOMAINPASS

Usage: GENERAL SET DOMAINPASS [<password>] 

This command will set the domain password for the ConferenceRoom community listing. Leaving the password blank will delete the current password. See GENERAL SET DOMAIN for more information. 

Example:
/as general set domainpass mYp455 



GENERAL SET ECHO

Usage: GENERAL SET ECHO <on|off> 

This command will echo back all text sent to the server. 

Example:
/as general set echo on 

This is designed for applications that require that the messages were received by the server. If you enable this setting you will want to enable the java param NOLOCALECHO. 



GENERAL SET HEAPMIN

Usage: GENERAL SET HEAPMIN on|off 

By default, the WIN32 version of ConferenceRoom attempts to return unused memory back to Windows (heap minimization). This behavior can be disabled. 

Example:
/as general set heapmin off 

There should normally be no reason to turn heap minimization off. This option does not exist on UNIX versions of ConferenceRoom. 



GENERAL SET HOST

Usage: GENERAL SET HOST <value> 

This option locks your server to a specific hostname. It is only useful if you have a static ip address. 

Example:
/as general set host server1.webmaster.com 

This option should be left off unless you have an IP address that does not change each time you connect to your provider and you need to lock your server to a specific hostname. This may sometimes be necessary when using the Java interface with your server, but only in rare cases. 



GENERAL SET HUB

Usage: GENERAL SET HUB 

This command will set your server as a hub server. This way you will be able to allow servers to connect to your server and allow downstream connections. 

Example:
/as general set hub 

A network is composed of hubs and leafs. The hubs should be the stablest servers with the best capacities. You should also generally limit the user count on the hub servers since they will be handling more information, holding the network together. The leaf servers work as client servers, supporting the majority of the user base. Hubs are the backbone of the network. 



GENERAL SET KEY

Usage: GENERAL SET KEY <key> 

ConferenceRoom comes with a trial key that enables the server for 30 days. When purchasing a copy of ConferenceRoom a key is sent to you. Place the key in that field, your server will then be registered with what ever level purchased. 

Example:
/as general set key K342-L2O1-L2FE-98B2 

This is a necessary part of the registration process; or else your server will not realize that you have bought a license. After the key is set it will display a registration code rather than the key itself in any place where the information is given. If you upgrade your key, you use this command to make the upgrade take effect. For more information on upgrading safely, please see the FAQ. 



GENERAL SET LEAF

Usage: GENERAL SET LEAF 

This command will set your server as a leaf server. This will allow you to connect to a hub server. 

Example:
/as general set leaf 

A leaf can only connect to one server. It will not have to handle as much network traffic as a hub server, so it should be able to handle more clients. If it splits off then only the users on that server are separated from the network until it reconnects. If it dies then the users can reconnect onto another server, but the network is not split. A network will usually have many more leafs than hubs, usually at least twice as many unless it has a small number of servers. 



GENERAL SET LIMIT

Usage: GENERAL SET LIMIT <number> 

It is possible to support up to 10, 000 simultaneous users with the correct machine configuration on ConferenceRoom. There is a limitation on the number of simultaneous connections depending upon the end user license. It is automatically set to 10 for the trial version. 

Example:
/as general set limit 1000 

You can choose to set your user limit lower than what your license permits. You might want to do this if you found that your server was having difficulty handling large numbers of clients or if it were a hub and you did not want to overload it. Your server's abilities will depend on the machine it is running on. Experience will probably help you determine what number of clients is right for your server. 



GENERAL SET LISTENQUEUEDEPTH

Usage: GENERAL SET LISTENQUEUEDEPTH <value> 

This sets the depth of the listen queue for chat sockets. 

Example:
/as general set listenqueuedepth 32 

The default varies by operating system and generally should not be changed. You may wish to decrease this value if you want to listen on a lot of ports and want to minimize network resource usage. You may wish to increase this value if to increase your server's ability to resist TCP SYN floods. 



GENERAL SET LOGROTATE

Usage: GENERAL SET LOGROTATE [on|off] 

Log rotation causes a new log to be started every day. The log file will be named after the day of the year for which it holds entries. This affects both chat and web server logs but does not (yet) affect services logs. 

Example:
/as general set logrotate on 

This can be useful to make information easier to find. You can create an archive of logs and look up any information you need based on when it happened. 



GENERAL SET NAME

Usage: GENERAL SET NAME <name> 

This field is the name you assign to your server. It does not have to be the hostname of your computer (though that is recommended). This name will be seen by users when they log into your server, and by other servers networking with your server. It is suggested that you consider that when you choose a name. While you may choose almost any name, it must not have any spaces in it. 

Example:
/as general set name irc.webmaster.com 

It is generally a good idea to have a uniform naming scheme for all the servers on your network, to make it easier for people to remember them. While most people do not need to know the server names, it is important for the network operators who may need to route servers. It also looks nicer and more professional if all of the servers follow the same pattern. 



GENERAL SET OPERHOST

Usage: GENERAL SET OPERHOST <domain> 

Changes the host name for any user that is set +o (operator). 

Example:
/as general set operhost conferenceroom.com 

In some cases where it is approproate to protect the identity and location of your server operators you can set the host name that it will appear they come from. 



GENERAL SET POOLBLOCKSIZE

Usage: GENERAL SET POOLBLOCKSIZE <value> 

Sets the size (in bytes) of each block in the server's emergency memory pool. The server allocates the emergency pool on startup and frees pieces of it when memory is tight. 

Example:
/as general set poolblocksize 16384 

The default is 8Kb on all operating systems except Linux where the default is 128Kb. You may wish to lower this value if your server is tight on memory. You may wish to raise this value to allow your server to better handle memory exhaustion situations. 

Note: Making the memory pool too small can destabilize the server. 



GENERAL SET POOLBLOCKCOUNT

Usage: GENERAL SET POOLCOUNT <value> 

Sets the number of blocks in the server's emergency memory pool. The server allocates the emergency pool on startup and frees pieces of it when memory is tight. 

Example:
/as general set poolcount 32 

The default is 24 blocks on all operating systems except Linux where the default is 10. Making the memory pool too small can destabilize the server. Generally, it is better to increase the size of each block than increase the number of blocks in the pool. 



GENERAL SET PORTS

Usage: GENERAL SET PORTS <port numbers> 

This command designates the port(s) to be allocated for users to connect to the server. The default port, as is usually the case for chat networks, is set for 6667. To specify multiple ports, separate them by commas (i.e. 6667,7000). To specify a range of ports, use a dash to indicate the beginning and ending ports (i.e. 7000-7020). 

Note that you can mix these specifications (i.e. 6667, 7000- 7020 accepts connections on port 6667 and port 7000 through 7020). The first port used in this field will designate which port the web-based clients connect on. This can be important when you are trying to let sites connect that firewall the standard chat ports. ConferenceRoom comes defined with 7000, 6667. This means that java client will connect on port 7000. IP Binding: It is possible to bind IPs together, here is an example: 

/as general set ports 4300,7300:127.0.0.1,6667:208.107.4.8,7325:219.49.56.10 

Examples:
/as general set ports 7000,6660-6669
/as general set ports 4535,7777:127.0.0.1,6667-6669 

If possible you should allow clients to connect on 7000 and 6667 since many users expect to be able to use those ports. 8000 is a good port for the web server, and the default. 



GENERAL SET SECURENETWORK

Usage: GENERAL SET SECURENETWORK [on|off] 

This turns on or off encryption for all server to server communications. This allows the room mode z to be used and for secure messaging across servers. 

Example:
/as general set securenetwork on 



GENERAL SET SECUREONLY

Usage: GENERAL SET SECUREONLY [on|off] 

When set on, only secure connections will be allowed. 

Example:
/as general set secureonly on 



GENERAL SET TIMESTAMP

Usage: GENERAL SET TIMESTAMP <on|off> 

This command will add a timestamp to a server message. 

Example:
/as general set timestamp on 

Normally used with the GENERAL SET ECHO command, this is for those applications that require that the server time stamp all messages. 




GENERAL SSL


Usage: GENERAL SSL <command> [<parameters>] 
These commands setup and control Secure Socket Layer connections. They allow for encrypted connections. 

CERTFILE - Set the SSL certificate
DISABLE - Disable SSL
ENABLE - Enable SSL
KEYFILE - Set the SSL key
PORT - Set the port for secure connections.
UPDATE - Recieve T7 country updates. 

Example:
/as general ssl enable 



GENERAL SSL CERTFILE

Usage: GENERAL SSL CERTFILE <file name> 

The file must be a PEM file that contains an RSA or DSA key or certificate. If no certificate/key is specified, the web and chat server will agree on a 'temporary' self-signed key and certificate. 

Example:
/as general ssl certfile cert.pem 



GENERAL SSL DISABLE

Usage: GENERAL SSL DISABLE 

This will disable SSL connections for the server. 

Example:
/as general ssl disable 



GENERAL SSL ENABLE

Usage: GENERAL SSL ENABLE 

This will enable SSL connections for the server. 

Example:
/as general set enable 



GENERAL SSL KEYFILE

Usage: GENERAL SSL KEYFILE <file name> 

The file must be a PEM file that contains an RSA or DSA key or certificate. If no certificate/key is specified, the web and chat server will agree on a 'temporary' self-signed key and certificate. 

Example:
/as general ssl keyfile key.pem 



GENERAL SSL PORT

Usage: GENERAL SSL PORT <port> 

This specifies the SSL port for the server. The server may be bound to a particular IP. However, the same port may not be used both for secure and insecure connections, even if it's bound to different IPs. The default secure port is 994. UNIX customers not running with root privileges must change this. 

Examples:
/as general ssl port 8001
/as general ssl port 8001:127.0.0.1 



GENERAL SSL UPDATE

Usage: GENERAL SSL UPDATE <on|off> 

This command enables or disables automatic updating of the server's table of denied destinations. The default is to enable automatic updating. 

Example:
/as general ssl update on 

For reasons of national security, certain countries are denied access to encryption technology. The server maintains a table of such denied destinations and infrequently checks for updates to that list. If the server is behind a firewall or not on the Internet, it may be desirable to disable these automatic updates. 




GENERAL TIMESERVER


Usage: GENERAL TIMESERVER [<command>] [<server>] 
Set the time servers that will synchronize your chat server's time. You can specify WebMaster's time servers by adding "default". 

ADD - Add a time server
DEL - Remove a time server
LIST - List your time servers 

Examples:
/as help general timeserver <topic> 

In a clustered environment having all of your servers in synch will create a more stable environment for the users. There is logic inside the chat server to make sure that topics and modes are set correctly and this is based on the time and rank of the user that set the mode or topic. If one of your servers is out of synch time wise you could get topic or mode bounces, be unable to set or change topics or get channel modes. 



GENERAL TIMESERVER ADD

Usage: GENERAL TIMESERVER ADD [<server>] 

Add time servers that will synchronize your chat server's time. You can specify WebMaster's time servers by adding "default". 

Examples:
/as general timeserver add default
/as general timeserver add timer.domain.com 

WebMaster maintains stratum one time servers that all ConferenceRoom users are welcome to use. If you want to synch from our time servers then you can add default. 



GENERAL TIMESERVER DEL

Usage: GENERAL TIMESERVER DEL [<server>] 

Delete the specified time server. 

Examples:
/as general timeserver del domain.com
/as general timeserver del default 

You must match the configured server exactly for it to be removed. You can also remove the default name servers if you no longer wish to use the WebMaster core time servers. To see what servers are configured use the GENERAL TIMESERVER LIST command. 



GENERAL TIMESERVER LIST

Usage: GENERAL TIMESERVER LIST 

List all defined time servers. 

Examples:
/as general timeserver list 




JAVA


Usage: HELP JAVA <command> [<parameter>] 
Set configuration parameters for the Java client. Parameters are used to modify the look and feel of the client. All Parameters are to be modified, added or deleted from the *.prm file representing your Web Theme. If your Web Theme is default the associated prm file with that theme is def.prm. If your theme is black, the associated prm file with the black theme is black.prm. The *.prm files path is ../params/*.prm If you are changing the parameters in the applet tag (HTML) the format is different and should read like this: <PARAM name=value value="<value">> 

Example:
<PARAM name=sounds value="true"> 

If you are changing the parameters in the *.prm files the format is as follows:
param=value 

Example:
showcolorpanel=true

COMMANDS - Commands available in the normal or restricted clients.
GUICOLORS - Setting colors for the java client.
JAVASCRIPT - Public methods available for customizing your java applet.
PARAMS - The Java parameters 

Examples:
/as help java commands
/as help java javascript 



JAVA COMMANDS

Usage: /[command] <option> 

The Java commands section will give you the list of available commands for the Java Client. If in normal mode, all the commands should be available If you're using a restricted Java client, only a few commands are available. 

NORMAL
Any /[command] statements not specifically checked for by the client are passed through to the server as-is. For example, /thisisacommand will be passed directly to the server even though the client does not recognize it - maybe the server will. 

RESTRICTED
Restricted mode only allows a connection to a single room. If the client is currently in a room and a new room is joined, the current room will be parted. 

Available commands: 

ACTION - Type an action in the room.
CLEAR - Clear your window.
EMBED - Embed the client in a web page if it is floating.
FLOAT - Detach the client if it is embedded in a web page.
LIST - Retrieve a list of available rooms on the server.
ME - Type an action in the room.
NAMES - Retrieve a list of nicknames in the room.
NICK - Change your current nickname to a new one.
QUIT - Disconnect from the chat server.
SOUND - Play a sound in the room.
WHOIS - Receive /whois information on a nickname.
WHOWAS - Get detailed information on a recently online user (Operators Only). 

You can restrict the client even more with the help of additional Java Parameters, which you will find in the param help files. 

Example:
/sound moo.au 



JAVA GUICOLORS

With the Java GUICOLORS you are able to change the default color settings of the Java client. Such as Your own text colors room modes, moderators, voiced, kicks, and so on. GUICOLORS need to be changed with a hexadecimal value. For your convenience we have a list of hex color values. You need to keep in mind that guicolors=0,guicolors=1 to 9 are offered to you in order to wrap the lines as each lines in your def.prm file will not accept more then 256 characters. 

Hex Values: 

FFFFFF = White
FF0000 = Red
FFFF00 = Yellow
000000 = Black
800000 = Brown
00FF00 = Light Green
000080 = Blue
800080 = Purple
008080 = Cyan
008000 = Green
808000 = Orange
00FFFF = Light Cyan
0000FF = Light Blue
FF00FF = Pink
808080 = Grey
C0C0C0 = Light Grey 

Example:
guicolors1="privatecolor=000000;noticecolor=333333". 

Besides some of the GUICOLOR parameters you will brackets () the color indicated in the brackets is the default setting for the Java client. 

actionColor (red)
systemColor (orange)
noticeColor (red)
joinColor (green)
quitColor (joinColor)
kickColor (magenta)
urlColor (blue)
privateColor (gray)
talkColor (black)
youColor (black)
soundColor (cyan)
errorColor (red)
operColor (blue)
voiceColor (green)
uopColor (teal)
titleColor (lightGray)
titleTextColor (black)
sessionColor
sessionTextColor
messageColor
messageTextColor
tickerColor
tickerTextColor
tickerTextHiColor (urlColor)
selectColor (lightGray)
roomsColor (blue)
usersColor (talkColor)
buttonColor (darkGray)
buttonDisabledColor (lightGray)
inputColor (white)
inputTextColor (black)
nickInputColor (white)
nickInputTextColor (black)
usersBackgroundColor
historyBackgroundColor
roomsBackgroundColor 

Example:
opercolor=FF0000 



JAVA JAVASCRIPT

The JavaScript public method commands will allow you to create a different style, look and feel to your Java applet. 

Example: 

<form>
<INPUT type=button value="User Info" onClick="cr.output('/whois '+cr.getSelectedUser())">
</form> 

Available JavaScript commands: 

output(String str) - Send a string to the server, filtered through the output parser.
room(String room) - Join a new room.
doChat() - Show the chat view.
doRooms() - Show the rooms view.
doSession() - Show the options view.
doFloat() - Float the interface.
doEmbed() - Embed the interface in the web page if floating.
doShow(String name) - Show the named view (a room, a private message window, etc.).
getCurrentRoom() - Get current active room if being viewed.
getCurrentRoomTopic() - Get current active room's topic if being viewed.
getCurrentTarget() - Get current active window (either a room or private message) if being viewed.
getSelectedUser() - Get currently selected nickname (if any).
nick() - Get current nick.
insert(String text) - Insert text into the input bar of the active window 




JAVA PARAMS


Usage: JAVA PARAMS <file> 
The Java parameters will allow you to change the look and feel of the Java Client. Remember that in order of priority SSP files have priority over HTML applet tags. If the param lock=true is in the default.prm file, then HTML applet tags will be completely ignored. NOTE that all the parameters work in the latest ConferenceRoom version available at http://www.webmaster.com/update.shtml 

Example:
/as help java params 

Examples:
buddybg=c0c0c0
buddysound=moo.au 



JAVA PARAMS

Java Parameters: 

ssp [server side param file] lock [true/false] (false) - Locks the params to only be allowed from server side param files.
override [list of params] - Uunlocks specific params so that they can be read from HTML source.
simple [true/false] (false) - Simple UI mode, only allows one room.
restricted [true/false] (false) - Restricted command set, also uses simple UI mode.
fg [color] - Default foreground (text, etc.) color foreground colors.
Please see /as help java guicolors.
bg [color] - Default background color.
Background colors, please see /as help java guicolors.
font [font name] - Font to use.
style [BOLD, ITALIC] - Font style to use.
size [point size] - Font point size to use.
lurk [true/false] (false) - Lurking mode, requires a user to give a nickname before being able to speak otherwise he/she remains an unspeaking guest in a room.
room [room name] - Default join room.
channel [room name] - Default join room.
join [room name] - Room to join immediately after connecting to the chat server.
defaultinputchannel [room name] - Even though you may be watching another room, your typing will go to this room instead.
key [room key] - Password to get into the room specified by the room or channel param.
nick [nickname] - The nick is the name the user will use while they are on the server. If you use the nick=guest parameter then the users will get a random nickname. This is nice for bringing the user directly onto the server and requiring no input from the user. You can force the user to change their nickname to something else before speaking by using the 'lurk' command.
user [login name] (java) - Default user info is java@ or javguest@.
fullname [full name] - Information shown on a /whois full name.
info [full name] (Java User) - Information shown on a /whois full name.
server [server name] - Server to connect to. Not really necessary since the applet will automatically try to connect back to its server.
port [number] (6667) - Port number to connect to.
pass [server password] - Password to the server if set.
connect [true/false] (true) - Automatically connect to the server.
helpfile [helpfile.html] - File to attach to the Help button, default is the Help.htm file provided with CR.
showjoins [true/false] - Show room /joins.
showJoins [true/false] (true) - Show room joins by other users.
showJoins (1.8 compatibility) - Show room /joins by other users only.
showchat [true/false] (false) - Only show what people say, filtering "junk" like joins/parts/etc.
playsounds [true/false] (true) - Default Java sounds available all sounds are in *.au format.
showbuttonpanel [true/false] (true) - Show buttons (menu options above the Java applet).
buttonpanel - Same as showbuttonpanel.
showcolorpanel [true/false] - Will enable the color panel selection for users.
colorpanel (false) - Enable the color panel option for users.
showticker [true/false] (true) - Show scrolling message at the bottom of the applet.
joinsound [sound file] - Will play a /sound join.au file for all Java users when a person enters the room.
joinSound (none) - Sound file to play when joining a room.
noticesound [sound file] - On a notice send a specific sound to users.
noticeSound (none) - Sound file to play when receiving a notice.
timestamp [true/false] (false) - Turn on timestamping.
list [list parameters] (none) - Allows you to specify arguments to the auto /LIST command.
listtime [seconds] - How often the room list is refreshed.
listTime (0) - How often the rooms list is automatically refreshed, 0 means never.
tickerfont [font name] (same as Font param) - Font to use.
tickerstyle [BOLD, ITALIC] - Font style to use.
tickersize [point size] - Font point size to use.
tickerspeed [speed] (30) - Milliseconds to pause when scrolling the ticker.
tickerpause [time] (3s) - Seconds to pause when a line reaches the edge.
tickerlifetime [time] (0) - How long the ticker will last.
tickerrepeat [times] (3) - How many times to show the ticker before expiring.
guicolors [colors] - guicolors1, guicolors2,... guicolors9.
actions [action strings] - actions1, actions2,... actions9.
sounds [sound strings] - sounds1, sounds2,... sounds9.
nickprompt [prompt] (Your nickname) - Enter your nickname prompt.
nameprompt [prompt] (Your email address) - Enter your email address prompt.
roomprompt [prompt] (Join channel) - Select a room to join prompt.
passprompt [prompt] (none) - if provided, will ask for a server password.
hideinput [true/false] (false) - Hide the input bar.
idle [minutes] (0 [off]) - Number of minutes to wait before disconnecting the user for idling 0 turns off idle detection.
showserverwindow [true/false] (true) - Show the server messages window.
lurktext [text] (Please enter a nickname to participate) - Text to show in the lurk mode nick change prompt.
usertext [text] (Users) - Text for the users column header.
roomstext [text] (Rooms) - Text for the rooms column header.
userwidth [int] - Set names list (user width) size.
userWidth (25) - Percentage of room displays allocated to user list column.
roomswidth [int] - Set room window size. NOTE: if you have a large quantity of rooms you may want to set the size to 0.
roomsWidth (25) - Percentage of room displays allocated to rooms list column.
usersbackgroundimage - Background images for the users list area.
usersforegroundimage (none) - Foreground images for the users list area.
roomsbackgroundimage - Background images for the rooms list area.
roomsforegroundimage (none) - Foreground images for the rooms list area.
historybackgroundimage - Background images for the room history area.
historyforegroundimage(none) - Foreground images for the room history area.
floatnewwindows [true/false] (false) - New private message and new rooms joined appear in automatically floating windows.
banner [-Client message-;-click URL-;-image-] - Backpack image settings note:client was replaced by banner.
showcolors [true/false] (true) - Show colors and font styles in rooms.
showroomnames [true/false] (true) - Show room name buttons for easy switching between rooms. If false floatnewwindows will be automatically set to true.
linespacing (0) - Set the vertical line spacing for the history area.
tickerfeed, tickerfeed1, tickerfeed2,... tickerfeed9 - Set up to 10 external ticker files.
incomingprivatewindow [true/false] (false) - If true incoming private messages open a window.
commands [commands strings] - Add command lines from 0 to 9 commands1, commands2,... commands9.
opimage [URL](op.gif) - Image to use in the user list for ops.
voiceimage [URL] (voice.gif) - Image to use in the user list for voice.
uopimage [URL] (uop.gif) - Image to use in the user list for uops.
tickertopics [topic1,topic2,topic3,...] - If set, will only show newsflashes with one of the specified topics.
alltopics [topic1,description1];[topic2,description2]; - Set all possible topics and descriptions of each, for use by the TickerTopics module.
noload [true/false] (false) - Don't show the load progress meter.
noprompts [true/false] (false) - Don't show any nickname, email, or room prompts.
nosettings [true/false] (false) - Don't show the Show User Settings button on login window.
showavatars [true/false] (true) - Show user avatars.
maxavatarheight [height] (0) - Maximum height for avatar images.
buddies [buddy, buddy, room, ...] - List of users or rooms to put on your temporary watch list.
buddybg [color] (bg param) - Background color for buddy list.
buddyfg [color] (fg param) - Foreground color for buddy list.
buddyonline [color] (fg param) - Color for online users in the buddy list.
buddyoffline [color] (fg param) - Color for offline users in the buddy list.
buddychannelactive [color] (fg param) - Color for active rooms in the buddy list.
buddychannelinactive [color] (fg param) - Color for inactive channels in the buddy list.
buddysound [sound] sound - To play when a new message comes in.
avatar0, avatar1,.. avatar15 [image] - Up to 16 avatar images used by the AvatarPanel. The value should be in the format [image] [name].
showsendbutton [true/false] (false) - Show a Send button on the input bar.
usenameinnick [true/false] (false) - Use the value of the name prompt in the nickname. It will be appended to the value of the nick prompt with an underscore bar ( _ ) between.
makeuniquenick [true/false] (false) - Ensures a uniquely numbered version of the requested nickname, by appending incrementing numbers to the end of the name until a free one is found.
nouserbevel [true/false] (false) - No bevel around the user list area.
nohistorybevel [true/false] (false) - No bevel around the history area.
noroomsbevel [true/false] (false) - No bevel around the rooms area.
useminichat [true/false] (false) - Use the mini client without prompting.
askclienttype [true/false] (false) - Prompt to use either the mini client or the regular client, otherwise will load the one appropriate for the Java support on the browser.
encoding [name] (none) - Character encoding to use, defaults to the user's OS default. Only used by the normal client, not the miniclient.
mytextcolorindex (none) - If set, causes you to use one of the colors indexed by 0 to 15 by default. all other users will see the color.
listnow [true/false] (false) - Immediately ask for a room list on making a connection to the server. If you know that a lot of rooms will be shown, you may want to turn this off as it will cause a delay for the user to get into chat.
showconnectbutton [true/false] (true) - Show a connect/quit button on the login screen.
loadmodules, loadmodules1, ... loadmodules9 - Allow multiple loadmodule lines to be specified.
autolist [true/false] (false) - Automatically request a rooms list every [listtime] seconds. The [listnow] param can still force an initial list, even with autolist set false.
shownicknames [true/false] (true) - Show nicknames when people are speaking.
disablefloat [true/false] (false) - Disable the ability to float the applet.
floatimmediately [true/false] (false) - Automatically float the window after initializing.
floatwidth [width] (applet width) - Set the default width for the floated window.
floatheight [height] (applet height) - Set the default height for the floated window.
floatleft [left edge] (0) - Set this if you need to specify the left edge of the floated window on-screen.
floattop [top edge] (0) - Set if you need to specify the top edge of the floated window on-screen.
nosaid [true/false] (false) - When true, restricted mode looks like normal mode, with no "Person said" stuff.
disableurls [true/false] (false) - When true, URLs are no longer clickable in chat.
topiccolor [color] (fgcolor) - ONLY for minichat client, sets the topic bar color.
urlcolor [color] (fgcolor) - ONLY for minichat client, sets the copyright color.
privatesound [sound] - Sound that is automatically played whenever the user receives a private message.
floatincomingprivatewindow [true/false] (false) - If set, incoming private message windows will automatically float. Automatically sets incomingprivatewindow true.
privatewindowfloatwidth [width] (applet width) - Set the default width for a floated private window.
privatewindowfloatheight [height] (applet height) - Set the default height for a floated private window.
privatewindowfloatleft [left edge] (0) - Set if you need to specify the left edge of a floated private window on-screen.
privatewindowfloattop [top edge] (0) - Set if you need to specify the top edge of a floated private window on-screen.
chanlock [channel list] () - If set to a list of channels, only those channels may be joined.
allowusercommands [true/false] (true) - If false, then the user is unable to enter ANY / commands.
allowrawcommands [true/false] (false) - If false, then the user is unable to enter /raw commands.
buttonfont [font name] - Font to use for the action buttons (Session, Chat, Rooms, Float, Help).
buttonstyle [BOLD, ITALIC] - Font style to use for the action buttons.
buttonsize [point size] - Font point size to use for the action buttons.
guest [true/false] (false) - Use a guest nickname, replaces behavior if nick="Guest".
lipsimage [URL] (lips.gif) - Image to use for the "lips" icon when using the lips-enabled user list.

Examples:
In a web page:
<param name="buddybg" value="c0c0c0">

In a param file:
buddybg=c0c0c0 




LANGUAGE


Usage: LANGUAGE <command> <parameters> 
ConferenceRoom allows you to specify multiple language settings that users can choose from. This customizes the following commands will allow you to completely customize the servers numerics, motd's and notices. You can add as many different language sets as you need. 

ADD - This will add a language class to the server.
ALIAS - Allows you to specify an alias language name.
DEL - Deletes the language class.
DISABLE - Disables the language class without deleting it.
ENABLE - Enables a language class.
IMPORT - Used to load an external language file.
LIST - List the configured languages.
NUMERICS - Modify or list numerics from specified language files. 

Example:
/as help language <command> 



LANGUAGE ADD

Usage: LANGUAGE <name> ADD < ;description> 

Creates a new language, named "name," with the description "description." The language has no custom numerics defined at that point. 

Example:
/as language <name> add 



LANGUAGE ALIAS

Usage: LANGUAGE <name> ALIAS [add|del|list] 

Language aliases can be used to give descriptive names to languages (e.g. "Canadian French" or "Yiddish") in addition to the ISO language code and the description. Users can use aliases to select a language. 

Example:
/as language <name> alias [add|del|list] 



LANGUAGE DEL

Usage: LANGUAGE <name> DEL 

Deletes the language. Note, that users that are using that language, will continue to use it, but no new users iwll be able to. 

Example:
/as language <name> del 



LANGUAGE DISABLE

Usage: LANGUAGE <name> DISABLE 

When a language object is disabled, users can select it to use as their default language. Users that were attached to the language prior to it being disabled, will continue to be able to use it. 

Example:
/as language <name> disable 



LANGUAGE ENABLE

Usage: LANGUAGE <name> ENABLE 

When a language object is enabled, users can select it, to use as their default language. 

Example:
/as language <name> enable 



LANGUAGE IMPORT

Usage: LANGUAGE <name> IMPORT 

Imports a language, named "name," from a language file (name.wlf) that must exist in the "db/lang" directory. The language will be configured exactly as the language file dictates, with appropriate aliases, and numerics. 

Example:
/as language <name> import 



LANGUAGE LIST

Usage: LANGUAGE <name> NUMERICS LIST 

Example:
/as language <name> list 




LANGUAGE NUMERICS


Usage: LANGUAGE <name> NUMERICS [list|set|reset|search] 
LIST - Lists all or a specific numeric
RESET - Resets all numerics to the default value.
SEARCH - Search for a specific text string in a numeric.
SET - Set the value of a specified numeric. 

Example:
/as language <name> list 



LANGUAGE NUMERICS LIST

Usage: LANGUAGE <name> NUMERICS LIST [customized] 

This command can be used to list the numerics currently defined for the language class. If the keyword "customized" is supplied, then only messages that are overriden in the language table will be displayed. By default, all messages -- customized and default -- will be displayed. 

Example:
/as language <name> numerics list [customized] 



LANGUAGE NUMERICS RESET

Usage: LANGUAGE <name> NUMERICS RESET |ALL 

This command can be used to reset the specified numeric to the default value, as specified in the server configuration file, and settable via /as messages. 

If the ALL command is used then it will reset all the numerics to their default value, as specified in the server configuratino file, and settable via /as messages. 

Example:
/as language <name> numerics reset 
/as language <name> numerics reset all 



LANGUAGE NUMERICS SEARCH

Usage: LANGUAGE <name> NUMERICS SEARCH 
This command can be used to search through the numeric tables for a specified instance of text. Both the customized and the default numerics (as specified in /as messages) are displayed. The search text can contain wildcards. 

Example:
/as language <name> numerics search 



LANGUAGE NUMERICS SET

Usage: LANGUAGE <name> NUMERICS SET 
This command can be used to set the specified numeric to a custom text. The text must contain the same number and sequence of "escape codes" which are two-digit codes, starting with a % and a lowercase letter. 

Example:
/as language <name> numerics set 




LOG


Usage: LOG <log> <command> [<parameters>] 
These options control the logging of rooms. With the other scribe options, such as script, you will be able to time your events to log. The output of a log will take on the default theme you have selected. This option is available on the Enterprise edition and for Scribe customers. 

ADD - Add logging.
BUILDWEBPAGE - Build the web page for the log.
CHANNEL - Set which room to log.
DEL - Delete a log.
DISABLE - Disable logging.
ENABLE - Enable logging.
LIST - List the current setting of your log.
LOGFILE - Set files for logging.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/log/rename.html" RENAME - Rename a log file.
SET - Logfile output display settings.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/log/time.html" TIME - Set the time for your logging.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/log/webpage.html" WEBPAGE - Set the web page for your log 

To make a functioning log first add it, then set the room you want it to log, then set the logfile and webpage. Once that is done you can enable or disable it as you wish. You can use custom and time to set up logging to work with scripts and have it automatically log a room at set times. 



LOG ADD

Usage: LOG <log> ADD 

This creates a log for you to use. 

Example:
/as log ConferenceRoom add This is the first step to setting up logging for a room. 



LOG BUILDWEBPAGE

Usage: LOG <log> BUILDWEBPAGE 

This command forces ConferenceRoom to build the web page for the log. It is normally called automatically, but you can use it to force the web page to be built before logging has started or to make changes. 

Example:
/as log open buildwebpage 

This can be useful if you want to customize the web page or change the template. Normally you should not need to use this command. 



LOG CHANNEL

Usage: LOG <log> CHANNEL <room> 

This command sets a specific room to be logged. The example below would log #conferenceroom to the log called ConferenceRoom. 

Example:
/as log ConferenceRoom channel #conferenceroom 

Once a log has been added and had its channel set then it can be enabled. But you should also set the logfile and webpage for your logs. 



LOG DEL

Usage: LOG <log> DEL 

This deletes a log that you no longer have a use for. 

Example:
/as log ConferenceRoom del 

If you merely want to stop logging, you should use disable. Del removes the entry entirely so that you will have to reconfigure all of your settings if you change your mind. 



LOG DISABLE

Usage: LOG <log> DISABLE 

This command stops the logging of a room. The entry remains present, but it is inactive until you enable it again. 

Example:
/as log ConferenceRoom disable 

This allows you to leave the entry inactive but ready for whenever you want to use it again. 



LOG ENABLE

Usage: LOG <log> ENABLE 

This command activates the log entry. It will begin logging according to the way it was set. 

Example:
/as log ConferenceRoom enable 

This command will only work after the log entry has been configured. You must add the log and set a room for it to log. Most of the settings have defaults they will use if you do not specify. 



LOG LIST

Usage: LOG <log> LIST 

This command will show you the settings for a particular log. 

Example:
/as log ConferenceRoom list 

This is very useful for checking how your logging has been configured. 




LOG LOGFILE


Usage: LOG <log> LOGFILE <file> [file|directory] 
DIRECTORY - Save rotating log files into a directory
FILE - Save the log to the specified file name. 

Set the file that the log will log to. It will normally place the file within your WEBMASTER\logs directory. 

Example:
/as log ConferenceRoom logfile confroom.html 

You will probably want to end the file name with either .htm or .html so that you can easily view the file from the web. 



LOG LOGFILE DIRECTORY

Usage: LOG <log> LOGFILE <name> DIRECTORY 

This option will take logs and place them with a time stamp marker in a directory. 

Example:
/as log ConferenceRoom logfile directory 

You will probably want to use this option for any time you are doing reoccuring logging events. Daily, Weekly etc. This way a list of logs and their associated dates and times will be displayed. Much nicer than using one persistant log. 



LOG LOGFILE FILE

Usage: LOG <log> LOGFILE <file> 

Set the file that the log will ouput to. It will normally place the file within your WEBMASTER\logs directory unless a path is specified. 

Example:
/as log ConferenceRoom logfile confroom.log 

You will probably want to end the file name with either .log or other extension to represent a raw log file. 



LOG RENAME

Usage: LOG <log> RENAME <new log name> 

This command allows you to change the name of a log. All of the settings remain intact. 

Example:
/as log ConferenceRoom rename cr 

Since the log name is only relevant for sending ConferenceRoom commands, you may decide that a log you set up with a practical name is too unwieldy. You might want to shorten it or choose something simpler to type. This command allows you to move all of your configurations to a new log name so that you do not need to remake a new log and delete the old one. 




LOG SET


Usage: LOG <name> SET <command> <value>
These 'LOG SET' commands define the title, description and the theme to use for the look and style of the log file. 

TITLE - Set the title for the log. 
DESCRIPTION - Set a description for the log. 
THEME - Set the theme for the log output. 

Examples:
/as help log set <topic>

These settings are all for output and customization of logs. 



LOG SET DESCRIPTION

Usage: LOG <name> SET DESCRIPTION <text>
Sets a description for the log file. 

Example:
/as log ConferenceRoom set description Support room log for March 2001 



LOG SET THEME

Usage: LOG <name> SET THEME <theme>
Sets the theme that the log will display. This controls the look of the log. The theme must be one of the previously defined theme names. 

Example:
/as log ConferenceRoom set theme colors 



LOG SET TITLE

Usage: LOG <name> SET TITLE <text>
Sets the title for the log. This will become part of the log file. 

Example:
/as log ConferenceRoom set title Technical Support 




LOG TIME


Usage: LOG <log> TIME <command> <value> 
END - End time for the specified log.
INTERVAL - Time Interval for the specified log.
START - Start time for the specified log. 

This works the same as the TIME command for events. You can set a start and end time for running scripts or you can specify an interval such as daily, weekly, monthly, or once. 

Examples:
/as help log time <topic> 

If you have regular hours when you wish to log, you can set up your logging in advance to automatically turn on and off for you. This is particularly useful for recurring events. 

See EVENT SET TIME. 



LOG TIME END

Usage: LOG <log> TIME END <value> 

This works the same as the TIME command for events. You can set a start and end time for running scripts or you can specify an interval such as daily, weekly, monthly, or once. 

Examples:
/as log ConferenceRoom time end Tuesday 9:00 

If you have regular hours when you wish to log, you can set up your logging in advance to automatically turn on and off for you. This is particularly useful for recurring events. 

See EVENT SET TIME. 



LOG TIME INTERVAL

Usage: LOG <log> TIME INTERVAL <value> 

This works the same as the TIME command for events. You can set a start and end time for running scripts or you can specify an interval such as daily, weekly, monthly, or once. 

Examples:
/as log ConferenceRoom time interval weekly 

If you have regular hours when you wish to log, you can set up your logging in advance to automatically turn on and off for you. This is particularly useful for recurring events. 

See EVENT SET TIME. 



LOG TIME START

Usage: LOG <log> TIME START <value> 

This works the same as the TIME command for events. You can set a start and end time for running scripts or you can specify an interval such as daily, weekly, monthly, or once. 

Examples:
/as log ConferenceRoom time start Monday 21:00 

If you have regular hours when you wish to log, you can set up your logging in advance to automatically turn on and off for you. This is particularly useful for recurring events. 

See EVENT SET TIME. 



LOG WEBPAGE

Usage: LOG <log> WEBPAGE <filename> 

Webpage sets the URL where you can access the log. The path needs to be set from the same location as where your ConferenceRoom Java Client resides. This command doesn't take a full URL; it only takes path names and should always end in .htm or .html. 

Example:
/as log ConferenceRoom webpage mylogs/conferenceroom.htm 

You should probably make the webpage name the same as the log name plus either .htm or .html. This will make your logs easy to find and keep track of. You might want to consider putting your logs in a secure directory. 




MESSAGES


Usage: MESSAGES <command> <parameters> 
ConferenceRoom comes with the standard messages that most chat servers use. With the messages set command you can customize your server to give alternate responses to your users. When used by itself the messages command will give basic help and lists all changed messages. 

LIST - List all messages
RESET - Reset a specific message or all messages
SEARCH - Locate messages
SET - Change a message 

Example:
/as help messages <command> 

Customizing messages allows you to make your server unique. You can have messages fit into a theme. If you find that your users are confused by some of the messages you can try to set something clearer. 



MESSAGES LIST

This the list of Messages or Numerics and their associated text. These can be modified to further customize your server or to allow you to convert these to another language. 

001 RPL_WELCOME ":Welcome to %s
002 RPL_YOURHOST ":Your host is %s
003 RPL_CREATED ":This server was created %s"
005 RPL_PROTOCTL "%s :ConferenceRoom by WebMaster"
200 RPL_TRACELINK "Link %s %s %s"
201 RPL_TRACECONNECTING "Try. %d %s"
202 RPL_TRACEHANDSHAKE "H.S. %d %s"
204 RPL_TRACEOPERATOR "Operator %d %s"
205 RPL_TRACEUSER "User %d %s"
206 RPL_TRACESERVER "Server %d %dS %dC %s %s!%s@%s"
207 RPL_TRACESERVICE "Service %d %s"
209 RPL_TRACECLASS "Class %d %d"
219 RPL_ENDOFSTATS "%c :End of STATS report"
242 RPL_STATSUPTIME ":Server Up %d days
251 RPL_LUSERCLIENT ":There are %d users and %d invisible on %d servers"
252 RPL_LUSEROP "%d :operator(s) online"
253 RPL_LUSERUNKNOWN "%d :unknown connection(s)"
254 RPL_LUSERCHANNELS "%d :channels formed"
255 RPL_LUSERME ":I have %d clients and %d servers"
256 RPL_ADMINME ":Administrative info about %s"
260 RPL_ADMINNICK ":%s is currently active"
261 RPL_TRACELOG "File %s %d"
265 RPL_LUSERLOCUSERS ":Current local users: %d Max: %d"
266 RPL_LUSERGLOBUSERS ":Current global users: %d Max: %d"
272 RPL_ENDOFSILENCE ":End of Silence List"
305 RPL_UNAWAY ":You are no longer marked as being away"
306 RPL_NOWAWAY ":You have been marked as being away"
307 RPL_WHOISREGNICK "%s :is a Registered Nick"
308 RPL_WHOISBOT "%s :is a Services Agent"
309 RPL_WHOISLANGUAGE "%s :prefers to speak in %s"
310 RPL_WHOISHELPER "%s :looks very helpful"
315 RPL_ENDOFWHO "%s :End of WHO list."
317 RPL_WHOISIDLE "%s %d %d :seconds idle
318 RPL_ENDOFWHOIS "%s :End of WHOIS list."
320 RPL_WHOISPREAUTH "%s :is using a WebBoard account"
321 RPL_LISTSTART "Channel :Users Name"
323 RPL_LISTEND ":End of LIST"
325 RPL_WHOISFILTERED "%s :has sensitive ears"
326 RPL_MODERATED "%s :Your message has been sent to the moderators"
327 RPL_WHOISJAVA "%s :is a java user from %s"
328 RPL_WHOISIP "%s :Connects from IP address %s"
331 RPL_NOTOPIC "%s :No topic is set."
342 RPL_SUMMONING "%s :User summoned to irc"
343 RPL_NEWSFLASH "NewsFlash: %s"
354 RPL_FIELDINTRO "%s %s :Fields"
356 RPL_FIELDEND "%s :End"
362 RPL_CLOSING "%s :Closed. Status = %d"
363 RPL_CLOSEEND "%d: Connections Closed"
365 RPL_ENDOFLINKS "%s :End of LINKS list."
366 RPL_ENDOFNAMES "%s :End of NAMES list."
368 RPL_ENDOFBANLIST "%s :End of Channel Ban List"
369 RPL_ENDOFWHOWAS "%s :End of WHOWAS"
373 RPL_INFOSTART ":Server INFO"
374 RPL_ENDOFINFO ":End of INFO list."
375 RPL_MOTDSTART ":- %s Message of the Day - "
376 RPL_ENDOFMOTD ":End of MOTD command."
381 RPL_YOUREOPER ":You are now an IRC Operator"
382 RPL_REHASHING "%s :Rehashing"
384 RPL_MYPORTIS "%d :Port to local server is"
386 RPL_PASSOK "%s :Password accepted"
401 ERR_NOSUCHNICK "%s :No such nickchannel"
402 ERR_NOSUCHSERVER "%s :No such server"
403 ERR_NOSUCHCHANNEL "%s :No such channel"
404 ERR_CANNOTSENDTOCHAN "%s :Cannot send to channel"
405 ERR_TOOMANYCHANNELS "%s :You have joined too many channels"
406 ERR_WASNOSUCHNICK "%s :There was no such nickname"
407 ERR_TOOMANYTARGETS "%s :Duplicate recipients. No message delivered"
409 ERR_NOORIGIN ":No origin specified"
411 ERR_NORECIPIENT ":No recipient given (%s)"
412 ERR_NOTEXTTOSEND ":No text to send"
413 ERR_NOTOPLEVEL "%s :No toplevel domain specified"
414 ERR_WILDTOPLEVEL "%s :Wildcard in toplevel Domain"
420 ERR_BADPARAM "%s :Parameter invalid"
421 ERR_UNKNOWNCOMMAND "%s :Unknown command"
422 ERR_NOMOTD ":MOTD Not present"
422 ERR_NOADMININFO "%s :No administrative info available"
423 ERR_FILEERROR ":File error doing %s on %s"
425 ERR_TOOBUSY "%s :Serverconnection is too busy"
430 ERR_ADMINPROHIBIT "%s :Operation administratively prohibited"
431 ERR_NONICKNAMEGIVEN ":No nickname given"
432 ERR_ERRONEUSNICKNAME "%s :Erroneus Nickname"
433 ERR_NICKNAMEINUSE "%s :Nickname is already in use."
436 ERR_NICKCOLLISION "%s :Nickname collision KILL"
437 ERR_NICKCHANGEBAN "%s :Cannot change nickname while on channel"
438 ERR_REPHRASE "%s :Could you please rephrase that"
439 ERR_NOFILTERING "%s :Language filtering may not be controlled that way"
440 ERR_SERVICESDOWN ":Services is currently down or that service does not exist. Please wait a few moments
443 ERR_USERONCHANNEL "%s %s :is already on channel"
444 ERR_NOLOGIN "%s :User not logged in"
451 ERR_NOTREGISTERED ":You have not registered"
455 ERR_HOSTILENAME "Your username %s contained the invalid character(s) %s and has been changed to %s. Please use only the characters 0-9 a-z A-Z _ - or . in your username. Your username is the part before the @ in your email address."
457 ERR_YOUAREGUEST "Guests may not speak"
458 ERR_CANTMSGGUEST "%s :Is a guest and may not chat"
459 ERR_PASSFAIL "%s :Password incorrect"
460 ERR_UNREACHABLE "%s %s :%s unreachable through %s"
461 ERR_NEEDMOREPARAMS "%s :Not enough parameters"
462 ERR_ALREADYREGISTRED ":You may not reregister"
463 ERR_NOPERMFORHOST ":Your host isn't among the privileged"
464 ERR_PASSWDMISMATCH ":Password Incorrect"
465 ERR_YOUREBANNEDCREEP ":You are banned from this server"
467 ERR_KEYSET "%s :Channel key already set"
468 ERR_SERVERMODEONLY "%s :Only servers can change that mode"
471 ERR_CHANNELISFULL "%s :Cannot join channel (+l)"
472 ERR_UNKNOWNMODE "%c :is unknown mode char to me"
473 ERR_INVITEONLYCHAN "%s :Cannot join channel (+i)"
474 ERR_BANNEDFROMCHAN "%s :Cannot join channel (+b)"
475 ERR_BADCHANNELKEY "%s :Cannot join channel (+k+z)"
476 ERR_BADCHANMASK "%s :Bad Channel Mask"
478 ERR_TOOMANYBANS "%s %s :Channel ban list is full"
481 ERR_NOPRIVILEGES ":Permission Denied- You do not have the required privileges"
482 ERR_CHANOPRIVSNEEDED "%s :You're not channel operator"
483 ERR_CANTKILLSERVER ":You cant kill a server!"
491 ERR_NOOPERHOST ":No O-lines for your host"
492 ERR_NOTBUDDY "%s :Is not on your buddy list"
493 ERR_UNWANTEDMSG "%s :does not wish to receive that type of message"
494 ERR_OWNMODE ":Your own modes prohibit you from sending that"
495 ERR_INSECUREPATH "%s :Cannot send securely: %s"
501 ERR_UMODEUNKNOWNFLAG ":Unknown MODE flag"
502 ERR_USERSDONTMATCH ":Cant change mode for other users"
503 ERR_MODELESS ":Channel %s is modeless"
505 ERR_CHANNOTREGISTERED ":May not set mode %c on channel %s. Must be registered on your server"
511 ERR_SILELISTFULL "%s :Your silence list is full"
512 ERR_TOOMANYWATCH "%s :Maximum size for a WATCH-list is 128 entries"
513 ERR_NICKCONFLICT ":Authorization required to use Registered Nickname %s"
600 RPL_LOGON "%s %s %s %d :logged online"
601 RPL_LOGOFF "%s %s %s %d :logged offline"
602 RPL_WATCHOFF "%s %s %s %d :stopped watching"
603 RPL_WATCHSTAT ":You have %d and are on %d WATCH entries"
604 RPL_NOWON "%s %s %s %d :is online or present"
605 RPL_NOWOFF "%s %s %s %d :is offline or empty"
607 RPL_ENDOFWATCHLIST ":End of WATCH %s"
609 RPL_BUDDYOFF "%s :Buddy offline"
734 ENVYRPL_CHATOK ":Chat okay"
735 ENVYRPL_PROHIBITED "Prohibited: %s"
736 ENVYRPL_ENDOFMESSAGES ":No more messages"
737 ENVYRPL_DELETED "Deleted :%s"
738 ENVYRPL_MESSAGES "Available: %s"
750 STREAM_NOWAUTH "%s %d :Now authorized for streams"
751 STREAM_UNAUTH "%s :No longer authorized for streams"
752 STREAM_AVAIL "%s :A stream is available"
753 STREAM_JOIN "%s %s :You may join the stream"
754 STREAM_PART "%s :You are no longer allowed on this stream"
755 STREAM_FEED "%s %s :May feed the stream"
756 STREAM_QUIET "%s %s :Stop feeding the stream"
757 STREAM_INFO "%s %d :Members on stream"
758 STREAM_MEMBER "%s %s :Is on the stream"
759 STREAM_ENDINFO "%s %s :End of list"
781 RPL_CLONECREATE "%s %s :Clone created"
782 RPL_CLONEDESTROY "%s %s :Clone destroyed"
783 RPL_CLONEMERGE "%s %s %s :Clones merged"
784 RPL_CLONEJOIN "%s %s :Clone joined"
785 RPL_CLONEPART "%s %s :Clone parted" 



MESSAGES RESET

Usage: MESSAGES RESET <numeric>|ALL 

Resets a specific message back to its default value. To get a list of changed messages simply type: /as messages. The all command will reset all messages back to their original values. 

Example:
/as messages reset 481
/as messages reset all 

If you have changed a message and realize that you dislike your changes this is an easy way to undo them. This is particularly useful if you want to change all of your messages. 



MESSAGES SEARCH

Usage: MESSAGES SEARCH <string> 

Locates messages by either numeric or a text field in the message. As an Example numeric 436: %s :Nickname collision KILL. You could find that message by typing in the words "nickname" or "kill". A list of all matching items is sent to you. You can also get the exact text of a message by entering the numeric. 

Example:
/as messages search nickname 
/as messages search 436 

Before you can set a message you need to know its numeric. The search string lets you find the numeric for any message that you want. You can also use it to find all messages with a particular word if you want to change all of those messages in a particular way. A search for "op" will find messages with "operator" or "stopped" and so forth. 



MESSAGES SET

Usage: MESSAGES SET <numeric> <string> 

To set a message you need the numeric; you can find it with the search command. To change the actual message you must type exactly what was there including any of the special characters such as %s : As long as that spacing and those characters are present it will accept the new message. As an example if you did a search on Operator one of the definitions is:
481: :Permission Denied- You're not an IRC operator
You enter the number (called a numeric) without the colon, and enter the text to change with the colon, see the example below. 

Example:
/as messages set 481 :Permission Denied- You're not a Chat Moderator 

The easiest way to change a message is to paste in the old message and simply alter the text that you want to change. This way you can be sure of keeping all of the spacing and special characters correct. Those characters represent variables, such as the nick being referred to, that get inserted into the command. It only accepts alterations that keep those intact to prevent administrators from accidentally breaking the responses. 




NEWS


Usage: NEWS <command> [<parameters>] 
The news commands allow you to control how the newsfeed for your server will act. You can turn it on and off, control how frequently users receive news, and what priority of news gets retransmitted. 

INITIAL - Determine news level for initial news for java clients.
INTERVAL - Set time between each newsflash.
LIST - List the NEWs settings for your server.
LOCAL - Send newsflashes only to users on your server.
OFF - Turn off the news feed.
ON - Turn on the news feed.
PRIORITY - Set priority level for ongoing newsflashes.
REMOTE - Send newsflashes to the entire network 

Example:
/as help news <command> 



NEWS INITIAL

Usage: NEWS INITIAL [LOW|MEDIUM|HIGH|NONE] 

This command sets the initial priority level for java news. All news at the set priority or above will be sent to all +n java clients. Then it will be queued for them to see. Newsflashes that arrive before they finish their initial queue will be added to the queue. If set to none there will be no initial send of news and they will only receive newsflashes as they appear. 

Example:
/as news initial medium 

If you want your java clients to receive a large newsfeed, there are two basic ways to set up news for java users. Either you can start them with a large batch of news and keep a high priority for incoming newsflashes, or you can start them with very little initial news and allow newsflashes at a lower priority. The advantage of the first setup is that non-java clients who may find newsflashes more annoying receive fewer of them. However, if you send network newsflashes, they may be queued by newer users who have not yet finished their initial news queue. The advantage to the latter setup is that the users see the news as it happens. You can also set both to a higher priority if you only want important news to get through. 



NEWS INTERVAL

Usage: NEWS INTERVAL <seconds> 

This command sets how often a newsflash is sent. The default is five minutes. 

Example:
/as news interval 360 

You should probably keep the interval at at least 3 minutes so that the users are not overwhelmed with news. You may well want to set it higher. 



NEWS LIST

Usage: NEWS LIST 

This command shows you the current news settings on your server. 

Example:
/as news list 

Use this to check how all of your options are currently set. 



NEWS LOCAL

Usage: NEWS LOCAL 

This command will set the news to only be sent to clients on the local server. To undo this see NEWS REMOTE. 

Example:
/as news local 

Whether you wish to broadcast your news to the entire network or only your own clients will depend upon the network. Keeping news local allows servers to be setup with news at different priority levels for people who prefer different amounts of news while chatting. 



NEWS OFF

Usage: NEWS OFF 

Disables the newsfeed. 

Example:
/as news off 

If you don't want to use the newsfeed at all, you can simply turn it off. 



NEWS ON

Usage: NEWS ON 

Enables the newsfeed. 

Example:
/as news on 

Turn the newsfeed back on after turning it off. 



NEWS PRIORITY

Usage: NEWS PRIORITY [LOW|MEDIUM|HIGH|NONE] 

This will set what priority level for news will be rebroadcast to the users who are +n. They will receive newsflashes of all news at the set priority level and higher as it comes in. If the priority level is set to none then they will not receive incoming news. 

Example:
/as news priority medium 

The lower the priority level the more news will be sent to everyone who is +n. This interacts with NEWS INITIAL which determines how much news is sent in an initial burst to all +n java clients. See NEWS INITIAL for more information. 



NEWS REMOTE

Usage: NEWS REMOTE 

This command tells your server to send news to the entire network. It is the reverse of the NEWS LOCAL command. 

Example:
/as news remote 

See NEWS LOCAL for more information. 




OPER


Usage: OPER 
Use /as oper to add or delete the network operators defined on your system. Options include access masks, flags or capabilities. 

ACCESS - Change or modify Operators.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/oper/add.html" ADD - Add network Operators.
DEL - Delete current network Operators.
DISABLE - Disable the specified Operator profile.
ENABLE - Enable the specified Operator profile.
FLAG - Set the access permissions.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/oper/list.html" LIST - List the settings for a specific operator.
PASSWORD - Change an Operator password. 

When oper is the only parameter used it will list all the opers currently configured on the server. 

Example:
/as help oper <command> 

Operators will have a great deal of power on the network and some users will trust them simply because of their operator status. Operators should always be chosen carefully. They should be familiar with your network's policies, trustworthy, and generally good at dealing with people. Ideally operators would all be familiar with the commands that run the network and how to fix most common problems, but the ability to learn and to find others to help when a problem is too difficult is more important than extensive chat knowledge. 




OPER ACCESS


Usage: OPER <name> ACCESS [<command>] [<mask>] 
This will add hostmasks to your Operator definition. Hostmasks are used to prevent people from gaining operator status on your server from systems that you haven't defined. It is very important that you add proper masks to each operator definition. 

ADD - Add a mask to an operator definition.
DEL - Remove a mask from an operator definition.
LIST - List all of the masks attached to an operator definition 

Examples:
/as help oper access <topic> 

An operator will only be able to gain access to operator privileges when matching one of the masks in the operator definition. It is important that all addresses that may be used are included in the operator definition. Requiring matching addresses is an additional level of security, although the password for the operator access should be the primary method of security. Always make sure that operators have secure passwords. 



OPER ACCESS ADD

Usage: OPER <name> ACCESS ADD [<mask>] 

You must use the form user@host, or user@IP - mark@*.webmaster.com, *@shell.org, *@127.0.0.1 are all valid where 10.25.12.10 and *.webchat.org wouldn't be valid because they're missing the userid portion of the mask. You can use the * to replace segments of the hostname or IP address and you can also use a ? to replace a single letter or number in a hostmask. Like *@office??.webmaster.com. 

Examples:
/as oper webmaster access add *@*.webmaster.com 

The access mask is checked and if it doesn't match then even if you enter in the correct password the user will not be allowed to gain operator status. 



OPER ACCESS DEL

Usage: OPER <name> ACCESS DEL [<mask>] 

This command deletes a specified mask form the Operators access list. 

Examples:
/as oper webmaster access del *@*.webmaster.com 

The mask must match exactly to a mask that was placed using the OPER ACCESS ADD command. A wider mask will not delete masks that are contained in that mask. 



OPER ACCESS LIST

Usage: OPER <name> ACCESS LIST 

Lists the access masks that are configured for the Operator. 

Example:
/as oper webmaster access list 



OPER ADD

Usage: OPER <name> ADD <password> <flags> 

This will add a Server Operator To your server. It will only be available after you have added an access mask. 

There are several different access levels. They are represented by single letter flags. In order they are: 

Flag - Level
h - Helper


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/oper/flag/g.html" g - Global Operator


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/oper/flag/a.html" a - Services Administrator


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/oper/flag/s.html" s - Server Administrator


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/oper/flag/c.html" c - Web Administration Configuration Panel 

Examples:
/as oper webmaster add mypa55 agcsh 



OPER DEL

Usage: OPER <name> DEL 

This will remove the specified Server Operator 

Examples:
/as oper webmaster del 



OPER DISABLE

Usage: OPER <name> DISABLE 

This will disable the specified operator without removing any of their information. 

Examples:
/as oper webmaster disable 



OPER ENABLE

Usage: OPER <name> ENABLE 

This will enable the specified operator. 

Examples:
/as oper webmaster enable 




OPER FLAG


USAGE: OPER <name> FLAG [<command>] [<flags>] 
There are several different access levels. They are represented by single letter flags. In order they are: 

ADD - Adds the specified Flag
DEL - Deletes the specified Flag
LIST - Lists all Operator Flags. 

Flag - Level
a - Services Administrator


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/oper/flag/c.html" c - Web Administration Configuration Panel


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/oper/flag/d.html" d - Disabled Operator


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/oper/flag/g.html" g - Global Operator


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/oper/flag/h.html" h - Helper


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/oper/flag/s.html" s - Server Administrator 

If none of these flags are used the operator will be defined as a local operator. The h flag allows the person to see HelpOps and be marked as helpful. Giving someone the c flag gives access to the web based and online configurations. Configuration access should be reserved for only the most trusted personnel. 

Examples:
/as help oper flag <topic> 

To see the abilities given to different flags see the OperServ and AdminServ sections of the Command Reference. 



OPER FLAG ADD

USAGE: OPER <name> FLAG ADD [<flags>] 

This will add the specified privilege flag to the designated Operator definition. 

Examples:
/as oper Surel flag add agh 

To see the abilities given to different flags see the OperServ and AdminServ sections of the Command Reference. 



OPER FLAG DEL

USAGE: OPER <name> FLAG DEL [<flags>] 

This command deletes the specified flag form the Operators list of privileges. 

Examples:
/as oper Surel flag del s 

It's a good idea to limit configuration access only to those who really need it, use this command to delete all access flags from those Operators that don't need that level of access. 



OPER FLAG LIST

USAGE: OPER <name> FLAG LIST 

Lists all flags that are configured for the Operator. 

Examples:
/as oper Surel flag list 



OPER FLAG A

USAGE: OPER <name> FLAG [<ADD|DEL>] a 

Services Administrator 

An advanced operator this flag grants access to services information like passwords, grants the operator access to add AKILS and ZLINES, FURL users as well as FJOIN, SAMODE and SAJOIN. 



OPER FLAG C

USAGE: OPER <name> FLAG [<ADD|DEL>] c 

Web Administration Configuration Access 

This flag should be limited to those that can change the configuration of the server. It allows Operators access to the /as command set as well as the web based administration tools. 



OPER FLAG D

USAGE: OPER <name> FLAG [<ADD|DEL>] d 

Disable the specified Operator 

This allows you to disable the specified operator without having to delete all of their infomration. 



OPER FLAG G

USAGE: OPER <name> FLAG [<ADD|DEL>] g 

Global Operator 

This grants access to most of the normal services commands. This user can place klines, kill or disconnect users and get hidden user information. This also bypasses certain security blocks on the server. 



OPER FLAG H

USAGE: OPER <name> FLAG [<ADD|DEL>] h 

Helper, or Helpop 

This is a user that can receive helpops as sent by users when accessing the help system. Any time they send in a query that doesn't have a help topic a help notice with the query is sent out to all users that are +h. 



OPER FLAG S

USAGE: OPER <name> FLAG [<ADD|DEL>] s 

Server Administrator 

Doesn't grant any additional powers but places a Server Administrator notice on a whois line. 



OPER LIST

Usage: OPER <name> LIST 

This will list all the options of a specified Server Operator. 

Examples:
/as oper webmaster list 



OPER PASSWORD

Usage: OPER <name> PASSWORD <password> 

This command will change an operator's password to whatever is sent in the last part of the command. Make sure you never give out passwords other than to their proper owners. 

Example:
/as oper web password seqret4mula 

Operator passwords should be changed immediately if they are ever revealed to anyone other than the person whose password it is. They should also be changed if the operator is having difficulty remembering the current one. A good password should be very difficult to guess, but not that difficult to remember so that it does not need to be written down. 




PRIVILEGE


Usage: PRIVILEGE <command> [<level>] 
ADMIN - Server Administrator (flag s)


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/privilege/helper.html" HELPER - Helper (flag h)


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/privilege/ircop.html" IRCOP - Operator (flag g)


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/privilege/none.html" NONE - Disable command
OPEN - Set command back to default.
SA - Services Administrator (flag a) 

This command allows you to customize the access level for server commands. If you set the access level to NONE then the command is no longer allowed on your server. OPEN allows anyone to use the command. This way you can customize the responsibilities and privileges that go with different levels of access as you see fit. You can restrict a command more than its default but opening a command may not always allow users to execute the command. 

Examples:
/as help privilege <topic> 

A few commands are locked because altering them is a very bad idea. For example, if you could set the privilege for oper to anything other than open then no one would be able to oper to get his or her privileges. The default privileges for each command are designed to be generally practical, but since different networks will work in different ways you may well prefer to limit some commands. Be very cautious when making a command more open though. Most commands currently restricted to operators are restricted because they can be abused if they are open. 



PRIVILEGE ADMIN

Usage: PRIVILEGE <command> ADMIN 

Examples:
/as privilege nflash admin 



PRIVILEGE HELPER

Usage: PRIVILEGE <command> HELPER 

Examples:
/as privilege whois helper 



PRIVILEGE IRCOP

Usage: PRIVILEGE <command> IRCOP 

Examples:
/as privilege list ircop 



PRIVILEGE NONE

Usage: PRIVILEGE <command> NONE 

Examples:
/as privilege lflash none 



PRIVILEGE

Usage: PRIVILEGE <command> OPEN 

Examples:
/as privilege who open 



PRIVILEGE SA

Usage: PRIVILEGE <command> SA 

Examples:
/as privilege info sa 



SCRIBE

Scribe is part of the Enterprise server or can be added as a module to Professional or Developer servers. Scribe adds the following commands: For more help with these commands see the help files specific to them. 

CHAN - Additional CHAN configurations.


 HYPERLINK "http://manual.conferenceroom.com/manual/adminserv/event.html" EVENT - Create timed events to run scripts.


 HYPERLINK "http://manual.conferenceroom.com/manual/adminserv/log.html" LOG - Log text in rooms to the web.


 HYPERLINK "http://manual.conferenceroom.com/manual/adminserv/module.html" MODULE - Enable the Scribe module.


 HYPERLINK "http://manual.conferenceroom.com/manual/adminserv/script.html" SCRIPT - Create scripts to be automatically executed by events.


 HYPERLINK "http://manual.conferenceroom.com/manual/adminserv/util.html" UTIL - Scripting commands 

Examples:
/as help <command> 

Scribe adds several abilities, most noticeably the ability to log rooms automatically. You can also create scripts to be run automatically at regular intervals. 




SCRIPT


Usage: SCRIPT <profile> <command> <parameters> 
The Script command is included with Enterprise edition or only. This command will enable or disable Scribe functions. See the WebMaster home page for additional information on Scribe and how you can implement this new product in your ConferenceRoom version if you do not have the Enterprise edition. 

ADD - Add a new script.
COMMANDS - Set up scripts.
DEL - Delete a script.
DISABLE - Disable a script.
ENABLE - Enable a script.
LIST - List the configured scripts.
RENAME - Change a script's name.
SET - Configure how a script can be run. 

Example:
/as help script <command> 

Scripts can allow people with lower access levels to issue a pre-set series of commands that may include commands normally above their access. They still cannot issue any of those commands individually; they can only run the script. This can let you give some additional responsibilities to people you do not want to give full power to. You can also set up scripts to be run automatically, see EVENTS for more information. 



SCRIPT ADD

Usage: SCRIPT <profile> ADD 

Creates and names a new empty script. 

Example:
/as script open add 



SCRIPT COMANDS

Usage: SCRIPT <profile> COMMANDS 

INSERT|DEL|APPEND|ERASE|LIST [<parameters>] 

This defines the actual commands to be executed by the script. The semantics are similar to those of greeting messages and motds as listed under the CHAN command and CLIENT SET MOTD. It is important to remember to erase an old script before replacing it with a new set of commands. You can only include AdminServ commands, but the AdminServ UTIL commands have the same functions as certain server commands that you might want to script. See UTIL for more information. 

Example:
/as script open commands append 

These are the commands that the script will run. It will run them in the order you list them. They will work exactly as if you sent them yourself in that order. 



SCRIPT DEL

Usage: SCRIPT <profile> DEL 

Deletes the named script and all of its settings. 

Example:
/as script open del 

This removes a script you never intend to use again, as opposed to disable which merely deactivates it. 



SCRIPT DISABLE

Usage: SCRIPT <profile> DISABLE 

Temporarily disables the script. 

Example:
/as script open disable 

The script can not be used until it is enabled. 



SCRIPT ENABLE

Usage: SCRIPT <profile> ENABLE 

Enables a disabled script. 

Example:
/as script open enable 

After you first make the script you will need to enable it. 



SCRIPT LIST

Usage: SCRIPT <profile> LIST 

Lists the settings of the indicated script. 

Example:
/as script open list 

It is a good idea to review your script before you allow anyone to use it. 



SCRIPT RENAME

Usage: SCRIPT <profile> RENAME <newprofile> 

Changes the name of the script. Note that this does not affect the command as set with SET COMMAND. 

Example:
/as script open rename daily 

This changes the profile name, which only affects how it is referred to within the AdminServ SCRIPT commands. You might want to change its name to something more descriptive or something simpler to type. 



SCRIPT SET

Usage: SCRIPT <profile> SET COMMAND|ACCESS <parameter> 

The ACCESS setting controls who has access to starting or stopping a script. Available options are IRCOP, SA, ADMIN, and @<room>. IRCOP refers to network operators, SA to services admins, ADMIN to server admins, and the @<room> format to all users with operator status in the specified room. 

The COMMAND setting changes the command with which the script is executed. Once a command (in this example, open) is set, anyone in the ACCESS list can execute the script by typing '/<commandname>' (for example, '/open'). 

Examples:
/as script open set access admin
/as script open set command open 

The script will appear much like any server command and you issue it in the same way. In this way you can add commands designed to do things that are useful on your server. 




SECURITY


Usage: SECURITY <command> [<parameters>] 
Security options help you manage and protect your server. 

AKILL - Permanent akill on the server, prevents user from connecting.
ASLOG - AS command set logging.
CLONE - Clone detection from multiple identical ident@host.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/security/kline.html" KLINE - Prohibit users from a domain mask for entering the server.
LIST - List your security settings.
NONICK - Prohibit certain nicknames from being used except by network operators (Qlines).
PROXYCHECK - Secure Remote Proxy's from connecting to your server.
SET - Additional security settings.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/security/throttle.html" THROTTLE - Slow down connections from the same host.
TRIGGER - Retrigger an address to a higher level then the clone detection default.
ZLINE - Deny any response from the specified IP address. 

Example:
/as help security <command> 

Security features allow you to keep any users you wish away from your server. You can also set various options that help prevent users from being able to engage in many abusive behaviors. 




SECURITY AKILL


Usage: SECURITY AKILL [<command>] [<mask>] [<reason>] 
This command set will be one of the most used security settings for your server. It has the same function as a KLINE but works in a clustered/server to server environment. This will prohibity users from gaining access to your server, or in the case of a multi server environment all the servers on your network by method of matching the mask of the user trying to connect to the server. If the user matches a mask they will be given the reason that you placed in the akill as part of their disconnection notice. 

ADD - Adds an akill
AUTO - Automated akills based on flood limits.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/security/akill/del.html" DEL - Deletes an akill
LIST - Lists all akills 

Example:
/as help security akill <topic> 

In a single server environment you can also use the SECURITY KLINE command set to do the exact same thing. 



SECURITY AKILL ADD

Usage: SECURITY AKILL ADD [<mask>] [<reason>] 

This command adds a permanent autokill on the server. These are bans that will stay intact even if the server shuts down and restarts. 

Example:
/as security akill add user@*.test.com Flooding the server 

As with all bans, they should be carefully set to be as specific as possible while still keeping the problem user off the server. Since these bans are permanent, it is very important that you keep track of them and manually remove them when you think it appropriate. 




SECURITY AKILL AUTO


Usage: SECURITY AKILL AUTO [on|off|reason|count|window|time] <value> 
This section of code will place server autokills (prevent a specific hostmask from connecting to the server) based on the number of flood notices that are received both locally and remotely. Akills will not be placed based on remote flood notices, but they will count toward the placement locally. As an example you can get 6 remote flood notices and the local server will not place an akill but the first time that user floods on your server inside the specified window the user will get an akill placed against them. 

COUNT - The number of flood notices the user can accumulate in the set window.
OFF - Disables the auto akill system.
ON - Enables the auto akill system.
REASON - Setting for the akill notice.
TIME - The length of time (in minutes) the auto akill is set for.
WINDOW - The window of time that the user can accumulate flood notices. 

Example:
/as security akill auto count 4
/as security akill auto off
/as security akill auto on
/as security akill auto reason Repeat flooding
/as security akill auto time 10
/as security akill auto window 2 

Carefull consideration should be given to the window and count. You don't want to make it to tight as you'll get people taht were inadvertently flooding, set it to long and you wont catch abusers. Our default settings are 4 flood notices in 2 minutes with a 10 minute akill. 



SECURITY AKILL AUTO COUNT

Usage: SECURITY AKILL AUTO COUNT <number> 

The number of flood notices that can be recieved globally prior to an akill being placed on the local server. 

Example:
/as security akill auto count 4 

Akills will only be placed based on a local flood notice though global flood notices are accumulated and count toward the total. 



SECURITY AKILL AUTO OFF

Usage: SECURITY AKILL AUTO OFF 

Disable the auto akill based on flood code. 

Example:
/as security akill auto off 



SECURITY AKILL AUTO ON

Usage: SECURITY AKILL AUTO ON 

Enable auto akill based on flood notices code. 

Example:
/as security akill auto on 



SECURITY AKILL AUTO REASON

Usage: SECURITY AKILL AUTO REASON <reason> 

This is the notice that is recieved by the user when they are disconnected, or are denied access to the server based on an akill placed on the server. 

Example:
/as security akill auto reason Multiple Floods 

The default message is: You are banned from this network. Excessive Flooding. 



SECURITY AKILL AUTO TIME

Usage: SECURITY AKILL AUTO TIME <value> 

This is the time that the akill will be set for. You should balance your wish to deny access to the server to people to flood with the knowledge that this could be the first time someone has done this, as well as the fact that the user may be on a dynamic address and your akill may end up hitting a user that didn't flood. 

Example:
/as security akill auto time 10 

The default setting for flooding akills is 10 minutes. 



SECURITY AKILL AUTO WINDOW

Usage: SECURITY AKILL AUTO WINDOW <value> 

This value creates a window of time in which flood notices accumulate. 

Example:
/as security akill auto window 2 

The time setting is in minutes and defaults to 2. 



SECURITY AKILL DEL

Usage: SECURITY AKILL DEL [<mask>] 

This command deletes a specified mask form the list of permanent akills. 

Example:
/as security akill del user@bad.test.org 

The mask must match exactly to a mask that was placed using the SECURITY AKILL ADD command. A wider mask will not delete masks that are contained in that mask. 



SECURITY AKILL LIST

Usage: SECURITY AKILL LIST 

Lists all akills on the server. 

Example:
/as security akill list 



SECURITY ASLOG

Usage: SECURITY ASLOG [all|config|off] 

Enables and disables as command logging. If 'all' is set then it logs every as command issued on the server and who set them. If the 'config' option is set, then only commands that potentially change the configuration are logged. The log file is in db/cradmin.log 

Example:
/as security aslog config 




SECURITY CLONE


Usage: CLONE [<command>] [<parameters>] 
Clones are duplicate clients from the same client address. There are two general types: The first is an internet café or similar that is connecting through something like WinGate to access the web, these are valid users for your system. The second is a user that loads your server with fake clients that are usually harmful or disruptive. The default level of clone detection is set to 10 if a single host brings on more than 10 clients the server will send you an alert. To set it so that a single host can have more than 10 you use the trigger command to lift that host's threshold. 

ALERT - Send notices to local or remote servers.
DETECT - Detect on local or remote servers.
LEVEL - Set the number of clones before it alerts.
OFF - Disable clone detection.
ON - Enable clone detection. 

Example:
/as help security clone <topic> 

Clones are a problem for two reasons. First, they take up space and resources for no particular point. Most administrators would rather their servers have a large number of people on their servers, rather than a smaller number on multiple times. The second problem is that most people load up clones with bad motivations. Some do so simply to see if they can or to experiment, but some do it to flood rooms or engage in similarly disruptive behaviors. Clones are generally not a major problem, but they should be monitored and dealt with. 



SECURITY CLONE ALERT

Usage: SECURITY CLONE ALERT [LOCAL|NETWORK] 

The server can either alert the entire network when the clone limits are triggered or it can just alert the operators on itself. The default is to only send alerts locally. 

Example:
/as security clone alert network 

If your server is part of a network where you trust any of the operators to deal with your clones, then it may be better if all servers report globally. However, it would depend on how many clone alerts the network tends to get and how much you want other operators doing with your clients. 



SECURITY CLONE DETECT

Usage: SECURITY CLONE DETECT [LOCAL|NETWORK] 

The server can search for clones either only among its own users or on the entire network. The default is to only search locally. 

Example:
/as security clone detect network 

You will probably want to leave detection local. But, in theory, you could set detection to network and alerts to local and only authorize operators on that one server to deal with clone alerts. The advantage of this would be that other operators would not have to deal with the extra scroll and you could have people specialize. The disadvantage is that if a server were to split off, nobody would be dealing with its clones. 



SECURITY CLONE LEVEL

Usage: SECURITY CLONE LEVEL <number> 

This command sets the default level for searching for clones. Triggers will still take precedence for specific hosts. The default is 10. 

Example:
/as security clone level 12 

Clone level is always a compromise. If you set the value too high, you will miss too many clones. If you set the value too low, you will be investigating too many innocent users. Ten tends to be a decent amount, but you can experiment and see what works best for your server. 



SECURITY CLONE OFF

Usage: SECURITY CLONE OFF 

This command will turn off clone detection for the server. 

Example:
/as security clone off 

You would probably only want to turn off clone detection if you are part of a network where another server is watching for clones over the entire network. While clones won't be a major problem for most networks, if ignored they may become so. 



SECURITY CLONE ON

Usage: SECURITY CLONE ON 

This command will turn clone detection back on. 

Example:
/as security clone on 

This is useful if you temporarily turned off clone detection for some reason. 




SECURITY DCC


Usage: SECURITY DCC <command> [values] 
The security set commands are used for configuring specific DCC validation and filtering settings on your server. 

DISABLE - Disable all DCC filters.
ENABLE - Enable the DCC filter and validation system..
FILELIST - Configure the files to filter.
LIST - List DCC settings. 

Example:
/as help security dcc <topic> 

DCC filtering is very nice for your community members as it will protect them from many (not all) of the dangerous scripts and viruses that can be sent from one user to another. If you're using a java/html/wap system and aren't allowing IRC clients then you do not need to enable these settings. 



SECURITY DCC DISABLE

Usage: DCC DISABLE 

Disable the DCC intercept feature. 

Example:
/as security dcc disable 



SECURITY DCC ENABLE

Usage: DCC ENABLE 

Enable the DCC intercept feature. 

Example:
/as security dcc enable 




SECURITY DCC FILELIST


Usage: DCC FILELIST <command> <value> 
View and edit the list of files that are checked before DCC file transfers are allowed. 

ADD
DEL
LIST
WIPE
DEFAULTS 

Example:
/as security dcc filelist <command> 



SECURITY DCC FILELIST ADD

Usage: DCC FILELIST ADD <mask> <deny|warn> [reason] 

Adds an entry for the specified file mask to the list of file masks the filename specified in a DCC transfer is checked against.The entry can specify whether the transfer should be prevented, by using the "deny" keyword, or whether a warning should be issued, by using the "warn" keyword. Note that "deny" implies "warn" and that both keywords cannot be used together.An optional reason that will be displayed to the users can be specified. 

Example:
/as security dcc filelist add <mask> deny [reason]
/as security dcc filelist add <mask> warn [reason] 



SECURITY DCC FILELIST DEFAULTS

Usage: DCC FILELIST DEFAULTS 

Automatically insert a list of pre-configured masks matching either a list of document types or DOS devices.For more information on what is included in each category, please see "Document Types" and "DOS Devices" 

Example:
/as security dcc filelist defaults doctypes
/as security dcc filelist defaults dosdev 



SECURITY DCC FILELIST DEL

Usage: DCC FILELIST DEL <mask> 

Removes the entry for the specified file mask from the list of file masks the filename specified in a DCC transfer is checked against. 

Example:
/as security dcc filelist del <mask> 



SECURITY DCC FILELIST LIST

Usage: DCC FILELIST LIST 

Displays the list of files, and associated actions to be taken if a DCC file transfer for a matching file is detected. 

Example:
/as security dcc filelist list 



SECURITY DCC FILELIST WIPE

Usage: DCC FILELIST WIPE 

Removes all entries from the list of file masks the filename specified in a DCC transfer is checked against. 

Example:
/as security dcc filelist wipe 



The following document types are included in the default list: 

File Mask - Description
*.OCX - Packaged ActiveX control.
*.VBE - Encoded VBScript file
*.VBS - VBScript file
*.JSE - Encoded JavaScript file
*.JS - JavaScript file
*.WSC - Windows script component file
*.WSH - Windows script file
*.WSF - Windows script host settings file
*.SHS - Windows "shell scrap" object file
*.SHB - Windows "shell document shortcut" file
*.URL - Windows "internet shortcut" file
*.XLS - Microsoft Excel spreadsheet
*.DOC - Microsoft Word document
*.PPS - Microsoft PowerPoint presentation
*.EML - Windows "E-mail" file
*.PIF - DOS shortcut file
*.COM - DOS executable file
*.EXE - Windows or DOS executable file
*.DLL - Windows dynamic link library
*.BAT - Windows or DOS batch file
*.REG - Windows registry file
*.MRC - mIRC script file
*.PIL - PIRCH PIL script file
*.386 - Windows Virtual Device Driver
*.DRV - Windows Device Driver 



The following masks are included in the DOS Device list: 

File Mask - Description
IDE#* - Integrated Drive Electronics (IDE) device node descriptor
PCI#* - Peripheral Component Interconnect (PCI) device node descriptor 
ACPI#* - Advanced Configuration and Power Interface (ACPI) device node descriptor
HID#* - Human Interface Device (HID) device node descriptor
USB#* - Universal Serial Bus (USB) device note descriptor
PTILINK* - Packet Type Interface (PTI) link descriptor
CLOCK$ - Reserved DOS device name
LPT? - Reserved DOS device name
COM? - Reserved DOS device name file
CON - Reserved DOS device name
AUX - Reserved DOS device name
PRN - Reserved DOS device name
NUL - Reserved DOS device name
MAILSLOT - Reserved DOS device name
GLOBALROOT - Reserved DOS device name
DISPLAY - Reserved DOS device name
DISPLAY$ Reserved DOS device name
PIPE - Reserved DOS device name
UNC - Reserved DOS device name
A: through Z: - DOS/Windows Drive identifiers 



SECURITY DCC LIST

Usage: DCC LIST 

Display the current configuration of the DCC intercept engine. 

Example:
/as security dcc list 




SECURITY KLINE


Usage: SECURITY KLINE [<command>] [<mask>] [<reason>] 
This command set will be one of the most used security settings for your server. It has the same function as AKILL but works in a single server environment. This will prohibity users from gaining access to your server by method of matching the mask of the user trying to connect to the server. If the user matches a mask they will be given a reason why they couldn't connect. 

ADD - Add a permanent kline.
DEL - Delete a permanent kline.
LIST - List your all your klines on your server.

Examples:
/as help security kline <topic>

If you run an open chat network, then you should make sure to go through your klines and remove old ones. Since these klines will never go away on their own, you may end up with people being banned for a very long time. Even if a ban only affects one user, many users will reform and begin behaving eventually and most bans will block chatters who use the same ISP. 



SECURITY KLINE ADD

Usage: SECURITY KLINE ADD [<mask>] [<reason>] 

This will add a permanent kline on your system. A kline will prohibit users from joining the server. The security parameter uses a mask of user@host and a reason. These will stay even if your server is shut down and can only be added through the AdminServ command set. Other klines added with the /kline command are temporary and will not remain after a /rehash or you stop your server. 

Examples:
/as security kline add user@*.test.org Flooding the server 

If you run an open chat server, then you should make sure to go through your klines and remove old ones. Since these klines will never go away on their own, you may end up with people being banned for a very long time. Even if a ban only affects one user, many users will reform and begin behaving eventually and most bans will block chatters who use the same ISP. 



SECURITY KLINE DEL

Usage: SECURITY KLINE DEL [<mask>] 

This command deletes a specified mask form the list of permanent klines. 

Examples:
/as security kline del user@*.test.org 

The mask must match exactly to a mask that was placed using the SECURITY KLINE ADD command. A wider mask will not delete masks that are contained in that mask. 



SECURITY KLINE LIST

Usage: SECURITY KLINE LIST 

Lists all akills on the server. 

Examples:
/as security kline list 



SECURITY LIST

Usage: SECURITY LIST 

This command will give you a list of all of your security settings. 

Example:
/as security list 

It's a good idea to skim over your security settings every so often. The list will probably be somewhat lengthy. 




SECURITY NOCHAN


Usage: SECURITY NOCHAN [<command>] [<room>] 
These commands control the list of rooms that cannot be created. If the room already exists, then people can join it. But if the room empties then nobody can enter it again until it is removed from the nochan list. 

ADD - Add a room to the nochan list.
DEL - Delete a room from the nochan list.
LIST - List all the entries in the nochan list. 

Example:
/as help security nochan <topic> 

This is a good way to permanently ban certain rooms from being created. However, be careful of any attempt to ban obscene names or ban certain subjects of discussion. Specific bans will cause people to use more creative names. Actual human monitoring of what happens on the network is the best way to enforce the rules of the network. 



SECURITY NOCHAN ADD

Usage: SECURITY NOCHAN ADD <room> <reason> 

These commands control the list of rooms that cannot be created. If the room already exists, then people can join it. But if the room empties then nobody can enter it again until it is removed from the nochan list. 

Example:
/as security nochan add #porn 

You can use masks when creating prohibited channel names and all channels that match that mask will then be prohibited. Example: #porn* 



SECURITY NOCHAN DEL

Usage: SECURITY NOCHAN DEL <room> 

This command deletes a specified prohibited channel. 

Example:
/as security nochan del #porn 

The mask must match exactly to a mask that was placed using the SECURITY NOCHAN ADD command. A wider mask will not delete masks that are contained in that mask. 



SECURITY NOCHAN LIST

Usage: SECURITY NOCHAN LIST 

Lists all prohibited channel names. 

Example:
/as security nochan list 




SECURITY NONICK


Usage: SECURITY NONICK [<command>] [<nick>] 
These commands control the list of nicknames that users are prohibited from using. Network operators can still switch to these nicks. These prohibited nicknames stay on your server until deleted. 

ADD - Add a prohibited nickname.
DEL - Delete a prohibited nickname.
LIST - List all prohibited nicknames. 

Example:
/as help security nonick <topic> 

There are some pre-set prohibited nicknames on every ConferenceRoom server. They are there to ban a list of nicknames that are commonly used in various chat places as the nicknames for services or administration. On networks that do not ban them, sometimes users will switch to these nicks and try to harm other users who recognize them as services or official nicknames. 



SECURITY NONICK ADD

Usage: SECURITY NONICK ADD [<nick>] [<reason>] 

This command will allow you to create a list of nicknames that cannot be used by anyone that is not an operator on the server. You must specify a reason when adding the prohibited nickname. 

Example:
/as security nonick add WebBot Services Abuse 

You can use wildcards when creating your nickname mask. If you use Web* then any nickname that starts with web will be prevented from being used. 



SECURITY NONICK DEL

Usage: SECURITY NONICK DEL [<nick>] 

This command deletes a specified mask form the list of prohibited nicknames. 

Example:
/as security nonick del WebBot 

The mask must match exactly to a mask that was placed using the SECURITY NONICK ADD command. A wider mask will not delete masks that are contained in that mask. 



SECURITY NONICK LIST

Usage: SECURITY NONICK LIST 

Lists all prohibited nicknames. 

Example:
/as security nonick list 




SECURITY PROXYCHECK


Usage: SECURITY PROXYCHECK [<option>]
DISABLE - Turn off or disable Proxy checking.
ENABLE - Turn on or enable Proxy checking.
LIST - Turn on or enable Proxy checking.
OFF - Turn off or disable Proxy checking.
ON - Turn on or enable Proxy checking.
PORT - Specify specific ports to be scanned.
SET - Set specific proxychec settings. 

The proxycheck command allows you to control the built-in proxy server scanner to prevent abuse on the server from people using insecure wingates or proxies. When a connection is attempted, the scanner will attempt to establish a connection back to the client, and verify that no insecure proxy server is installed on the system. If a proxy server is detected, options are available to specify what action should be taken. 

Note: this option will require at 1 TCP connection attempt to be made to the user, for each protocol and each port that is scanned for. 

Examples:
/as help security proxycheck <topic> 

Proxy checking is highly recommended. Insecure proxies and wingates allow users to go through other people's connections to cause problems. This gives the actual abuser anonymity. People with unsecured proxies generally are simply uneducated about how to run a secure one. They will usually fix the problem once they understand it and what they need to do. 



SECURITY PROXYCHECK DISABLE

Usage: SECURITY PROXYCHECK DISABLE 

This unloads the proxy scanner engine. Scanning will no longer be performed, until you re-enable the scanner using the "ENABLE" option. 

Example:
/as security proxycheck disable 



SECURITY PROXYCHECK ENABLE

Usage: SECURITY PROXYCHECK ENABLE 

This loads the proxy scanner engine. You will have to configure the ports that you want scanned. 

Example:
/as security proxycheck enable 



SECURITY PROXYCHECK LIST

Usage: SECURITY PROXYCHECK LIST 

This command will allow you to list all of the porxycheck settings. 

Example:
/as security proxycheck list 



SECURITY PROXYCHECK OFF

Usage: SECURITY PROXYCHECK OFF 

This unloads the proxy scanner engine. Scanning will no longer be performed, until you re-enable the scanner using the "ENABLE" option. 

Example:
/as security proxycheck off 



SECURITY PROXYCHECK ON

Usage: SECURITY PROXYCHECK ON 

This loads the proxy scanner engine. You will have to configure the ports that you want scanned. 

Example:
/as security proxycheck on 




SECURITY PROXYCHECK PORT


Usage: SECURITY PROPYCHECK PORT { ADD | DEL | LIST | SCAN } 
The proxy scanner engine can scan multiple ports, and multiple protocols. You can specify ports and protocols using the "PORT" command. 

ADD - Add ports to be scanned with default settings.
DEL - Delete specific ports.
LIST - List all of the ports being scanned.
SCAN - Add ports with specific protocols. 

Example:
/as security proxycheck port <command> <option> 



SECURITY PROPYCHECK PORT ADD

Usage: SECURITY PROPYCHECK PORT ADD [SCAN-ALL] 

You can add a port to be scanned, by using the "ADD" method. 

Normally, when adding a port, no scan protocols are defined, and no scans are performed on that port, pending further configuration. However, if you wish to specify that the proxy scanning engine should scan for all known protocols, without having to issue separate commands, you could use the "scan-all" keyword. 

Example:
/as security proxycheck port 80 add scan-all
/as security proxycheck port 1080 add 



SECURITY PROPYCHECK PORT DEL

Usage: SECURITY PROPYCHECK PORT DEL 

You can remove a port from the list of ports to be scanned, by using the DEL method. 

Example:
/as security proxycheck port 1080 del 



SECURITY PROXYCHECK PORT LIST

Usage: SECURITY PROXYCHECK PORT LIST 

You can use this command to see the configuration for a specific port object. 

Example:
/as security proxycheck port 8080 list 



SECURITY PROXYCHECK PORT SCAN

Usage: SECURITY PROXYCHECK PORT SCAN [protocol] {enable|disable} 

You can select from a wide variety of known proxy server protocols to scan for, and individually select or deselect among them for each port you scan. You can do so, using the "SCAN" options. 

The following protocols are defined: 

SOCKS4: This is the revision 4 of the popular SOCKS protocol. Most proxy servers have support for this protocol. It provided for no built-in authentication, and as such, is very insecure. 

SOCKS5: This is the revision 5 of the popular SOCKS protocol. Most proxy servers have support for this protocol. It provides for built-in authentication, although many server administrators do not enable it, allowing their system to be used as proxy servers. 

HTTP: This category implements scanning for proxy servers using the HTTP protocol used by web servers. It encompasses HTTP-GET, HTTP-POST and HTTP-CONNECT. Many cache servers, used to speed-up content access are not properly secured, and allow connection proxying via HTTP. Note, that this scan mode results in three separate connections, one for each scan mode (GET, POST and CONNECT) as described below: 

HTTP-GET: This scan protocol is actually as subset of the HTTP scan mode. It specifically scans for servers that allow proxying through the use of the HTTP GET command. 

HTTP-POST: This scan protocol is actually as subset of the HTTP scan mode. It specifically scans for servers that allow proxying through the use of the HTTP POST command. 

HTTP-CONNECT: This scan protocol is actually as subset of the HTTP scan mode. It specifically scans for servers that allow proxying through the use of the HTTP CONNECT command. 

ALL: This is not really a protocol at all, but a shortcut, allowing you to enable or disable scanning for all known protocols with a single command. Currently the "ALL" keyword will perform scans for servers which allow for proxying through SOCKS4, SOCKS5, HTTP via GET, HTTP via POST or HTTP via CONNECT. 

Example:
/as security proxycheck port 8080 list 




SECURITY PROXYCHECK SET


Usage: SECURITY PROXYCHECK SET { ALLOW-INSECURE | CACHE-TIMEOUT | CHECK-TIMEOUT | QUERY-FROM } [option] 
Set miscellaneous options related to open-proxy scanning. 

ALLOW-INSECURE - Allow insecure proxies.
CACHE-TIMEOUT - The time an IP will remain in the cache.
CHECK-TIMEOUT - Set a ceiling timeout for the scan to complete.
QUERY-FROM - Sets the oubound connection IP address. 

Example:
/as security proxycheck set <command> <option> 



SECURITY PROXYCHECK SET ALLOW-INSECURE {ENABLE|DISABLE}

Usage: SECURITY PROXYCHECK SET ALLOW-INSECURE ENABLE 

This setting controls whether you want people who connect from open proxy servers to be able to connect and use the server. Note, that most often, open proxy servers are a source of abuse. 

Example:
/as security proxycheck disable
/as security proxycheck enable 



SECURITY PROXYCHECK SET CACHE-TIMEOUT

Usage: SECURITY PROXYCHECK SET CACHE-TIMEOUT 
The proxy scanning engine will maintain a cache, based on the IP, for machines that have recently been scanned, to avoid unnecessary re-scanning. This option limits for how long a previous scan will remain active. 

Example:
/as security proxycheck set cache-timeout 30 



SECURITY PROXYCHECK SET CHECK-TIMEOUT

Usage: SECURITY PROXYCHECK SET CHECK-TIMEOUT 
When the proxy scanner is enabled, the server will not allow connections to the server to complete before the proxy scan completes. This option allows you to set a ceiling on the amount of time the user will wait. If the proxy scan does not complete within the allocated time, the connection is resumed. 

Example:
/as security proxycheck set check-timeout 30 



SECURITY PROXYCHECK SET QUERY-FROM

Usage: SECURITY PROXYCHECK SET QUERY-FROM 
The proxy scanner engine will, by default, allow the operating system to decide from what interface to send a query from. However, it may be desirable, to limit the queries from one specific IP, which may perhaps have a descriptive DNS hostname. (e.g. proxycheck.webmaster.com) When you specify an IP, the scanning engine, will ignore the interface that the user connected from, and force the operating system to send the query from the IP that you specify. 

You may use the keyword "*" to indicate that the system should decide what IP to send the query from. 

Example:
/as security proxycheck set query-from 216.152.64.133
/as security proxycheck set query-from * 




SECURITY SET


Usage: SECURITY SET <command> [values] 
The security set commands are used for configuring specific security settings on your server. 

CHANNELONLY - Disable all private messages.
FLOOD - Manage the flood control settings for users.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/security/set/invite.html" INVITE - Set how often people can send invites.
LOGLEVEL - Server log output.
MAXBANS - Set the maximum ban list size for a room.
MAXCHANS - Set maximum number of rooms a user can join.
MINLIST - Set the minimum number of users a room needs to be included in the room list.
NEWCHAN - Determine who can create rooms on the server.
NOOP - Determine whether people get opped when joining rooms.
NOSPOOF - Turn on spoof protection on your server.
ALLOW-NULL-REALNAME - Doesn't let clients connect with a blank real-name field.
REASONS - Enable or disable quit and part messages from users in rooms.
STATS - Set stats on or off for users to see.
SUPERINVIS - Changes the behaviour of user mode +i (invisible).
USERNAMELENGTH - Set the maximum length a user name can be set to.
WHOCHAN - Create a more restrictive /who output for users. 

Example:
/as help security set <topic> 

These settings should be reviewed before a chat server is opened to the public. While you can change them while your server is in use, several of them will create changes visible to the users. With all such changes, some people will be confused and there will be a period of adjustment. 



SECURITY SET CHANNELONLY

Usage: SECURITY SET CHANNELONLY [on|off] 

Disable all private messages on the server. This means that users will only be able to send channel messages, or system notices (for administrators). 

Examples:
/as security set channelonly on 

There are applications where you do not want users to be able to message each other. This mode is for those applications that require tighter security than a modelock on umode +m 




SECURITY SET FLOOD


Usage: SECURITY SET FLOOD [KILL|SECONDS|PENALTIES|OPER] <values> 
This sets the timing for flood control on the server. Users gain penalties as they send messages to the server. As time passes between messages the penalty count lowers. Each time the user sends more messages per second than allowed, they gain a penalty. When they have more than their allowed penalties they get disconnected if kill is set on. If the user paused, the penalty count would lower. Values are on|off for the kill option. All other values are in seconds. 

KILL - Disconnect users when users hit the flood limits.
OPER - Adjust Server Operator flood limits.
PENALTIES - Number of penalties allowed within the set time period.
SECONDS - The window of time that penalties will be accumulated. 

Examples:
/as security set flood kill off
/as security set flood kill on
/as security set flood seconds 2
/as security set flood penalties 12
/as security set flood oper 3 

The lower the seconds and penalties are set, the more flooding will be discouraged. But some bots or scripts may send commands faster but have legitimate purposes. Try to experiment to find the right balance for your network. 



SECURITY SET FLOOD SECONDS

Usage: SECURITY SET FLOOD KILL <on|off> 

When turned on if a user accrues to many penalties this will disconnect them from the server. 

Examples:
/as security set flood kill off
/as security set flood kill ofn 

Flooding can hurt a busy server and disrupt conversation that is happening inside a channel. This will not prevent a user from reconnecting from the server. 



SECURITY SET FLOOD OPER

Usage: SECURITY SET FLOOD OPER <multi> 

This is a multiplier that allows server operators to have a higher flood ration than that of users on the server. 

Examples:
/as security set flood oper 2 

Operators of a server may have to issue specific expensive commands while doing their duties on the server itself. This setting will relax the flood limits imposed by a multiplier that is set. 



SECURITY SET FLOOD PENALTIES

Usage: SECURITY SET FLOOD PENALTIES <values> 

Sets the number of penalties that may be accumulated before violating the flood limit policy of the server. 

Examples:
/as security set flood penalties 12 

A user cannot exceed the set number of penalty points within the specified time period. If they do they will either send a notice to those operators online, or if the server is configured to do so disconnect the user. 



SECURITY SET FLOOD SECONDS

Usage: SECURITY SET FLOOD SECONDS <values> 

Set the time framing window (in seconds) for penalty accumulation. 

Examples:
/as security set flood seconds 2 

A user cannot exceed a specific number of penalty points within this time period. If they do they will either send a notice to those operators online, or if the server is configured to do so disconnect the user. 



SECURITY SET INVITE

Usage: SECURITY SET INVITE [COUNT|SECONDS] <value> 

This controls how many /invite commands can be sent for each room. Each room can send as many as the count as often as the seconds. 

Examples:
/as security set invite count 5
/as security set invite seconds 2 

There are valid reasons for invites, but some people use them as a way to advertise their rooms. When the invite limit is exceeded, the invites will simply not be sent and the user will get an error message warning them not to mass advertise. If they try again a little later, the invite will go through. 



SECURITY SET LOGLEVEL

Usage: SECURITY SET LOGLEVEL <value> 

This is a command that will create log files for different events occurring on your server. The logs are stored to WEBMASTER/DB/CRACCESS.LOG and you will need to shut down the server to open the logs. 

0 = Log nothing
1 = Log local clients
2 = Log local errors
3 = Log local clients and local errors 

Example:
/as security set loglevel 2 

Logs can be useful if your server goes down, to see what was happening just before it stopped running. 



SECURITY SET MAXBANS

Usage: SECURITY SET MAXBANS <number> 

This command sets the number of bans allowed in each room's ban list. The default is fifty. A network operator can add bans even if the ban list is full. 

Example:
/as security set maxbans 30 

Bans are an important part of room maintenance; they allow the room operators to keep out users who cause problems. Larger ban limits give room operators more space to deal with problems, but use up more database space. Smaller ban limits use up less space and encourage room operators to be more efficient with their bans, but may be too restrictive. If your network has services then a small ban limit may encourage more akicks to be set. 



SECURITY SET MAXCHANS

Usage: SECURITY SET MAXCHANS <value> 

This command will set a maximum number of rooms a user can join at one time. The default is 12 rooms. You can increase or decrease the number as you see fit. 

Example:
/as security set maxchans 12 

Some networks want to limit their users to only a single room. Others want to allow a large number. This setting is just a matter of how the administration wants their network used. 



SECURITY SET MINLIST

Usage: SECURITY SET MINLIST <number> 

This command sets the minimum number of users that must be in a room for the room to be included in the /list command. The default setting is two. 

Example:
/as security set minlist 3 

Generally you will want the minlist to be either 1,2, or 3. If it is set to 1 then all rooms in use will be shown in the list, which is intuitive for users. But many of the rooms will not actually be interesting, and if the list is long, the users will have to weed through it to find useful information. Most users won't want rooms with only one other user. Rooms with two users may have actual chat, but they are also more likely to be personal or dull. Rooms with three or more users tend to be good rooms for chat. But having rooms in the list that are not particularly friendly does not cause many problems, while rooms that are not shown are not going to have more users joining them very often. So setting the minlist too high will make it difficult for new rooms, even good ones, to become popular. As with everything else, it is a trade-off and depends on your priorities. 



SECURITY SET NEWCHAN

Usage: SECURITY SET NEWCHAN [ALL|OPER|SA|ADMIN] 

This command sets the access level required to create new rooms. 

All - All may create rooms.
Oper - Must be +o to create rooms.
SA - Must be +a to create rooms.
Admin - Must be +s to create rooms. 

Example:
/as security set newchan all 

If you allow everyone to create new rooms then you will have a network with a large number of rooms on various topics. The advantage of this is that the users will normally enjoy it more and you do not need to think up every room they might want nor run each one yourself. The disadvantage is that they may create some rooms that you do not approve of without you noticing. All of the other levels allow you to choose who is responsible enough to create new rooms if you have decided to have a more restrictive network. 



SECURITY SET NOOP

Usage: SECURITY SET NOOP [on|off] 

When noop is set on, someone who joins an unregistered room will not get opped even if they are the first person to join. The effect of this is that they cannot register nor control the room. The default is off. 

Example:
/as security set noop on 

If newchan is set to all and noop is set to on, then people can join dynamic rooms, but they cannot control them. This may be the effect you want if you want all users to have equal power in new rooms. Although then you still need to have network operators running new rooms or let them remain unsupervised. 



SECURITY SET NOSPOOF

Usage: SECURITY SET NOSPOOF [on|off] 

This turns on or off IP address spoof protection. This will prevent spoofed IP addresses from getting on the server. Most current operating systems like Windows2000, FreeBSD, Solaris7+ and Linux do not need this feature enabled. 

Example:
/as security set nospoof on
/as security set nospoof off 

If you do not have a reason to turn this off, leave it on. Nospoof protection is important to make bans work and to identify users. 



SECURITY SET ALLOW-NULL-REALNAME

Usage: SECURITY SET ALLOW-NULL-REALNAME <false|true> 

When true all users must have a real-name set or will not allow them on the server. 

Example:
/as security set allow-null-realname false
/as security set allow-null-realname true 

Many clone scripts do not use the real-name field and this is just one more way to lock down your server. 



SECURITY SET REASONS

Usage: SECURITY SET REASONS [on|off] 

This command will enable or disable part and quit messages from being viewed in rooms by local users. 

Example:
/as security set reasons off 

Part and quit messages add flavor to chat. But on the downside, they are very difficult to control. You can't effectively ban a user for an offensive quit message when they may not try to login again until the ban is gone. Most users will either use the default part/quit messages or use their parts and quits to put in a personal message that, much like an email .sig, says something about them. But a small number may use these messages in annoying ways. You can choose to allow the messages for the majority of legitimate users or remove them to prevent the abuse. They also can be annoying just for their length, even if they are interesting. If most of your rooms have a very large number of users, then the part/quit messages add to the scroll while not contributing to the chat, and thus may be a detriment to the network. 



SECURITY SET STATS

Usage: SECURITY SET STATS [on|off] 

This command will enable or disable STATS requests by users. Network operators can still see stats. 

Example:
/as security set stats on 

For the most part non-operators do not need to see stats. They may find some of them useful or interesting, but they should be able to get by without them. Disabling them can be useful since they provide information, and some users may try to use that in ways you dislike. Particularly by listing bans they can try to find ways to evade them. Restricting stats to network operators only may make your server somewhat more secure. 



SECURITY SET USERNAMELENGTH

Usage: SECURITY SET USERNAMELENGTH <value> 

Sets the maximum number of characters in a user name. The default is 10. 

Example:
/as security set usernamelength 10 

Raising this value above the default may cause problems with some chat clients and is not recommended. 




SECURITY THROTTLE


Usage: SECURITY THROTTLE on|off 
THRESHOLD - Set connection level
TIMEOUT - Set the time until reset 

Throttle sets limits on the rate for connections allowed from the same place. When enabled it will throttle when a user exceeds THRESHOLD connections in TIMEOUT seconds Examples:
/as help security throttle <topic> 



SECURITY THROTTLE THRESHOLD

Usage: SECURITY THROTTLE THRESHOLD <connections> 

Sets the number of connections necessary from the same address to trigger throttling. It works with the SECURITY THROTTLE TIMEOUT command to throttle at THRESHOLD connections within TIMEOUT seconds. 

Example:
/as security throttle threshold 4 



SECURITY THROTTLE TIMEOUT

Usage: SECURITY THROTTLE TIMEOUT <seconds> 

Sets how rapidly multiple users from the same address have to connect to trigger throttling. It works with the SECURITY THROTTLE TIMEOUT command to throttle at THRESHOLD connections within TIMEOUT seconds. 

Example:
/as security throttle timeout 5 




SECURITY TRIGGER


Usage: SECURITY TRIGGER [<command>] [<mask>] [<number>] 
Sets a threshold for the server clone detection on a per host/hostmask basis. 

ADD - Add a permanent trigger mask.
DEL - Delete a permanent trigger mask.
LIST - List all current triggers 

Examples:
/as help security trigger <topic> 

These are permanent triggers for clone detection. Triggers allow you to make an exception to the normal trigger level for specific masks. This allows you to add cybercafes or similar at higher trigger levels or problem hosts at lower trigger levels. Over time, your clone alerts will become more efficient. 



SECURITY TRIGGER ADD

Usage: SECURITY TRIGGER ADD [<mask>] [<number>] 

Sets a threshold for the server clone detection on a per host/hostmask basis. 

Examples:
/as security trigger add *.webmaster 50 

This setting should be applied as conservatively as possible to avoid letting large quantities of clones onto the server. 



SECURITY TRIGGER DEL

Usage: SECURITY TRIGGER DEL [<mask>] 

This command sets the specified mask back to the default trigger level. 

Examples:
/as security trigger del *.webmaster.com 

The mask must match exactly to a mask that was placed using the SECURITY TRIGGER ADD command. A wider mask will not delete masks that are contained in that mask. 



SECURITY TRIGGER LIST

Usage: SECURITY TRIGGER LIST 

Lists all triggerss 

Examples:
/as security trigger list 




SECURITY ZLINE


Usage: SECURITY ZLINE [<command>] [<IP address>] 
A zline will reject any attempt from a specific or masked IP to contact the server. The zline acts as a sort of firewall. 

ADD - Add a permanent zline mask.
AUTO - Set automated zline options.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/security/zline/del.html" DEL - Delete a permanent zline mask.
LIST - List all the permanent Zlines on your server.

Examples:
/as help security zline <command> 

Zlines are the strongest form of server ban. As with any ban, make sure to set them no broader than necessary and to periodically review the list and clean out old entries. 



SECURITY ZLINE ADD

Usage: SECURITY ZLINE <command> <IP address>-<IP address> 

Zlines are added in either a single IP, or as a range of IPs. You can zline as few or as many addresses as you want. If you do not have a good understanding of the Internet, or Zlines it would be a good idea to use an AKILL or a KLINE rather than a Zline. 

Examples:
/as security zline add 10.132.51.0-10.132.52.255 

Be VERY carefull. zlines work across both the web server and the chat server and if you set a zline on the masks that your administrative lines are tied to you will have to shut down the server and manually edit the configuration to let you get back on the server. For those with console or control panel access the changes can be made from there. 




SECURITY ZLINE AUTO


Usage: SECURITY ZLINE AUTO [on|off|<number>] 
This configures the zline automated code. When this is enabled an automatic zline is placed for the specified time each time an akill is added to the server. This can protect the server from processing sign on information which can cause additional CPU usage during heavy clone attacks. 

OFF - Turn off auto zline code.
ON - Turn on auto zline code.
NUMBER - Set the number of seconds that the zlines are active. 

Examples:
/as security zline auto on
/as security zline auto off
/as security zline auto 10 



SECURITY ZLINE AUTO OFF

Usage: SECURITY ZLINE AUTO off 

Turns off automated zlines. 

Examples:
/as security zline auto off 



SECURITY ZLINE AUTO ON

Usage: SECURITY ZLINE AUTO on 

Turns on automated zlines. 

Examples:
/as security zline auto on 



SECURITY ZLINE AUTO

Usage: SECURITY ZLINE AUTO <number> 

Configures the number of seconds that zlines will remain active on the server. After the set number of seconds the zline will automatically remove itself. 

Examples:
/as security zline auto 10 



SECURITY ZLINE DEL

Usage: SECURITY ZLINE <command> <IP address> 

This command deletes a specified IP or IP range form the list of permanent zlines. 

Examples:
/as security zline del 10.132.51.* 

The IP or IP range must match exactly the IP that was placed using the SECURITY ZLINE ADD command. A wider range will not delete IPs that are contained in that range. 



SECURITY ZLINE LIST

Usage: SECURITY ZLINE LIST 

Lists all akills on the server. 

Examples:
/as security zline list 




SERVER


Usage: SERVER [<command>] [<parameters>] 
When you use ConferenceRoom you have to add some specific information about your server and the server(s) you may be connecting to. This is done with the /as server command set. 

ADD - Add a server profile.
DEL - Delete a server profile.
DISABLE - Disable the server so it can not connect to a specified server.
ENABLE - Enable the server to be configured and ready for connection.
LIST - List the target servers settings.
SET - Specific profile settings. 

When used with just the SERVER it will give you a list of the currently defined servers. 

Example:
/as help server <command> 



SERVER ADD

Usage: SERVER <name> ADD 

This adds a server profile to your server list. This is not the server's name but a method of identifying a specific profile for your server. Use the set command to configure the rest of the server. 

Example:
/as server ChatNow add 

This is the first step to configuring a server profile. The name for the file can be anything, it is merely how you refer to the profile, but it is easiest if you user the server name the profile is for or something similar. 



SERVER DEL

Usage: SERVER <name> DEL 

Deletes the entire server profile specified. 

Example:
/as server ChatNow del 

If a server has permanently left your network or you no longer wish to allow that server to connect to yours, then you should delete the profile. This is different from disable in that disable leaves the profile so it can be re-enabled, while delete would require you to recreate the entire profile to again link with that server. 



SERVER DISABLE

Usage: SERVER <name> DISABLE 

The disable command disables a server profile without deleting the information. 

Example:
/as server ChatNow DISABLE 

This allows for temporarily disallowing a connection to a server without forcing you to recreate the entire profile when you once again want to allow the servers to link. 



SERVER ENABLE

Usage: SERVER <name> ENABLE 

When a profile is added it will not become active until it is enabled. If it has become temporarily disabled, this command will reverse that. 

Example:
/as server ChatNow enable 

This is how you enable a profile that is ready to be used or ready to been previously disabled. 



SERVER LIST

Usage: SERVER <name> LIST 

Lists all the current settings of the specified server profile. 

Example:
/as server ChatNow list 

This allows you to see all of the settings in the server profile. 




SERVER SET


Usage: SERVER <name> SET <command> [value] 
This command set allows you to configure the different aspects of the server. 

AUTO - Auto Connect value.
BINDIP - Bind your outbound connectioin to a specific IP address.
DISABLE - Disable the profile while saving the information.
ENABLE - Turn on the profile.
HOST - The IP address or hostname.
HUB - Define the server as a hub.
INPASS - Password the defined server sends to you.
LEAF - Define the server as a leaf (default setting).
NAME - Set the actual server name.
OUTPASS - Password you send to a defined server.
PING - Ping frequency.
PORT - Port to connect to.
SECURE - Connect via SSL.
SECUREONLY - Only allow SSL connection.
STRICT - Checks incoming IP address to match your configuration. 

Example:
/as help server <topic> 



SERVER SET AUTO

Usage: SERVER <name> SET AUTO [on|off] 

This command sets whether your server should automatically try to connect to the other server if they get split. When set on, if your server "splits" or disconnects from another server then a timer goes into effect and after a certain number of seconds, the server will make a connection attempt. 

Example:
/as server ChatNow set auto on 

Autoconnects encourage the network to fix itself even if network operators do nothing. The delay is there so that if human judgement decides the autoconnect is a bad idea, then an operator can attempt a different connection before the autoconnect kicks in. You will probably want to set autoconnects on for the best links to your server and set it off for servers it does not normally connect to. Configuring a profile for a server that does not connect well can still be useful as a backup in case the normal connections have problems at some time. While the network is split apart is not the ideal time to start adding server profiles. 



SERVER SET BINDIP

Usage: SERVER <name> SET BINDIP <ip> 

Binds the outbound connection to the specified IP address. 

Example:
/as server ChatNow set bindip 127.0.0.1 

When you're running on a multihomed machine this will set which IP address is used to make an outbound connection. When connecting to another server that has STRICT host checking enabled you must specificy the outbound IP or risk not being able to connect. 



SERVER SET DISABLE

Usage: SERVER <name> SET DISABLE 

Makes the server profile inactive while saving the information. 

Example:
/as server ChatNow set disable 

If the profile is disabled then the two servers cannot connect. But you can hold that profile until such a time as you want to enable it. 



SERVER SET ENABLE

Usage: SERVER <name> SET ENABLE 

When you first configure your server it is disabled -- it is not active. This way you can fully set up the profile before you allow it to connect. 

Example:
/as server ChatNow set enable 

It is important to enable every profile that you might want your operators to use. Check over all of your server profiles to make sure they are enabled, unless you specifically want them disabled. 



SERVER SET HOST

Usage: SERVER <name> SET HOST [value] 

This will set the actual address of the server you want to connect to. You do not need to set this if the server is going to be connecting to you. 

Example:
/as server ChatNow set 127.0.0.1 

It is usually easiest to make all server profiles reciprocal, so that you can connect from either side. However, if one server has a static address and the other has a dynamic address then you can always connect from the one with the dynamic address and still have the profiles work. 



SERVER SET HUB

Usage: SERVER <name> SET HUB 

You must set a server as a hub if that server is going to connect to multiple servers at the same time. Hubs will allow connections from all servers defined whereas leafs will not allow more than one server connection at a time. 

Example:
/as server ChatNow set hub 

Hubs require more bandwidth than leafs, and losing a hub causes more problems than losing a leaf, so the hubs should be the stablest servers on the network. Often hubs allow fewer clients on, to allow them to focus their resources on holding the network together. 



SERVER SET INPASS

Usage: SERVER <name> SET INPASS <password> 

Your server requires a password sent to it by another server attempting to connect. The server names of a server must match and then it must supply a password that is defined by using this command. This field must match the value of the other server's SERVER SET OUTPASS. 

Example:
/as server ChatNow inpass bevery 

The password protection helps to make sure that only the authorized server uses the server profile. 



SERVER SET LEAF

Usage: SERVER <name> SET LEAF 

This is set by default and will only allow the server to be connected to one other server at a time. If you want your server to connect to multiple other servers, you must set it as a hub, see SERVER SET HUB. 

Example:
/as server ChatNow set leaf 

Leafs are usually the primary client servers for the network. Several leafs can hold the users, while a few hubs primarily hold the servers together. 



SERVER SET NAME

Usage: SERVER <name> SET NAME <name> 

This sets the name of the server that you are connecting to and must match the GENERAL SET NAME <name> of the other server you wish to connect to. 

Example:
/as server ChatNow set name irc.webchat.org 

This tells the server who it is connecting to and the other server confirms it by having the correct name. 



SERVER SET OPERHOST

Usage: SERVER <name> SET OPERHOST <password> 

This will set the hostmask that operators on remote servers will have. 

Example:
/as server ChatNow set operhost conferenceroom.com 



SERVER SET OUTPASS

Usage: SERVER <name> SET OUTPASS <password> 

This value will be sent to another server when you make a connection attempt. It must match the value placed in the other servers SERVER SET INPASS. 

Example:
/as server ChatNow set outpass creative 

See SERVER SET INPASS. 



SERVER SET PING

Usage: SERVER <name> SET PING <number> 

This sets the ping time from your server to the server you are configuring. If the server doesn't respond to a ping, it will be disconnected. Values of 90 (default) to 300 are recommended. 

Example:
/as server ChatNow set ping 300 

As with client pings, the more frequent the pings, the more likely a server will be incorrectly disconnected when it is merely lagged. The less frequent the pings the more likely a server will stay connected as a "ghost" server. A medium ping frequency is designed to tell as accurately as possible when the connection still exists without overwhelming the servers with pings. 



SERVER SET PORT

Usage: SERVER <name> SET PORT <number> 

This is the default port your server will use when it tries to connect to another server. The port you choose must be one that is defined on the other server. 

Example:
/as server ChatNow set port 7300 

You will usually want to use a port that you are not using for anything else. But so long as the two servers are configured to connect using the same port, it should work. 



SERVER SET STRICT

Usage: SERVER <name> SET STRICT [on|off] 

This setting allows ConferenceRoom to verify that the incoming IP address from a connecting server matches the host IP's address as the same settings you have set in the configuration on your server. 

Example:
/as server ChatNow set strict on 

This is useful for servers that have static IP addresses. If strict is off then it will not check to see if the IP address matches what it expects. 




SERVICES


Usage: SERVICES <command> <values> 
There are some aspects of ConferenceRoom services that you can customize to your needs. Some examples are that nickname and room registration can be individually enabled and disabled. When you use ConferenceRoom Services you will see some specific information about your server's services. You may want to change this information, such as the name of the services, the host, ident, or even the network. When a user does a /whois on services all the settings you choose here will be displayed. The information will appear as well in a /link request. Note: You may need to restart services for your changes to take effect. These commands do not apply to the ConferenceRoom Personal Edition. 

CLONESCAN - Enable or disable scanning for clones.
DISABLE - Disable the profile.
ENABLE - Enable the profile.
FIELD - Configure nickserv information fields.
LIST - List the services settings.
MEMOSERV - Enable or disable MemoServ.
OPREG - Only allow network operators to register.
SET - Set additional options. 

Example:
/as help services <command> 

The defaults should be fine for most networks, but customizing your settings allows your setup to better suit your network. 



SERVICES CLONESCAN

Usage: SERVICES CLONESCAN [<enable|disable>] 

This command enables or disables scanning for clones. Clones are multiple users from the same host. Not all clones are harmful, some are legitimate users from the same connection. 

Example:
/as services clonescan enable 

Clone scanning is generally recommended. You can customize the scanning with triggers and with the AdminServ SECURITY options. 



SERVICES DISABLE

Usage: SERVICES DISABLE 

This disables services on the server. Your settings all remain intact for when you want to enable them. 

Example:
/as services disable 

If you are part of a network where another server is providing services, then you should disable services for your server. 



SERVICES ENABLE

Usage: SERVICES ENABLE 

This will enable services on your server. 

Example:
/as services enable 

Services must be enabled before they can be started. 




SERVICES FIELD


Usage: SERVICES FIELD [LIST|SET] [1-12] [<name>] [<description>] 
LIST - List all services fields.
SET - Set the properties on a specific field. 

This command will allow you to set extended information fields in NickServ. For example, you can add fields for age, location, business or fax number. For any changes made to the services field settings, Services must be restarted before the changes are enabled. 

Example:
/as help services field <topic> 

NickServ fields show up when people do a /nickserv info <nick>. 



SERVICES FIELD

Usage: SERVICES FIELD LIST 

This command will allow you to list all services fields and their settings. 

Example:
/as services field list 



SERVICES FIELD SET

Usage: SERVICES FIELD SET [1-12] [<name>] [<description>] 

Fields are numbered from 1-12. If you do not specify a description, it will use the name. The name cannot contain any spaces. 

Example:
/as services field set 1 Age 

By adding additional fields people can make information available to those who want to look at their profile. Additional fields let people customize how they appear on the chat network. 



SERVICES LIST

Usage: SERVICES LIST 

This command will list your current settings for services. 

Example:
/as services list 

This will show you all of your settings and help you check for which options may be missed or not yet set. 



SERVICES MEMOSERV

Usage: SERVICES MEMOSERV [<enable|disable>] 

This command enables or disables MemoServ for the server. MemoServ is an Enterprise-Only feature. 

Example:
/as services memoserv enable 

You may wish to only offer certain services to your users. Several services can be separately enabled and disabled. 



SERVICES OPREG

Usage: SERVICES OPREG [<on|off>] 

This command restricts nick and room registration to network operators. 

Example:
/as services opreg on 

Limiting registration to only network operators keeps tighter control over the use of services, but makes finding a nick more chaotic. Allowing all users to register nicks makes it easier to be recognized by others when online. 




SERVICES SET


Usage: SERVICES SET <command> [<parameter>] 
These commands allow you to customize several aspects of services. 

ACCLIST-DEFAULT - Sets the default behaviour of access lists.
ACCLISTS - Enables or Disables the ability for services to use access lists.
AUTOPROTECT - Forces your users to identify to their nicknames.
AUTOSECURE - Enhanced security modes for your users nicknames.
BUDDYLISTS - Enables or Disables the buddy list feature set.
CHANEXPIRE - Set the expiry time for rooms.
DEFTRIGGER - Set the default clone trigger.
FOLDER - Set MemoServ features.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/services/set/granularity.html" GRANULARITY - Set how often clone warnings re-trigger.
HOST - Specify the IP for services' server.
LOGEMAIL - Logs all email addresses.
NETWORK - Set the type of network.
NICKEXPIRE - Set the expiry time for nicknames.
PASSIVE - Makes services act in passive mode.
REGISTER - Enable or disable registration for nicks and rooms.
SERVERNAME - Specify the server name for services.
THROTTLE - Set the interval for clone warnings.
USER - Specify the user value for services' server.

Example:
/as help services set <topic> 

It is useful to go over these commands so that you will understand what options are available. In most cases the default settings are sufficient, but changing them may make things work better for your particular network. 



SERVICES SET ACCLIST-DEFAULT

Usage: SERVICES SET ACCLIST-DEFAULT <on|off> 

Controls whether services will add the default access mask when you register a nickname. "OFF" means no access list is added. "ON" means that the default access list will be added. 

Example:
/as services set acclists on

This will still give users the control of being able to add access masks but does not do it for them. 



SERVICES SET ACCLISTS

Usage: SERVICES SET ACCLISTS <on|off> 

Controls whether services will add the default access mask when you register a nickname. "OFF" means no access list can be added. "ON" means that the default access list will be added. 

Example:
/as services set acclists on

This will disable the ability for services to add access lists to nicknames. 



SERVICES SET AUTOPROTECT

Usage: SERVICES SET AUTOPROTECT <nomral|high|off> 

Normal: Newly registered nicknames will require positive identification before access to the nickname is granted. 

High: Enables the 'aggressive protection' mode for nicknames. When enabled, if you attempt to use a nickname that you do not have access to, services with immediately change your nickname to Guest. 

Example:
/as services set autoprotect high
/as services set autoprotect off 

The reason that we don't enable this by default is that new users that are not familiar with chat will register a nickname, disconnect and then when they reconnect they don't know the NICKSERV IDENTIFY command. So you might want to give some thought to how your user base will deal with this being enabled. An Enterprise Edition only feature. 



SERVICES SET AUTOSECURE

Usage: SERVICES SET AUTOSECURE <normal|high|off> 

Enables the 'enhanced security' mode for nicknames. When enabled, NickServ does not check access lists at all, and positive authentication via password is required before you can use your nickname. 

When this is set to high services will aggressively protect a nickname and when it detects that a nickname is being used the user will be switched to guest nickname. 

Example:
/as services set autosecure high
/as services set autosecure on 

When high mode is used users must identify to their nicknames prior to using them. 



SERVICES SET BUDDYLISTS

Usage: SERVICES SET BUDDYLISTS <on|off> 

Enables or Disables the buddy list feature set. 

Example:
/as services set buddylists on 

An Enterprise Edition only feature. 



SERVICES SET CHANEXPIRE

Usage: SERVICES SET CHANEXPIRE <days> 

This command sets how many days a room must go without services opping anyone before it expires. 

Example:
/as services set chanexpire 30 

Expiration is important because it frees up rooms that are no longer being used or properly managed for others to take over and run. This is especially important if room registration is open to all users. Many users will register rooms and then forget about or abandon them. Short expiry times make it easier for new users to find good room names. However, too low an expiry time will cause people's rooms to expire too easily. Even well managed rooms may have quiet times, especially if most of the users are students and have vacations at the same time. 



SERVICES SET DEFTRIGGER

Usage: SERVICES SET DEFTRIGGER <number> 

This command sets the default trigger level for clone warnings. Clone warnings go off when there are multiple users from the same address. 

Example:
/as services set deftrigger 7 

Low trigger values will pick up several legitimate sources for multiple users from the same address, primarily cybercafes. Although you can set custom triggers for specific addresses, see SECURITY TRIGGER. A large default trigger will fail to pick up many examples of harmful clones. A setting between 5 to 12 is probably best and then each warning can be investigated and dealt with appropriately. 




SERVICES SET FOLDER


Usage: SERVICES SET FOLDER <command> <number> 
The folder commands set the limits for how many folders each user can have, how many memos each folder can hold, and how many memos from the same nick each folder can hold. The FOLDER commands work with MemoServ, which is an Enterprise-only feature. 

CAPACITY - Set how many memos each folder can hold or how many memos from the same nick each folder can hold.
LIMIT - Sets how many folders each user may have. 

Examples: /as help services set folder <topic> 

When setting your folder limits, decide how you want to your users to use MemoServ and set limits that encourage that use. Larger limits will make memos more useful and encourage their use. Smaller limits may encourage users to only send memos for quick notes and to use other options, such as email, for more important messages. 




SERVICES SET FOLDER CAPACITY


Usage: SERVICES SET FOLDER CAPACITY <command> <number> 
SOURCE - Limit memos per folder from a single source.
TOTAL - Limit the total number of memos in each folder. 

This command set limits the number of memos from a single source and folders that can be created inside the memo system. 

Example:
/as help services set folder capacity <topic> 

Larger memo capacities are easier on the user, while smaller values conserve space and encourage people to clean out their memo boxes. Large source values are convenient, but make it easier for users to flood each other with memos. Memo flooding is not common, since it is easy to trace and deal with users who do so, but it does happen on occasion. If users are allowed to create their own memo folders, then you can have a smaller source capacity, since they can move memos from users who frequently memo out of their inbox. If they cannot create new folders, you might want to allow a larger source capacity. In general a source capacity between 5 to 10 is good. 



SERVICES SET FOLDER CAPACITY SOURCE

Usage: SERVICES SET FOLDER CAPACITY SOURCE <number> 

Specify how many memos should each folder hold from a specific user. 

Example:
/as services set folder capacity source 10 

This is a security setting that can be used to prevent memo floods from one user to another. 



SERVICES SET FOLDER CAPACITY

Usage: SERVICES SET FOLDER CAPACITY TOTAL <number> 

Specify how many memos should each folder hold. 

Example:
/as services set folder capacity total 50 

This can prevent Denial of Service attacks against the server itself by sending memos to users online and filling up the database with 'junk'. 



SERVICES SET FOLDER LIMIT

Usage: SERVICES SET FOLDER LIMIT <number> 

This command sets how many folders each user may have. The value must be at least three, to accommodate the three default folders. If it is three, then users cannot make their own folders. 

Example:
/as services set folder limit 5 

How many folders users should be allowed would depend on how you want your users to use MemoServ. If you intend them to just use memos for temporary communications, you probably want a low memo folder limit. If you want users to use memos for communications they will store and reference later, then you probably want a larger memo folder limit. 



SERVICES SET GRANULARITY

Usage: SERVICES SET GRANULARITY <number> 

Granularity works with clone alerts. After the first clone alert is triggered, the granularity determines when a second clone alert is sent if the user keeps adding more clones. If the trigger is at 10 and the granularity is at 5 then the next warning comes at 15, another at 20, and so forth. 

Example:
/as services set granularity 6 

Larger granularities decrease the number of clone warnings, which can be useful on larger networks. Smaller granularities make it more obvious which clone alerts need to be dealt with more urgently. Hosts that increase rapidly are almost always harmful clones, since valid hosts such as cybercafes will rarely have users all deciding to log in to your server within seconds of each other. 



SERVICES SET HOST

Usage: SERVICES SET HOST <value> 

This command sets the host name for your services. It will show up when people /whois the nicks for any of the services and also in the messages sent with kills. 

Example:
/as services set host webmaster.com 

Your host should probably be set to something related to your network. This is merely an aesthetic detail, it doesn't affect the actual operation of the chat server, but allows for a more professional or personalized appearance for your network. For other commands that customize the appearance of services see SET USER and SET HOST. 



SERVICES SET LOGEMAIL

Usage: SERVICES SET LOGEMAIL <enable|disable> 

Have NickServ log all e-mail addresses used to register nicknames. 

Example:
/as services set logemail enable 

An Enterprise only feature. 



SERVICES SET NETWORK

Usage: SERVICES SET NETWORK <text> 

This command sets the type of network that you are running. The default is CRnet, which stands for ConferenceRoom network. 

Example:
/as services set network CRnet 

This information will show up at times when a response includes the network type. It is an aesthetic detail rather than a functional one. 



SERVICES SET NICKEXPIRE

Usage: SERVICES SET NICKEXPIRE <days> 

This command lets you set how many days without use it takes before a registered nickname will be dropped. 

Example:
/as services set nickexpire 25 

As with CHANEXPIRE, the larger the expiry time the harder it will be for new users to find available nicks. But the lower the expiry time the more difficult it is to keep them. The nickexpire should probably allow for moderate vacations or temporary loss of internet access without causing the user to lose a nick, but still be small enough to clean out unused nicks. Especially since some people will register nicks and either forget they had them or become bored with chat and stop altogether. A limit between 20 and 35 is probably good. 



SERVICES SET PASSIVE

Usage: SERVICES SET PASSIVE <enable|disable> 

Makes services act in PASSIVE mode -- nobody will get opped/voiced by ChanServ unless they explicitly ask services to do so using the OP command. 

Example:
/as services set passive enable 

An Enterprise only feature. 




SERVICES SET REGISTER


Usage: SERVICES SET REGISTER <command> <enable|disable> 
CHANS - Allows you to disable channel registration.
NICKS - Allows you to disable nickname registration. 

These commands allow you to allow or disallow registration of nicknames and rooms. You can allow registration of just nicknames while not allowing people to register rooms. 

Example:
/as help services set register <topic> 

You could, in theory, only allow the registration of rooms. But since having a registered room requires a registered nickname, this is not a generally useful configuration. You can disallow both, allow both, or allow only registration of nicknames. The advantage of only allowing nick registration is that you can set up all the rooms you want in advance and then close registration. But nickname registration is much more important for an enjoyable chat experience. Nicknames give users a persistent identity on the chat network. 



SERVICES SET REGISTER CHANS

Usage: SERVICES SET REGISTER CHANS <enable|disable> 

Enable or disable room registration. 

Example:
/as services set register chans disable 

When set off no one can register rooms. 



SERVICES SET REGISTER NICKS

Usage: SERVICES SET REGISTER NICKS <enable|disable> 

Enable or disable nickname registration. 

Examples:
/as services set register nicks enable 

When set off no one can register nicknames. Most of the services command set will not be useful to users without a nickname. 



SERVICE SET SERVERNAME

Usage: SERVICES SET SERVERNAME <name> 

This command sets the name of the server that the services' clients run on. This will show up when people /whois any of the nicks services use or in a /link command. The default setting is services.net. 

Example:
/as services set servername services.net 

The server name is another aesthetic detail that allows you to customize your network. You can make it look more professional or more personal as you see fit. For other commands that customize the appearance of services see SET USER and SET HOST. 



SERVICES SET THROTTLE

Usage: SERVICES SET THROTTLE <seconds> 

If the same host keeps setting off clone alerts, then services will send a message saying it is stopping alerts concerning that address. It will then stop sending alerts for a number of seconds equal to the throttle setting. This is designed to prevent network operators from being flooded with redundant information. 

Example:
/as services set throttle 30 

A good throttle should probable be between 15 and 45. That gives the network operators a chance to deal with the clones, but allows for new warnings if necessary. 



SERVICES SET USER

Usage: SERVICES SET USER <ident> 

This command sets the ident for services. It will show up whenever a user does a /whois on one of the services' nicknames or when services sends a kill. 

Example:
/as services set user chatservices 

This ident is another aesthetic detail that you can customize. This command along with SET HOST and SET SERVERNAME allow you to control exactly what your services look like. 




UTIL


Usage: UTIL <command> [<parameters>] 
The UTIL commands allow you to send commands through scripts. You can create scripts and set them to be run by users at various access levels. The scripts then can be run as if they were server commands and are available to whomever you set them to even if they execute commands that would normally be allowable only to server admins. The UTIL commands duplicate the functionality of various server commands because server commands cannot be included in scripts. UTIL is an Enterprise Edition feature, which can be added to the Professional or Developer versions with the inclusion of the Scribe module. See SCRIPT and EVENT for further information. 

FIELD - Set fields on users.
FLASH - Send news flash messages.
NOTICE - Send notices.
SERVER - Server management commands.
SERVICES - Services management commands.
WEB - Web server management commands. 

Example:
/as help util <command> 

Util commands work exactly the same way as their respective server commands. They are simply designed to be useful for scripting. You can run a util command manually to get the feel for it though. 



UTIL FIELD SET

Usage: UTIL FIELD SET <nickname> <field> <value> 

Sets a specific value on a field. 

Example:
/as util field John avatar Alien
/as util field Crystal sex Female 

This will allow you to set fields with external methods or scripts. You'll be able to write a script that automatically adds an avatar to a bot or with external calls you can set information from your external database on users on the server. 



UTIL FLASH

Usage: UTIL FLASH [LOCAL|NETWORK] <message> 

This will send either a local newsflash or a network-wide newsflash. This command mimics the server commands /lflash or /nflash. 

Example:
/as util flash local -=This is a local newsflash=- 

If you had a regular event on your server, you could script a newsflash to inform people as part of that event. 



UTIL NOTICE

Usage: NOTICE [LOCOP|GLOBOP|SERVER|NETWORK|MFLASH] <message> 

These commands send notices to various users. Locops will send a notice to every oper on the server. Globops will send a notice to every network operator who is +g, regardless of which servers they are on. Server will send a notice to everyone on the server. Network will send a notice to everyone on the network. 

Example:
/as util network -=This is a global notice=- Our chat network is celebrating its first birthday, join #Administration for cake! 

These notices can be particularly useful if you create a script that is disruptive in some way. Noticing first allows people to prepare. 



UTIL SERVER

Usage: UTIL SERVER [DIE|REHASH|RESTART] 

These commands will shut down your server (die), rehash your server (clearing temporary server bans and similar), or shut down and then restart the server, 

Example:
/as util server rehash 

You will probably not want to write a script that will shut down your server. Once shut down, there may not be someone with sufficient access to bring it back up. But if you had a reason to, you could set up a script to shut down your server and then connect it to an event that you could configure to execute at a specific time. This way if you wanted to shut down your server at some particular time, you would not have to even be online to do it. Regular rehashing is a more practical and common use for scripts and events. Restarting might also be desired. 



UTIL SERVICES

Usage: UTIL SERVICES [START|STOP] 

This command will shutdown or start services on your server. 

Example:
/as util services start 

You might want to shutdown services either if your network is only "open" during certain hours or if you want to do a quick shutdown, copy the logs, and then restart services. 



UTIL WEB

Usage: UTIL WEB [START|STOP] 

These commands will start or stop your web server. The web server supports the web administration and the java client. You will need a web server running for users to be able to access your chat server through their web browsers. 

Example:
/as util web start 

As with stopping services, you might want to shut down your web server either to close your network down for a bit or to copy files. 




WEB


Usage: WEB <command> [<parameter>] 
Sets configuration options for the web server including default ports, channels and themes. In general, you will need to restart your web server for changes to take effect. 

ACCESSLOG - Log every web server command.
CHANNEL - Define the default channel for the java interface.
DISABLE - Disable the web server.
ENABLE - Enable the web server.
ERRORLOG - Log all ConferenceRoom related error messages.
HTMLCLIENT - Enable or Disable the HTML client.
LIST - List all current settings.
PORT - Define the default web server port.
REALM - Set your web realm.
SSL - Set up your web server encryption settings.


 HYPERLINK "http://manual.conferenceroom.com/help/adminserv/web/theme.html" THEME - Set which theme will be served by default. 

Example:
/as help web <command> 

Most networks will have a large percentage of their clients using the web interface. This makes it especially important that you configure your interface to reflect well upon your network. 



WEB ACCESSLOG

Usage: WEB ACCESSLOG [DISABLE|ENABLE] 

This command turns on or off logging of all requests to the web server. This log resides in the DB folder. 

Example:
/as web accesslog enable
/as web accesslog disable 

You cannot view the logs while they are enabled. You can disable them, restart the web server, look at the logs, enable logging, and restart the web server again. 



WEB CHANNEL

Usage: WEB CHANNEL #<room> 

The default room your web based clients will use to log into the server. The value here will be plugged into themes where the #lobby substitution variable is used. 

Example:
/as web channel #webchat 

This should be a large public room, either designed for chat or to help newbies. Ideally, you would have helpful people willing to assist people getting started with chat. This will be the first thing people see about your chat network. 



WEB DISABLE

Usage: WEB DISABLE 

In case you wish to use your primary web server to serve the Java client, or do not wish to have a web interface, this option will disable the web server. Note: This will also disable web-based administration 

Example:
/as web disable 

When disabling the web server, make sure you can enable it again if you choose to. You can enable it if you have access to the machine running ConferenceRoom, but if you are using the web server to be on the chat network, then you will be kicked off when you disable it. 



WEB ENABLE

Usage: WEB ENABLE 

Enables the web server. 

Example:
/as web enable 

This will bring back the web server after it has been disabled. You can get online with a non-java client to send this command if your web server is down. 



WEB ERRORLOG

Usage: WEB ERRORLOG [DISABLE|ENABLE] 

This command will log all the error messages occurring on your web server. These logs reside in the DB folder. 

Example:
/as web errorlog enable 

Error logs can be useful to check out confusing behaviors. 



WEB LIST

Usage: WEB LIST 

Displays the current settings for your web server. 

Example:
/as web list 

This is a very useful command for reviewing your settings. 



WEB PORT

Usage: WEB PORT <port number> 

The port for the web interface. The default port is 8000. Your users must include this port as part of the URL they provide to access your server (i.e. http://myhost.acme.com:8000/). If you want the users to be able to leave off the port value, they must change this value to 80 - however, you must make sure that you do not already have web server software using that port (like IIS or Apache). 

Warning: ConferenceRoom automatically enables its web interface on port 8000. If you have another server running on port 8000, you must disable the web server by selecting the "Disable Web Server" option or change the port number above to an unused port (e.g. 8080). 

Example:
/as web port 8080 

If you aren't running any other web server software, use port 80. It will make your URL much simpler. While you can use virtually any port, it is nice to choose something easy to remember. Since you are likely to put a link to your chat on your main web site, it doesn't make that much of a difference. People will not have to remember the precise address. 



WEB REALM

Usage: WEB REALM <parameters> 

Realms are web areas that require a password to enter. Once you have entered the password, you have access to all the pages in the realm. 

Example:
/as web realm chat 




WEB SSL


Usage: WEB SSL <command> [<parameters>] 
These commands control Secure Socket Layer for the web server, allowing you to let people connect securely through the web. The key and certificate must be .pem files containing RSA or DSA key and certificate. If no key or certificate is set then the web and chat server will agree on a "temporary" self-signed key and certificate. This works the same was as GENERAL SSL. 

CERTFILE - Set the SSL certificate
DISABLE - Turn off SSL for the web server
ENABLE - Turn on SSL for the web server
KEYFILE - Set the SSL key
OFF - Turn off SSL for the web server
ON - Turn on SSL for the web server
PORT - Set the port(s) for secure connections 

Examples:
/as help web ssl <topic> 



WEB SSL CERTFILE

Usage: WEB SSL CERTFILE <file> 

This will set the certficate for SSL. It must be a .pem file containing an RSA or DSA certificate. If no key or certificate is set then the web and chat server will agree on a "temporary" self-signed key and certificate. 

Example:
/as web ssl certfile cert.pem 



WEB SSL DISABLE

Usage: WEB SSL DISABLE 

This will turn off SSL for the web server. 

Example:
/as web ssl disable 



WEB SSL ENABLE

Usage: WEB SSL ENABLE 

This will turn on SSL for the web server. 

Example:
/as web ssl enable 



WEB SSL KEYFILE

Usage: WEB SSL KEYFILE <file> 

This will set the key for SSL. It must be a .pem file containing an RSA or DSA key. If no key or certificate is set then the web and chat server will agree on a "temporary" self-signed key and certificate. 

Example:
/as web ssl keyfile key.pem 



WEB SSL OFF

Usage: WEB SSL OFF 

This will turn off SSL for the web server. This is the same as DISABLE. 

Example:
/as web ssl off 



WEB SSL ON

Usage: WEB SSL ON 

This will turn on SSL for th web server. This is the same as ENABLE. 

Example:
/as web ssl on 



WEB PORT

Usage: WEB PORT <port number> 

The port for the web interface. The default port is 8000. Your users must include this port as part of the URL they provide to access your server (i.e. http://myhost.acme.com:8000/). If you want the users to be able to leave off the port value, they must change this value to 80 - however, you must make sure that you do not already have web server software using that port (like IIS or Apache). 

Warning: ConferenceRoom automatically enables its web interface on port 8000. If you have another server running on port 8000, you must disable the web server by selecting the "Disable Web Server" option or change the port number above to an unused port (e.g. 8080). 

Example:
/as web port 8080 

If you aren't running any other web server software, use port 80. It will make your URL much simpler. While you can use virtually any port, it is nice to choose something easy to remember. Since you are likely to put a link to your chat on your main web site, it doesn't make that much of a difference. People will not have to remember the precise address. 



WEB THEME

Usage: WEB THEME <theme> 

The default theme used to log into the server. You may want to go back to the section explaining the different themes in order to select one. 

Example:
/as web theme default 

The theme sets the basic appearance of the chat for the java clients. You can also customize the themes to your own needs. 




WINSERVICE


Usage: WINSERVICE <command> [<parameter>] 
This is available only for the Windows NT and Windows 2000 Operating Systems. The WINSERVICE commands allow you to remotely manage your windows services. Use this command to start, stop, pause, or continue each of the services 

CONTINUE - Continue a service after it's been paused
LIST - List the active and inactive services
PAUSE - Pause a service
START - Start a service remotely
STOP - Stop a service remotely 

Examples:
/as help winservice <command> 

This allows you to control several windows services through ConferenceRoom commands. You might wish to use this if you were scripting certain events that included affecting windows services. 



WINSERVICE CONTINUE

Usage: WINSERVICE CONTINUE <service name> 

Returns a service that has been paused to normal operation. 

Example:
/as winservice continue awhost32 

To get the exact service name use the LIST command. This will undo the WINSERVICE PAUSE command. 



WINSERVICE DISABLE

Usage: WINSERVICE DISABLE 

Disables the WinService command group. You can only reenable WinService by shutting down the server, editing the ConfRoom.conf file, and restarting ConferenceRoom. 

Example:
/as winservice disable 

Use this command if you do not wish to be able to remotely start and stop NT services. This may be a concern on servers that have shared services. 

Note: In the ConfRoom.conf file find the line 'WINSERVICE DISABLE' and delete it. Save the file and restart the server and winservice will function again. This command is only valid for WindowsNT and WIndows2000 servers. 



WINSERVICE LIST

Usage: WINSERVICE LIST 

Returns the list of services you can affect, both active and inactive. 

Example:
/as winservice list 

This is very useful for getting the exact name for a service so that you can use other WINSERVICE commands. 



WINSERVICE PAUSE

Usage: WINSERVICE PAUSE <service name> 

Pause a service that is running. 

Example:
/as winservice pause awhost32 

To get the exact service name use the WINSERVICE LIST command. Use WINSERVICE CONTINUE to unpause a service. 



WINSERVICE START

Usage: WINSERVICE START <service name> 

Starts a service that is stopped. 

Example:
/as winservice start awhost32 

To get the exact service name use the WINSERVICE LIST command. 



WINSERVICE STOP

Usage: WINSERVICE STOP <service name> 

Stops a service that is running. 

Example:
/as winservice stop awhost32 

To get the exact service name use the LIST command. 




CHANSERV


Also: CHANSERV | CS 
ChanServ allows users to register a room. Rooms are the virtual environments in which people chat. Rooms are also called channels, both terms mean the exact same thing. Using ChanServ allows the room to be controlled and makes takeovers virtually impossible. This means that the designated staff for a room will have the tools to manage most problems that could arise. ChanServ will drop a registered room if none of its staff join the room for a certain amount of time. 

ChanServ Commands:
ACC - Determine the access level of a user in a room.
ACCESS - Determine the access level of a user in a room.
AKICK - Manipulate the AKICK list of a room.
AUTH - Manipulate the AUTH list of a room.
AOP - Manipulate the AOp list of a room.
COUNT - Show number of entries in room lists.
DEOP - Remove Operator status for a user in the room.
DEVOICE - Remove your +v status in a room.
DROP - Drop a registered room.
HELP - Receive help on various ChanServ commands.
IDENTIFY - Identify as the founder for a room.
INFO - Get general information about a room.
INVITE - Invite a user into the room.
MDEOP - Remove Operator status from all users in the room.
MKICK - Kick everyone out of the room.
OP - Give a user in the room operator status.
REGISTER - Register a room.
SET - Change room 's settings.


 HYPERLINK "http://manual.conferenceroom.com/help/chanserv/sop.html" SOP - Manipulate the SOP list of a room.
UNBAN - Remove bans from rooms with services.
UOP - Manipulate the UOP list of a room.
VOICE - Set voice status on a user in the room.
VOP - Manipulate the VOP list of a room.
WHY - Show why a person has OP status in a room 

Example:
/msg chanserv help <command>
/chanserv help <command>
/cs help <command> 



ACC

Usage: ACC #<room> <nick> 

Use the acc command to find out what access level you or another user has to a registered room. 

ChanServ will return one of the following values:
7 Identified as founder of the room by the room's password.
6 Identified to the founder's nick.
5 Matches an entry in the access list of the founder's nick.
4 SOP
3 AOP
2 VOP
1 UOP
0 Normal User
-1 AKICKed user 

Example:
/msg chanserv acc #conferenceroom joeuser 



ACCESS

Usage: ACCESS #<room> <nick> 

Use the access command to find out what access level you or another user has to a registered room. 

ChanServ will return one of the following values:
7 Identified as founder of the room by the room's password.
6 Identified to the founder's nick.
5 Matches an entry in the access list of the founder's nick.
4 SOP
3 AOP
2 VOP
1 UOP
0 Normal User
-1 AKICKed user 

Example:
/msg chanserv access #conferenceroom jimmy 

This command is useful to determine what level of power someone has in a room. It can only be used by someone who has UOP access or higher. As a UOP or higher, you can use it as a quick way to check whether someone is akicked. This can be useful if they are having problems joining, but you're not sure why. Anyone can use it to check their own access on the room, if the command goes through, you see your access, if it does not you know you are either 0 or -1. Then if you can join you are 0, if you get kicked out after joining, you are akicked. UOPs and higher can also use it to check the access level of another op, if they need an AKICK set, they may want to see if a fellow op is an SOP. 



AKICK

Usage: AKICK #<room> <ADD|DEL|LIST|WIPE> <mask> 

SOPs and the founder of the room can add and delete AKICKs. If a user matches an entry in your room's akick list, he is immediately kicked and banned from the room. The WIPE command will clear out the entire AKICK list. Only the founder may use the wipe command. UOPs and above may use the list command to see the current AKICKs. 

ADD - Add a user to a room's AKICK list.
DEL - Remove a user from a room's AKICK list.
LIST - List the AKICK list entries.
WIPE - Clear all the AKICK list entries 

Examples:
/msg chanserv akick #support del *!user@domain.com
/msg chanserv akick #support wipe 

This command is an important part of room security. It allows you to remove troublesome users. It should not be used lightly though, as it will generally require keeping innocent users out as well. Since people online can only be recognized by IP address and most people use dialup connections, all users from a big ISP may look the same. However, UOPs and higher will not be kicked out of the room even if they matcan akick. 



AUTH

Usage: AUTH #<room> [DEL|LIST|WIPE] <mask> 

Allows ops to view (VIEW) or delete pending authorization entries pending for the channel; E.g. if I try to add you to #objectivism, and you have "auth on", that command will list you as "pending". SOPs and the founder of the room can list and delete pending Authorizations. 

DEL - Remove a user from a room's AUTH list.
LIST - List the AUTH entries.
WIPE - Clear all the AUTH list entries 

Examples:
/msg chanserv auth #support del mark
/msg chanserv auth #support wipe 

This command assists you in managing user additions to your room. You can create a request to add someone to your room and see how many of those requests are still pending. If you change your mind you can remove a single user or wipe the entire list. 



AOP

Usage: AOP #<room> [ADD|DEL|LIST|WIPE] <nick|mask> 

AOPs have the third level of access in a room. Only an SOP or the founder can add or delete an AOP or wipe the entire list. UOPs or higher can use the list command to see the current AOPs. 

ADD - Add a user to a room's AOP list.
DEL - Remove a user from a room's AOP list.
LIST - View the AOP list entries.
WIPE - Remove all AOP list entries. 

Examples:
/msg chanserv aop #support add theri
/msg chanserv aop #support del *user@*.domain.net
/msg chanserv aop #support wipe 

AOPs can always op themselves in a room. They have all of the powers of VOPs (see VOPs below), plus they can change modes or op/voice other people in the room. There are several abilities that can be set to be usable by AOPs, depending on the founder's desires. Most rooms will allow AOPs to send memos to the room. Topics may be locked to AOP or above. 

Only people who are trusted should be added to the AOP list. While they do not have the power to do permanent damage, they cannot edit any of the room's lists or settings, they do have the ability to make the room unusable until another AOP is able to fix it. At times an SOP may be needed to sort out conflicts between AOPs. 

All ops should be added by nick unless there is a specific need to add them by mask. Adding by nick allows for additional security and grants more privileges. For example, an op added by mask cannot receive memos sent to the room. 



COUNT

Usage: COUNT #<room> 

This will give a count of how many entries are in each of the room's lists. UOPs and higher can get a count for a room. 

Example:
/msg chanserv count #webchat 

This command is primarily useful to get an idea of how many ops a room has or to see if the akick list is long enough to be worth considering reviewing. Actually listing people on the lists will fill your screen with information, while the count command is just a one line summary. 



CS

Usage: CS <command> [parameters] 

This is an alias which calls to ChanServ. It reduces your amount of typing. Instead of always typing /msg chanserv <command|rooml> [parameters], you simply type /cs <command|room> [parameters]. 

Example:
/cs set #conferenceroom mlock +tn 

Most clients will understand /cs, but if you are using one that does not try:
/quote cs <command> 

/chanserv also works as an alias, and also may need a quote, depending on the program you use. 



DEOP

Usage: DEOP #<room> <nick> 

If you are an AOP in a room, you can use services to deop people in the room who do not outrank you.. 

Example:
/msg chanserv deop #support webmaster 

This should be used if someone was given ops and is misusing them. If the person is an AOP then if you are an SOP you should delete the entry to prevent them from reopping themselves. You will rarely want to deop someone who has the same status in the room as you do, since they can just reop themselves, and you can start a pointless struggle for control that no one can win. If you have problems with someone who has the same status, find someone of higher status in the room to deal with it. You might want to deop someone of the same status if he/she went away for a time and forgot to deop first. 

Note: if you are opped and wish to deop yourself, you still need to be an AOP or higher to do it with services. But you can mode yourself -o in the room. 



DEVOICE

Usage: DEVOICE #<room> <nick> 

You must be a UOP or higher to use this command in the room. This command will remove your (+v) voice status. If you are an AOP or higher you can devoice other people who do not outrank you. 

Example:
/msg chanserv #spiderslair devoice Jenkins 

This command is useful in rooms where voice is used to symbolize some level of ability in the room. Many help rooms will voice helpers who are still in training. If you are voiced but are going to be inactive you cannot simply mode yourself -v in the room, since only ops can set room modes. This command has services remove the voice for you. AOPs and higher can use services to devoice people who do not outrank them, but they can also just mode them -v normally. The services command would be useful if you are an AOP or higher, but not currently opped and want to devoice someone without having to op yourself first. 



DROP

Usage: DROP #<room> 

Used to drop a registered room. Only the founder can do this. 

Example:
/msg chanserv drop #conferenceroom 

This command should be used when a room is no longer wanted. It drops all of the information about the room from services' database and makes the room available for registration by someone else. The room will be treated like any other dynamic room until it is registered again. 



HELP

Usage: HELP [<command>] [<command>] 

Display a list of all commands you can get help on. 

Examples:
/msg chanserv help
/msg chanserv help identify
/msg chanserv help set topiclock 

This is the command to check how to use any command related to chanserv. It is useful to check syntax, or to check which commands are available. The help command will give the list of commands, while help <command> will give more information on a specific command. For commands such as set that have numerous options you will get a list of those options. Then you can use help <command> <option> to get more information on any of these options. 



IDENTIFY

Usage: IDENTIFY #<room> <password> 

This command is used to gain founder access to a room, level 7 access as shown by the acc and access commands. After identifying to a room, you have complete control over it and can use any of the services commands that relate to room management. 

Example:
/msg chanserv identify #conferenceroom mypass 

This command should be used when you own a room and wish to make changes to its settings. As founder you should not need to identify with the room's password very often. You should be opped based upon your nick, and if need be, identify for your nick. The room won't expire so long as the founder's nick does not and people get opped in the room regularly. If a root sets keep on for the room, then it will not expire from lack of use. 



INFO

Usage: INFO #<room> 

The info command will show you the available information on a room including founder, registration time, room options and more. 

Example:
/msg chanserv info #conferenceroom 

This command is useful when you want to check if a room is registered, or are trying to find out why services are behaving in a particular way. If you want to change the topic, or send a memo, or similar you can use this to see what level those abilities are set to. If services keeps tampering with the modes or is doing anything inexplicable, a check to the room's info may explain why it is acting that way. It's generally a good place to start when troubleshooting. 



INVITE

Usage: INVITE #<room> 

This command is used to invite yourself into a room that is set to invite only. You need to have User (UOP) or higher access in the target room to utilize this command. This command cannot be used to invite others into the room. 

Example:
/msg chanserv invite #conferenceroom 

This command is useful if the room is set +i, because without inviting yourself, you cannot join. To invite others, use the command /invite <nick> <room> while opped in the room. Invite-only rooms allow for some privacy, since people cannot join without the approval of the ops. 



MDEOP

Usage: MDEOP #<room> 

Used to deop every user in the room including yourself. You must be an AOP or higher in the room to use this command. It will not work if anyone is present who outranks you. 

Example:
/msg chanserv mdeop #conferenceroom 

This is a useful command to regain control in a room if someone has become inappropriately opped. It should not need to be used often. 



MKICK

Usage: MKICK #<room> 

Used to kick every user out of your room. You must be an AOP or higher in the room to use this command. It will not work if anyone currently in the room outranks you. 

Example:
/msg chanserv mkick #conferenceroom 

This command should not often be needed. But it can reset a room to its default settings by forcing everyone to leave. Every once in a while a room can become desynched, such that services thinks someone is in the room when no one is. Then services do not properly set the topic or modes, because they do not realize they were erased when the room emptied. An mkick will usually fix this. 



OP

Usage: OP #<room> <nick> 

If you are an AOP or higher in a room you can use services to op yourself or others. All of the ops in the room will see a notice telling them that you used services to op the person. 

Example:
/msg chanserv op #conferenceroom webmaster 

This is mostly useful when opping yourself. If you deop yourself for whatever reason, you can reop yourself without having to part and rejoin. Opping other people is usually easily done by moding them +o, but occasionally a bot or script will have problems with people opping others, then services can be used to avoid problems. 



REGISTER

Usage: REGISTER #<room> <password> <description> 

Used to register a room with services. After registering your room, you will be able to determine how it is run. You can control who may join and how much power each user has. The room will remain yours so long as your nick does not expire and someone is opped in the room regularly (the exact time period is settable). The room will not expire from lack of use if a root sets held on for it, see the root command section for more information on held. Who may register a room is settable by a root. Some networks will allow any user to register a room while others may restrict it to network operators. 

Example:
/msg chanserv register #support mypasswd Product Support Room 

If you plan to talk to a group of people regularly you should register a room in which to do it. It is important to register a room rather than just using a dynamic room so that you can guarantee it will remain yours. Otherwise you might have to switch rooms, and informing people will be tedious. You can also register a room if there is a topic that interests you, but you're not sure who would want to discuss it. Just register a room with a name that implies that topic, say #baseball, and with time people interested in talking about baseball will be likely to join. 




SET


Usage: SET #<room> <command> [<value>] 
This command allows you to change settings for a room. You need to be identified with the room's password to change any of these settings. To identify use the command /msg chanserv identify <room> <password> 

AUTOVOP - Give everyone VOP status on join if they do not already have a higher access level.
DESC - Change the description for a room.
EMAIL - Set an email for the room.
FOUNDER - Change the room's founder.
IDENT - Require ops to identify for their nicks before being opped/voiced by services.
KEEPTOPIC - Have services remember the topic when the room empties and reset it when someone next joins.
LEAVEOPS - Stop services from deopping people.
MEMOLEVEL - Set who may send a room memo (Enterprise Edition only).
MLOCK - Lock which modes can be set in the room.
OPGUARD - Allow only AOPs and higher to be opped.
PASSWD - Change the room's password.
RESTRICT - Allow only UOPs and higher to remain in the room.
TOPICLOCK - Restrict who may change the topic.
URL - Set or change the room's URL. 

For more information on a setting:
/msg chanserv help <setting> 

Example:
/msg chanserv help 



SET AUTOVOP

Usage: SET #<room> AUTOVOP [on|off] 

This command will set all users+v when they enter the room unless they are already being opped. Because the VOP list cannot accept open hostmasks like *@* you would use this command to give voice to all users. They will be voiced in the room and able to look at the room lists, but they will not be able to invite themselves into the room. If you ban them, they can revoice themselves and still talk, but if you kick them out then they cannot rejoin. 

Example:
/msg chanserv set #spiderslair autovop on 

This command is generally not useful. It will require anyone who causes problems to be banned and kicked, since they will be able to revoice themselves and speak through bans. It also makes your UOP/VOP/AOP/SOP/AKICK lists public to everyone on the network. However, if you want your lists to be public, or have a reason to voice everyone, this will let you. 



SET DESC

Usage: SET #<room> DESC <description> 

Used to change the description of your room; it will be displayed to users when they request the room information with the info command. 

Example:
/msg chanserv set #webchat desc the dragon room 

Like the topic, some people may use the description to decide whether they wish to join the room. However, the description can only be set by the founder, and is generally changed less often than the topic. Most people expect the description to give some information about the purpose of the room. 



SET EMAIL

Usage: SET #<room> EMAIL <email address> 

Used to set an email address attached to a room. The email will show in the room's info. 

Example:
/msg chanserv set #webchat wcops@webchat.org 

This is a good way to give people a contact for any problems or questions related to your room. However, it also gives people an email address that they can send to for any reason, and you might not want to make one public. 



SET FOUNDER

Usage: SET #<room> FOUNDER 

Used to change the founder of a room to the nick of the person sending the command. The new founder must be using a registered nick. You must identify with the room's password before trying to set the founder. 

Example:
/msg chanserv set #conferenceroom founder 

If you change the nickname that you use, you should set all of your rooms to the new nick, because the room will drop if the founder's nick expires. The set founder command can also be used if you no longer want the room and wish to give it to someone else. Just give the person the password and he/she can identify and set founder it. 



SET IDENT

Usage: SET #<room> IDENT [on|off] 

If you set ident on then everyone will have to identify to nickserv with their nick's password before they will get any status in the room. No one will be opped, not even the founder, without first identifying. If you enter the room and then identify, services will +u, voice, or op you as appropriate after the identify command goes through. 

Example:
/msg chanserv set #webchat ident on 

Ident is a good security precaution because it requires every person to use a password before being recognized. This prevents anyone from being opped simply because they match someone's access list. Access lists may be set loosely. 



SET KEEPTOPIC

Usage: SET #<room> KEEPTOPIC [on|off] 

Use this to have services remember the current topic and reset it if the room empties and then is reformed. It does not provide any security with regards to whom may set the topic, see mode +t or topiclock to restrict who may set the topic. Keeptopic can only be turned on if topiclock is first turned off since topiclock includes the functionality of keeptopic and also provides topic security. 

Example:
/msg chanserv set #services keeptopic on 

This is a good command to use if you do not intend to use topiclock. While a topic may not be essential for your room, there is rarely a reason to not keep one in memory. It is a nice aesthetic touch, and if you set useful topics, it can be helpful. 



SET LEAVEOPS

USAGE - SET #<room> LEAVEOPS [on|off] 

This command will leave the first user who joins the channel opped in the channel. This command will not be active if OPGUARD is set on the channel. OPGUARD and IDENT take precedence over this command. 

Example:
/msg ChanServ set #webchat leaveops on
/msg ChanServ set #spiderslair leaveops off 



SET MEMOLEVEL

Usage: SET #<room> MEMOLEVEL [UOP|VOP|AOP|SOP|FOUNDER] 

This setting has a default of UOP when you register a room. You can however change the memolevel. A room memo is a memo sent to every registered nick in any of the room's lists or to everyone in a specified list such as AOP. This command lets you restrict who can send them to the people of your room. This is an Enterprise Edition feature. 

Example:
memolevel aop 

Memos are useful for announcing policies or information everyone in the room might need. For example, if you do not add AOPs often, you could send a memo to the entire room informing them of a new AOP. UOPs and such might memo information about someone who has been causing problems in the room. If the people generally will not mind getting memos from the room, you should set the access level low, but if you want to make sure that memos are only sent when they are actually important, you might want to set it higher and only use it rarely. See the memoserv commands send and sendto. 



SET MLOCK

Usage: SET #<room> MLOCK <modes> 

The founder of a room can lock the modes of the room by using the mlock command. When a room is registered a default mlock of +rtn-k is set. See the room modes list or use /hs cmodes to see what each mode does. The modes that are mlocked on, with the + sign, will be set by services after the room empties when the first person rejoins. Services will also prevent anyone, regardless of their status in the room, from turning those modes off. If the founder wishes to change them he/she must first change the mlock. Services will remove any mode set for the room that is mlocked off, which is symbolized with the - sign. Some modes can only be set by network operators (such as M) and some modes cannot be locked on (k and l). If you try to lock a mode that cannot be mlocked the mlock will be set without those modes in it. 

Example:
/msg chanserv set #conferenceroom mlock +stn-kl 

Mlocks are useful for defining what kind of room you are running. If you're not sure whether some modes might be needed for management, do not mlock them positively or negatively. If you know that you never want your room to be secret or private, then you can mlock it to include -sp. Similarly, you can mlock modes you never want off, such as n (no outside messages) which almost all rooms will want to keep. Mlocks allow you to set up your room once and then not have to worry about it, since services will maintain it the way you want it. 



SET OPGUARD

Usage: SET #<room> OPGUARD [on|off] 

If you set opguard on, only your AOp/SOps can be opped in your room. Anyone else that is opped will automatically be deopped by services. People can still be voiced. Network operators can be opped in rooms with opguard on. This way if problems do come up, opers can be invited in to help out and be opped in the room. 

Example:
/msg chanserv set #spiderslair opguard on 

This can be a useful security measure. Most rooms will not have a problem with allowing their AOPs to op whomever they trust, that is to mode them +o in the room. But use this if you are having problems with people opping inappropriately or want to strictly control who has ops. This also affects the SOPs and founder, but they could always add someone to the AOP list at any time they wanted to op the person. The downside to opguard is that if the room runs into problems or runs low on ops, then the current ops cannot op more people to help them out, although they can still have network operators assist them. 



SET PASSWD

Usage: SET #<room> PASSWD <password> 

This is used to change the password for your room. You must identify with the old password before you can set a new one. 

Example:
/msg chanserv set #webchat passwd newp4ss 

Use this if you are having trouble remembering your old password and want to change it to something better for you. You should always change the password immediately if it accidentally gets revealed, for example by missending the identify command. 



SET RESTRICT

Usage: SET #<room> RESTRICT [on|off] 

Used to allow only those in the room lists to join the room. Everyone else will be kick/banned as they join. 

Example:
/msg chanserv set #support restrict on 

A good command to keep a room completely private and control who enters. The downside is that you must add an entry for everyone whom you want to allow to join. You cannot just invite someone in when you want to, you must first at least give them UOP access. Which also means that everyone allowed into the room can look at lists and see whom else is allowed in. 



SET TOPICLOCK

Usage: SET #<room> TOPICLOCK [OFF|AOP|SOP|FOUNDER] 

This setting will allow only the ops at or above the level you set to change your topic. Anyone who is not authorized to change the topic who tries to change it will have the topic reset back to what it was. The only time when someone of lower status than you set the topiclock to can change the topic is if no topic has been set in the room. As soon as there is a topic for services to set it back to, the topiclock will be enforced. Services will also set the topic back after the room empties when someone rejoins. Topiclock in any position other than off includes the functionality of keeptopic, and if set on, keeptopic will automatically be removed if it was on. 

Example:
/msg chanserv set #support topiclock aop 

Topiclock is a good way to control what topic is showing for your room. Since the topic is one of the first things people see about your room, you want it to represent you well. What level you want to restrict topic changes to will depend upon how you choose to give people AOPs and such, and how important the topic is to your room. If your room is a place just for you to hang out with your friends you might prefer to leave it unlocked and watch as people set amusing topics and change it often. 



SET URL

Usage: SET #<room> URL <url> 

Used to change the url for your room. The URL of your room will be available to any user that requests info on your room. Rooms do not need attached URLs. 

Example:
/msg chanserv set #ConferenceRoom url http://www.webmaster.com 

Setting an URL can be very useful if it contains rules that relate to the room or frequently asked questions. You can set the URL to anything, but people will generally expect the URL to relate to the room in some way. More social rooms sometimes have web sites that give information about the people who regularly chat there. 



SOP

Usage: SOP #<room> [ADD|DEL|LIST|WIPE] [<entry>] 

SOps have the second highest level of control in a room. They can add and delete AOPs and AKICKs in addition to all of the AOP commands. The founder is the only one who can add ordelete an SOP. The WIPE command will clear out the entire SOP list. You can delete a user by entering the number value besides his nickname when you do a list on the SOP list for the room. 

ADD - Add a user to a room's SOP list.
DEL - Remove a user from a room's SOP list.
LIST - List the SOPs for the room.
WIPE - Clear the SOP list of all entries 

Examples:
/msg chanserv sop #conferenceroom add Samurai
/msg chanserv sop #conferenceroom del Samurai
/msg chanserv sop #conferenceroom del *user@*.domain.net
/msg chanserv sop #conferenceroom wipe
/msg chanserv sop #conferenceroom list 

SOPs should be chosen very carefully since they manage all of the other staff in the room. A room will generally not require a large SOP list. Most of the people who will actually be looking after the room can be AOPs. 



UNBAN

Usage: UNBAN #<room> [*|<nick>|<mask>] 

The unban room command with no arguments will cause services to unban you from that room. Unbanning a nick will cause services to unban that nick, and unbanning a mask will remove a ban for that mask. The * is used to remove all bans in the room. AOPs and above can unban themselves, other nicks, and masks, but only SOPs and the founder can use the * to remove all bans. 

Examples:
/msg chanserv unban #webmaster
/msg chanserv unban #services *
/msg chanserv unban #webchat mark
/msg chanserv unban #conferenceroom *!jennifer@*.webchat.org 

The unban command is primarily useful for unbanning yourself. If you are outside the room you cannot remove bans manually. However unbanning a particular nick can be useful if you're not sure how that person is being banned, services will do the work of figuring out how to unban the person. Unbanning all is a convenience, since any op could manually remove the bans, but it might take a lot of work. The command is restricted to SOPs because it is powerful, and if an AOP started manually removing bans, others would likely notice. 



UOP

Usage: UOP #<room> <ADD|DEL|LIST|WIPE> [<entry>] 

UOPs have the fifth highest level of access in a room. Only SOPs or higher may use WIPE, ADD and DEL. UOPs or above may use LIST. UOPs will be moded +u when they join the room. They will be able to receive memos sent to that room, as well as be able to enter even if the room is restricted. UOPs can use count, why, acc, access and see the room's lists. Please note: There is a limit of 250 users that can be added to each list.. 

ADD - Add a user to a room's UOP list.
DEL - Remove a user from a room's UOP list.
LIST - List the UOPs for a room.
WIPE - Clear the UOP list of all entries. 

Examples:
/msg chanserv uop #webchat ADD Trab
/msg chanserv uop #webchat DEL 2
/msg chanserv uop #webchat LIST
/msg chanserv uop #webchat WIPE 

UserOps do not have much ability in a room. Basically, user ops are a part of the room, but they have no authority. They can enter unless banned, but they cannot change any modes. You might want to add UOPs if you often send memos to the room and you want to include these people in those memos, without giving them much power. You also would want to add UOPs if you wish to set up a restricted room, so you can let them join without giving them power. 



VOICE

Usage: VOICE #<room> <nick> 

This command will voice (+v) you in the room. You must be a VOP or higher to use this command in the selected room. Much like the op command. You must be an AOP or higher to voice someone else. 

Example:
/msg chanserv voice #spiderslair Jenkins 

This command is mostly useful for voicing yourself in rooms where you are a VOP. When voicing others you would generally just mode them +v, but you can use services if you wish. Being able to voice yourself with services means that you do not need to leave and rejoin the room to be revoiced. 



VOP

Usage: VOP #<room> <ADD|DEL|LIST|WIPE> [<nick or mask>] 

VOPs have the fourth level of access in a room. They will be voiced when they enter the room, and they can always speak in the room.. Only an SOP can add or delete a VOP. The WIPE command will clear out the entire VOP list. 

ADD - Add a user to a room's VOP list.
DEL - Remove a user from a room's VOP list.
LIST - List the VOP list entries.
WIPE - Clear the VOP list of all entries. 

Examples:
/msg chanserv vop #support add theri
/msg chanserv vop #support del *user@*domain.net
/msg chanserv vop #support WIPE
/msg chanserv vop #support list 



WHY

Usage: WHY #<room> <nick> 

This command allows you to see why a certain user has status in a room. It will tell you what level of access services sees the user as having and why. For example, it might say that someone has AOP access because they identified with the nick password for a particular nick in the AOP list. 

Example:
/msg chanserv why #conferenceroom Surfin 

If someone enters the room and is given access that they should not have, you should always do a why on them. This will determine what problem needs to be fixed. The most common problem for rooms that do not set ident on is that the person happens to match a mask in the access lists for an op's nick. 




COMMANDS


Also: HELPSERV | HELPOP | HELPOPS | HS 
HELP - Command List 

This section contains descriptions of all User, Operator and Services Administrator commands for ConferenceRoom. While you're online you can make use of the HelpServ system to get help on specific commands, '/hs help' will give you a complete list of commands. Any online request that is made that doesn't match a command will be sent out to the online Helpers as a help request. 

Usage: HS <command> 

A user can send this command to get help on topics. The message is sent to all network operators that are set are set with the +h mode (looks very helpful). However if the command HELPSERV is done without any parameters or message it will simply list the ConferenceRoom commands. You can use the prefix: /hs /helpserv or /msg helpserv 

Examples:
/helpserv <command>
/hs help 



ADMIN

Usage: ADMIN <server name> 

Retrieves administrative information about the chat server you are currently using. Often provides an email address for the server administrator and tells which server administrators are online for that server. If the server name is omitted, then this command will provide information about the server to which you are connected. 

Examples:
/admin irc.webmaster.com
/admin glass.*
/admin 

This is a useful command for users who run into any problems on the chat network. The information listed with the admin command should provide at least one method for contacting someone who can help. 



AKILL

Usage: AKILL <nick!user@host> <reason> <time> 

This will place a kline on all servers that are connected to your server, thus preventing someone from logging into the entire network. You can use the nick for a user who is currently on the chat network and the network will akill that user's address. You must include a reason for the command to work. Note: If a server is split off when the akill is placed, it will not be present on that system. To get a list of akills on your server do a /stats k and look for the lines that are prefixed with A: instead of K:. See rakill and unakill to remove an akill. Akills must end with either text, or the time param. 

Example:
/akill lamer@pm02.digex.net spamming 50
/akill Rachel flooding 

An akill is a way of banning someone from the chat network. It is a last resort when warnings and kills did not keep the person from misbehaving. An akill works basically the same way that a room ban works, except that it prevents someone from logging into the network rather than from just joining a room. 



AWAY

Usage: AWAY [<message>] 

The system will automatically send this message to anyone trying to message you. The message will also show in your information if someone does a whois on you. It is often used to tell people that you are away from your computer. If you no longer wish to be seen as away, then simply type /away with no message and the away message will no longer be displayed. 

Example:
/away I am away from my computer
/away 

If you will be logged onto the chat network, but not actually reading text from it, then you should mark yourself as away. If you do not mark yourself as away then people may try to speak with you and be offended when you do not reply. You can also use it if you are staying active but do not want to reply to private messages. For example, some people will set their away message to something like "Please talk to me in the room, I am busy and not replying to private messages." 



CFLASH

Usage: CFLASH <room> <message> 

This will send a newsflash to all of the users who are +n in the specified room. 

Example:
/cflash #Chat Welcome nikb to our SOP team. 

This can be used to send newsflashes that only go to people in a particular room. It is mostly useful if you are running an event or meeting in a room and want to add newsflashes about particular information that relates. 



CHANSERV

Usage: CHANSERV <commands> 

An alias for /msg chanserv so that you can send ChanServ commands with less typing. 

Example:
/chanserv info #ConferenceRoom 

Any chanserv command can be sent with /chanserv /cs or /msg chanserv 



CHATOPS

Usage: CHATOPS <message> 

Sends a notice to all network operators that are set +b. 

Example:
/chatops Where are we meeting? 

Exactly how these are used can be determined by network policies, but while globops are generally reserved for very important communications, chatops generally have looser standards. More social chatter is acceptable and less vital questions can be asked there. Only opers see these messages, so there is less need to worry about the content of the messages. Watching chatops should be voluntary, so that busy opers can stop watching them. Anything truly vital should be in globops. 



CLEARAKILLS

Usage: CLEARAKILLS 

This will remove all the global klines or akills from your server. This command does not affect any other servers. 

Example:
/clearakills 

It tends to be a good idea to remove akills after a while. The person it was set to ban may have either reformed or stopped trying to log in. Any innocent people who may have matched the ban will not be able to join and chat until the ban is removed. 



CLOSE

Usage: CLOSE 

This command will close your /stats U unknown connections to your server. 

Example:
/close 

You normally won't need to close these connections, but if your server is accumulating a large number of unknown connections, then you may want to clear them al off so that other users can join. 




CHANNEL MODE


Usage: MODE <room> +|-<mode(s)>[+|- <mode(s)> [<nickname>|<user@host>] 
Sets various options for the room. You must be an operator in the room to issue these commands, some commands are reserved for Server Operators: 

A - Auditorium, b - Ban, c - Prevent Colors, d - Nick Change Restriction, e - Prevent CTCPs, i - Invite Only, j - Java Only, k - Keyed, l - Limit, L - Language Filtering, m - Moderated, M - Moderation Forward, n - No External Messages, N - Moderation Receive, o - Channel Operator Status, O - Channel Overflow, p - Private, r - Registered, R - n/a, s - Secret, t - Topic, u - Channel User, v - Voice, w - n/a, y - n/a, z - Encrypt Only 

For more information type /hs cmode 

Examples:
/hs help cmode <mode> 



CHANNEL MODE A

Usage: MODE <room> +|-A 

A - Auditorium
Auditorium is designed to handle big events without flooding everyone with unimportant information based on the size of the room, it works with +m and often with +M. It will hide the names of most of the people who cannot speak; it will show up to 20 of them. Anyone who can speak will be visible in the names list, and then a maximum of 20 users who cannot will be shown. It will only show users who cannot speak if there are fewer than 20 people who can speak, and then it will show users who cannot speak until there are 20 visible people. When the room is set -A the users will start to appear as they speak unless there is a small number of users, in which case they will massjoin. 

Privilege: Server Operator. 

Examples:
/mode #webchat +A 



CHANNEL MODE b

Usage: MODE <room> +|-b [<nickname>|<user@host>] 

b - Ban
Will ban the specified user from joining the room. When used by itself with no hostmask it will list the bans that are in a room. Valid hostmasks include nickname!user@host. When a user is banned his ability to speak in the channel is removed. You can use this in events to limit a persons ability to cause problems. 

Privilege: Channel Operator status is required to add a ban. User status is required to list bans. 

Examples:
/mode #webchat +b
/mode #webchat +b lamer@pm02.digex.net (bans this hostmask) 



CHANNEL MODE c

Usage: MODE <room> +|-c 

c - Prohibit Colors
This mode will prevent colors from being sent to the room. Messages that contain color codes will still go through, but the colors will be removed. 

Privilege: Channel Operator. 

Examples:
/mode #webchat +c 



CHANNEL MODE d

Usage: MODE <room> +|-d 

d - Nick Change Restriction
This room mode will only allow 1 nickname change per user, from Guestxxxx to a nickname. It does not affect network operators. This will keep a room from getting cluttered with nick changes. It is particularly useful in larger rooms. You will probably want to set rooms +d if you are having a moderated event. 

Privilege: Channel Operator. 

Examples:
/mode #webchat +d 



CHANNEL MODE e

Usage: MODE <room> +|-e 

e - Prevent CTCPs
This will prevent CTCPs to the room but will not prevent actions or CTCPs between individual users of the room. 

Privilege: Channel Operator. 

Examples:
/mode #webchat +e 



CHANNEL MODE i

Usage: MODE <room> +|-i 

i - Invite Only
Users must be specifically invited to join using the /invite command or may invite themselves with chanserv if they have access to that command, see the chanserv section. 

Privilege: Channel Operator. 

Examples:
/mode #webchat +i 



CHANNEL MODE j

Usage: MODE <room> +|-j 

j - Java Clients Only
This command allows you to have only java clients and sellected legacy IRC clients enter the specified channel. For this mode to take effect you must set a key. For IRC clients to enter the channel they must supply the key, or be invited into the channel. 

Privilege: Channel Operator 

See also: CMODE k 

Examples:
/mode #webchat +j 



CHANNEL MODE k

Usage: MODE <room> +|-k <key> 

k - Keyed
Sets the channel so only users who specify the room's key (password) as the second parameter of the join command can enter the room. If the key to the room #CoolChat were bagel then to join one would use the command /JOIN #CoolChat bagel. Unlike passwords, keys are not case sensitive. 

Privilege: Channel Operator 

See also: CMODE j 

Examples:
/mode #webchat +k mykey123 



CHANNEL MODE l

Usage: MODE <room> +|-l <limit> 

l - Limit
Limits the number of users that can be in the room simultaneously. The limit can be set to something lower than the current user count, it only prevents new users from entering when the room is full or overfull. 

Privilege: Channel Operator 

Examples:
/mode #webchat +l 50 



CHANNEL MODE L

Usage: MODE <room> +|-L 

L - Language filtering:
When language filtering is enabled on the server one option is to give each channel the choice to enable this or not. Will prevent words on the filter list from reaching the room either by the filter or censor rule as set by the administrative policy of the server. 

Privilege: Channel Operator 

Examples:
/mode #webchat +L 



CHANNEL MODE m

Usage: MODE <room> +|-m 

m - Moderated
Causes a room to be moderated so only the operators and those users who are +v (voiced) can talk. UOPs cannot talk in moderated rooms unless they are temporarily voiced or opped. Moderation is a good way to carefully control a room. If anyone starts causing problems you only need to remove their +v (ops should not be causing problems because they should be trusted, but if they do, then removing their status will fix things, although you might need to remove their entry from whichever op list they are on). The downside to constant moderation is that their must be an op present at all time to voice new people or else they can't talk, and the room may become temporarily unuseable. It also is tedious to voice every new user so that they can speak. Although this can be accomplished by a bot. Moderation is usually reserved for rooms that only wish to allow certain people to speak (events, lectures, etc.) or that wish to give different people the floor for a time (debates, storytelling, etc.). 

Privilege: Channel Operator 

Examples:
/mode #webchat +m 



CHANNEL MODE M

Usage: MODE <room> +|-M <room> 

M - Event Moderation (Send To):
This mode is used in a forward moderated chat. If the room is set to +m all the messages sent to the room that cannot be viewed by other users will be sent to a +N room that is specfied when the mode is set. +M and +N work together. The channel must be +m (moderated) for the messages to go to the receiving channel. For more information see CMODE N 

Privilege: Server Operator 

Examples:
/mode #event +M #questions 



CHANNEL MODE n

Usage: MODE <room> +|-n 

n - No external messages
Only people in the room can speak to the room. Without +n any user can send a msg to the room and it will be seen in the room. 

Privilege: Channel Operator 

Examples:
/mode #webchat +n 



CHANNEL MODE N

Usage: MODE <room> +|-N <room> 

N - Event Moderation (Recieve From):
This command is set to a room that is receiving moderated messages from a +mM channel, it is a good way of scanning questions when you have a special event. To use both +M and +N modes you must be an network operator and you must be a room op in both rooms. The channel must be +m (moderated) for the messages to go to the receiving channel. See also CMODE M 

Privilege: Server Operator 

Examples:
/mode #questions +N #event 



CHANNEL MODE o

Usage: MODE <room> +|-o <nickname> 

o - Channel Operator
Gives the user whose nickname immediately follows the +o operator status in the room. Channel Operators are able to set the configuration of a room with the exception of a very small quantity of Server Operator modes. 

Privilege: Channel Operator 

Examples:
/mode #webchat +o Mark
/mode #webchat +ooo Mark Jennifer Estrella 

CHANNEL MODE O

Usage: MODE <room> +|-O <room> 

O - Channel Overflow:
If you set a user limit in the room and have mode +O on, it will redirect the users in the second room. To use this mode you must set the channel +l (limit), when the limit is reached the next user to join will be sent to the Overflow channel. See also CMODE l 

Privilege: Channel Operator 

Examples:
/mode #webchat +O #lobby 



CHANNEL MODE p

Usage: MODE <room> +|-p 

p - Private
Hides the room from the list, this is a good setting for rooms that do not wish to have random people wandering in. It does not prevent anyone from joining, but it keeps the room from being easily noticed. It is the same as channel mode +s - secret. 

Privilege: Channel Operator 

Examples:
/mode #webchat +p 



CHANNEL MODE q

Usage: MODE <room> +|-q 

q - Quiet whispers
This mode will prohibit users from using the WHISPER command inside the specified channel. 

Privilege: Channel Operator 

Examples:
/mode #webchat +q 



CHANNEL MODE r

Usage: MODE <room> r 

r - Registered
This indicates that a room is registered. (informational only) (users cannot set this mode) 

Privilege: Services Agent 



CHANNEL MODE R

Usage: MODE <room> +|-R 

R - Registered Nicknames Only
When this mode is set the server will check to make sure that a user that is joining the channel has a registered nickname. 

Privilege: Channel Operator 

Examples:
/mode #webchat +R 



CHANNEL MODE s

Usage: MODE <room> +|-s 

p - Secret
Hides the room from the list, this is a good setting for rooms that do not wish to have random people wandering in. It does not prevent anyone from joining, but it keeps the room from being easily noticed. It is the same as channel mode +p Private. 

Privilege: Channel Operator 

Examples:
/mode #webchat +s 



CHANNEL MODE t

Usage: MODE <room> +|-t 

t - Topic
Sets the room so that only room operators can change the topic. Most rooms will want to be +t so that only trusted people will be setting the topic. A topic represents the room; it is one of the first things people will see about a room when deciding whether to join or stay. 

Privilege: Channel Operator 

Examples:
/mode #webchat +t 



CHANNEL MODE u

Usage: MODE <room> +|-u <nickname> 

u - Registered Channel User
Sets a user to +u. He/she will be identified with a - in front of the nickname. While adding someone to the UOP list gives them certain abilities, moding them +u does not. However, it can be used as an indicator. What it would indicate would be up to each room to decide, a help room might use it to show a guest helper, a chat room might use it to show that the person was friends with one of the regulars, but not themselves around and trusted enough to have earned voice or ops. Or perhaps everyone is moded +u on joining and then they lose that status if they misbehave. Then you could tell if someone just made one mistake or is being a repeat troublemaker whom you might then wish to ban. It should be used however best suits the needs of the room. It's also a convenient when using MemoServ as a mailing list, as you can send a memo to all the UOPs in a room. Convenient for communnities and events. 

Privilege: Channel Operator 

Examples:
/mode #webchat +u Mark
/mode #webchat +uuu Mark Jennifer Estrella 



CHANNEL MODE U

Usage: MODE <room> +|-U 

U - Enable Channel Knocks
When this mode is set and user tries to join the channel it will send a knock to the channel operators telling them that a user is trying to join. This will allow the channel operators to INVITE that user into the channel. 

Privilege: Channel Operator 

Examples:
/mode #webchat +u 



CHANNEL MODE v

Usage: MODE <room> +|-v <nickname> 

v - Voice
Gives the user the ability to speak when the room is moderated (+m).See m for more information on moderation. It also can be used the same way +u can be, as a marker, see CMODE u. 

Privilege: Channel Operator 

Examples:
/mode #webchat +v Mark
/mode #webchat +vvv Mark Jennifer Estrella 



CHANNEL MODE w

w - Not available at this time, reserved for future use. 



CHANNEL MODE y

y - Not available at this time, reserved for future use. 



CONNECT

Usage: CONNECT <connecting-server> <port> <destination-server> 

Connects a server to another server. The servers at both ends of the connection being established must have defined each other properly in order for this command to succeed. The first server you type in is the split server, the second server is usually the hub server. 

Example:
/connect server1 6667 server2 

You can use this command to connect any split server with any server on the part of the network you are still connected to. However, unless the servers are configured to connect and one of them is a hub, it will not work. You should be familiar with where the servers on your network usually connect before you try to connect two servers. Bad routing will create a slower network that is more likely to split. 



CS

Usage: CS <commands> 

An alias for /msg chanserv so that you can send ChanServ commands with less typing. 

Example:
/cs info #ConferenceRoom 

Any chanserv command can be sent with /chanserv /cs or /msg chanserv 



DIE

Usage: DIE 

This command will stop ConferenceRoom. Unless you are running ConferenceRoom as a service, it will not start up again. If you use this command by mistake you can always go to the Web Configuration panel and start ConferenceRoom from the Home tab. If you do not have configuration access, you probably should be very carefull using this command. 

Example:
/die 

This command is a good way to close ConferenceRoom because the program will make sure to close down neatly and save its current configuration. If you simply kill or stop ConferenceRoom from the Operating System you might lose your most recent changes. 



FJOIN

Usage: FJOIN <nick> <room> 

This will force a user into the specified room. 

Example:
/fjoin John #conferenceroom 

This can be a way to send someone who needs help to the proper room, especially if they are having trouble joining rooms. However, it can be disorienting to find yourself in a room you didn't intentionally join. It is often a good idea to inform the user of what you are doing. 



FURL

Usage: FURL <nick> <URL> <Frame> 

This command will force a user's browser to open and view an URL. This will only work on java users. 

Example:
/furl John http://www.webmaster.com/update.htm
/furl John http://www.webmaster.com/update.htm frame2 

This can also be disorienting, and it is best to warn users of what you are doing. However, it can be useful for a presentation or to send users to a help site. 



GET

Usage: GET <nickname> <field> 

This command is used to get requested Field data. 

Examples:
/get Jennifer Avatar



GLOBOPS

Usage: GLOBOPS <message> 

Sends a message to all opers that are user mode +g. This command is usually used for network wide communication between opers for details that concern the entire network. 

Example:
/globops The event is going to start in ten minutes 

Globops should be reserved for important communications that most opers will need to see. If globops get too cluttered then it will make it difficult for opers to do other things and read globops. Less important communciations can be sent through chatops, which some opers may choose not to read. 



HelpServ Topics

Will give you Help information on a specific command. 

Please Note: If you request help that is not in this list your help request will go to all the Operators that are set mode +h. 

All user modes and channel modes are listed. To get help 

Available help topics: 

ACTION - ADMIN - AKILL - AWAY - CFLASH - CHANSERV - CHATOPS - CLEAR - CLEARAKILLS - CLOSE - CMODE (Channel Modes) - CONNECT - CS - DIE - EMBED - FJOIN - FURL - FLOAT - GET - GLOBOPS - HELPOP - HELPOPS - HIDETICKER - HS - IDENTIFY - INFO - INVITE - ISON - JOIN - KICK - KILL - KLINE - LFLASH - LINKS - LIST - LOAD - LOCOPS - LUSERS - ME - MEMOSERV - MFLASH - MKILL - MODE - MOTD - MOVE - MS - MSG - NAMES - NEWJOIN - NFLASH - NICKSERV - NOTICE - NS - OPER - REHASH - PART - PASS - PING - PRIVMSG - PROP - PROTOCTL - QLINE - QUIT - RAKILL - RESTART - ROLL - SAJOIN - SAMODE - SERVER - SERVICES - SERVSTART - SET - SHOWTICKER - SHUN - SILENCE - SOUND - SQUIT - STATS - TIME - TOPIC - TRACE - UMODE (User Modes) - UNAKILL - UNKLINE - UNQLINE - UNSHUN - UNZLINE - UPROP - USERHOST - VERSION - WALLOPS - WATCH - WEBADMIN - WEBSTART - WHISPER - WHO - WHOIS - WHOWAS - ZLINE 

Example:
/hs <command>
/helpserv <command>
/msg helpserv <command> 



HELPOP

Usage: HELPOP <message> 

This will give the HelpServ help file for a command if a server command is sent, if HelpServ has no information then the message is sent to everyone who is +h so that they can help the user. 

Example:
/helpop Where can I go for help? 

See HELP for a detailed list of commands. 



HELPOPS

Usage: HELPOPS <message> 

This will give the HelpServ help file for a command if a server command is sent, if HelpServ has no information then the message is sent to everyone who is +h so that they can help the user. 

Example:
/helpops Where can I go for help? 

See HELP for a detailed list of commands. 



HIDETICKER

Usage: HIDETICKER 

This command will prevent the scrolling message at the bottom of the Java client from scrolling. The scrolling message is called the ticker. 

Example:
/hideticker 

This command may be disabled by the person running the server. But if it works then it will stop the ticker at whatever point you send the command. The showticker command will reverse this and start the ticker scrolling again. 



HS

Usage: HS [<command>] 

Access help information on server commands. 

Example:
/hs hs 

This command allows you to get information on any server command. 



IDENTIFY

Usage: IDENTIFY [<nick>] <password> 

This command is an alias for /msg nickserv identify. You can use it to identify for your current nickname by sending just your password or for any specified nickname by sending that nick and its password. 

Example:
/identify Surel MyP4ss 

This is a simpler and more secure way to identify, since you are less likely to have a typo send the command to the wrong person. 



INFO

Usage: INFO 

Displays information about the server you are connected to including up time, address, version, and how to connect. 

Example:
/info 

If you need any help with ConferenceRoom and are not sure what version you are running, use the info command. You can also use it if you have forgotten what web address to use to connect. 



INVITE

Usage: INVITE <nick> <room> 

This command is used to invite people to join a room. The server will send a message to the user inviting them to join and allowing them to enter through +i. This is the only way to let someone into a room that is +Iif they are not at least a UOP in or have bot access to it. 

Example:
/invite residue #support 

In general, if you have an invite only room, this is how you will let people join. You generally only want to invite people you know, because random invites are usually considered rude. 



ISON

Usage: ISON <nick> [<nicks>] 

Will check to see if one or more of the nicknames are currently logged into the chat network. It will report back all of the nicks that are online. 

Example:
/ison Surel 

This is fast way to check if a nick is in use. You could use the /whois nick command, but then you would also get multiple lines of information you might not care about, and could only check for one nick at a time. 



JOIN

Usage: JOIN <room> 

The join command lets you enter a room and for java users parts them from the rooms they were in. This is the first thing you want to do when you connect to a server. You always have to place a # in front of the room name. Normally the # symbol is considered to be a part of the room's name. The example below would have you enter #webmaster. The maximum room name width is 200 characters. 

Example:
/join #webmaster 

Rooms are the virtual environments in which people chat. When you are in a room, you see all of the text sent to the room, as does everyone else present. While you can have private conversations with individuals who are in the same room as you are, or even with people who are elsewhere if you know their nicknames, most chat takes place in rooms. You can be in multiple rooms at the same time, but it can become confusing. Some networks may restrict the number of rooms you can be in simultaneously. It is generally best to be in a very small number of rooms that are moderately active. Java users can also look at the NEWJOIN command. 



KICK

Usage: KICK <room> <nick> [<comments>] 

Used to force people to leave a room. The comment field is not required but will be sent to the client after they have been kicked. Only people who are opped in the room, AOPs and higher or those moded +o, can kick others out. 

Example:
/kick #webmaster Phillip Don't flood this room. 

The room's ops may kick anyone for any reason, but this command should be reserved for people who are causing problems in the room. In general, rooms that kick frivolously become less popular. It is good to put an explanation of the kick in the command, because it helps the person being kicked learn how to behave acceptably in the future. 



KILL

Usage: /kill <nick> <reason> 

Used to forcibly disconnect someone from the server. This is usually used when someone is rude or is being disruptive. For global operators you can kill users who are on any server on the network. 

Example:
/kill Jamie flooding 

You can disconnect any user from any server on the network. 



KLINE

Usage: KLINE <user@host> <reason> <time> 

Klines prohibit users from logging on to the server. This is used normally to restrict access from those that have been disruptive. To unkline someone you must either do it through the control panel or use the /unkline command. You can use wildcards while creating a ban, though you want to be careful not to make the kline more prohibitive than needed. The second example is a site ban and will prohibit anyone from that domain from using the server. Care should always be used when placing klines. Klines work the same way as room bans, except that they ban people from the server instead of from a room. 

Examples:
/kline lamer@pm02.digex.net Flooding isn't allowed
/kline *@*.digex.net Flooding isn't allowed 30 

A kline is often a good action to take against someone who refuses to behave despite having been killed a few times. They can still get onto the chat network if there is another server for them to use. 



LFLASH

Usage: FLASH <message> 

This command will send a local NewsFlash Message on your server. The users will not know the nickname of the sender. See NFLASH for sending network-wide newsflashes. Only +n users will see newsflashes. 

Example:
/lflash Greetings, special announcement ... 

This is in many ways similar to wallops, although being +n is probably more common than being +w. 



LINKS

Usage: LINKS 

This command will show all the servers currently linked together on the network. 

Example:
/links 

If there is lag between two servers, you can use the links command to determine the path between them. Then you can test each link to see which is causing the lag. This is useful if you intend to reroute servers, squit a leaf off of a hub and connect it to a different hub. Or disconnect two hubs and reconnect one to another hub. Normal users can also use the links command to find server names to connect to or to connect to servers closer to the servers their friends are on. 



LIST

Usage: LIST <room mask> 

Shows all the public rooms on the server. You can set a mask to limit the number of channels that are returned, in the example below we ask for any rooms that start with the word support. Private or secret rooms will not show up on the list. 

Example:
/list support*
/list >10
/list <20
/list 

The room list may be very large, depending on the network. You can use the command /lusers to see how many rooms are on the network. The list command will take some time to display. 



LOAD

Usage: LOAD <panel name> 

This command is for Java users only. It allows the user to load various available management/control panels. All the Panels are case sensitive. 

Available Panels: 

IgnoreList - User Ignore panel
NickServPanel - Services Nickname management panel
MemoServPanel - Services Memo services panel
ChanServPanel - Services Room management panel
OpPanel - Room control panel
ImagePanel - Images/picture panel
WhoCard - Whois information panel
AvatarPanel - Avatars: image/icon representing a user
BuddyList - Watch/notify management list panel 

Examples:
/load NickServPanel
/load BuddyList
/load OpPanel 

The panels give you an easier way to send commands. They are simple graphical user interfaces to make chatting easy. You do not have to remember the exact commands, you can just push the button on the panel that pops up. If any information is needed, it will generally prompt you for it. You can close a panel when you are done with it and reload it later. 



LOCOPS

Usage: LOCOPS <message> 

Sends a notice to all network operators who are on the same server and set +g. 

Example:
/locops Where are we meeting? 

Locops are very useful for server-specific communications. For example, the opers for a particular server should have some idea of which servers connect best with their server. If the server needs to be routed, it is best to discuss it with the opers of that server. Some servers may allow locops to be used for chat or less important communications, much as chatops are. This can help the opers of a server get to know each other better, which can be useful since they may need to work together at times. Opers should watch locops while on duty, so they should not be allowed to get too cluttered with chat, preventing opers from being able to concentrate on the things they are working on. 



LUSERS

Usage: LUSERS <server name> 

Displays information about the number of users currently logged on to your server and the network. If you leave the server field blank, it will return with the current server you are logged into. If you use it with a * it will get the lusers information from the target server. If you designate a target server with no asterisk than it will return the number of users that your server shows at the current time. 

Example:
/lusers
/lusers webmaster.*
/lusers webmaster.webchat.org 



MEMOSERV

Usage: MEMOSERV <commands> 

This is an alias for /msg memoserv so that you can send MemoServ commands with less typing. 

Example:
/memoserv list 

This is just an easier way to send MemoServ commands. 



MFLASH

Usage: MFLASH <message> 

This command will send a local System Maintenance NewsFlash Message on the local server. The users will not know the nickname of the sender of this NewsFlash message. You must be a Services Administrator to use this command. All users will see this message regardless of their modes. 

Examples:
/mflash This server is going down for an upgrade in 5 minutes. 

Use this whenever you need to send a notice to all local users about maintenance issues. It will appear differently than a normal notice, so that normal users cannot fake network notices. 



MKILL

Usage: MKILL <IP address> <reason> 

This command will mass kill users from the same IP address, it is usually used when users have been cloning on a server. 

Example:
/mkill pp23.ntsvr4-2.tor.idirect.com cloning 

This is especially useful if the users are changing their nicks because it allows you to kill by address. It is a good idea to check exactly who will be killed by this command before you send it. 




MODE


Usage: MODE <nick|room> <+|-><modes> [<+|-><modes>] [<nick[s]>] 
Modes set properties on rooms and users. For more information on modes you can look under Channel Modes (cmode) or User Modes (umode). 

Examples:
/hs cmode
/hs umode 



MOTD

Usage: MOTD <server name> 

Display the current Message of the day for the server that you designate, if you leave the server field blank it will return with the current server you are logged into. Generally this field has administrative information and the rules for that server. You can see the motd for another server by just typing the first part of the server name and then using a ".*". 

Example:
/motd webmaster.webchat.org
/motd webmaster.*
/motd 

You should be familiar with the contents of the message of the day for the server you are using. Despite its name, a motd may not change often, but it may change to reflect network changes. Often a motd will include a list of help rooms, and that may change as new rooms are added. 



MOVE

Usage: MOVE <nick> <room> 

This command will move a user to another room. It is very similar to the FJOIN command, however, this one will make that user part all the rooms he/she may be in. 

Example:
/move John #spiderslair 

This is primarily useful to force users to go to help rooms when they need it. If the user is also unintentionally doing something harmful, it will isolate the user until he/she can be educated. 



MS

Usage: MS <commands> 

This is an alias for /msg memoserv so that you can send MemoServ commands with less typing. 

Example:
/ms list 

This is identical to /memoserv but even shorter. 



MSG

Usage: MSG <nick|room> 

This command will allow you to send a private message to a specific user or send a message to an entire room. This command is exactly the same as PRIVMSG. 

Example:
/msg Web How are you?
/msg #webchat hey guys, what's up? 

Sending a msg to the room is exactly the same as speaking in the room. With some clients it is easier to specify the room in the command than to just speak in the room normally. Rooms that are not set +n will allow you to msg them even if you are not in them, but this is rarely useful. On the other hand, sending msgs to specific nicks is often useful. This is a good way to have private conversations or just send quick messages to friends. 



NAMES

Usage: NAMES [<room>] 

Show all of the nicknames that are in the specified room. If you are a server operator and no room is specified then it shows the nicks of all the users on the network. If you are not in a room and try to get the names list, +I users will not show up, but if you are in the room then you can get a complete list. 

Examples:
/names #webmaster
/names 

Some clients do not show the users in a room, and so you can use this command to list them after joining the room. Listing all of the users on the network is rarely useful to do, and is limited to opers to prevent normal users from sending annoying messages to people they do not know. 



NEWJOIN

Usage: NEWJOIN <room> 

This command is for Java users only, it will allow the Java user to join additional rooms, without leaving any rooms they are in. 

Example:
/newjoin #conferenceroom 

The new rooms will show up on the bottom of the chat window as buttons that can be clicked on to switch between which room is being viewed. If something is said in a room that you are not watching, then the button will change color to inform you that you should look at that room. 



NFLASH

Usage: NFLASH <message> 

This command will send a global NewsFlash Message on the network. The users will not know the nickname of the sender. 

This command will also allow you to change the scrolling message in the Java client default theme. For further details on this please refer to the section Ticker in the Java parameters section. The users need to be mode +n to see newsflash messages. 

Example:
/nflash Greetings, special announcement.
/nflash <a href=http://www.webchat.org> Visit our Network URL 

This is a useful way to send messages that will be noticed. However, since it only shows to people who are +n, if the message is very important you may wish to send it another way. 



NICK

Usage: NICK <nick> 

This command will change your nickname to a new one that you select. This will update all the rooms that you are on. The example below would change your nickname to lucky. Nicknames are limited to 30 characters although some clients may have difficulty understanding more than 9. If so, use /quote nick <nick> or whatever that client requires. 

Example:
/nick Lucky 

Your nickname is the first thing that other people will notice about you. It is your name and your identity on the chat network. You should try to pick one that you are happy with. You may have to try a few before finding one that someone else hasn't registered yet. You can change your nick to reflect your mood or to show that you are away (e.g. /nick Lucky-away) although you can also use the away command. 



NICKSERV

Usage: NICKSERV <commands> 

This is an alias for /msg nickserv so that commands can be sent with less typing. 

Example:
/nickserv info Jennifer 

This is simply a shorter easier way to send NickServ commands. 



NOTICE

Usage: NOTICE <nick|room> <message> 

Sends a message into a room or to a specific user. Usually reserved for important messages. 

Example:
/notice #webmaster Check out our new web page
/notice Phil What time is the meeting? 

Notices are much like msgs. See msg. But notices may be easier to notice for some users. Also no bot (program that looks like a person on the chat network but only replies automatically to set commands) should ever reply to a notice. Bots reply to msgs and send notices, this prevents the possibility of an infinite loop between two bots. 



NS

Usage: NS <commands> 

This is an alias for /msg nickserv so that commands can be sent with less typing. 

Example:
/ns info Jennifer 

This is identical to the /nickserv command except even shorter. 



OPER

Usage: OPER <nick> <password> 

This command will grant you status as a network operator for the server you are on. This gives you access to all the operator commands on that server. 

Example:
/oper mike 9U7gh3 

Despite having an oper definition configured into the server, you will not appear to be an oper or have access to any of the oper commands until you actually oper. This command puts you on-duty and marks you as an oper. To de-oper /mode <nick> -o. In order to oper you must have an oper definition, your mask much match, you must put in the nick that is specified in your oper definiiton, and you must put in the correct case sensitive password. These are required to make sure that only the correct users can oper. 



PART

Usage: PART <room> [<message>] 

The part command has you leave a room. The other people in the room will see the message if you send one. The example below would make you leave the room #webmaster. 

Example:
/part #webmaster See you later. 

You don't need to use a part message, but many people like to use it either to say good-bye or to include a small personal quote, much like an email signature. Parting a room has you leave that room, but remain on the chat network and in any other rooms you might be in. 



PASS

Usage: PASS <password> 

The pass command has the same functionality as the identify command used with NickServ. See identify. 

Example:
/pass mypassword 

This is a good way to identify for the nick you are using. It requires less typing than the normal method so it is easier and you are less likely to make a typo. It is important to send passwords securely so that you do not accidentally send your password to another user. 



PING

Usage: PING 

This is a server function used to determine if a client is still responding on the server. Many times because of Internet routing you will drop off the server without telling the server you're gone. If the server doesn't get a PONG when it sends out a PING the ghost connection will get terminated. 



PRIVMSG

Usage: PRIVMSG <nick|room> <message> 

The privmsg command has the same functionality as the /msg command. 

Example:
/privmsg #webchat hi y'all!
/privmsg residue How's it going? 




PROPERTIES


Usage: PROP <nickname|GUID|#channel> <property> <value> 
The command takes at least 2 arguments -- an object name, and a property name (or the reserved character '*') -- and returns a variety of numerics. 

The object name can be the name of a nickname, the name of a channel or a GUID. 

The property name depends on the object type, and the attributes of the object. 

Example:
/prop mark language Spanish
/prop #lobby joinmute 5




CHANNEL PROPERTIES


Usage: PROP <#channel|GUID> <value> 
Channels contain a variety of properties, some read-only, others read-write. Some duplication of functionality is present, in that PROP commands can be used to change certain attributes that were previously only changeable by commands. 



CHANNEL PROPERTY: CHANTYPE

Usage: PROP <#channel|GUID> CHANTYPE 

PROP CHANTYPE 

The CHANTYPE property is used to determine the type of channel one has joined. The channel type can be "NORMAL", "MASTER" or "SLAVE". 

Privilege: Channel Operator
Attribute: Read Only 

Examples:
/prop #lobby chantype 



CHANNEL PROPERTY: CREATION

Usage: PROP <#channel|GUID> CREATION 

PROP CREATION 

The CREATION property is the UNIX time (number of seconds in Jan 1, 1970 00:00:00, GMT) when the channel was created. 

Privilege: User
Attribute: Read Only 

Examples:
/prop #lobby creation 



CHANNEL PROPERTY: GUID

Usage: PROP <#channel|GUID> GUID 

PROP GUID 

The GUID property returns a unique 128-bit object identifier, which clients can use to refer to objects. 

Privilege: User
Attribute: Read Only 

Examples:
/prop #lobby guid 



CHANNEL PROPERTY: JOINMUTE

Usage: PROP <#channel|GUID> JOINMUTE <value> 

PROP JOINMUTE 

The JOINMUTE property allows operators to control how many seconds a user will have to wait after joining the channel before they are allowed to speak. The server may have a default value or disable this property. 

Privilege: Channel Operator
Attribute: Read/Write 

Examples:
/prop #lobby joinmute 5 



CHANNEL PROPERTY: JOINSPERSEC

Usage: PROP <#channel|GUID> JOINSPERSEC <value> 

PROP JOINSPERSEC 

The JOINSPERSEC property allows operators to control how many users should be allowed to join the channel per elapsed second. The server may have a default value or disable this property. 

Privilege: Channel Operator
Attribute: Read/Write 

Examples:
/prop #lobby joinspersec 4 



CHANNEL PROPERTY: LAG

Usage: PROP <#channel|GUID> LAG <value> 

PROP LAG 

The LAG property specifies how many seconds of artificial delay the server will insert between successive messages from the same user. ConferenceRoom does not currently support this property. 

Privilege: Channel Operator
Attribute: Read/Write 

Examples:
/prop #lobby lag 3 



CHANNEL PROPERTY: LANG

Usage: PROP <#channel|GUID> LANG <value> 

PROP LANG 

The LANG property is used to indicate the preferred language of a channel. The syntax of the reply conforms to ISO language name conventions. 

Privilege: Channel Operator
Attribute: Read/Write 

Examples:
/prop #lobby lang es 



CHANNEL PROPERTY: LANGUAGE

Usage: PROP <#channel|GUID> LANGUAGE <value> 

PROP LANGUAGE 

The LANGUAGE property is used to indicate the preferred language of a channel. The syntax is free, and would usually be a "descriptive" name of a language. 

Privilege: Channel Operator
Attribute: Read/Write 

Examples:
/prop #lobby language Spanish 



CHANNEL PROPERTY: LASTJOIN

Usage: PROP <#channel|GUID> LASTJOIN 

PROP LASTJOIN 

The LASTJOIN property is the UNIX time (number of seconds in Jan 1, 1970 00:00:00, GMT) when a user last joined the channel. 

Privilege: Channel Operator
Attribute: Read Only 

Examples:
/prop #lobby lastjoin 



CHANNEL PROPERTY: LIMIT

Usage: PROP <#channel|GUID> LIMIT <value> 

PROP LIMIT 

The LIMIT property specifies how many users are allowed to be in the channel. If the number is reached, attempts to JOIN will be ignored, and a KNOCK message may be issued. This property mirrors the IRC channel mode +l. 

Privilege: Channel Operator
Attribute: Read/Write 

Examples:
/prop #lobby limit 8 



CHANNEL PROPERTY: NAME

Usage: PROP <#channel|GUID> NAME 

PROP NAME 

The NAME property contains the display name of the channel. This can be useful for clients that joined by GUID, or requested to join a channel that is in master/slave hierarchy, in which case the name is the name of the master. 

Privilege: User
Attribute: Read Only 

Examples:
/prop #lobby name 



CHANNEL PROPERTY: OID

Usage: PROP <#channel|GUID> OID 

PROP OID 

The OID property returns a unique 32-bit object identifier, which clients can use to refer to objects. ConferenceRoom does not support this property. 

Privilege: User
Attribute: Read Only 

Examples:
/prop #lobby oid 



CHANNEL PROPERTY: PEAKUSERS

Usage: PROP <#channel|GUID> PEAKUSERS 

PROP PEAKUSERS 

The PEAKUSERS property will display the maximum number of users to occupy the channel. For master/slave channels, this will list the maximum number of total users in master and slave channels combined. 

Privilege: Channel Operator
Attribute: Read Only 

Examples:
/prop #lobby peakusers 



CHANNEL PROPERTY: PICS

Usage: PROP <#channel|GUID> PICS <value> 

PROP PICS 

The PICS property can be used to implement a PICS-style rating system. Clients that support this property, would probably display information about the channel prior to completing a JOIN. 

Privilege: Channel Operator
Attribute: Read/Write 

Examples:
/prop #lobby pics rating value 



CHANNEL PROPERTY: REJOINTRACK

Usage: PROP <#channel|GUID> REJOINTRACK <value> 

PROP REJOINTRACK 

The REJOINTRACK property allows operators to control how many seconds a user will have to wait after a KICK or a PART from a channel before the server allows him or her to rejoin. The server may have a default value or disable this property. 

Privilege: Channel Operator
Attribute: Read/Write 

Examples:
/prop #lobby rejointrack 10 



CHANNEL PROPERTY: SUBJECT

Usage: PROP <#channel|GUID> SUBJECT <value> 

PROP SUBJECT 

The SUBJECT property can be used to add keywords to a channel, similar to META tags, to faciliate lookups of channels based on interests and topics of discussion. 

Privilege: Channel Operator
Attribute: Read/Write 

Examples:
/prop #lobby subject cars porsche fast turbo 



CHANNEL PROPERTY: TOPIC

Usage: PROP <#channel|GUID> TOPIC <value> 

PROP TOPIC 

The TOPIC property specifies the "topic" for the channel. This property mirrors the IRC channel topic. 

Privilege: Channel Operator
Attribute: Read/Write 

Examples:
/prop #lobby topic My Channel Topic 



CHANNEL PROPERTY: TOPICBY

Usage: PROP <#channel|GUID> TOPICBY 

PROP TOPICBY 

The TOPICBY property specifies who set the current topic for the channel. 

Privilege: Channel Operator
Attribute: Read Only 

Examples:
/prop #lobby topicby 



CHANNEL PROPERTY: TOPICTIME

Usage: PROP <#channel|GUID> TOPICTIME 

PROP TOPICTIME 

The TOPICTIME property specifies when the current topic was set for the channel. 

Privilege: Channel Operator
Attribute: Read Only 

Examples:
/prop #lobby topictime 



CHANNEL PROPERTY: USERS

Usage: PROP <#channel|GUID> USERS 

PROP USERS 

The USERS property will display the number of users currently in the channel. For master/slave channels, this will list the total number of users in master and slave channels combined. 

Privilege: User
Attribute: Read Only 

Examples:
/prop #lobby users 




NICKNAME PROPERTIES


Usage: PROP <nickname|GUID> <value> 
Nicknames contain a variety of properties, some read-only, others read-write. Some duplication of functionality is present, in that PROP commands can be used to change certain attributes that were previously only changeable by commands. 

You can also use '/uprop <value>' in the place of '/prop <nickname|GUID> <value>'. 



NICKNAME PROPERTY: AWAY

Usage: PROP <nickname|GUID> AWAY <value> 

PROP AWAY 

The AWAY property is set if the user is away. The value is the away message for the user. 

Privilege: User
Attribute: Read/Write 

Examples:
/prop steve away I'm away, please let a message. 



NICKNAME PROPERTY: CONNECTTIME

Usage: PROP <nickname|GUID> CONNECTTIME 

PROP CONNECTTIME 

The CONNECTTIME property is the UNIX time (number of seconds in Jan 1, 1970 00:00:00, GMT) when the client connected to the server. 

Privilege: User
Attribute: Read Only 

Examples:
/prop steve connecttime 



NICKNAME PROPERTY: GUID

Usage: PROP <nickname|GUID> GUID 

PROP GUID 

The GUID property returns a unique 128-bit object identifier, which clients can use to refer to objects. 

Privilege: User
Attribute: Read Only 

Examples:
/prop steve guid 



NICKNAME PROPERTY: LANG

Usage: PROP <nickname|GUID> LANG <value> 

PROP LANG 

The LANG property is used to indicate the preferred language of a user. The syntax of the reply conforms to ISO language name conventions. 

Privilege: User
Attribute: Read/Write 

Examples:
/prop steve lang es 



NICKNAME PROPERTY: LANGUAGE

Usage: PROP <nickname|GUID> LANGUAGE <value> 

PROP LANGUAGE 

The LANGUAGE property is used to indicate the preferred language of a user. The syntax is free, and would usually be a "descriptive" name of a language. 

Privilege: User
Attribute: Read/Write 

Examples:
/prop steve language Spanish 



NICKNAME PROPERTY: NICK

Usage: PROP <nickname|GUID> NICK <value> 

PROP NICK 

The NICK property is a property that contains either the nickname of the client, or an "extended" display name, that may contain things like spaces, or other characters not allowed by RFC1459 or the IRCX extensions. Clients that support this field, should use whatever the "NICK" property specifies when displaying messages from users. 

Privilege: User
Attribute: Read/Write 

Examples:
/prop steve nick Steven J. Smith 



NICKNAME PROPERTY: NICKTIME

Usage: PROP <nickname|GUID> NICKTIME 

PROP NICKTIME 

The NICKTIME property is the UNIX time (number of seconds in Jan 1, 1970 00:00:00, GMT) when the client changed their nickname. 

Privilege: User
Attribute: Read Only 

Examples:
/prop steve nicktime 



NICKNAME PROPERTY: OID

Usage: PROP <nickname|GUID> OID 

PROP 

The OID property returns a unique 32-bit object identifier, which clients can use to refer to objects. ConferenceRoom does not support this property. 

Privilege: User
Attribute: Read Only 

Examples:
/prop steve oid 



PROTOCTL

Usage: PROTOCTL 

PROTOCTL is sent during the log in process to tell clients the capabilities of the server. This is not a user command. 



QLINE

Usage: QLINE <nick> <reason> 

This adds a temporary qline to the server. Qlines restrict the use of a nickname to network operators. If you notice that a certain nickname is connected to your server and that nickname is inappropriate, you can use this command to change the nickname of that user to Guestxxxx and prevent further use. Note: that nickname will not be available for use until it is removed from the qline list. To view your qline list simply type /stats q on your server, the qlines are prefixed by q:. 

Example:
/qline badname offensive nickname 

Qlines are used to prevent nicks that seem in bad taste or nicks that give the illusion of being part of the network administration. This is why opers can use qlined nicks. Be careful when setting qlines with variables, such as *sh*t* which would ban possibly acceptable nicks like Lipshitz. 



QUIT

Usage: QUIT [<message>] 

Causes the server to terminate your current session. You are free to log back on after issuing this command. 

Example:
/quit I'll be back in awhile. 

/quit 

This is much like part, except that you leave the network instead of just a room. Everyone you are in a room with will see you leave. People who you are talking to with private messages will not know you have left unless they have you on their watch or buddy list. They will receive a no such nick/channel error message if they try to message you after you have left, unless someone else starts using your nick. It is generally best to inform people you are talking to that you are leaving before you quit. 



RAKILL

Usage: RAKILL <user@host> 

Removes a specific global kline from the entire network. As with the akill command, any server that is split when you issue this command will not remove the entry. 

Example:
/rakill lamer@pm02.digex.net
/rakill *@*.digex.net 

If you set the global akill and now think it should be removed, you generally should remove it from the entire network. It's not a good idea to leave akills on other servers, because then they may not be noticed for a while and an akill may stay around simply because no one was responsible for removing it. 



REHASH

Usage: /rehash <server> 

Used to to clear temporary settings such as klines and qlines. 

Example:
/rehash
/rehash chat2.* 

A good command to use at the end of an event, or every so often on a community chat server. 



RESTART

Usage: RESTART 

This command will restart ConferenceRoom. It will reset the /lusers information, it will not reset the database or the configuration settings in your ConfRoom.conf file. All users will be forced off the server while it quits. 

Example:
/restart 

This will force every user off the server while it shuts down. Then the server will start up again and people can rejoin. Since it is very disruptive it should only be used if necessary. 



ROLL

Usage: ROLL <sides> [<dice>] 

This command will simulate rolling a die with the specified number of sides. If you wish to roll multiple dice with the same number of sides, then include the number of dice you wish to roll after the number of sides. The example below would roll two six-sided dice. 

Example:
/roll 6 2 

This command is primarily here to make it easier to use the chat network for fun purposes. You can always flip a coin or roll a die while chatting to help you make difficult decisions or play various games. 

Note: mIRC will eat the first die, so if you're using mIRC then add one die to your roll to get the correct output. 



SAJOIN

Usage: SAJOIN <room> [all] 

This command will allow you to join rooms that are locked, keyed or have bans set against you. You will also not be able to be kicked out from any room you entered with an sajoin. When you use the command 'all' at the end of this command you will be joined to all channels on the server (max 100). 

Example:
/sajoin #test
/sajoin all 

If the people running a room are causing problems and they try to ban you when you are discussing this with them, then you can force your way in so that you can explain what you are doing. You can also use this along with samode to op yourself in the room and remove anyone who is misbehaving. This command can be used simply to make you unkickable. 



SAMODE

Usage: SAMODE <room> +|- <mode> 

This gives the services administrator the ability to set modes in a room without being a room operator. 

Example:
/samode #test +o Steve
/samode #test -i 

This is a good method for taking control of any room that is having problems. It even works if your server is currently split from services. You can fix any modes, remove or add any ops, and ban any users from the room. 



SERVER

Usage: SERVER <server> [<port>] 

This command is for chatting with an IRC client, and allows you to connect to another server. It will disconnect you from the server you are using and try to connect you to the server you specify. 

Example:
/server irc.webchat.org 6667 

With most clients if no port is listed it defaults to 6667, the standard IRC port. If the server you were using goes down or if you are experiencing significant lag (delays between you typing things and people seeing them) then you might want to switch servers. The server command will cause the client to try to connect to whatever server you specify. 



SERVICES

Usage: SERVICES <command> 

This command will call upon NickServ commands. See notes above for NickServ help. 

Example:
/services help register 

This is another alias to make the commands easier to type. You can also see ns under the nickserv command set. 



SERVSTART

Usage: SERVSTART 

This command will restart your services while you are online. 

Example:
/servstart 

This is the easiest way to bring services back if they are removed for any reason. See @shutdown in the operserv root commands to shut services down. 



SET

Usage: SET <nick> <field> <comment> 

This command works simultaneously with the AdminServ FIELD command. Any FIELD added using AdminServ FIELD would then be SET using the /SET command. SET can either be used by a network operator or by a user, depending on the level of the FIELD you added. 

Example:
/set Jennifer UserComment asks too many questions 

If you are not using the web interface, the client might not understand this command, so use /quote set <nick> <field> <comment>. The fields are a good way to give people additional information about yourself. Remember to only provide information that you do not mind making public. 



SHOWTICKER

Usage: SHOWTICKER 

This command will show the Java client the ticker, which is the scrolling message at the bottom of the page. Note that this command will only work if it is enabled in the parameter file, which is managed by the server administrator. 

Example:
/showticker 

This command undoes the hideticker command so that you can once again see the ticker. 



SHUN

Usage: SHUN [<nick>|<room><nick>] [<reason>] 

Allows you to specify nicks that will not be able to send private messages or notices on that specific server. You can also shun a user from speaking in a particular room; this will not affect private messages at all. To remove the shun, just issue the UNSHUN command with the specific nick you wish to unshun. To view the shun list type /shun. Opers cannot be shunned. However if a shunned user opers, the shun still remains and is effective until it is removed. If you send the SHUN command without any parameters you will see the entire shun list. 

Examples:
/shun Mark testing
/shun #WebMaster Mark 

This can be used on people who have been harassing or flooding people through private messages or notices. They can still talk in rooms, but the room operators can keep an eye on things. They can also use other servers where they are not shunned, if there are any. This can be a rather harsh thing to do to someone because unless you inform them, they will have no way of knowing that they are shunned and their private messages are not being received. It can be used in rooms if a particular user is causing problems there, but generally behaving elsewhere. 



SILENCE

Usage: SILENCE <nick|user@host> 

The silence command allows you to ignore a specific user. For example, if a user is flooding or harassing you, the user can be silenced. When you silence a user, all messages, notices or ctcp events initiated by that user will no longer reach you. Others see this user's messages normally. To use the silence command, specify /silence plus a user@host mask or nickname. Any user that matches that mask will not be able to send private messages or notices to you. To remove a silence, issue the same command with a minus sign "-" in front of the hostmask or nick 

Example:
/silence rowdy
/silence Flooder!trill@pm02.digex.net
/silence *!*@*.digex.net
/silence -Rowdy!*@*.digex.net 

This is a good command to stop people from annoying you. You will see anything they say in rooms you have in common, so you won't miss anything important. Yet you won't see any private messages. Silencing people is a very good tactic that is not used as often as it should be. There may be many immature people who get on your nerves, simply not dealing with them is best. Then you can enjoy chatting in peace with the people who do interest you. 



SQUIT

Usage: SQUIT <server> <reason> 

Causes the specified server to be disconnected from the network. Use the /connect command to connect the server back to the network. 

Example:
/squit irc.webmaster.com I want to connect you to another hub. 

This is done to reroute a server A server cannot connect to another server on the same network. So you have to squit a server before you can reconnect it. You might wish to globop before rerouting, in case someone has a good reason not to reroute. It is also nice to wallop before squiting so that users who wish to be kept informed will expect the split. 




STATS


Usage: STATS <option> [<server>] 
Shows statistics for the server you designate, if you don't specifically designate a server it defaults to the server you are on. 

Commands:
c - Connections, h - Hubs, i - Allowed Hosts, j - Client Type Count, k - Automatic Kills, l - Links, m - Commands, o - Operators, q - Qlines, Q - Send Queue, u - Uptime, U - Unknown Connections, w - Statistics, x - Unconnected Servers, Z - Internal Information, 1 - Memory stats, 2 - System stats, 4 - Resolver information, 5 - Version history 

Example:
/hs stats <command> 



TIME

Usage: TIME [<server>] 

Display the current local time and date of the server to which you are connected or specified in the command. 

Examples:
/time
/time webmaster.* 

This is useful either to see what time it is if you do not have the time easily accessible or to see what time zone a server is in. You can also issue a time command if you are using a client that logs and want to mark down what time it is in the log for future reference. 



TOPIC

Usage: TOPIC <room> <topic> 

All Users (or only room operators if the room is mode +t) can use this command. The topic command lets you change the topic of a channel, topics can be up to 80 characters long. 

Example:
/topic #ConferenceRoom The webmaster Support Room 

The topic is one of the first things people see about a room. The topic often gives some information about the room, or highlights an amusing quote that came up in the room recently. The specific use of the topic varies from room to room, but the topic should generally reflect something about the conversation going on in the room. Most rooms will limit the topic command to room operators to prevent topics that they dislike. 



TRACE

Usage: TRACE <server> 

Show the route between you and that server. 

Example:
/trace webmaster.* 

This command can be used to determine where lag exists by following the route. It can also help network operators determine how to reroute servers based on their current connections. 




USER MODE


Usage: MODE <nick> <+|-><modes> 
Sets options on yourself You can use the /umode command only for the nickname you are using at the time. Operators can set modes on users by using the target nickname. 

Available user/oper modes: 

a - Services Administrator, b - ChatOps, c - Clients, e - DCC, E - English, f - Flood Notices, F - French, g - Globops, G - German, h - Helpops, i - Invisible, j - Java, k - KillMode, L - Language Filtering, m - Messages, M - Malaysian, n - NewsFlash, o - Operator, p - CTCP, q - Quiet, r - Registered, R - Recognized, s - Server Messages, S - Spanish, t - Reports, w - Wallops, x - Hash Host, X - DeHash Host, y - Whois, z - Services Agent 

For more information type /hs umode 

Examples:
/hs umode <command> 



USER MODE a

Usage: This mode is automatically set on a user if they have the priviliges configured in their operator configuration. 

a - Services Administrator:
A - Server Administrator:
Server Administrator status. You need to be +o before you can set yourself +a, and your operator entry has to specify you as a services administrator. This will allow you access to super user status in services. You will be able to getpass and set other services options. 



USER MODE b

Usage: UMODE b
Usage: MODE <nick> +|-b 

ChatOps:
This mode is used in order to see /chatops messages occurring on the server and network. Since globops should be reserved for very important oper-only messages, chatops alow opers to communicate about less important things. If an oper is very busy they might turn chatops off, but they should still remain +g. Exactly how chatops are used will depend on the network, but they can be used simply as a way for opers to chat and have fun or for less important but still network-related oper-communications. 

Privilege: Operator 

Examples:
/mode Dan +b
/umode +b 



USER MODE c

Usage: UMODE c
Usage: MODE <nick> +|-c 

Client Connections:
This will show all clients as they enter and exit the server. 

Privilege: Operator 

Examples:
/mode Dan +c
/umode +c 



USER MODE e

Usage: UMODE e
Usage: MODE <nick> +|-e 

e - Block DCC requests:
When this mode is set dcc transfers cannot be sent to your client. This is a good idea for children and computer novices. It is also useful for experts who do not want to be bothered by DCC requests. Since many files can be harmful, it is a good idea to leave this on and only turn it off if you have chosen to receive a file from someone you trust. You will still need to accept the file transfer. Do not run any scripts or files that you do not understand. Even harmless looking files might contain a virus. Avoiding all file transfers is the safest course. 

Privilege: User 

Examples:
/mode Dan +e
/umode +e 



USER MODE f

Usage: UMODE f
Usage: MODE <nick> +|-f 

f - Flood Notices:
Will notify you in the event users on your server exceed the flood settings that have been administratively set. If the same user is repeatedly flooding, you might wish to kline or akill that user. 

Privilege: Operator 

Examples:
/mode Dan +e
/umode +e 



USER MODE g

Usage: UMODE g
Usage: MODE <nick> +|-g 

g - Global Notices:
GNOTICE messages. Opers should generally be +g so that they will not miss any important information sent by the server, services or other operators. See the /globops command for information on how to send global notices. 

Privilege: Operator 

Examples:
/mode Dan +g
/umode +g 



USER MODE h

Usage: UMODE h
Usage: MODE <nick> +|-h 

h - Helpops:
Identifies you to others as a "helper". If this mode is set, your /whois display will show a message stating that you are "helpful". Also, if a user requests help on a specific subject, (i.e. /raw help chanops), you will receive a 'helpop' message informing you of what subject he is looking for help on. Any messages for helpserv that does not give a help file will be sent to the helpops so that they can assist. 

Privilege: Help Operator 

Examples:
/mode Dan +h
/umode +h 



USER MODE i

Usage: UMODE i
Usage: MODE <nick> +|-i 

i - Invisible:
Makes a user invisible, you will not be able to see what rooms this user has joined unless you are in that room with the user. Most people set themselves +I to avoid being randomly spammed or followed into rooms. 

If the server is running in Super Invisible mode then a more strict version of the +i user mode is used. When this is enabled (it is by default) the server will not allow users to message other users that are also +i that do not meet the following criteria: 

1) They don't share the same channel.
2) They don't have a watch for the other user. (Both sides must have watches set).
3) The user is not a buddy. 

Privilege: User 

Examples:
/mode Dan +i
/umode +i 



USER MODE j

Usage: This mode is automatically set on a user if they join the server using a java client. 

Java User:
j - Java" java user mode. 



USER MODE k

Usage: UMODE k
Usage: MODE <nick> +|-k 

k - KillMode:
Will show you all the kill messages occurring on your server and the network. On a big network this will often be more information than you want to deal with, although you could set up a bot to log it in case you wanted to be able to check for any problems later. On smaller networks this can sometimes help give you a better feel for what is going on. 

Privilege: Operators 

Examples:
/mode Dan +k
/umode +k 



USER MODE L

Usage: UMODE L
Usage: MODE <nick> +|-L 

L - Language Filtering:
If filtering is set on for the server then messages to this user will be censored. This mode says the user has sensitive ears when someone does a /whois on them. 

Privilege: Operators 

Examples:
/mode Dan +L
/umode +L 



USER MODE m

Usage: UMODE m
Usage: MODE <nick> +|-m 

m - Messages:
This will protect you from getting direct messages from other users. This is useful if you are away and do not want people trying to communicate with you or if you do not want to be bothered outside of rooms. It also is a good mode to set for children. While it is best to either supervise a child or educate them thoroughly and only allow them to chat unsupervised when their guardians feel they are ready, removing private messages provides some additional protection. Then if they remain in well-supervised rooms the operators may make sure that the conversation is acceptable. 

Privilege: User 

Examples:
/mode Dan +m
/umode +m 



USER MODE n

Usage: UMODE n
Usage: MODE <nick> +|-n 

n - NewsFlash:
This will allow the users to receive newsflash messages. Some people enjoy getting information about world events while chatting, others find it annoying or distracting. If you like receiving news, then you can set yourself +n. 

Privilege: Operators 

Examples:
/mode Dan +n
/umode +n 



USER MODE o

Usage: This mode is automatically set on a user if they have the priviliges configured in their operator configuration. 

Operator:
Operator: The server will set this mode for you after you /oper yourself. This is the mode that tells people you are a network operator and gives you the basic oper powers. 



USER MODE p

Usage: UMODE p
Usage: MODE <nick> +|-p 

p - Block CTCP:
This will prohibit others from sending you ctcp commands. You will see ctcps that are sent to rooms that you are in, but you won't reply to them. This mode is useful to prevent ctcp flooding or just annoying ctcps. Ctcps are used to measure lag or gather information about someone, such as what client they are using. Operators can bypass this mode. 

Privilege: Users 

Examples:
/mode Dan +p
/umode +p 



USER MODE q

Usage: MODE q
Usage: MODE <nick> +q 

q - Be Quiet:
This mode will disable a users ability to talk on the server at all. Once set it can't be unset. Normally this is used in an event client class where you set the initial mode to q so that the user can't speak on the server. 

Privilege: User 

Examples:
/mode Dan +q 



USER MODE r|R

Usage: This mode is automatically set on a user depending on their access level to a specific nickname. 

Registered/Recognized:
r - Registered: User is using a registered Nickname that matches the mask or has identified for the nick. This is only meant to be informative, users cannot set themselves + or - r. 

R - Recognized: User has identified to NickServ with the password for the nick currently in use. 



USER MODE s

Usage: UMODE s
Usage: MODE <nick> +|-s 

s - Server messages:
Allows you to see messages that the server sends. This is usually kill messages. It isn't very useful for the average user, but it is an option for the curious. This mode is automatically set on Operators. 

Privilege: User 

Examples:
/mode Dan +s
/umode +s 



USER MODE t

Usage: UMODE t
Usage: MODE <nick> +|-t 

t - Reports:
This mode will show you a report of what is done on the server, such as, /stats commands or /admin. Every time someone issues certain commands, you will be notified. If you want to watch who is curious about the network you can set yourself +t. Sometimes when users are trying various odd commands they are trying to learn something because they do not know the correct commands. You may choose to offer assistance to these users. 

Privilege: Operators 

Examples:
/mode Dan +t
/umode +t 



USER MODE w

Usage: UMODE w
Usage: MODE <nick> +|-w 

w - Wallops:
Messages sent by Opers to users will be visible. This is usually a good mode to have set on. Opers will sometimes send information that is helpful but not urgent through wallops. For example, if the network were in the process of rerouting some servers, causing some quick splits, there might be a wallop about it. 

Privilege: Users 

Examples:
/mode Dan +w
/umode +w 



USER MODE x

Usage: UMODE x
Usage: MODE <nick> +|-x 

x - Hash or Mangle:
IP masking of the hostmask which helps to prevent denial of service attacks. In the formation of =numbersletters or numbersletter=. You can still ban specific users by their full address, just ban the munged version that you can see in their whois, and they will be unable to join. 

Privilege: User 

Examples:
/mode Dan +x
/umode +x 



USER MODE X

Usage: UMODE X
Usage: MODE <nick> +|-X 

X - de Hash:
The +X mode will break the +x mode except on room information or +x for network operators. 

Privilege: Operators 

Examples:
/mode Dan +X
/umode +X 



USER MODE y

Usage: UMODE y
Usage: MODE <nick> +|-y 

y - Show Whois:
This will show you who does a whois on you. Since most users do not realize anyone can see when they are being whois'd they may be surprised if you mention it to them. Also you should not take offense at being whois'd unless someone is repeatedly whoising you as an attempt to flood you. There are numerous reasons to whois someone, such as to check their idle time. But people who are whoising Opers often desire help, and you can offer it to them or wait for them to msg you. 

Privilege: Operators 

Examples:
/mode Dan +y
/umode +y 



USER MODE z

Usage: This mode is automatically set on a services agent. 

Services Agent:
This is set on a services agent and will show in /whois information. 



UNAKILL

Usage: UNAKILL <ident@host> 

This command will remove an akill from the server you are connected to. Unlike the rakill command, which will remove the akill from all the servers, the unakill command will remove it only from your server. 

Example:
/unakill mark@*.webmaster.com 

This can be a way to give someone a chance to come back onto the network while still limiting their use and keeping a close eye on them. But generally you will want to remove akills globally rather than locally. 



UNKLINE

Usage: UNKLINE <user@host> 

Will remove a kline from your server. Note: you must match the user@host information exactly or the unkline will not work. You can use wildcards to erase multiple klines at one time. 

Example:
/unkline lamer@pm02.digex.net
/unkline *@*.digex.net 

This undoes the kline command. It is generally good to remove klines periodically. Klines will often ban people who did not do anything wrong, and people will often start behaving when given a second chance. It's a good idea to keep track of anyone who is being repeatedly klined so that stronger measures can be taken or the kline can be kept. 



UNQLINE

Usage: UNQLINE <nick> 

This command will remove a temporary QLINE from your qline list. Qlines are prohibited nicknames. To place a qline please see QLINE. 

Example:
/unqline badword 

You may wish to remove a qline if you decide that a nick is acceptable or the qline is proving to be too broad and you wish to set more specific qlines. 



UNSHUN

Usage: UNSHUN <nick> 

This command will remove a nickname from a shun list. A shun means that the person who has been shunned cannot send any messages through the server. Very often the user doesn't even notice that he/she has been shunned. See SHUN. 

Example:
/unshun Webmaster 

Shuns should generally be temporary measures unless the person is aware of being shunned. Otherwise it can be very confusing to the user. 



UNZLINE

Usage: UNZLINE <host> 

This command will remove a zline from the /stats k list, the zlines are prefixed by a z. See zline for more information. 

Example:
/unzline 999.999.99.999 

As with the other commands that ban users from the network, it is a good idea to remove old entries to allow people back on. 



USERHOST

Usage: USERHOST <nickname> <nickname> 

Returns the user@host information for up to five users at a time. 

Example:
/userhost josh phil 

If you just want the address for some users this is a faster way to retrieve them than individually whoising each of them. It also only returns the mask, unlike the whois command that will several lines of information. You might want to userhost some people if you needed their mask to identify them. 



VERSION

Usage: VERSION <server> 

Gives the current version of the server you are logged into and information about the modes the server is set in, such as, CR1.8.1.win32.ws2 irc.webmaster.com dnfu 

d - DNS
f - Flood control
u - Users are able to register channels
A - Alpha NT
B - BSDi
D - Digital Unix
F - FreeBSD
H - HPUX
I - IRIX
L - Linux
N - NetBSD
S - Solaris
ws2 Winsock2
win32 Windows 95/98/NT 

Examples:
/version webmaster.webchat.org
/version webmaster.*
/version 

Any user can retrieve version information. Although it is unlikely you will need the information. 



WALLOPS

Usage: WALLOPS <message> 

This command will send a message to all users that are set mode +w. 

Example:
/wallops We're going to be doing some re-routing, so you will experience some quick splits. Please be patient. 

Wallops can be seen by anyone on the network, so they should be carefully considered before being sent. They are usually reserved for important information that would interest the users, but is not vital enough to be sent as a newsflash or one of the other methods of notifying most or all users. 



WATCH

Usage: WATCH +|-<command>[name] +|-<command>[name] 

This command works the same way as the /ison command although it will notify you if the user appears or goes away until the person is removed from your watch list. You can input up to 5 names or rooms into each watch command. You can send multiple watch commands. This command will allow you to see a user connect/disconnect from the network. If you are watching a room, it will tell you when the room empties or has a user join after it was empty. 

Commands: 

+<nick|room> Add nick(s) to the watch list
-<nick|room> Remove nick(s) from the watch list 

Flags: 

c - Clear the watch list
s - Show your watch list and how many watch lists your nick is on
l - Show who on our watch list is online
L - Show the watch list, indicating which users are online and which are offline

Example:
/watch +JoelKatz +WebMaster +Samurai +#Spiderslair
/watch s
/watch L 

Watch is designed to let you know when the things that interest you are online. It works much like the buddy command, although you have to set it each time you log into the network. It also does not require the authorization of the people you want to add. 



WEBADMIN

Usage: WEBADMIN 

Forces the web server to restart. 

Example:
/webadmin 

This should be used if the web server needed to be stopped. If the web server is not running then people cannot connect to the network through web pages and people with configuration access cannot use the web configuration tools. 



WEBSTART

Usage: WEBSTART 

Forces the web server to restart. 

Example:
/webstart 

This is the same as WEBADMIN. 



WHO

Usage: WHO <room|nick> 

When a who is done on a room you are in, you will get a list of the nicks, masks, and "real names" of everyone in the room and their status in the room. There will be a letter after their nick, either a H for "here" or a G for "gone". If there is a G it means they set themselves away. A % sign means that the person is +I, invisible. When a who is done outside the room only people who are not +I will show, and if the room is secret or private no names will show. When a who is done on a nick, you will see the person's name, mask, and "real name". 

Examples:
/who #ConferenceRoom
/who Jennifer 

A who is a good way to get a list of people and their masks. The who command for a room is much like the names command except that it gives more information. Who, when used on a nick, is much like whois except that it gives less information. Sometimes you want to see nicks and their masks. For example, if you wanted to see if there are clones in the room then who would be the best tool. Or it can be an easy way to see how many people are actually present. Although in large rooms a /names is better for most purposes because it is shorter and a /who may fill up your screen. 



WHOIS

Usage: WHOIS <nick> 

Displays information about a nickname. This includes the host that they are logged in from, the server they are logged into, the public rooms they are in, private rooms you are both in, and the number of seconds that have passed since they last communicated with the server. There may be additional information depending upon what fields they have set. 

Example:
/whois webmaster 

Whois is generally the first command you would use on people to learn something about them. For related commands see who, whowas, and names. 



WHOWAS

Usage: WHOWAS <nick> 

For a certain amount of time after a client has left the server you can still get information about that client. The information is the same as the information in the whois command. 

Example:
/whowas webmaster 

If you just missed someone, but you want to know the whois info and forgot to check, you can whowas them. You can also use whowas if someone keeps switching nicks and you cannot whois them easily. 



ZLINE

Usage: ZLINE <ip range> 

This command is a form of firewall for your server. This will prevent problem users from a specified host address from accessing the server. 

Example:
/zline 10.127.0.1-10.127.1.255 

This is the strongest ban you can place against an address. The person will not even see a reason why they are banned; they will just be unable to connect. The ban must be sent on the numeric version of the address. 




MEMOSERV


Also: MEMOSERV | MS 
MemoServ is included in the Enterprise edition of ConferenceRoom. All other editions do not include MemoServ. Memoserv related NickServ/ChanServ commands are disabled if you are not running an Enterprise Edition of ConferenceRoom. MemoServ emulates email as closely as possible and has INBOX, SYSTEM, and RECYCLER folders automatically added upon registration of a nickname. This allows you to manage your incoming memos, versus system memos which are memos sent from Services or from Administrators of the server/network. 

Memoserv Commands:
CLOSE - Close an active memo folder.
CREATE - Create a new Memo folder.
DEL - Mark a memo as deleted.
EXPUNGE - Delete all memos from the recycled folder.
FORWARD - See NickServ SET MFORWARD.
IGNORE - Ignore memos from certain people.
KEEP - Mark a memo to keep it from expiring.
LIST - List your current memos.
MOVE - Move a selected message to a specified memo box.
READ - Read a memo.
SELECT - Select your active memo box.
SEND - Send a user or a room a memo.
SENDTO - Send a memo to specific lists for a room.
STAT - Display all Memo folders.
UNDEL - Undelete a memo from the Recycler box 

Example:
/msg memoserv help <command>
/memoserv help <command>
/ms help <command> 



CLOSE

Usage: CLOSE 

The close command is the opposite of the SELECT command. It will close your currently active memo folder. Use select to open a new memo folder. 

Example:
/msg memoserv close 

If you close the active memo folder and then do a memoserv list, you can see how many memos you have in each of your folders. 



CREATE

Usage: CREATE <folder> <description> 

This command will allow you to create new memo folders. There are 3 folders already created for you. INBOX, SYSTEM, RECYCLER. 

Example:
/msg memoserv create myfolder For my stuff 

If you get and keep a lot of memos from a particular room or about a particular matter then you may find it easier to file them all into one file apart from your other memos. 

Related Command: /msg memoserv help stat 



DEL

Usage: DEL [<range>|*|ALL] 

This command will delete specified memos. DEL ALL or DEL * deletes all of your memos within the active folder, so use it with care. DEL ALL is deprecated, but still works. Use DEL * to delete all memos in a folder. When deleting specific memos, the argument passed can be an individual memo number, a comma separated list of memo numbers or a memo range. A memo range, denoted by the syntax <lo>:<hi> specifies that you wish to delete all memos, whose id is greater than or equal to 'lo' and less than or equal to 'hi'. This command will also delete a memo folder. However you cannot delete the INBOX, SYSTEM, or RECYCLER memo folders. You can only delete folders you created. 

Examples:
/msg memoserv del 1
/msg memoserv del 12:15
/msg memoserv del 2,3,6
/msg memoserv del *
/msg memoserv del all 

Make sure that you have the correct folder active when you are deleting. Deleted memos will go into the RECYCLER folder, so you can move them back into your other folders if you made a mistake. Use the expunge command to make the memos in your RECYCLER folder vanish. 



EXPUNGE

Usage: EXPUNGE 

The EXPUNGE command will permanently delete all memos in the "RECYCLER" folder. Once your memos have been EXPUNGED from the folder they cannot be retrieved. 

Example:
/msg memoserv expunge 

Expunging your recycler is much like purging emails in some programs or emptying your trash can or recycle bin. It is the final step that makes memos irretrievable. 



FORWARD

This command has been removed, use the nickserv set mforward command to forward memos from one nick to another. 

/msg nickserv set mforward 



IGNORE

Usage: IGNORE [ADD|DEL|LIST] [<nick>] 

You have the ability to manage a permanent MemoServ ignore list with this command. All nicknames added to your ignore list must be registered. If a nickname on your ignore list tries to send you a memo, the ignored person will be notified that they are on your ignore list and you do not wish to receive any memos from them. 

Examples:
/msg memoserv ignore add benny
/msg memoserv ignore del Dainera
/msg memoserv ignore list 

This is a good way to avoid memos from people who spam you. They can get around an ignore by registering a different nickname, but if people do so just to continue spamming, you can report them to whomever is running the chat network. MemoServ abuse is uncommon since it requires that the person register a nick to do it, and thus leaves a record of who was causing problems. 



KEEP

Usage: KEEP <memo number> 

The KEEP command will MARK a memo as being kept. Then the memo will not expire unless deleted. Deleting it either by number or in a del * command will remove the memo. 

Example:
/msg memoserv keep 3 

Memos that are read but not marked with keep will expire whether you delete them or not. You should still delete and expunge your excess memos to keep your memobox easier to go through and to reduce using up service's space needlessly. If you have any important memos you will want to be able to reference later, mark them with keep. If you find yourself doing this often, you should probably make a folder for such memos, so that you do not accidentally delete an important memo with a del *. 



LIST

Usage: LIST 

Displays a list of memos sent to you, in your active memo folder. You cannot see memos that you have sent. If no memo folder is selected it will show you how many memos you have in each of your folders. 

Example:
/msg memoserv list 

This will show you the memo numbers so that you can easily choose which to read or delete. You can see how many memos you have in each folder, so you can decide if you should select one to read through its contents. 



MOVE

Usage: MOVE <memo number(s)> <folder> 

This command will allow you to move a memo from a memo folder to another memo folder. For example, you would like to keep a memo you received from a friend, however you'd like it in your FRIEND folder rather than your INBOX folder. You could use the MOVE command to move the selected memo there. If you didn't yet have a FRIEND folder, you could create one with the create command. You can move more than 1 memo at a time. e.g.: /MS MOVE 2-4 Jenn will move 2,3 and 4 to 'Jenn' a folder called Jenn. You cannot move folders into the RECYCLER, use the del command instead. 

Examples:
/msg memoserv move 1 SYSTEM
/msg memoserv move 1-4 FRIEND
/msg memoserv move 1,3 SYSTEM 

Use this command to organize your memos. Ideally you should keep unread memos in your INBOX folder, then the ones you want to keep, either permanently with the keep command or temporarily, you should move to a personal folder you create. This way you can read through new memos easily, while still being able to hold and quickly find memos you want to reference. 



READ

Usage: READ <number(s)> 

This command can be used to read memos in the currently selected folder. The argument passed can be an individual memo number, a comma separated list of memo numbers or a memo range. A memo range, denoted by the syntax <lo>:<hi> specifies that you wish to read all memos, whose id is greater than or equal to 'lo' and less than or equal to 'hi'. 

Examples:
/msg memoserv read 1
/msg memoserv read 12:15
/msg memoserv read 2,3,6

This is a fairly simple command. You will probably want to list all of the memos you wish to read in one command just for convenience, so long as the scroll isn't a problem. You can always reread a memo if it scrolls off and you can't scroll back to see it. 



SELECT

Usage: SELECT <folder> 

The select command, will allow you to chose which memo folder will be your active memo box. The CLOSE command would close a selected memo folder. You have 3 default memo folders, INBOX, SYSTEM and RECYCLER You can create additional folders, see create. 

Example:
/msg memoserv select SYSTEM 

You need to select a folder before you can list or read the memos in it. You can select a new folder without closing the old one; it will close for you when a different folder becomes active. 



SEND

Usage: SEND <room|nickname> [MTOPIC <topic> MBODY] <message> 

This command allows you to send a memo to a registered nickname or room. If you wish you can attach a topic to a memo by using MTOPIC and specifying the topic followed by MBODY and the body of the message. You cannot send a memo from the nick you are using to itself. 

MTOPIC Usage: SEND <room> [MTOPIC <topic> MBODY] <message> 

MTOPIC allows you to set a topic for your memo. 

MBODY Usage: SEND <room> [MTOPIC <topic> MBODY] <message> 

You must use the MBODY command to specify the end of the topic and the start of the memo. 

Examples:
/msg memoserv send #webchat Hello guys
/msg memoserv send JoelKatz How was your vacation?
/msg memoserv send #webchat MTOPIC meeting MBODY the meeting has been changed to 2:00 instead of 1:30. 

Topics are useful for memos that you expect the recipient to keep and refer back to, because they make the memo easier to identify in a list. Topics are also good for test memos, so the recipient does not bother to read the memo. 



SENDTO

Usage: SENDTO <room> <level> [MTOPIC <topic> MBODY] <message> 

This command allows you to send a memo to registered nicknames in a specified room list. You can attach a topic to the memo by using MTOPIC and specifying the topic, followed by MBODY and the body of the message. 

MTOPIC Usage: SENDTO <room> <level> [MTOPIC <topic> MBODY] <message> 

MTOPIC allows you to set a topic for your memo. 

MBODY Usage: SENDTO <room> <level> [MTOPIC <topic> MBODY] <message> 

You must use the MBODY command to specify the end of the topic and the start of the memo. 

Examples:
/msg memoserv sendto #webchat vop Hello guys
/msg memoserv sendto #webchat aop,vop Hello guys
/msg memoserv sendto #webchat sop
/msg memoserv sendto #webchat sop MTOPIC meeting MBODY The meeting was moved to 2:00 instead of 1:30. 



STAT

Usage: STAT 

This command will show you the list of all your MemoServ folders. You will also be able to view how many memos are in each folders, how many are read and unread. All registered Nicknames automatically get 3 default folders, these folders cannot be deleted. They are INBOX, SYSTEM, and RECYCLER. 

Example:
/msg memoserv stat 

This gives you the same information you get from LIST when all your folders are closed. But you can get the stat information without closing your current folder. So if you have a folder open, but want to see if you have unread memos in another folder, you can use stat to find out with a single command. 



UNDEL

Usage: UNDEL <memo number> [<folder>] 

This command will allow you to undelete a memo that is currently in your RECYCLER memo box. You will need to change your active folder to the RECYCLER folder and then LIST so you will be able to obtain the memo number. The undeleted memo will be automatically moved back to the INBOX memo folder unless you specify a folder. 

Examples:
/msg memoserv undel 1 SYSTEM /msg memoserv undel 2 

If you accidentally delete a memo but have not yet expunged your RECYCLER, you can get the memo back. This is most useful if you accidentally sent the delete command. But you should try not to count on undeleting memos to get them back. 




NICKSERV


Also: NICKSERV | NS 
NickServ allows users to register their nicknames for use while online. Users may reserve their favorite online name for their personal use with options to ensure that nobody else can use it. After registration, users can PROTECT their nickname from use by others so that services will automatically change their nickname, or you can manually change someones nickname by using the RECOVER command. If a user does not use a registered nick for the number of days set in the services nickname configuration, the registered nickname expires and becomes available for registration by other users. 

NickServ Commands:
ACC - Check the access of a user to a nick.
ACCESS - Change/View access lists.
AUTH - Authentication commands for buddies.


 HYPERLINK "http://manual.conferenceroom.com/help/nickserv/buddy.html" BUDDY - Maintain your buddy list.
DROP - Drop registration of your nick.
GHOST - Ghost a user who is using your nick.
HELP - Receive detailed information on NickServ commands.
IDENTIFY - Identify to your nickname.
INFO - Get information on a registered nick.
LISTCHANS - List rooms that a particular nick has access to.
RECOVER - Recover your nickname when someone else is using it.
REGISTER - Register a nickname.
RELEASE - Release an enforcer that is holding your nick.
SET - Change the settings/options of your nick.


 HYPERLINK "http://manual.conferenceroom.com/help/nickserv/watch.html" WATCH - Manage your watch list 

Example:
/msg nickserv help <command>
/nickserv help <command>
/ns help <command> 



ACC

Usage: ACC <nick> 

This command checks if users own the nicknames they are currently using. After using the acc command, services will reply with the user's access level. 

The possible values are:
2 User has identified and owns the nick.
1 User matches the nick's access masks.
0 User does not own the nick or is not online 

Example:
/msg nickserv acc JoelKatz Use the acc command to verify that someone is the rightful owner of a nick in use. Access level one does not mean that they do not own the nick, but it doesn't give you enough information to conclude that they do either. If you normally get opped or voiced in a room and services are not doing so, you should check your acc. Identifying will usually fix the problem. 



ACCESS

Usage: ACCESS [ADD|DEL|LIST|WIPE] [<mask>] 

This command is used to add, delete and list access masks. If a user matches an entry in the access list, he/she won't need to identify to use the nick. The person will have acc level 1. If protect is set on, you will still be able to use the nick without identifying, provided you match a mask in the access list. 

ADD - Add a mask to a user's access list
DEL - Remove a mask from a user's access list
LIST - List the user's access list entries
WIPE - Clear the access list of all entries 

Examples:
/msg nickserv access del philw@*.drmweaver.com
/msg nickserv access add philw@*webchat.org
/msg nickserv access wipe Phillip
/msg nickserv access list 

If you have a static ip address, you should definitely add an access list entry for it. If your address varies, you need to consider what level of security and convenience you want. But you can always add or remove masks if you change your mind. 




AUTH


Usage: AUTH <command> [<parameters>] 
This command is used for adding a nickname, or channel privilege to your buddy/watch list. 

ACCEPT - Approve the authorization request and memo the person confirmation.
APPROVE - Same as accept.
DECLINE - Decline the authorization request and memo the person that you will not be added to that buddy list.
LIST - List buddy requests.
READ - Read the AUTH request Message.
REJECT - Decline the authorization request without memoing.
VIEW - Same as read 

Examples:
/msg nickserv help auth <topic> 

If you are on someone's buddy list then they will know when you are on the chat network. If you are informed that you have a buddy request waiting for you, use the list command to see what its number is. Then read it by using the read command with its number. If you wish to allow the person who sent it to add you to their buddy list then use approve or accept with the auth number. If you do not want to be added to that person's buddy list, use decline or reject. 

Other related commands:
/msg nickserv help buddy
/msg nickserv help set authorize 



AUTH ACCEPT

Usage: AUTH ACCEPT <number> 

Accept a request to be added to someone's buddy list. Once the accept command is sent, you will be added and that person will be sent a memo informing them that their request was approved. This command is the same as AUTH APPROVE. 

Example:
/msg nickserv auth accept 3 

You will probably want to list your authorization requests before accepting any so that you can be sure that you are accepting the correct ones. 



AUTH APPROVE

Usage: AUTH APPROVE <number> 

This command works the same way as AUTH ACCEPT. It will accept a buddy request and memo the person who sent it that their request was approved. 

Example:
/msg nickserv auth approve 2 



AUTH DECLINE

Usage: AUTH DECLINE <number> 

This command will reject a request to add you to someone's buddy list. You will not be added and the person who sent the request will receive a memo informing them. 

Example:
/msg nickserv auth decline 4 

As with similar commands, you may want to list your requests before sending a decline so that you are sure you are decliniing the correct one. 



AUTH LIST

Usage: AUTH LIST 

This command will give you a list of buddy requests. You can then read them and choose to accept or decline them as you see fit. The numbers next to each request are the numbers you will need to use in AUTH commands to refer to those requests. 

Example:
/msg nickserv auth list 

This is the first step toward dealing with authorization requests. First you should list them, then read them, and then accept or decline/reject as you see fit. 



AUTH READ

Usage: AUTH READ <number> 

This command will let you read an authorization request. 

Example:
/msg nickserv read 2 

You can use the auth list command to find the authorization request's number. 



AUTH REJECT

Usage: AUTH REJECT <number> 

Much like the AUTH DECLINE command this command will prevent you from being added to someone's buddy list, but the other person will not be notified. 

Example:
/msg nickserv auth reject 1 

You may wish to reject a buddy list request rather than decline it either if you do not want the person informed that you rejected it, rather than simply failing to respond. Another reason to use reject is if the request was sent by accident or you spoke with the person who sent it so that no memo would be necessary. 



AUTH VIEW

Usage: AUTH VIEW <number> 

Same as the AUTH READ COMMAND. It will display an authorization request for you. 

Example:
/msg nckserv auth view 3 




BUDDY


Usage: BUDDY [ADD|DEL|LIST|WIPE] [<nick>] 
This command will have NickServ manage your BUDDY list. A Buddy list is the same as a watch list and similar to a notify list. A Buddy list informs you when each of your buddies joins or leaves the chat network. 

ADD - Add a Buddy to a user's Buddy list.
DEL - Delete a Buddy from a user's Buddy list.
LIST - List the user's Buddy list.
WIPE - Remove all entries from the buddy list. 

Examples:
/msg nickserv buddy add Mark
/msg nickserv buddy del Mark
/msg nickserv buddy list 

You can add the nicks of people whom you frequently chat with as buddies. But you might not want to make your buddy list too long, or you may be seeing too many messages about people logging on and off. Add people to your buddy list if you will frequently want to chat with them when they are online and might not otherwise realize they were around. 

Other related commands:
/msg nickserv help auth
/msg nickserv help set authorize 



BUDDY ADD

Usage: BUDDY ADD <nickname> 

This command is used to add a user to your buddylist. Upon acceptance you will also be added to their buddy list. If either of you or your buddy uses the DEL command, the buddy entry will be dropped for both parties. 

Example:
/msg nickserv buddy add Phil 

There are a few things that you should think about prior to adding a user to your buddy list. The first is that the user will now be able to tell when you're online and using your nickname. The second, is that the usr will now be able to see some information that has security implications such as your valid host address. 



BUDDY DEL

Usage: BUDDY DEL <nickname> 

This command will delete the specified user from your buddy list. This will also remove you from the other persons buddy list. 

Example:
/msg nickserv buddy del Phil 



BUDDY LIST

Usage: BUDDY LIST 

Lists all of the users that you have added on your buddy list. 

Example:
/msg nickserv buddy list 



BUDDY WIPE

Usage: BUDDY WIPE 

This command will completely remove all of the buddies that you have listed. 

Example:
/msg nickserv buddy wipe 

Extreme caution should be used with this command. Once used this command cannot be undone. 



DROP

Usage: DROP <nick> 

This is the opposite of register, it releases a nick you own. When you drop a nick you also lose any rooms for which it was listed as the founder. You must identify with the nick's password before you drop it. 

Example:
/msg nickserv drop phil 

If you have gotten tired of a nick and no longer want it, then drop it. A nick is like an identity in the chat network, it receives memos, gets opped in rooms, and can own rooms. Dropping the nick removes all of that for that nick. Make sure you want to give up your nick before you drop it. Once dropped, anyone can register it. 



GHOST

Usage: GHOST <nick> [<password>] 

If you have become disconnected, but your client is still online, you can use the ghost command to disconnect the client. You must either have identified for the nick with the client sending the ghost command or you must include the password in the command. 

Example:
/msg nickserv ghost webmaster webpass 

When a computer disconnects abruptly, for example by crashing, sometimes it does not log off of the chat network. The server will eventually realize that the client is dead, but you may log back on and still see a "ghost" of yourself. This command is designed to allow you to remove these ghosts. You can only ghost a nick if you have registered it. If you have an unregistered ghost, just wait for it to disconnect itself. If it is causing problems, you can ask a network operator to "kill" it. 



HELP

Usage: HELP [<command>] 

This command will provide online help for NickServ. You may use it without any parameters to get a list of topics you can get help on. If you wish to receive help on a specific command use the command name in the help syntax. 

Examples:
/msg nickserv help
/msg nickserv help set
/msg nickserv help set protect 

This is the easiest way to look up what a command does or exactly how to use it. You will probably find yourself referencing the help files often if you want to do anything at all complicated on a chat network or spend a lot of time helping or teaching others. 



IDENTIFY

Usage: IDENTIFY [<nick>] <password> 

To gain full access to a registered nick, use the identify command. After identifying to a nick, the settings of a registered nick can be changed. You do not have to be using the nick to identify for it. 

Examples:
/msg nickserv identify yourpass
/msg nickserv identify yournick yourpass 

In general, it is best if you always identify for your nick when you use it. However, if your access list is set to match you, you will not need to. But many rooms will have ident set on to require that you identify before getting status in those rooms. It can often be useful to identify for a nick you intend to use before you switch nicks. Services will remember you as identified for multiple nicks, even ones you have identified for but not used. 



INFO

Usage: INFO <nick> 

Used to view all available information on a registered nick. This will show whether it is registered, when it was registered, to whom, when it was last used, and various options that are set for the nick. Opers may be able to see more information than regular users. 

Example:
/msg nickserv info benny 

This is a good command to use to check if a nick that interests you is registered or to see when a friend's nick was last used. You should info your own nick so you can see what others will find out if they do so. 



LISTCHANS

Usage: LISTCHANS [<nick>] 

This will give you a list of all the rooms you or the specified nickname has an access level to and tell you what access. If no nick is given, it will give you the list for the nick you are using. You must identify for the nick before you may see the listchans info. 

Examples:
/msg nickserv listchans JoeUser
/msg nickserv listchans 

This is a very useful command. If you have forgotten which rooms you were given access to, you can check. You can also see if anyone has added you to a room without telling you. If you use many rooms, it can become easy to forget one, so listchans can serve as a reminder. 



RECOVER

Usage: RECOVER <nick> [<password>] 

If another user is using your nick and you haven't turned nick protect on, you can use this command to disconnect the user and recover your nick. After using the recover command, you need to use the release command or wait two minutes to get the nick back. Services puts up an enforcer, to prevent someone from auto-rejoining with your nick. If you have identified for the nick already, then you do not need to include the password. If you have not identified, then it will not work without the nick's pass. 

Example:
/msg nickserv recover jimmy jimpassword 

Recover is a harsh command in that it disconnects the person from the chat network. You can try asking someone to stop using your nick before recovering it. But if your nick is in use and you want it back, this is always available. 



REGISTER

Usage: REGISTER <password> <email address> 

Registers your nickname with NickServ. After registering your nickname you will always be able to use it. Other people can use it without getting access to your ops or memos unless you set protect on. When registering a nick, an entry is added to your nick access list. If your user@host mark is david@203.245.259.22, then *david@203.245.259.* is automatically added to your access list. In general, the automatic access list entry will be useful, but you might want to consider customizing your access list. Nicks will expire if not used regularly, the exact expiry time is set by the chat network. Roots can set nicks to not expire, see held under root commands for more information. 

Example:
/msg nickserv register MypassworD jim@webmaster.com 

Registering a nick is an important part of using a chat network. Your nick is your identity, the only way that people will be able to recognize you. Nicks also allow you to receive memos, get status in rooms, and register your own rooms (although depending on the way the network is set up, you may need to be a network operator to register a room). It is best to have one primary nick that people know you by, and sometimes one or two extras for various purposes. You should not register a large number of nicknames, as it is pointless and wastes database space. 



RELEASE

Usage: RELEASE <nick> [password>] 

This command will release a nick which is being held by a nick enforcr. An enforcer will go away in two minutes if release is not used. You must either have identified for the nick or include the password in the command. See recover for more information. 

Example:
/msg nickserv release jimmy jimpassword 

This command should generally be used after using recover. You may find a nick of yours that has protect set on being enforced, this is because someone was recently trying to use it. Many new users get confused by the enforcer, and think that someone took their nick. Enforcer is just a part of services. 




SET


Usage: SET <command> [<value>] 
After you have registered your nick, the set command allows the settings to be changed. You must identify to NickServ before being able to change any settings. 

AUTHORIZE - Require authorization for others to add you to buddy lists.
EMAIL - Change your email address.
FIELD - Set additional information for a nickname.
MFORWARD - Forward memos to a different nickname.
MLOCK - Lock your preferred user modes.
MRECEIPTS - Receive notification when a memo you sent is read.
NOMEMO - Disable memo receive service.
NOOP - Prevent others from adding you to room lists.
PASSWD - Change your nick password.
PROTECT - Set nick protect on/off.
SECURE - Ignore the access list except for determining whether to guest the person.
SHOWEMAIL - Allow users to see your email address.
URL - Change your URL 

Example:
/msg nickserv help set <topic> 



SET AUTHORIZE

Usage: SET AUTHORIZE AUTODECLINE [<CHANLISTS>] [on|off] 

If you enable this feature, others may no longer add you to channel access lists. 

Examples:
/ns set authorize autodecline chanlists on 

There generally isn't a need to turn this on, but if people have a tendency to add you to lists despite your wishes, this will prevent it. 



SET EMAIL

Usage: SET EMAIL <email address> 

Use this command to change the email address attached to your nickname. 

Example:
/msg nickserv set email info@webmaster.com 

You should keep your email address current so that if you forget your password it can be emailed back to you. Your email address will not show unless you set showemail on. 



SET FIELD

Usage: SET FIELD <field> [<text>] 

The Field setting allows the user to add extended information to his/her registered nickname. The fields can be pre-set on the server level or the user can use the unused Comment field to enter business or personal comments. If no field name is used, it will display the list of the fields. If no information is entered it will delete the current information in the field. The fields are settable on the server running Services, only server administrators can name the fields. Please look at the AdminServ services field commands for additional information. 

Examples:
/msg nickserv set field
/msg nickserv set field Age 30
/msg nickserv set field Age
/msg nickserv set field Comment1 personal comments 

Fields are a nice way to add things to your public information. Remember, anything you add will be viewable by everyone, so make sure you want the information to be public. But this way you can have a more thorough description to help people get to know you. 



SET MFORWARD

Usage: SET MFORWARD [on|off] [<nick>] 

This command will redirect all memos arriving to the nickname you are using to a new nickname that you specify. You need to be identified to both nicknames in order to enable this command. If you set MFORWARD OFF it will stop forwarding memos for the nick you are using. You cannot turn MFORWARD on if you have NOMEMO set on. 

Examples:
/msg nickserv set mforward on JennAway
/msg nickserv set mforward off 

If you have multiple nicks you will probably want to send most of your memos to one of them. This way you can check all of your memos at once. You might want to keep a nick's memos separate if you get different kinds of memos for each nick. But if you do, make sure you remember to read your memos for your less commonly used nicks. 



SET MLOCK

Usage: SET MLOCK [on|off] 

This command allows you to lock a set of modes for your nickname. Set your modes to the modes you want to lock, and then set mlock on. You will be able to manually change your modes against your mlock, but when you go to use your nick and identify, your modes will automatically be set to your mlock. 

Example:
/msg nickserv set mlock on 

If you find yourself changing your modes every time you log on, then you should set an mlock. It's just a convenience for those who do not like the modes that they default to. 



SET MRECEIPTS

Usage: SET MRECEIPTS [on|off] 

This setting instructs MemoServ to send you a memo notification when a user has read a memo you have sent. 

Examples:
/msg nickserv set mreceipts on
/msg nickserv set mreceipts off 

If you need to know when someone has gotten the information you sent, then turn mreceipts on. Also, this way if you do not get a memo, you will know that the one you sent was never read. It is best left off, to avoid pointless memos, unless you have a reason to desire the information. 



SET NOMEMO

Usage: SET NOMEMO [on|off] 

This prevents people from being able to memo you. You cannot turn NOMEMO on if you have MFORWARD set on. 

Example:
/msg nickserv set nomemo on 

If you do not want to get memos from chatting, you can just turn them off for your nick. 



SET NOOP

Usage: SET NOOP [on|off] 

If you set noop on, then services will not automatically op you in rooms you have access in. You can choose to op/voice yourself by using the chanserv op and voice commands. 

Example:
/msg nickserv set noop on 

This is useful if you wish to enter a room without making it clear that you are an op. If you are an op in a help room, but not currently able to help out, you might want to join without being opped. In general, you will probably want to leave it off for convenience. 



SET PASSWD

Usage: SET PASSWD <new password> 

This command is used to change your nick password. 

Example:
/msg nickserv set passwd newp4ss 

Use this to change your password. You should always change your password if it has somehow been learned by someone. You also might want to change it if you are having difficulty remembering the current pass. 



SET PROTECT

Usage: SET PROTECT [high|normal|off] 

This setting is designed to protect your nickname from being used by other users. When set in the normal mode a user must match an access list entry to utilize the nickname. The user is given 60 seconds to identify to the nickname. If the user fails to identify in that time then the nickname is changed to a temporay Guest nickname and a services agent will be used to hold your nickname to prevent its being immediately used. You can release the nickname by using the RELEASE command. 

When this is set to high users must identify to the nicname prior to using the nickname. As soon as services detects that the nickname is in use with an unidentified user it will change the nickname to 'Guest'. This eliminates the 60 second grace period that the normal setting provides. 

Example:
/msg nickserv set protect high
/msg nickserv set protect normal
/msg nickserv set protect off 

This command was formally called kill but was renamed to better describe its function and sound more user-friendly. If you are willing to let others use your nick when you are not using it, then leave protect off. You can always retrieve your nick whenever you want it, see the nickserv recover command. However, if you use your nick often, you may want to keep protect on, so that people will not be confused by having other people using your nick. If you are a network operator, you should definitely keep protect on. Note that if protect is off, people can use your nick, but services does not recognize them as you or give them your access. 



SET SECURE

Usage: SET SECURE [high|normal|off] 

This command is off by default. If turned off, you will not need to identify for your nick to get access in rooms when you match your nick's access list. If the room has ident set on, then you will have to, even if you have secure set off. 

Enables the 'enhanced security' mode for nicknames. When enabled, NickServ does not check access lists at all, and positive authentication via password is required before you can use your nickname. For information on how services will protect your nickname please see the nickserv PROTECT. 

Example:
/msg nickserv set secure off 

You should probably leave secure on. In general, it is best to always identify for your nick by password. However, if you have a static ip address, you might prefer the convenience of getting opped without identifying. Just be careful to make sure you don't forget your nick passwords because you are using them less often. If other people start getting op access because of your nick's access list, then you should set secure back on. 



SET SHOWEMAIL

Usage: SET SHOWEMAIL [on|off] 

To allow users to see your email address in the info command, set showemail on. It defaults to on. 

Example:
/msg nickserv set showemail on 

Use this only if you want to make your email address public. Remember, you might get email from anyone on the chat network. It might be good to set it on if it is a more private network and you want people to be able to easily contact you, or if you are a contact for something related to the chat network. For example, if you admin a server, you might want an email address that you use for chat related email to be public. 



SET URL

Usage: SET URL [<url>] 

This allows you to change the URL in the nickname information which is available to all users through the INFO command. If you do not put anything after the world URL then it will erase the current URL without replacing it.. 

Example:
/msg nickserv set url http://www.webmaster.com/ 

If you have a home page you want to show others, this is a good place to mention it. Again, just keep in mind that any information revealed there will be public. 



WATCH

Usage: WATCH [ADD|DEL|LIST|WIPE] [<nick|room>] 

This command will have NickServ manage your Watch list. A watch list is similar to a notify list or a buddy list. It will inform you when nicks you specify are in use. You can add rooms to your watch list and you will be inf ormed when the room empties or reforms. You do not need the person's approval to add them to your watch list. 

ADD - Add a user or room to your watch list.
DEL - Delete a user or room from your watch list.
LIST - List the entries in the watch list.
WIPE - Remove all entries from the watch list. 

Examples:
/msg NickServ watch add Mark
/msg NickServ watch add #ConferenceRoom
/msg NickServ watch del Mark
/msg NickServ watch list 

Like the buddy command you can use this for people or rooms that you often interact with. You should not add someone to both your buddy and watch list as that would notify you twice each time the person appears or disappears. 

Other related commands:
/msg nickserv help buddy
/msg nickserv help set authorize
/msg nickserv help auth 




OPERSERV


Also: OPERSERV | OS 
OperServ is included in the Enterprise edition of ConferenceRoom. OperServ is not included in any other editions of ConferenceRoom. Many of the OperServ commands are listed in the OperServ help files however they are issued with different services agents such as NickServ or ChanServ, the reason why they are listed under OperServ is because you need OperServ access to issue these commands. OperServ access levels are Services Administrator also referred to as SA, ChanServ Super Operator aka CSop, and Root Administrator. 

OperServ Commands:
AKILL - Ban a user from the network through services.
AUTOKILL - Same as AKILL.
CHANSERV - Extended ChanServ OperServ Command set.


 HYPERLINK "http://manual.conferenceroom.com/help/operserv/identify.html" IDENTIFY - Identify a user to a nick without using the password.
IGNORE - Place a user on services ignore.
LISTADM - Show nicks with operator status.
MASSKICK - Kick all users out of a room.
MASSDEOP - Deop all users in a room.
MEMOSERV - Externded MemoServ OperServ Command set.


 HYPERLINK "http://manual.conferenceroom.com/help/operserv/nickserv.html" NICKSERV - Externded NickServ OperServ Command set.


 HYPERLINK "http://manual.conferenceroom.com/help/operserv/qline.html" QLINE - Prohibit users from using certain nicks.
ROOT - OperServ Root Commands.


 HYPERLINK "http://manual.conferenceroom.com/help/operserv/specs.html" SPECS - Shows your oper flags.
TRIGGER - Set the number of clients that set off a clone alert for a particular mask.
UPTIME - Shows the server's uptime and the number of registered nicks and rooms. 

Examples:
/msg operserv help <command>
/operserv help <command>
/os help <command> 



AKILL

Usage: AKILL <add|del|[-]> <hostmask> [<reason>] [<time>] 

This command will add, list or delete an autokill from services. The format of an akill is ident@host. However, if your akill affects more than 20% of the users on the network, you will need to ask a root to place the akill for you. If you do not specify a time the akill will be removed within 30 minutes by services. Only Csops and Roots can place permanent akills. The format for a permanent akill is ident@host reason PERM. 

Examples:
/msg operserv akill pirch@*.oricom.ca spamming 60
/msg operserv akill *@home.oricom.ca spam PERM
/msg operserv akill -pirch@*.oricom.ca
/msg operserv akill add pirch@123.213.123.* clones 15
/msg operserv akill del pirch@*.oricom.ca
/msg operserv akill list
/msg operserv akill wipe 

Akills are network bans. They will prevent anyone who matches their description from joining the chat network. They should be added as necessary to ban users who have been causing problems, but in almost all cases they will also ban innocent people from the same service provider. This is why most bans should be temporary. People who cause serious problems should be reported to their service providers with logs explaining what they have been doing. 



AUTOKILL

This command is identical to akill except for some abilities that roots have when using AUTOKILL that do not work with AKILL. This allows roots to use AKILL in general and AUTOKILL when they want to set larger bans. 

See AKILL 




CHANSERV


Many of the OperServ commands are listed in the OperServ help files however they are issued with different services agents such as NickServ or ChanServ, the reason why they are listed under OperServ is because you need OperServ access to issue these commands. OperServ access levels are Services Administrator also referred to as SA, ChanServ Super Op aka CSop, and root administrator. 
CLOSE - Prevent a room from being used, it will expire normally.
DROP - Drop a registered room.
FTRANSFER - Transfer ownership of a registered room to a specified nick.
GETPASS - Show the password for a registered room .
INFO - Show info on a registered room.
LIST - Show rooms that match a selected value.
MARK - Set a room so that it can't be getpassed or setpassed.
REGISTER - Register a room without being an op on it.
REOPEN - Reverse the close command so the room can be used.
SETPASS - Set the password for a registered room.
UNIDENTIFY - Make chanserv forget your identification for a room.
WIPE - Delete all entries to a list for a room. 

Example:
/msg operserv help chanserv close 



CHANSERV CLOSE

Usage: CHANSERV CLOSE <room> [<reason>] [<days>|PERM] 
This command allows you to "close" a room. When a room is closed, no one can enter it and the founder cannot identify to it. The room will expire normally, but its registration information is retained in memory in case you reopen the room before it expires. The network operator or CSop must have the appropriate flag 'CCLOSE' in order to use this command. Also see the reopen command. 

Example:
/msg chanserv close #webchat Problem Room PERM 

The close command should be used to remove rooms that have been breaking network rules. It can be used either temporarily, as a warning, or permanently. It has the advantage over dropping the room immediately in that it forces people to wait to reregister the room, and gives people warning that the room will become available again. It also allows the decision to be easily reversed before it expires if there is any question as to whether the room should have been closed. If you use PERM the room will not automatically reopen. 



CHANSERV DROP

Usage: CHANSERV DROP <room> 

This command will drop the room without you having to identify as the founder. You cannot drop a room while it is closed. 

Example:
/msg chanserv drop #support 

This will quickly and easily remove a room that you do not want on your network. This is useful for room names that get registered, but are not acceptable. You can also use this if you want to start a room over, just drop it and then register it. 



CHANSERV FTRANSFER

Usage: CHANSERV FTRANSFER <room> <nickname> 

This command will transfer foundership of a room to another user. You do not need to identify with the password to do so. Services will set the password to a randomly generated string, and the recipient will receive a memo with it. 

Example:
/msg chanserv ftransfer #spiderslair Web 

This is a very easy way to transfer ownership of a room. The recipient does not need to identify or set founder, as soon as the command is given, services makes that person the new founder. 



CHANSERV GETPASS

COMMAND REMOVED 

Please see SETPASS. 

Example:
/os help chanserv setpass 



CHANSERV INFO

Usage: CHANSERV INFO <room> 

This will show you a room's info including any fields that are only visible to opers, such as marks. 

Example:
/msg chanserv info #spiderslair 

Whenever you do an info command while opered it will show you the additional information only available to opers. It is generally good to info a room if you are dealing with it in almost any way. While usually there won't be much interesting, you might notice something that you will find helpful. 



CHANSERV LIST

Usage: CHANSERV LIST <param> [<hits>] 

You can list rooms matching a value you have selected. You can list from 2 to 250 rooms. If you do not specify the number of hits it will show you everything it finds up to the limit of 250. 

Examples:
/msg chanserv list *web*
/msg chanserv list *teen* 10 

This can be useful if you need a particular type of room but aren't sure what it might be called. For example, you could try to find a help room about Windows by doing a search on *windows*, but this might miss #win95. A search done on *win* might turn up unrelated things like #winners. Another way to use this is to try to find rooms to be investigated for violating your network's rules. For example, you might not allow rooms about illegal file sharing, commonly called "warez". So you could do a search on *warez*, however, you should remember that if you try to find rooms this way, then people will start disguising their room names and making them look more innocent. The downside to that is that people may stumble into a room containing things they did not want to see. 



CHANSERV MARK

Usage: CHANSERV MARK <room> <on|off> [<reason>] 

The mark command allows you to prevent other CSops from doing a GETPASS or a SETPASS to a room. It can be used to indicate that you are dealing or dealt with a room. Note: Root users can override the mark command. 

Example:
/msg chanserv mark #spiderslair password was emailed to founder 

The mark is a versatile command in that you can come up with your own uses for mark. The mark will show up in the chanserv info to all CSops, so it can be used to signal anything. It was designed to allow CSops to investigate a room without having anyone else tampering with it, and to mark rooms that have been investigated so that other CSops do not waste time on them. Sometimes users will keep going to different CSops to try to get a password, and the mark helps to deal with this. 



CHANSERV REGISTER

Usage: CHANSERV REGISTER <room> <password> <description> 

CSops or operators with the appropriate flag (CFORCEREG) can register a room without having op status in the room. Note: Root admins can register a room without being in it at the time. 

Example:
/msg chanserv register #webnet WebPass General Chat 

This is another command to allow you to take control of a room. It is rarely needed, but if an unregistered room is causing problems, you can register it and take control. 



CHANSERV REOPEN

Usage: CHANSERV REOPEN <room> 

This command allows you to "OPEN" a room that had previously been closed. The registration information reverts to what it was before the room was closed. Operators with the 'CCLOSE' flag may REOPEN rooms. 

Example:
/msg chanserv reopen #webchat 

This is useful if closing the room was only a temporary measure to punish the founder, or if closing the room turned out to be a mistake. 



CHANSERV SETPASS

Usage: CHANSERV SETPASS <room> <password> 

This command allows you to set the password for a room, without using the room in question and without being identified to it. 

Example:
/msg chanserv setpass #webchat webPass 

This is useful for similar reasons as ftransfer. Often you may want to make sure a particular person has the password for the room, but if you are not certain that they set the last password, you should not tell them what it was. Since many people reuse passwords, being given a password used on a chat network may allow you to access other things for which they need a password. While recycling passwords is not a safe thing to do, it is good to help prevent people from being hurt by their own mistakes. 



CHANSERV UNIDENTIFY

Usage: CHANSERV UNIDENTIFY <room> 

ChanServ maintains a list of rooms that you have identified to. The unidentify command allows you to remove an entry from that list, effectively making ChanServ unaware of the fact that you have identified to a specified room. 

Example:
/msg chanserv UNIDENTIFY #support 

If you needed to identify to take care of something, but do not normally have founder access, you may wish to unidentify. You also might want to unidentify if you want to enter the room without being given operator status automatically in the room. 



CHANSERV WIPE

Usage: CHANSERV [SOP|AOP|VOP|UOP|AKICK] <room> WIPE 

This command lets you remove all of the entries for any list, including the AKICK list for a room 

Examples:
/msg chanserv sop #ConferenceRoom wipe
/msg chanserv akick #spiderslair wipe
/msg chanserv vop #webchat wipe 

If a list is very poorly set up, sometimes wiping it and re-adding the entries that you actually want is the easiest way to fix it. Otherwise you would have to delete every entry that you did not want manually. 



IDENTIFY

Usage: IDENTIFY <nick> <nick|room> <pass> 

This command remotely identifies a user without giving the user the password. The user will show as being identified to the room or nickname. 

Examples:
/msg operserv identify joeuser nikb Froxilanthi
/msg operserv identify nikb #webchat webPass 

If you wish to give a nick or room to a user this is a good way to do so. You might not want the user to know the password, since some people reuse passwords for multiple things. But this way they can be seen as fully identified and can change the password without ever being told the original password. This command should only be used when you are willing to give someone the nick or room you are giivng them access to. 

See also FTRANSFER 



IGNORE

Usage: IGNORE [ADD|DEL|LIST|WIPE] [<entry>] [<reason>] 

Services has an ignore list which functions similarly to the way a user can ignore another user. If a user matches a mask in the ignore list and attempts to use services, he or she will not get a reply. Ignores do not affect IRC operators. 

ADD - Add someone to the ignore list.
DEL - Remove someone from the ignore list.
LIST - List all the entries in the ignore list.
WIPE - Remove all of the entries from the ignore list. 

Examples:
/msg operserv ignore add *!myident@*.webmaster.com services flooding
/msg operserv ignore add Tim!*@* constant services abuse
/msg operserv ignore del Tim!*@*
/msg operserv ignore list
/msg operserv ignore WIPE 

Ignores are another way to deal with users who cause problems. It is not quite as harsh as an autokill, because the person can still chat. Yet, it is more confusing to the users affected. If the ignore is kept for a long time then affected users, being unable to identify for nicks or rooms, will lose anything they have registered with services. Since ignores are not set with times, you should keep track of which ignores you set and periodically clean out the ignore list. 



LISTADM

Usage: LISTADM 

This command will give you the nicknames of the network operators that have access to OperServ. Services Admins and CSOPs are listed together. Root admins are listed separately. 

Example:
/msg operserv listadm 

This command is useful if you are unsure who has what level of access, or if you need to find a root admin. 



MASSDEOP

Usage: MASSDEOP <room> 

The massdeop command allows you to remove operator status in the specified room for all users. If you are in the room, you will also be deopped. 

Example:
/msg operserv massdeop #opers 

Massdeop is a quick way to try to restore order in a room if people have been opped who should not be. Once all the people are deopped in the room, you can start reopping those who should be opped. AOPs and higher will be able to op themselves with chanserv. 



MASSKICK

Usage: MASSKICK <room> [<reason>] 

The masskick command allows you to completely empty a room. Everyone, including the person who issued the command if he or she is in the room, will be kicked out. Note: To prevent people from automatically rejoining, ChanServ will join the channel for 2 minutes to enforce a ban of *!*@*. 

Example:
/msg operserv masskick #webchat abuse 

This command is useful to empty a room that has violated network rules. For example, if a room has been advertising itself in annoying ways, a masskick may cause the founder and the channel operators to reconsider their behavior. 



MEMOSERV

Many of the OperServ commands are listed in the OperServ help files however they are issued with different services agents such as NickServ or ChanServ, the reason why they are listed under OperServ is because you need OperServ access to issue these commands. OperServ access levels are Services Administrator also referred to as SA, ChanServ Super Op aka CSop, and root administrator. 

WIPE - Delete all entries in a nick's memoserv ignore list 

Example:
/os help memoserv wipe 



MEMOSERV IGNORE WIPE

Usage: MEMOSERV IGNORE WIPE <nickname> 

This command will wipe the MemoServ ignore list for the specified nick. Any CSop or root can wipe lists. 

Example:
/msg MemoServ IGNORE WIPE Dainera 

As with other wipe commands, it is a quick way to clear the list if it has been poorly set up. Ignores that are desired can be added back after the list has been wiped. 




NICKSERV


Many of the OperServ commands are listed in the OperServ help files however they are issued with different services agents such as NickServ or ChanServ, the reason why they are listed under OperServ is because you need OperServ access to issue these commands. OperServ access levels are Services Administrator also referred to as SA, ChanServ Super Op aka CSop, and root administrator. 
DROP - Drop a registered nick.
INFO - Show info on a registered nick.
GETPASS - Show the password for a registered nick.
LIST - List nicknames that match a selected value.
MARK - Set a nickname so that it can't be getpassed or setpassed.
SETPASS - Set the password for a registered nick.
UNIDENTIFY - Make nickserv forget your identification to a nickname.
WIPE - Delete all access list entries for a registered nick. 

Example:
/msg nickserv getpass Mark 



NICKSERV DROP

Usage: NICKSERV DROP <nick> 

This command will allow you to remove the registration for a nickname. You do not need the password in order to drop it. 

Example:
/msg nickserv drop Jennifer 

You can drop nicknames that you feel are inappropriate or that need to be re-registered. 



NICKSERV GETPASS

COMMAND REMOVED 

Please see SETPASS. 

Example:
/os help nickserv setpass 



NICKSERV INFO

Usage: NICKSERV INFO <nick> 

This will show the information on a nick including fields that can only be seen by opers, such as marks. 

Example:
/msg nickserv info Jennifer 

Whenever you do an info command while opered, you will see the additional information available to opers. Whenever you're working with a nick, it is generally a good idea to check its info just in case it shows you something useful. 



NICKSERV LIST

Usage: NICKSERV LIST <param> [<hits>] 

You can list nicknames matching a value you have selected. You can list from 2 to 250 nicks. 

Examples:
/msg nickserv list *jen*
/msg nickserv list *bot* 50 

List is useful if you either need to find a particular nick or are looking for nicks that match a general pattern. For example, you can use list to search for nicks that might be attempting to impersonate administrative positions, but with searches broader than you would want to outright prohibit. However, whenever you start doing searches based on strings, you run the risk of people finding less obvious ways to use nicks that you would rather they not. Generally, actually monitoring the network is the best way to enforce rules, but this can be a tool to assist you. 



NICKSERV MARK

Usage: NICKSERV MARK <nick> [on|off] [<reason>] 

The mark command allows you to prevent other CSops from doing a GETPASS or a SETPASS to a nickname. It can be used to indicate that you are dealing or dealt with a nickname. Note: Root users can override the mark command. 

Example:
/msg nickserv mark WebMaster nick owner is a CSop 

Sometimes users ask for passwords to nicks that they do not own, if such happens and it is fully investigated, marking the nick can prevent other CSops from wasting time investigating again. It also can be used to mark nicks of CSops, since they will not require other CSops to getpass their nicks for them. Mark, however, is a versatile command, and can be used to attach any necessary information to a nickname. 



NICKSERV SETPASS

Usage: NICKSERV SETPASS <nick> <password> 

This command allows you to set the password for a nickname, without using the nick in question and without being identified to it. 

Example:
/msg nickserv setpass nikb Froxilanthi 

This is useful if you forget your own password, you can simply set it to something you can remember. You can also use setpass for other people if you have a reason to. However, you may wish to make sure that they own the nick first. 



NICKSERV UNIDENTIFY

Usage: NICKSERV UNIDENTIFY <nickname> 

NickServ maintains a list of nicknames that you have identified to. The unidentify command allows you to remove an entry from that list, effectively making NickServ unaware of the fact that you have identified to that nick. 

Example:
/msg nickserv unidentify NikB 

This is useful if you wish to not have access to the abilities that go with that nickname. For example, if you identified to a nick that is an AOP in a room, but you wish to enter without being opped, you can unidentify. It is also useful if you want to unidentify from your network operator nick, so that you no longer have CSop access. You can, of course, get your access back simply by identifying. If you wanted to let someone else use your computer, you would probably want to unidentify to all of your nicks and rooms, de-oper, and switch nicks. 



NICKSERV WIPE

Usage: NICKSERV ACCESS WIPE <nick> 

This command will wipe the entire access list of a user. To view an access list you would type /msg nickserv access list <nick>. 

Example:
/msg nickserv access wipe WebMaster 

Sometimes an access list is so badly set that it is simpler to wipe all of the entries and add in some properly set entries than to individually delete the poorly set entries. This is true when the person has entries that are far too wide, such as *@* or several entries that are too specific, showing a lack of understanding of how to use wildcards. Another problem that sometimes occurs is that users add entries that include a !, because they think that access lists work like bans. Access lists are very similar, but you do not need to specify the nickname, so you should not have an exclamation mark in an access list entry. Access lists that are too wide will give too many people access to the nick, and ops in rooms where that nick has ops. Access lists that are poorly set will require the nick owner to identify more often, and they may get affected by protect if it is set on. 



QLINE

Usage: QLINE [ADD|DEL|LIST|WIPE] [<nick>] [<reason>] 

Using this command will add a global Qline. A Qline is a nickname that is prohibited on the server or network. Network Operators may use qlined nicks, but regular users cannot. Services will prevent the use of a nickname on the network, unlike the /qline command which is specific to a server. 

ADD - Add a QLINE on the network.
DEL - Delete a QLINE on the network.
LIST - List the QLINE entries.
WIPE - Remove all QLINES 

Examples:
/msg operserv qline add oper security
/msg operserv qline del spider
/msg operserv qline list
/msg operserv qline wipe 

Qlines should be used to ban nicknames that are either offensive or misleading. Nicks such as "Operator" or "CSop" may be qlined so that normal users do not think that people using those nicks actually are authorities that must be listened to. Other nicks can be prohibited to mirror the profanity filters. Operators can use prohibited nicknames because they are expected to be trustworthy and familiar with when it is appropriate to use such nicks. 




ROOT


Many of the OperServ commands are listed in the OperServ help files however they are issued with different services agents such as NickServ or ChanServ, the reason why they are listed under OperServ is because you need OperServ access to issue these commands. OperServ access levels are Services Administrator also referred to as SA, ChanServ Super Op aka CSop, and root administrator. 
@SHUTDOWN - Will Shut down services.
@UPDATEDB - Will update Nick, Chan, and OperServ Database.
AOP - Modify AOP lists for any room.
AUTOKILL - Set permanent akills on large domains.
FORBID - Prevent registration of certain nicks or rooms.
HELP - Get help on root commands.
JUPE - Prevent servers from connecting to the network.
KEEP - Prevent a nickname or room from expiring.
LOCKPASS - Stop a password from being viewed by CSops.
OPER - Accessing Operator Prviliges through OperServ.
OPERCFG - Network operator configuration additions and changes.
PROTECT - Make a room be protected by network services.
SENDMEMO - Send a memo to all registered nicknames or to all room founders.
SOP - Modify SOP lists for any room.
UOP - Modify UOP lists for any room.
VOP - Modify VOP lists for any room 

Example:
/os help root <topic> 



ROOT AOP

Usage: AOP <room> [ADD|DEL|LIST|WIPE] [<nick|number>] 

Root admins can add, delete, or wipe an aop in a room's list without being in the SOP list. A root adding an AOP will override NOOP, so you can op people whether they wish it or not. You also can add their ops immediately, without them needing to accept it. Note: There is a limit of 250 users that can be added to anAOP list. 

ADD - Add a user to a room's AOP list.
DEL - Remove a user from a room's AOP list.
LIST - List the AOP list entries.
WIPE - Remove all entries from a room's AOP list. 

Examples:
/msg chanserv aop #webchat ADD web
/msg chanserv aop #webchat DEL 2
/msg chanserv aop #webchat LIST
/msg chanserv aop #webchat WIPE 

This gives you the ability to help any room with their AOP list. Sometimes it is easier to just fix things for someone rather than explain how they can do it for themselves. Since the ops will be added without needing to consent, you can temporarily delete them and then add them back without much inconvenience. Also, if your network has any requirements that the room is not meeting, you can enforce them. You will probably not need to use these commands, since the SOPs for the room should be able to manage their own lists, and it is unlikely for problems to arise. But in case you ever need the ability, you have it. 



ROOT AUTOKILL

Usage: AUTOKILL [ADD|DEL] <hostmask> [<reason>] [<time>] [FORCEADD] 

This command will add or delete an autokill from services. The format of an AUTOKILL is ident@host. Roots can place akills that affect more than 20% of the users on the network. If you do not specify a time the autokill will be removed within 30 minutes by services. Only CSops and roots can place permanent autokills in the format ident@host reason PERM. 

Roots can only autokill more than 55% of the network if the FORCEADD argument is added as the very last line of the autokill. If the forceadd argument is not added and the autokill would affect more than 55% of the network's users, services will not add the autokill. 

Examples:
/msg operserv autokill mirc@*.com clones 45 FORCEADD
/msg operserv autokill pirch@*.oricom.ca spamming 60 

It is unlikely that you will ever have a reason to autokill such a large percentage of your network. These safeguards are designed to keep you from doing so by accident. But if you have a reason to do so, the option is available. You should be careful that your autokill does not also affect you. 



ROOT FORBID

Usage: FORBID [ADD|DEL|LIST|WIPE] <nick|room> 

This command is used to prevent registration of any nickname or room matching the specified nickname or room. It will not prevent you from creating the room or using the nickname. It will simply not allow registration of that nickname or room. 

ADD - Prevent registation of a nick or room<.br> DEL - Allow registration of a nick or room that had been forbidden.
LIST - List the nicks and rooms that may not be registered.
WIPE - Remove all entries from the forbid list 

Examples:
/msg operserv forbid add Web reserved nickname
/msg operserv forbid add #room cannot be registered 

You should forbid nicks if you intend to hold them for someone who is not currently chatting. Then people can use the nick but it won't be owned by anyone. Then when the person the nick is held for begins chatting you can remove the forbid while they are using it. Rooms should be forbidden if the room name is constantly causing problems. If a room has been closed multiple times and it keeps being registered by people who do not run it well, it may be best to just forbid it from being owned. 



ROOT HELP

Usage: HELP ROOTS [<command>] 

This command is used to get more help on a particular topic. 

Examples:
/msg operserv help roots
/msg operserv help roots forbid 

The built in references are good for checking syntax, the exact name of a command, or learning what a command does. You will probably want to use the online help as your first resource when you encounter difficulties. 



ROOT PROTECT

Usage: PROTECT <room> <on|off> 

This command will make a room protected by services. No one will be able to do a getpass or setpass on the room. You will not be able to join the room unless you are on the aop/sop list. The founder is automatically services. 

Example:
/msg chanserv protect #root on 

This can be useful for network rooms, such as administrative rooms. You do not really need anyone in charge of the room, and this way you do not need to worry about administrative changes. However, while the room is protected, you cannot add AOPs and SOPs. When you turn internal off, it reverts back to the original founder. Although roots can still add AOPs and SOPs or change the foundership. Then when done modifying the lists, the room can be set back to being internal. 



ROOT JUPE

Usage: JUPE [ADD|DEL|LIST|WIPE] <server> [<reason>] 

The jupe command allows you to create a 'pseudo-server' connected under services, this prevents the actual server from connect ingto the network. You cannot SQUIT a juped server. It can only be removed by using the JUPE DEL command.. 

ADD - Add a jupe for a server.
DEL - Delete a jupe for a server.
LIST - List all current jupes.
WIPE - Remove all jupes. 

Examples:
/msg operserv jupe add irc.server.com Administrative Decision
/msg operserv jupe del irc.server.com 

Juping a server is an emergency measure when a server is causing the network problems or the people running the server have become a security threat. Juping a server keeps it off of your network. If this is a temporary measure just leave the jupe until you are ready to have it reconnect. If this is to be a permanent measure you should delete that server's entry so that it is no longer configured to be connected to your network. If you do jupe a server, you should generally inform the person in charge of that server as soon as possible. 



ROOT KEEP

Usage: KEEP <nick|room> [on|off] 

This command prevents a nick or room from ever expiring from lack of use. However, a room will expire even with keep on if the founder's nick expires or is dropped. If you wish to keep a room, set keep on for the room and the founder's nickname. 

Example:
/msg nickserv keep Jenn|fer on
/msg chanserv keep #webchat on 

This is useful for any official room on your network. It is also useful for your own nicks and the nicks of other people who help to run the network. Official nicknames should be protected because they may become recognized and trusted. These nicks should only be used by their owners to prevent others from abusing that trust. 



ROOT LOCKPASS

Usage: LOCKPASS <nick|room> [on|off] 

This will lock a nick or room password. Only roots will be able to GETPASS a nickname or room that has a locked password, and they will have to remove the lock first. 

Examples:
/msg nickserv lockpass Josh on
/msg chanserv lockpass #webchat on 

This is an extra security measure that roots can take to protect their passwords. Ideally, you should trust everyone you have given CSop access to, but extra security does not hurt. If a CSop attempts to getpass a locked nick, the owner of the nick will be sent a memo stating who attempted to getpass it. You can also lockpass official rooms. You should not need the password often. 



ROOT OPER

Usage: OPER <nick> <password> 

This command allows a user with appropriate privileges to gain operator access from any server. 

Examples:
/os oper Mark M1PasS

This command allows you to centrally manage users with operator access. 



ROOT SENDMEMO

Usage: SENDMEMO [NICKNAMES|FOUNDERS] <message> 

Root admins can send a global memo on the server or network to all the registered nicknames or to all the people who have a registered room. 

Examples:
/msg operserv sendmemo founders All room owners.
/msg operserv sendmemo nicknames To all the users with a registered nickname. 

This is a good way to send important information. If you are making any policy changes this can be used to announce them. If you have a large number of users having problems with something, you can send helpful information to educate them. For example, if you were to change the expiry time, you should probably memo your user base so they would know. However, memos are not a completely reliable way to send information, since some people may not read their memos. 



ROOT @SHUTDOWN

Usage: @SHUTDOWN <reason> 

This command will shut down services. First it will flush the database to disk. The command /servstart will restart services. 

Example:
/msg operserv @shutdown Services will be back shortly. 

You can bring services back up by connecting to the server that holds services. Or you can restart your server with /restart and it will restart with services connected, but this will toss everyone off the server while it restarts, and cause splits if there are other servers linked to yours. The easiest way to get services back is probably the /servstart command. See servstart in the Services Administrators Server Commands section. 



ROOT SOP

Usage: SOP <room> [ADD|DEL|LIST|WIPE] [<nick|number>] 

Root admins can add, delete, or wipe an SOP from a room's list without having any access to that room. Note: There is a limit of 250 users that can be added to a room's SOP list. 

ADD - Add a user to the SOP list.
DEL - Remove a user from the SOP list.
LIST - List all the SOP list entries.
WIPE - Clear the SOP list of all entries. 

Examples:
/msg chanserv sop #webchat add web
/msg chanserv sop #webchat del 2
/msg chanserv sop #webchat list
/msg chanserv sop #webchat wipe 

This command allows you to fix any problems that might arise in an SOP list for any room. It works much as the AOP command does, except it is for the SOP list. Please see AOP. 



ROOT UOP

Usage: UOP <room> [ADD|DEL|LIST|WIPE] [<nick|number>] 

Root admins can add, delete, or list a UOP to any room's list without being on the SOP list. Note: There is a limit of 250 users that can be added to a room's UOP list. 

ADD - Add a user to the UOP list.
DEL - Remove a user from the UOP list.
LIST - List all the UOP list entries.
WIPE - Clear the UOP list of all entries 

Examples:
/msg chanserv uop #webchat add web
/msg chanserv uop #webchat del 2
/msg chanserv uop #webchat list
/msg chanserv uop #webchat wipe 

This command allows you to fix any problems that might arise with a UOP list for any room. It works much as the AOP command does, except it is for the UOP list. Please see AOP. 



ROOT @UDATEDB

Usage: @UPDATEDB 

Forces services to flush its database to disk. By default services saves its databases on a 30 minute rotating schedule. 

Example:
/msg operserv @updatedb 

Use this if you need to save the database. For example, if you are worried about a potential system crash or you want to shut down the network temporarily. But usually the automatic database saves will be sufficient. 



ROOT USERINFO

Usage: USERINFO <nick> 

This command will give out the identifier on a user, which rooms the user is in, and the flags for that user. It will also show you the server he/she is using, the real name field information, the hostmask and flood credit. 

Example:
/msg operserv userinfo Mark 

This can be used if you need to see where a user is, or just want to get as much information as you can. But generally you will not need to check the userinfo on people. 



ROOT VOP

Usage: VOP <room> [ADD|DEL|LIST|WIPE] [<nick|number>] 

Root admins can add, delete, or list VOPs to a room's list without being on the SOP list. Note: There is a limit of 250 users that can be added to a room's VOP list. 

ADD - Add a user to the VOP list.
DEL - Remove a user from the VOP list.
LIST - List all the VOP list entries.
WIPE - Clear the VOP list of all entries. 

Examples:
/msg chanserv vop #webchat add web
/msg chanserv vop #webchat del 2
/msg chanserv vop #webchat list
/msg chanserv vop #webchat wipe 

This is much like the AOP command, except for the VOP list. Please see AOP. 



SPECS

Usage: SPECS 

This command will allow you to list your own access to services on NickServ ChanServ and OperServ, flags will be listed by what they do. You must be identified to NickServ in order to view your own flags. 

Example:
/msg operserv specs 

This is a useful command if you are having difficulty getting another command to work. Even if you normally have access, perhaps you are using the wrong nick or failed to identify. The specs command will explain what access you have, so you can make sure that you should be able to issue the commands you want. 



TRIGGER

Usage: TRIGGER [ADD|DEL|LIST|WIPE] <value> [<host>] 

This will set the trigger level for a host. The trigger level determines how many people from the same host are needed to set off a clone alert. To add a permanent trigger level, use the parameter add To add a temporary trigger level on a host do not use add. A temporary trigger lasts for as long as there is someone matching the trigger online. Note, that if a both a PERM and a TEMP trigger are in effect, the TEMP trigger takes precedence, but once the hostcount reaches zero, it is lost. Only Operators with the 'TRIGGER' flag may use this command 

ADD - Add a permanent trigger.
DEL - Delete a trigger.
LIST - List the current triggers.
WIPE - Remove all triggers 

Examples:
/os trigger wipe
/os trigger add 15 123.123.123.123 50 cybecafe
/os trigger list
/os trigger del 123.123.123.123 

Triggers help to keep clone alerts useful. People who are causing problems can be given specific triggers to alert you faster, and hosts that are accidentally setting off clone alerts can be adjusted higher. Clone alerts should always be investigated to determine if they are actually caused by malicious bots. But with time as the triggers become customized, the clone alerts will become more and more accurate. 



UPTIME

Usage: UPTIME 

This command will give you the services uptime, the number of people currently online, the maximum number that have been online, and the number of registered rooms and nicknames on the network. 

Example:
/msg operserv uptime 

This command merely gives information, it does not affect anything. It is good for seeing how your server and network have been doing. 
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