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NFS640, NFS2640, NFS320 Series Panels 
Releasing Type Codes with VeriFire Tools Version 5.0 

September 17, 2007 

Document TB070901 

NOTIFIER has identified an anomaly affecting NFS640, NFS2640 and NFS320 series panels used 
in Releasing Applications.  It affects modules with Releasing Type Code Labels programmed using 
VeriFire Tools Version 5.0.  VeriFire Tools version 5.0 was released to production on August 20, 
2007.  This issue affects SLC loops running in either FlashScan or CLIP protocol. 

Programming a module with a Releasing Type Code Label using Point Programming Service Menu of 
VeriFire Tools version 5.0 will erroneously default the FlashScan Type to null (empty FlashScan Type 
combo box).  If downloaded to the panel the affected modules will display Invalid Reply trouble on 
the panel.  Also, using the Excel Spreadsheet programming option of VeriFire Tools 5.0 to program a 
module with a Releasing Type Code Label will erroneously default the FlashScan type to 
‘RELEASE’.  If downloaded to the panel the affected modules will display Invalid Reply trouble on 
the panel. 

This issue is specific to applications employing modules with Releasing Type Code Labels and 
programmed into the panel with VeriFire Tools version 5.0.  Also, this affects databases 
upgraded with VeriFire Tools version 5.0 where modules with Releasing Type Code Labels have 
been edited or added. This issue affects VeriFire Tools version 5.0 run from any PC; personal 
laptop, NCS, or ONYXWorks. 

An immediate correction for affected panels is to manually program a valid FlashScan Type, either 
‘CONTROL’ or ‘RELAY’, for modules with Releasing Type Code Labels.  This must be 
accomplished with VeriFire Tools using the Excel Spreadsheet programming option; once the 
correction has been made the edited database must be downloaded to the panel.  After changes 
are made, the system must be tested in accordance with the Reacceptance Testing requirements of 
NFPA72 and any applicable local AHJ requirements. 

NOTIFIER engineering has developed a new VeriFire Tools database template that will address this 
issue.  Please visit www.magnifire.com and download the NTSRunTimeTpl.mdb and installation 
instructions.  The next release of VeriFire Tools will include this new database template. 

Technical questions regarding this notice should be addressed to NOTIFIER Technical Services.



 

NFS-320 and NFS2-640 Battery Trouble Conditions 
 

December 7, 2007 
 
Document TB07-12-01 
 
NOTIFIER has identified an issue affecting NFS-320/C/E and NFS2-640/E fire alarm control panels with 
KAPS-24 version 1.0 power supply software installed.  Any NFS-320 or CPU2-640 shipped before 11/30/2007 
contains KAPS-24 version 1.0 software. 
 
An anomaly has been identified that may cause an NFS-320 or NFS2-640 panel to enter into a false ‘Battery 
Trouble’ or ‘Charger Failure’ trouble condition.  These troubles may be displayed even though the batteries are 
being charged properly. 
 
The KAPS-24 software version of an installed panel can be identified by the label on the U12 EPROM located 
on the KAPS-24 power supply.  Affected product will be marked with #KAPSV1.00.  Please refer to the picture 
below for the location of U12. 
 
 

 

#KAPSV1.00 

 
 
KAPS-24 software version 1.1 corrects this issue.  Products shipped after 12/03/2007 contain KAPS-24 version 
1.1.  The U12 EPROM label will be marked #KAPSV1.1.  For installed units requiring this correction please 
order ROM-KAPS to obtain version 1.1 software.  The ROM-KAPS EPROM will be marked with #RKAPS1.1. 
 
 
The following should be checked prior to performing this upgrade as not every system is affected: 

• Ensure the batteries are at least 18 AH and a maximum of 200 AH 
• The batteries are less than three years old 
• If the panel has been programmed with VeriFire Tools, make sure the correct battery charging 

parameters have been set 
 
Our testing and reports from the field indicate this anomaly causes a nuisance trouble and does not compromise 
the backup battery operation of the system. 
 
Technical questions regarding this bulletin should be addressed to NOTIFIER Technical Services. 

TB07-12-01 



 

 
 

NFS2-640 and NFS-320 Series  
 Firmware Upgrade Notice 

 
March 31, 2009 

 
 
Document TB09-03-01 
 
 
NOTIFIER has identified a potential issue that could affect NFS2-640 and NFS-320 series 
panels.  The NFS-640 is not affected. 
 
Through evaluation of product returns we have found that certain components of the CPU2-
640 and NFS-320 power supply may be compromised if internal communications between 
the power supply and motherboard is interrupted.  Over time these interruptions can cause 
the power supplies to switch to battery power and report an AC fail although AC power is 
present.  
 
 If this condition occurs the panel will continue to operate from backup battery power, display 
and annunciate the AC Fail trouble on the panel, plus any associated remote annunciation 
devices. The AC Fail trouble is communicated to Central and Remote Stations if connected. 
The system will continue to operate as long as standby power is available.  
 
NOTIFIER requires the upgrade of all NFS2-640 and NFS-320 systems to firmware version 
12.01.05 or higher at the next service interval.  This firmware addresses the communication 
interruptions issue described above. Failure to perform the upgrade may result in reduced 
life expectancy of the power supply.   
 
Version 12.01.05 is available for download from www.magni-fire.com.  All panels 
manufactured after 04/06/2009, (date code 1509) contain version 12.01.05.  The firmware 
version of an NFS2-640 or NFS-320 can be confirmed via panel lamp test, VeriFire Tools, 
NCS, or ONYXWorks. 
 
If you have any questions or need assistance with performing the panel flash upgrade, 
please contact NOTIFIER Technical Service at 1-800-289-3473 or 
NOTIFIER.Tech@honeywell.com.   

TB09-03-01 

http://www.magni-fire.com/
mailto:NOTIFIER.Tech@honeywell.com


 

TB09-12-01 

NFS2-640 and NFS-320 Series 
 Firmware Upgrade Notice – Second Notification 

 
December 7, 2009 

 
 
Document TB09-12-01 
 
NOTIFIER issued Technical Bulletin TB09-03-01 on March 31, 2009 announcing the 
availability of firmware version 12.1.5 to address AC fail conditions on NFS2-640 and NFS-
320 series panels. This notice is being sent as a reminder that NOTIFIER requires the 
upgrade of all NFS2-640 and NFS-320 panels to version 12.1.5.   Failure to perform the 
upgrade may result in reduced life expectancy of the power supply.  To date, NFS2-640 or 
NFS-320 panels running version 12.1.5 have NOT exhibited the AC fail condition and none 
have been returned for this condition.   
 
For your reference, this is the text from TB09-03-01: 
 
NOTIFIER has identified a potential issue that could affect NFS2-640 and NFS-320 series 
panels.  The NFS-640 is not affected. 
 
Through evaluation of product returns we have found that certain components of the CPU2-640 
and NFS-320 power supply may be compromised if internal communications between the power 
supply and motherboard is interrupted.  Over time these interruptions can cause the power 
supplies to switch to battery power and report an AC fail although AC power is present.  
 
 If this condition occurs the panel will continue to operate from backup battery power, display and 
annunciate the AC Fail trouble on the panel, plus any associated remote annunciation devices. 
The AC Fail trouble is communicated to Central and Remote Stations if connected. The system 
will continue to operate as long as standby power is available.  
 
NOTIFIER requires the upgrade of all NFS2-640 and NFS-320 systems to firmware version 
12.01.05 or higher at the next service interval.  This firmware addresses the communication 
interruptions issue described above. Failure to perform the upgrade may result in reduced life 
expectancy of the power supply.   
 
Version 12.01.05 is available for download from www.magni-fire.com.  All panels manufactured 
after 04/06/2009, (date code 1509) contain version 12.01.05.  The firmware version of an NFS2-
640 or NFS-320 can be confirmed via panel lamp test, VeriFire Tools, NCS, or ONYXWorks. 
 
If you have any questions or need assistance with performing the panel flash upgrade, please 
contact NOTIFIER Technical Service at 1-800-289-3473 or NOTIFIER.Tech@honeywell.com.   



 

 
 

NFS2-640 Firmware Version 12.003.001 Upgrade Notice 
 

March 1, 2010 
 
 
Document TB10-03-01 
  
 

NOTIFIER has identified a potential issue that could affect NFS2-640 fire alarm control 
panels operating firmware version 12.000.004 through version 12.001.005.  

Under certain circumstances, activation of a FCM-1-REL module on one SLC loop may 
interrupt regular SLC communication on the other loop, provided there are no modules 
present on the second loop.  If a FCM-1-REL on SLC loop 1 is activated in a system with 
this configuration, polling will be inhibited on SLC loop 2 and no trouble will be indicated.  
Likewise, if a FCM-1-REL on SLC loop 2 is activated with no modules present on loop 1, 
polling will be inhibited on SLC loop 1 and a “No Devices Installed” trouble will be reported. 

If all of the following conditions are present, there is a possibility for the anomaly to occur:  

• The NFS2-640 must be a two loop configuration. 
• The NFS2-640 must be operating with firmware version 12.000.004 through version 

12.001.005. 
• The NFS2-640 must be operating in FlashScan mode. 
• The FCM-1-REL must be installed and activated on one loop and with no modules 

installed on the other loop. 

The anomaly will cause the loop without modules to stop communicating until the NFS2-640 
power is cycled. 

This anomaly, if present, is likely to be discovered during testing of the suppression system. 

Affected products were manufactured October 2008 through February 2010.  This does not 
affect the NFS-320 or the NFS2-3030.  

Because of the potential of a non-responsive loop, NOTIFIER recommends upgrade of all 
NFS2-640 systems operating version 12.000.004 through version 12.001.005 to version 
12.003.001. If all four of the above conditions exist, the recommended upgrade should be 
performed immediately. Otherwise the firmware should be upgraded during the next 
scheduled service interval.  

Version 12.003.001 is available for download from www.magni-fire.com.  All panels 
manufactured after 03/01/2010 contain version 12.003.001.  To confirm the NFS2-640 
firmware version you may use the panel lamp test, VeriFire Tools, NCS or ONYXWorks. 

Technical questions regarding this bulletin should be addressed to NOTIFIER Technical 
Services at 1-800-289-3473 or NOTIFIER.Tech@honeywell.com. 

TB10-03-01 

http://www.magni-fire.com/
mailto:NOTIFIER.Tech@honeywell.com
























































 

 
 
 
 

LCM Firmware Version 3.2.4 Released: 
Addresses Open Circuit Conditions on XP10-M and FMM-1 Modules 

 
 

 
September 28, 2009 

 
 
Document TB09-09-01 
 
 
LCM firmware 3.2.4, which addresses open circuit trouble conditions on XP10-M and FMM-1 
modules, with NFS2-3030 and NFS-3030 panels, has been released. 
 
LCM firmware 3.2.4 addresses the following possible two issues: 

• XP10-M operating in FlashScan or CLIP mode: If wired as Class A, an open circuit 
on the initiating device circuit will initially cause an open circuit trouble condition on 
the panel, but will subsequently change to an invalid response trouble.  Once in an 
invalid response trouble condition (due to an open circuit) the module will continue to 
process active events on the feed side of the circuit.  Active event conditions on the 
return side of circuit will not be detected.  This issue is specific to the Class A circuit 
with the open, other Class A circuits on the same XP10-M that do not have opens 
are not affected.  Circuits wired Class B are not affected. 

 
• FMM-1 wired Class A or Class B on heavily loaded SLC loops operating exclusively 

in CLIP mode: Event activations from CLIP mode FMM-1s with an open circuit 
trouble condition may be delayed in reporting to the panel.  Delayed reporting 
depends upon the total number of detectors resident on the SLC loop.  Testing 
indicates the SLC loop would need to have more than 80 detectors installed to 
significantly affect FMM-1 active event reporting times. 

 
LCM firmware version 3.2.4 corrects this issue.  Version 3.2.4 is available for download from 
www.magni-fire.com.  NFS2-3030 requires upgrade of the LCM and CPU2-3030 firmware, 
see NFS2-3030 download.  The NFS-3030 requires upgrade of just the LCM as the      
CPU-3030 firmware has not changed, see NFS-3030 download.  All LCMs shipped after 
9/28/2009 contain version 3.2.4.   
 
If you have any questions please contact NOTIFIER Technical Service at 1-800-289-3473 or 
NOTIFIER.Tech@honeywell.com.   

TB09-09-01 

http://www.magni-fire.com/
mailto:NOTIFIER.Tech@honeywell.com


 

 
Use of Alarm Verification with FSB-200 Series Beam Detectors 

 
NFS2-3030 and NFS-3030 LCM Firmware Upgrade Notice  

 
July 12, 2010 

 
 
 
Document TB10-07-02 
  
 

The FSB-200 and FSB-200S addressable beam detectors have many advanced features 
built in.  One of these features is a 20 second Alarm Verification timer intended to help 
reduce nuisance alarms.  This internal verification should be taken into consideration if an 
FSB-200 series beam detector is required to participate in the Alarm Verification 
programming of the fire alarm control panel.  

 

Our testing indicates that FSB-200 and FSB-200S beam detectors programmed for Alarm 
Verification participation in NFS-3030 and NFS2-3030 panels operating LCM firmware 
version 2.8.14 through 3.3.2 will not initiate an alarm when activated.  FSB-200 and       
FSB-200S detectors NOT programmed for Alarm Verification participation are not affected 
and will operate properly. Default programming is no Alarm Verification participation. The   
NFS2-640 and NFS-320 are unaffected.  

Note that this issue would be identified during initial acceptance testing when beam 
detectors have been programmed for Alarm Verification participation in NFS-3030 or   
NFS2-3030 panels.  

Affected LCM-320 loop cards were manufactured May 2005 through June 2010. 

LCM firmware version 4.1.3 corrects this issue and is available for download from 
www.magni-fire.com. We anticipate all LCMs manufactured after 08/01/2010 will contain 
version 4.001.003.  To confirm the LCM firmware version you may use the panel lamp test, 
VeriFire Tools, NCS or ONYXWorks. 

If your NFS-3030 or NFS2-3030 application requires Alarm Verification greater than the 
built-in 20 second internal verification of FSB-200 series beam detectors the LCM will 
require upgrade to firmware version 4.1.3.  For applications that don’t require Alarm 
Verification beyond the 20 second built-in timer of the FSB-200 series beam detectors Alarm 
Verification participation should not be programmed. 

Technical questions regarding this bulletin should be addressed to NOTIFIER Technical 
Services at 1-800-289-3473 or NOTIFIER.Tech@honeywell.com. 

TB10-07-02 

http://www.magni-fire.com/
mailto:NOTIFIER.Tech@honeywell.com
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