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Explain how Song Corporation is using Playstation2 to enter the E-commerce market.

With the development of a new technology, it seems man will always find new ways of making money, so was E-Commerce born with the Internet. According to Visa, E-Commerce activity in the region (Asia) has been growing at a rate of 80% to 100% a year. The largest growth has been from each country's own domestic online commerce. Korea and Japan, for instance, reported over 95% growth in terms of money spent on their domestic shopping sites. Huge conglomerates have since been moving more of their commerce onto the Internet. A recent giant that decided to join in the 'melee' is Sony with the launch of their much-anticipated PlayStation 2(PS2).

On 13 September 1999, Sony Computer Entertainment Inc. announced that it would establish a revolutionary computer entertainment system, PS2, as a platform for Internet-based electronic distribution of digital content in 2001. (Sony Computer Entertainment Charts PlayStation®2 Network Strategy, 13 Sept 1999)

According to the press release, PS2 users will be able to download extensive computer entertainment content to hard disk drives to be provided by Sony Computer Entertainment through a broadband access network. The PS2 will also carry USB ports and later on, connectors to mobile phones and PDAs, allowing the same Internet capabilities on TV as the smaller devices. More than just a games console, the PS2 will offer support for DVD Video, be able to function as a set-top box Internet access device and also feature a PC-Card interface through which it can be connected to broadband networks. 

Besides the above features, what differentiates PS2 from 1 is the amazing graphics promised by its creators. PS2 is said to carry graphics like never before, humanizing each character in its games and creating life-like environments to immerse the player in. As such, Sony has named their new console the "Emotion Engine", meant to evoke real emotions for the characters that the player is playing. Some of the features on PS2 are listed in Appendix I.

Sony's Vision 

The Sony giant woke up when it realized that the future lay on the Internet. Having already established itself as a consumer electric and media group, it wanted to become an Internet company. 
Today, there is a digital content market worth US $180 billion in Japan alone, and Sony wanted to be the first to tap into it when it moves online. Hence, the creation of PS2 was meant to capitalize on this market, in the hope that people would use the console to purchase Sony digital products online with its Internet broadband connection. They envisioned the day that consumers could go online, play, chat, browse, e-mail and download music and movies, whilst shopping for their favourite Sony product. 
To do so, Sony is aiming to offer hardware, software, content and services that can be used with broadband access, as a one-stop solution to a person's entertainment needs. In particular, they hoped that PS2 could be used to sell all of Sony's entertainment content, where users can just 'pay-and-play'. However, it would seem that their E-Commerce strategy veers towards one of a closed market, where only Sony products are available for purchase through the console. However, their strategy would involve a greater streamlining of their marketing efforts to their target audiences.

Some of the changes that Sony has added into PS2 include changing its hardware and content, linking up with other conglomerates, having links with JP Morgan and taking over Sakura Bank, setting up web stores and providing better security for their E-Commerce channels.
In terms of hardware, Sony is building PS2 as a gateway product for the sale of their unique entertainment content online. They have also been developing unique content such as movies, music and games for future E-Commerce, a feat that has stretched much of their capital. Indeed Sony was taking going online seriously. Their ultimate aim was to develop a total Sony information and entertainment community for users.

As of June 2001, Sony had made multiple plans and signed multiple contracts with companies from all areas to serve their vision. Their initial goal was to launch the PS2 online gaming service in the fall of 2001. PS2 would include Web browsing, email, and chat. Hence Sony has linked up with companies such as network equipment giant Cisco Systems, RealNetworks' Real Player and Real Jukebox software, Sun Microsystems, America Online, RTIME and Sega to provide additional services to PS2 consumers to enhance the overall Web experience. 

Some of the promised features of PS2 included incorporating Cisco's software into PS2 to give game users faster and broader access to the Internet, teaming up with Real Networks to bring streaming audio and video to PS2, which would include having Real Network's Real Player and Real Jukebox software on hard drives that can be added to PS2 consoles. With this add-on, consumers will be able to view video on demand, download music to be played off the PS2 and use the console as an Internet radio. With Sun Microsystems, the Java platform developed by Sun would be integrated into PS2 such that all Java applications can be run on PS2, and allows highly secured and easy communication with other Java-enabled clients such as wireless handsets, PDAs, interactive televisions and other network devices. An alliance with AOL was an obvious move intended to outflank Microsoft in the digital market. With PS2's new Internet capabilities, there was a need to give it a push forward to keep ahead of Microsoft's XBox, touted to have similar abilities in future. With this collaboration, PS2 players can use the popular instant messaging, chat, e-mail functions while playing a video game. Meanwhile, there are also plans to create a Netscape browser for PS2. According to Kaz Hirai, President and CEO of Sony's PlayStation USA, "It's the first step in moving the PS2 into a broadband environment."

From the commercial perspective, an alliance with RTIME is timely in helping to build the tools for developers to support the PS2 network. RTIME, Inc. is the leading provider of commercial networking software that enables real-time, multi-user applications over the Internet and broadband networks. This will allow gamers to do things such as talk to each other via a microphone or even see each other with web cams. However, Sony has made no official announcements about these possible features.

Finally, a surprising but nonetheless lucrative move on Sony's part, collaborating with Sega (NewsFactor Network, 5 June 2001). This would not only expand both of their online gaming market by at least two times but will also help each other to overcome other competitors like Microsoft and Nintendo. This is despite Sega's recent release of Dreamcast, which has been said to be a close competitor with PlayStation. No concrete plans of the collaboration have been released but it has been revealed that it would include the ability of both consoles to play each other's games online.
A third feature that Sony had intended to incorporate into PS2 was virtual banking. According to CNN, this surfaced in June 2001 and in tune with its E-Commerce plans, Sony was to launch a full-service online bank. (CNN Asia, 8 June 2001) Some suggested initial services include yen-deposit accounts, investment trusts, credit cards, bank transfers and bill paying. Sony's takeover of Sakura Bank and tying in with JP Morgan was intended for this purpose. This means that consumers will be able to use the PS2 in the living room to debit those Sonystyle.com purchases, downloaded through the Sony interactive television. These consumers will even be able to use a special Sony credit card to pay for their purchases.

The next strategy would be using the current PlayStation websites that are existent as a platform for E-Commerce. These websites provide places where the PS2 itself, its peripherals and other compatible games can be sold. Currently the website allows for online ordering and delivery offline, as to pre-empt their vision of E-Commerce. The online availability of demos in these websites give customers a hint of what they have in store for the potential consumers. Sony has also invested in a pan-European E-Distribution Centre, nine contact centres across Europe to support the websites, appointment of European transportation providers for direct-to-home delivery and finally three return centres to process returns and perform repairs on the PS2. (Accenture Case Study: PlayStation.com (Europe)).

This was no rash action on Sony's part for the current more primitive E-Commerce can help Sony establish its potential customer base. At present, the customer service department can keep the demographic information of the people who actually already buy their products online, thus allowing narrow casting in its marketing of the product. They would be able to anticipate what is the best way to target each group in encouraging sales in E-Commerce in future. Moreover, with the information they have from each current buyer, they would know that these are the same people most likely to be the opinion leaders of their launch of PS2, as well as the pioneer adopters of their future technology with the coming of broadband. 

Buyers aside, even with the running of fan clubs like the PlayStation Underground, Sony can rally all its fans at a single area and do its selling there, for it can be ensured that most of the people who are members are interested in the PS2 and its capabilities. The presence of message boards and forums also provide areas where Sony can monitor for feedback on their product and services and learn how to improve on them. For e.g. Sony Computer Entertainment Australia sells PS2 Entertainment Centre online. Customers are able to browse through a product catalogue, collect their order over a secure connection. Other websites include PlayStation Europe (ref. APPENDIX II) and PlayStation America.

Lastly, Sony needed to do something to ease the fears of buying online. It announced that it would use technology from encryption software leader RSA Security to protect the privacy and security of PS2 users. The software will secure all data transmitted online during gaming and other entertainment activities, including Web browsing and E-Commerce transactions. The software also will protect data that is stored on the PS2's hard disk drive. 

However, all this only shows how much time and effort Sony had spent in launching and revamping the PS2 for its online strategy, yet why did Sony choose PS2?

Sony chose PS2 with many reasons in mind. It wanted to use the game to swell the E-Commerce market before moving into networking. It had hoped to use PS2 to break into the E-Commerce market with the knowledge that the game already had a huge following. Moreover Sony as a brand name would also help to market the product as a safe and convenient way to buy online.
Firstly, Sony knew that much of its market of consumers lay with children and young adults who made up the bulk of their PS2 fans. Selling PS2 to its young adult fans would naturally sell the accompanying Internet capabilities and is an expected strategy. However, Sony also knew that children who wanted PS2 would in turn convince parents to purchase the game console and its accompanying capabilities. As children can be more persuasive of adults than Sony themselves, Sony 'employed' a case of indirect marketing. Thus, mothers and children would then be exposed to the online shopping concept, two demographic groups which at present have been left out in E-Commerce. 

Besides the children and mothers, a new market that Sony was hoping to target was the 'baby boomers' generation, which have yet to be engaged much in the gaming industry. By adjusting their type of games and graphics in PS2, Sony hopes to convince this group to purchase the console, and since they have much buying power, also convince them to use the accompanying E-Commerce services. 

The whole concept behind the above-targeted groups is to use the Sony brand name and people's interest in PS2 to overcome their fear and hesitation in trying out E-Commerce. Fears about privacy and insecure connections can be thus overcome and hopefully more people would buy online.
Another major factor about PS2 that will set Sony above the rest is its already established websites and fan following. With the websites in place, Sony has been building trust and relations with its fans on the PlayStation websites, where the people who visit them are most likely to be avid fans of the PS console. This actually collects their targeted market at a certain point and makes marketing so much easier for Sony. These people are also most likely to be IT-savvy and capable of using whatever new features that the PS2 will carry. 

Hence, indeed it would seem PS2 is the key for Sony's success in the E-Commerce market. To date, Sony PS2 has been already released for sale in Japan and America. So did it fulfil all the promises that Sony thought it would?

Unfortunately for Sony, since then development costs and production glitches mounted, eating into profits in Sony's better-performing electronics division. This arose from the sluggish PS2 game console sales, its costly handset recalls, and the recent slump in Japan's PC market. The PS2 game console chalked up heavy losses due to development and marketing costs for its launch, and a graphics chip glitch. This was worsened by the inability of Sony to match up to the initial demand for the game. Since its release, Sony made the mistake of accepting more online orders than it could fulfil resulting in a major backlog in delivery. This caused dissatisfaction among its potential customers and a loss of the trust they need in order to encourage E-Commerce in the future. 

Other supply complications have arisen as well, which forced Sony to limit production. The U.S. and Japan have reportedly asked Sony to halt plans that would have resulted in the PS2 game console being made in China. The request is due to fears that the DVD capability of the PS2 could be converted to military use, according to published reports (E-Commerce Times, Mar 2001). Military experts were also quoted as saying that the PS2 contains a graphics processing facility quick enough to help guide certain types of missile, such as the Tomahawk, towards their target.

Already under such pressures, Sony still has to deal with the fear that its competitors are close on its tail. The appearance of rival high-tech consoles from Nintendo's Gamecube and Microsoft's XBox has threatened PS2's position and the hype over PS2 means it must deliver as promised, which it did not.

However, according to ZDNet News, PlayStation 3 is in the works (to be launched in 2nd quarter of 2003) and Ken Kutaragi, CEO of Sony Computer Entertainment and Father of the PlayStation revealed that Sony hopes to merge content from other divisions such as Sony Pictures and Sony Music (ZDNet Asia, 7 July 2001). They hope to establish a direct chain of distribution with the PlayStation 3 serving as the platform hub. Additionally, Sony's plans for the PS3 include online shopping functions, online banking, and other interactive Internet services.

Sony has hopes of making the next PlayStation 1,000x as powerful as the PS2, with specific plans for developing advanced graphics chips for the console. However, with the PS2 in relative infancy, specific details regarding its successor won't be revealed for some time. However, it is interesting to note again Sony's strategy in leveraging its other divisions by further proliferating the PlayStation brand in the mass market. 

However, one can say that Sony's plans are fraught with dangers. For one, both broadband and E-Commerce adoption rates have been slower-than-expected. It is estimated that by 2005, maybe only 30% of the population will be connected to broadband and according to Reuters, US has been experiencing a slide in online purchasing behaviour (Reuters, 30 Aug 2001). The current experience with PS2 has also lost the trust of many of its fans and it would take time and effort to regain it. Not to forget that there will always be the presence of Sony's competitors breathing down its neck. 

Lastly, although Sony has promised security with its new software for online transactions, security can never be guaranteed. Even if they do so most people will remain suspicious and sceptical. This is because with all the bad publicity about hacking and virus attacks, people have already grown wary about the Internet. 

Conclusion
Based on present reports, it would seem unlikely that Sony can still conquer the online digital content market first. With all the bad publicity and disappointment over PS2, many have lost confidence in the console to do the things Sony promised. Reports from the IDC Media Advisory estimate that only 20% of the installed-base units in PS2 will get online by 2004. True Sony is now developing PS3, which it promises everything that it had once promised with PS2. It is déjà vu all over again and one cannot help but be sceptical about it.

Besides by the promised date of release of PS3, it is likely one of its competitors would have caught up and done what Sony hoped to do first. This is especially when with all the publicity of Sony PS2, competitors have seen what they hoped to achieve, and Sony has lost the element of surprise. The publicity has only made it easier for competitors to follow or even do better. One certainly hopes that for Sony's sake, PS3 can provide the turnaround that it needs so badly now.


APPENDIX I:
Specifications and Features of the PS2: (Available: http://www.cnn.com)
CPU 128-bit "Emotion Engine"
System Clock Frequency 294.912 MHz
Main Memory Direct RDRAM
Memory Size 32MB

Graphics "Graphics Synthesizer"
Clock Frequency 147.456MHz
Embedded Cache VRAM 4MB

Sound SPU2
Number of Voices 48 channels plus software
Sound Memory 2MB

Input Output Processor I/O Processor
CPU Core Enhanced PlayStation CPU
Clock Frequency 33.8688 MHz or 36.864 MHz
IOP Memory 2MB

Disc Device CD-ROM and DVD-ROM
Device Speed CD-ROM-24x speed
DVD-ROM 4x speed

Interfaces
Two USB ports
One IEEE 1394 port
One Audio/Visual Multi-out port
One PC Card/IF Type III slot
Two Memory Card slots (for 8 MB Memory Card)
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 Read The Social Life of Information by John Brown and Paul Duguid. What is their main point? What can we learn from their arguments?

THE SOCIAL LIFE OF INFORMATION

For once, someone dares to speak the truth about information and knowledge, and help us apply both to the context of our social lives.  This is exactly what “losing sight of the forest for the trees ” is all about- as more and more companies gain control of vast amounts of information, and exploit it in new and more powerful ways, they lose sight of the forest for the trees. Information is basic data, but "knowledge is something we digest rather than hold." Companies are finding it difficult to learn that knowledge depends mainly on the people who possess it. In a similar vein, Talbott's The Future Does Not Compute is a scathing criticism of the hope that computers would make everything perfect, particularly in education. Stoll's books, Silicon Snake Oil and High-Tech Heretic, are mordant wake-up calls to those who think that all the changes brought about by computers are positive. This book is just one of many others who try to awaken the belief of “endism” in all of the technologist hopefuls, and serve to debunk the claim that computers are here to save the day and change our lives.  Its success lies in its honest approach of asking the right questions instead of attempting to answer them.  I will now go on to expound on the main points of each chapter to give you a detailed insight of their arguments.

Chapter 1:
Limits to Information

In this opening chapter, the authors, Duguid and Brown appropriately bring across the point of information overloading. While once we lament on the bare amount of information to swim in, it is becoming obvious that this information drought has quickly turned to an intimidating tsunami, where it is hard to even stay afloat.

They walk the readers down memory lane, reminiscing the romantic past of simplicity and authenticity. However, despite all the wonderful recollections, technologies have been too deeply imbued into our organisations and institutions that few people actually really want to desert information technology. Realistically, we want improvements and not return to lives without them, simply because in spite of how frustrating and unfamiliar technology can be, like it or not, know it or not, we cannot live without them

This chapter further delves into the death, or "endism" as most futurists like to call it, of what new inventions will bring about. Predicted notable "endism"s include the end of the press, television, and mass media, the end of firms, bureaucracies, the end of universities and the end of government. On the contrary, Brown and Duguid cogently remark that if one blindly believes the total annihilation of all the above, then he too strongly assumes that individual can forge alone, neglecting the social environment of the technology age. 

Interestingly, the emergence of the "6-D vision" as concocted by the authors refers to the excessive dependence on technology. The "6-D" refers to demassification, decentralization, denationalization, despacialisaation, disintermediation and disaggregation. First glance at the "de"s intimidates many and lead to them thinking that technology brings about the decomposition (yet another "de"!) of institutions and society at large. However, this one-sided perspective suggests that society moves in a linear direction, disregarding the parallel movements from group to individual, from personal knowledge to ubiquitous information, or more generally from composite to unit.

On the other hand, looking around instead of focusing on the tunnel vision, seven of the ten largest mergers in history had occurred in the first six months of 2000 alone, unlike what the new economy of ever-smaller firms proposes to be. These include AT&T, Warner Bros., Bankers Trust, BMW, British Petroleum, Citibank and many more. Because information technologies are particularly good at taking advantage of large networks, the information economy in certain circumstances actually favours the aggregated, massified firm. Hence, the buoyancy of the large organization is not all that surprising. A perfect illustration will be that of AOL hoping to forage into a bigger market with its purchase of Netscape. Consequently, the small, agile firm with big ideas and little money is less likely to be the potential start-up of legend. 

Besides debunking the "6-Ds", it is apparent that while some sectors show disaggregation and demassification, others show the opposite. Social forces, which are evidently complex, explain the multi-directional aspects of information technology. 

The myopic focus on information, believing that with technology, everything else will fall into place, blinds the profound changes that social forces bring about. Brown and Duguid put it aptly " The logic of information must ultimately be the logic of humanity.

Chapter 2:
Agents and Angels

Stop and look around, we will realise that many operations and tasks are undertaken by machines, robots which are generically known as "autonomous agents" (familiarly known as "bots"). They play an important role of organising an abundance of information into systematic and manageable packages, in organisations and more importantly in our social life. Additionally, bots attempt to take over many complex human tasks. Therefore, with regards to the "endism" we mentioned in the previous chapter, bots lend us another channel to inspect the possible ends in the realm of information.

Prevalent agents include those on the World Wide Web such as Yahoo!, Lycos, Excite, and Alta Vista. They help us sort us cascade of information and prioritise them. There are also agent software that runs on the sites of major Internet retailers where they offer personalisation once they store your preferences and choices. Already, there are many plans for agents to take over individuals' tasks and responsibilities. 

Bots are seen as better in performance than human as they are programmed to function rationally as compared to human foibles and bounded rationality. Recently, programmers talks about redefining bots' capabilities and talks of bots' "decision-making powers,"  "social abilities," "learning capacities," and "autonomy" take centrestage. However, according to Brown and Duguid, redefinition comes from the other direction, too. Many of the reports make human sound more like bots rather than the other way round. They degrade human activity - learning, developing taste, choosing, brokering, negotiating - to appear simple thought process of individual information that can be done equally by software goal-pursuing agents. Brown and Duguid then provide readers with delusions of such assumptions, examining namely information brokering, product brokering, merchant brokering and negotiation.

Information brokering, as the term suggests, put agents in a domain where they can only sieve information, reiterating their primary existence. Using the search engines to find the suitable information drives webservers crazy when many search results are either repeated or of no relevance at all. Spending hours on the Internet to only end up with a couple of kilobytes of information help clear doubts on the survival of traditional research methods-- library shelves. 

     Product brokering provides people the availability of products according to previous track record. This sounds extremely useful when there is a plethora of items out in the market. Sure doesn’t sound like a bad idea to have someone put things into your shopping basket. But, not only is consumers interested, producers are as well. This can lead to major problems for agents and their users. Is your agent neutral, biased, or merely weighted? How can you be sure that your agent has not been "turned," into a double agent?

     Merchant brokering refers to agents roaming the Net comparing prices and report back on "best buy" options. Again, these bots are helpful in making the markets more efficient, removing layers of intermediation in the process. However, merchant brokering heavily favors standardization, meaning limited goods can be sold online. A second problem is that, subjective issues such as quality and service disappear in times of comparison. Again, the fear of corrupted agents arises here.

Negotiation done by bots is unfathomable since human negotiations deal with profound social contemplation. Negotiating bots in the market only have the power of matching supply and demand, which is hardly anywhere near the psyche of human during negotiation. As noted by the authors, people negotiate all the time and ironically, price is the not the predominant factor. People also change their goals and rules constantly which bots cannot not be programmed to be. Since bots act not on their own behalf, but on behalf of others, the limited abilities of bots call for concern.

Bots are simply delegates who 'do y, when x happens' and bots are always waiting for x to happen". Is that how human works? Judgment and discretion are not features of any software. They are products of human socialisation and experience.

Having the bots work on its own brings us to the point of representation and with autonomy, who takes responsibilities? If the social complexities of negotiation, delegation, and representation are reduced to "when x, do y," bots will end up with autonomy without accountability. Their owners, by contrast, may have accountability without control.


In conclusion, bots are not simply replacements of human beings. They operate on overlapping, if not different spheres. It is imperative to inspect the way people make decisions and hence instead of pursuing total substitution, search for complementarity. 

Chapter 3:
Home Alone


Some sources have shown that there are more home workers in the U.S. Some reports have shown that office vacancy has dropped despite the forecast of ghostly warehouse. Other prediction shows that there will be a demassification and desegregation of companies but paradoxically, the number of mergers is unbelievable. With such ambiguous and conflicting direction of home office growth, Brown and Duguid evaluates the probability of home offices against this over-glossed idea. 

With the advent of personal computers and the softwares that comes along, there are valid reasons to believe the possibilities and ease of home offices. But, getting out of the conventional offices can be daunting and difficult, as the authors prove that human interactions, human conversations, and human meaning will still form the beating heart of business. 


Firstly, the mere prediction that technology will revolutionise the conventional offices too simply defines office work as information gathering and documenting. There are intangible and inevitable face-to-face side of management that have not been taken into consideration. Invariably, these human interaction increases motivation and work dynamic, in turn escalating the interests of the office.


Secondly, the frailty of technological systems is overlooked. Futurists who are optimistic with the crystallising of home offices more often than not work with mega and "magical brand of computers", which are not available to the rest of the people. Crashes of computers will impede the work of not only home offices but also that of conventional offices. The important difference between the two is that the latter often have technicians available to combat the problems. Relevant support will be provided by colleagues equipped with the right technical skills. With home offices, individual workers carry the burden of the entire workload on their shoulders. Specialisation takes on an all-together different definition for the lone worker at home.

Lastly, as presented by the authors, social system in the conventional office is radically altered. Where work is usually shared among the workers, the enormous amount of work falls onto the lap of the individual worker in the home office. The theory of division of labour where one specialises on a task along the way of production takes on a new meaning as individuals are now expected to multi-task with the help of the computer!    

It is the social resources that keep the amalgam of software and hardware, which it supports, running. Paradoxically, such social resources are fewest in the home, resulting in people reaching out, back to the conventional offices.

With increasing softwares that simplifies the previously complex assignments, once again, home offices seem like a viable venture. For instance, desktop publishing attempts to converge the abilities of authors, editors, copy editors, proofreaders, designers, typesetters, and printers into one CD-ROM, enabling the usage of individuals. However, it neglects the creativity, inarticulate skill and judgment and experience embodied by them. On one hand, the individual has much control and freedom over choices, on the other, he now lacks that the experiences and support that are distributed among the different roles. Inevitable but unfortunately, this coagulation of effort is based on the assumption that these tasks are purely mechanical, which is rarely true

In the final segment of this chapter, Brown and Duguid propose the socialising of technology, in order to battle the lag of society behind technology. It has been said that society that advances incrementally cannot catch up with the exponential growth of technology. Hence, in order to adjust to technology, not merely catching up, technology must be 'socialised'.

Chapter 4:
Practice makes Process

This is the most important chapter for the typical businessman. It relates information mythology to the early 1990s re-engineering management fad. According to Brown and Duguid, re-engineering was based on the information-friendly process view of an organization rather than a contextual, social practice view. Information - without the context of a social life - fits well into process but has trouble when put into practice. Therefore, the authors suggest that it may be easier for one to navigate around problems through three steps- collaboration, narration and improvisation.


Collaboration, as the word itself explains quite plainly, is the gathering of resources to share and to develop a collective pool of knowledge and insight to draw from.  The key to developing an invincible pool of knowledge is to mix different parts like watercolour, making each part indistinguishable from the others, and thus making an indivisible product.  

Narration, which is the constant storytelling, serves a number of overlapping purposes.  Stories help people to understand what happened and why.  However, storytelling also make diverse information more coherent, thus facilitating communication.  Retelling of stories also allows people to depend on each other for information, and thus increase ties.  In addition, stories convey not just information, but also principles, which can be applied to different situations.  Most importantly, circulating stories also creates a shared experience that binds people together.  People then have a common framework with which to work within.

Improvisation closes gaps in lack of knowledge and basic mandatory procedures, as it bridges gaps between reality and process.

It is imperative that people work laterally, instead of longitudinally, as process normally depicts.  “Lateral thrust”, as the authors call it, helps overcomes the limits of process-based information.  “Peers, engaged in parallel practices, provide valuable resources for each other.”  Despite the advantages of practice as opposed to process, it is important not to confine oneself to just either practice or process.  Both come hand in hand and should be used together to achieve an optimal effect.  Above all, it should be reiterated that information underestimates the challenges involved, which are namely organisation knowledge and innovation.

Chapter 5:
Learning- in theory and in practice

This chapter seeks to address the increasing misconception that information surmounts to knowledge.  As the authors aptly put it, information is hardly useful without knowledge of how to understand it in its context, and use it effectively.  Therefore, knowledge is useful because it is digested information.  Furthermore, knowledge differs from information as it cannot be transferred.  It lives only because of the person who possesses it, and this makes the people who have the important knowledge precious to the company. Confusion between knowledge and information underlies many of the problems information mythology causes. As Brown and Duguid note, knowledge entails a "knower," but people treat information as independent and self-sufficient. It sounds right to ask "Where is information" but not right to ask, "Where is knowledge?" The authors argue it's difficult to separate knowledge from information: It can't be picked up, passed around, found or compared.


Another important aspect of this chapter is the difference the authors say exists between “learning about” and “learning to be”.  It is only through practice that we learn to be, and passive learning can never catapult mere knowledge into “being”. The authors liken this point to the analogy of the fresh graduate who has all the information, but does not know how to apply it correctly as he is not familiar with the context.  In this case, information is just an accessory which impedes assimilation.  This also aptly explains the reason why people respond differently to the same information, and how the same stream of information can produce different knowledge in different people.


The most efficient learning takes place when there is a demand for the information, and when it is part of a social process.

Chapter 6:
Innovating Organisation, Husbanding Knowledge

Emphasis nowadays is on loosening the ties of formal coordination to enhance creativity.  An example would be Apple, which loosened its ties to form Macintosh, Powerbook and its multimedia QuickTime software.  It’s also called ‘thinking outside of the box”.  It keeps exploration alive and discards old prescriptions.  However, separation that keeps this invention alive also creates problems for innovation, which is the implementation of invention. Therefore, it is important that complementarity is achieved to gel the two together, so that information and knowledge doesn’t leak out of the organisation.  

The authors also talk about clustering of ecologies to form ecologies of knowledge so that information is used efficiently.  “Knowledge that sticks within firms quickly find ways to flow between them, as if seeking out the firms with the most complementarity”, and thus this fuels the development of the ecology as a whole.  Both invention and innovation will grow rapidly together, charged by feedback loops that run both within and between the firms.  Normally, one would think of information leak as a loss, but within the ecology, it could be productively used.

The subject of endism is also appropriately addressed in this chapter. At the center of their argument is the observation that popular thinking about technology today is ruled by a kind of relentless "endism," which forecasts the death of everything from mass media to the nation-state, government to politics, universities to regions, even distance itself.  However, they address death of the firm and distance in particular here, and we shall go on to discuss it.  


Unlike most predictions, distance is far from dead as clustering helps to make a particular niche apparent before it is visible and obvious to most people. These informal links between companies develop when they are within close proximity, as explained eloquently by the authors when they say that when “people live in and out of each other’s pockets…helps them see what’s doing, what’s doable, and what’s not being done”.  To put it simply, it’s easy to live by example when companies are in clusters.


As with regards to the firm, and its resilient existence, they continue to exist because the “use of deliberate structure to preserve the spontaneity of self-organisation may be one of humanity’s most productive assets”.  It is taken for granted, in many predictions of the death of the firm, that organisations don’t reinvent and reorganise.  This is not true.  In fact, they have constantly updated themselves to play a vital role in the economy.

Chapter 7:
Reading the Background


This chapter simply reiterates the existence of traditional media beyond its predicted lifespan.  It uses paper in its analogy to show how something as simple and primitive as paper still keeps its place in society.  To illustrate this, it sniggers at the paperless office, electronic newspaper and digital library.  It is obvious that all three have not taken off in a big way, especially with the increase in the use of paper in the office (contrary to predictions).  It also shows how paper isn’t simply a way of transferring information; it is part of a deeply embedded culture and social system.  Even the web is structured after the page format.  Net “post-its” have also become popular as we are still used to making annotations like we do on paper, which can’t be done on the net.  Paper has structured our society, and cannot be easily eliminated.  Documents also serve to validate information.  Credibility is more easily found in a paper document than a web page.  As McLuhan said, “the medium is the message”.


From fixity to fluidity, we have discovered that the manifest still holds more credibility than the virtual.  For example, the telephone did not annihilate the memo or letter.  Instead, they are used hand in hand.  In fact, fixity frames information and physically presents information to the reader in a context, which tells him what to read, how to read it, where to read, what it means and what it is worth.  Efficient communication relies not only on what is said, but also what is not said; and a certain amount of fixity in material documents and social conventions of interpretation contributes to this sort of efficiency.

Chapter 8:
Re-education

This appears to be the most important chapter to me because of its immediate relevance.  It talks about the prospect of online universities, and its feasibility.  In doing so, it addresses the advantages of the traditional university.  It sees it as a benchmark of quality and a stamp of trust, with which the industrial standard of excellence is judged in employment.  The social aspect of learning also cannot be neglected, as students learn more from their peers than they do from lectures and lecturers.  When choices are not flexible, students are forced to learn something, which more often than not proves useful to them.  Aspects of education that are socially valuable but not marketable are not neglected, and the ability of the degree to shelter these activities from close scrutiny helps provide society with a more diverse and versatile workforce.  A university is not simply a place for academia; it is a social institution that strives on public trust.  As people cannot judge immediately and accurately for themselves the ability and potential of a person, universities are entrusted with the responsibility of ranking them.  Furthermore, universities put their students in touch with communities of practice and concepts, which they are ignorant of.  Graduate education shifts the focus of learning about to learning to be, making the transition for the student smooth and easy.

Looking from this perspective, distance degrees cannot work as well as students are not socialised as part of a physical community where they can learn from their peers.  It can only combat the “social distance” of communities and physical distance (if it is a problem).  

The university will have to change, according to the authors, as they have to accommodate new and growing needs.  As more students turn to universities with higher credibility, the universities in turn will have to link up with more prestigious companies in order to attract the brighter students.  They will have to improve faculty courses, research, and facilities.  Mentoring programs could be set up to involve the students in real life industrial work, and the alumni can also pull in resources to give students a head-start in “learning to be” instead of just “learning about”.  Basically, it’s simply going back to the basics.

Knowledge-based Society Vs. Information-based Society

"The industrial society is giving way to one based in knowledge. The new divide in the world will be between those with the knowledge and those without."

· Lee Kwan Yew, 2000

"From Third World to First"

In Singapore, where new education system is steering towards that of teaching creativity and lateral analysis, rote learning seems like a system delegated into the past. Increasing number of secondary school are given the status of 'autonomous school' which allows schools to provide courses for their student's academic as well as personality enhancement. Besides the shift in education emphasis, economy is accelerating towards the realm where information takes unprecedented reign. 

As senior Minister Lee mentioned, it is imperative that the society grows in the direction of knowledge. However, is it a knowledge-based society that we are striving towards or is it information-based society? This question, undoubtedly, will raise a couple of eyebrows. Indeed, at the first glance, the two have no differences. Nonetheless, the slight yet significant difference is the fundamental conviction that determines the society. With a plethora of information out there for one to acquire, it is hence necessary for one to sieve information intelligently, taking social forces into consideration, as propose by Brown and Duguid. Without filtering the correct and useful information, which is basic data, becomes useless to the holders. On the contrary, within a social context, information develops into knowledge, which one digests, rather than hold.

In schools, effort must be done to ensure that the knowledge-based society path instead of  information-based society is taken. It is 'learning to be', where knowledge is with one forever and not merely 'learning about', where information can be easily forgotten. 

In Singapore's economy development, heavy-industries are giving way to, once again, knowledge-based economy. Research and Development takes centrestage while lights dim on labour-intensive industry. This is yet another of the government's effort to ensure Singapore's surge in the world. However, taking a step back, are we too blinded by the wonders of technology as remark by Brown and Duguid? Is the government overlooking the social forces that fundamentally shape a society? While information technology emphasises on disintegration, dismassification and basically individualism be suited for a society whose basic tenet is that of collectivism like Singapore? Is Singapore catching up with technology or adjusting to technology as discussed in Chapter 3?

This may raise numerous questions that cannot immediately be answered adequately, but we see that Singapore is desperately upgrading itself in terms of infrastructure and resources to train its workforce to be not just informed, but knowledgeable.  Traces of success of its implementation of “knowledge-based programs” can be seen evidently in the younger generation of Singaporeans, who are becoming more enterprising.  They are also developing unprecedented levels of entrepreneurship, opening up new niches of business that reflect creativity and knowledge.  Besides acknowledging these telltale signs, among many others, all we can do is speculate the destination we are all heading resolutely for.

Wk 10 tut 3 Tin n Xiaohui- Digital Government

What are the implications of having a digital government?

Introduction

Imagine a future in which citizens can log onto one Internet site, easily find the government services they are looking for, and use that site to conduct an online transaction; a future in which businesses fill out one Internet form for all their regulatory requirements; a future in which government officials make all purchases and payments electronically, saving millions of dollars.

Government going digital is becoming the trend in the world. In 1999, former government minister Thaksin Shinawatra called on the Thailand Government to change from analogue thinking to digital thinking and to lead the necessary national changes to adjust to the post-information age. In Ireland, the ordinary citizen is going digital and the Government is responding to the ever-increasing number of people going online. 

It is clear that digital, or electronic government is no longer an optional addition to the government services, but a necessity. This research paper will look at digital government and its implication.

Digital Government

Before we can look at digital government, we have to understand: 

What is government in general?

Government is a dynamic mixture of goals, structures and functions. Government undertakes many roles and responsibilities in pursuit of its desired outcomes. The government structures itself in such a way, that its function is geared towards achieving its goals. To minimize potential conflicts of interest, separation of these various roles of the government, into separate government agencies will enable clearer lines of responsibility and accountability to be drawn. This separation of functions has occurred in varying degrees within individual government agencies depending on the perceived need for change and the value that it brings in being able to manage more effectively. 

The core roles of Government agencies fall into five broad categories: Policy adviser, Regulator, Purchaser, Provider and Employer. (Refer to Appendix 1)

What is digital government? Similar to the dramatic changes in e-commerce, countries have begun to recognize the emergence of e-government. Digital or e-government can be defined as: online government services, that is, any interaction one might have with any government body or agency, using non-traditional electronic means such as the Internet or the World Wide Web, enabling access to government information and completion of government transaction on an anywhere, any time basis and in conformance with equal access requirement.
Why is the Government going Digital?

Digital government initiatives are complex change efforts intended to use new and emerging technologies to support transformation in the operation and effectiveness of government. It offers the potential to reshape the public sector and build relationships between citizens and the government.

The potential of reshaping is one of the main attractions of the digital government. The only form of government reshaping which will be effective is to downsize the government itself. By going digital, the government can reform and downsize itself, which is not possible under normal circumstances. This is because administrative reorganizing, or downsizing always requires a large sum of money. The fact is that the only way to save significant amount of money in the bureaucracy establishment, is to eliminate activities and reduce the scale of operations. The nature of government bureaucracy is to grow in size and not the other way round. The main problem of the government lies in its inherent inefficiency. The government is in the state of monopoly, without any competition, none of the major forces operating in the private sector applies in government. Therefore growth of the government bureaucracy has been accompanied by a decrease in its rate of efficiency.

The public servants will always hope to handle fewer cases, so that they will be more efficient, and that they will have an easier life. It is also very tempting for those in power to want to build an empire, by having more people under him or her. Without a yardstick to measure success and failure, the only way is to see how many people are under him or her. There is also this build-in counterproductive trend in the government programs. This problem of the Government is that the programs are so structured that the incentive is never to solve the problems being dealt with, instead it is always intensified, and that more money becomes necessary to fight it. The money does not really go to those who needs it, but to those who are providing the “services” to those who needs it. In any case, if the problems of the government programs are solved, then it will means a lost of jobs! 

Another one of the most promising aspects of e-government is its ability to bring citizens closer to their governments, that is to build relationship between the government and the citizens. While the technology to facilitate this connection is widely available, many government sites have not taken full advantage of its benefits in Latin American and Caribbean Countries. Enabling conversation between citizens and government is not the only way to bring citizens and government closer together. Making government more easily accessible is another component of this endeavor. There are few features that make this possible. One of them is the ability to search a particular web site. Another is to offer life broadcast of important speeches through the web. Another way is by enabling citizens to cater available information to their particular interest.

It can also be seen as an effort by the government to catch up with the paradigm shift in the way citizens think about how they conduct their business transactions and establish their business relationships, in this Internet economy. The citizens have come to expect online conveniences. The use of e-commerce in our daily lives has allowed the public to conduct a variety of business transactions over the Internet regardless of business hours. Before long, the government will be operating like an e-commerce business, open for business 24 hours a day, seven days a week, 365 days a year. 

The government is trying to operate like an efficient commercial company, to increase productivity and reduce wastage. With the digital government, the efficiency and effectiveness will increase in the various departments. George W. Bush adviser in The Washington Post, August 6, 2000, said, “There are too many departments and agencies competing programs that waste resources and fail to deliver the goods”. They forecast a digital government that will save huge amounts of taxpayer dollars through savvy online procurement of goods and services. 

At the same time, for example, the Thailand government may want to catch up with world, who are already going digital. If the country continues to follow the same old practices, it will not survive in this new digital world.

Implications arise with the digitalizing of the government. It is not about putting in a few computers or building a Web site for information access, it is about transforming the fundamental relationship between government and the public. This report will look at the analyse implications of having digital government by looking at how it affects the citizen and government in three aspects; economically, socially and politically.

Economical Implications

Economical implications will have to look at the costs advantages and disadvantages of the digital government, to the citizens and the government.

Costs and Time Savings?

To the citizens means costs and time saving. By reducing the running costs of operating the government, it will help to the amount of tax needed to pay to the government. By having an e-commerce system, the citizens can enjoy the time saving convenience of getting chores such as renewing driving license done at the comfort of their homes. A digital revolution in government will reduce the cost of reaching the citizens, as Internet is a cost-effective medium for the provision of information and, increasingly, services. Resources will not be wasted, with the amount of repetition of job scopes be reduce. 

To the government, it may seemed to be the perfect solution to save millions of dollars, however, huge sums of money have to go into downsizing the government, so that it can function efficiently in the digital state. In order to enable digital-government to work, the red tapes have to be removed, and the different departments must be able to work with each other in a way that their work complement each other, and not over-lapping. Hence downsizing is essential, but it cannot be done with the taxpayer’s money. However, downsizing is not guaranteed to work, because of the vast amount of work that has to be put into doing it. But the money has to be spent. Another example of putting in more money without guaranteed results.

Employment

To the citizens, the government going digital may means a loss of jobs, as well as creation of new jobs to meet the demand of the new system. Digital government replaced the current paper-driven or counter based services with computers. By doing so, workers may be retrenched, as they will no longer be needed. However, new opportunities also come with the new system. New jobs such as research on the implications of Digital Government, what the citizens want, will need more researchers.

Productivity

To the government, the economic productivity is at stake. Digital government will reduce the red tapes that hinder the effectiveness of the job, thus increase the productivity with greater effectiveness and efficiency. By being more productive, costs will be reduced and time will be saved. 

Social Implications

Digital government would significantly change the citizen-government relationship, giving citizens greater empowerment. 

Added convenience and greater access is promised, as the government is available 24 hours a day, 7 days a week, 365 days a year, through the Internet. Instead of going through various departments to make transactions, citizens can access government information and personal benefits, make payments, and utilize other services (like re-new licenses and file their taxes) online, all at the comfort of their home or workplace. Users can exercise greater autonomy as they can choose when, where and how they interact with government services.

Citizen participation can be enhanced through online discussion forums with government officials, voter registration and ultimately Internet voting. 

All these would mean a less hierarchical, more personalized government and a more active citizen. 

Yet, beyond the utopian view lie other implications that are to be explored before the full force of the digital government can be realized.   

Access & the Digital Divide

No doubt, going digital can bring greater government access to citizen, but who gains such access? The digital government can empower those with the means (that is the technology know-how and infrastructure) to access the Internet, but can it also benefit those marginalized by the fear of technology, limited literacy, and physical or cognitive impediments? Or would digital government widen the digital divide and create more socially divisive forces? 

As such, it is important for the government to consider how it is going to reach out to citizens who cannot afford the technology, and those without the knowledge to do so. One attempt to do so could be through public libraries to provide free Internet access and assisting personnel.    


The Internet platform can indeed create greater convenience, but will citizens be short-changed by privacy and security threats? 

Privacy


Issues pertaining to protecting personal privacy online include the use of Internet cookies on government websites. Cookies have unique identifiers associated with them, allowing websites to recognize returning users and track online transactions. ‘Session’ cookies expire when users exit the browser but ‘persistent’ cookies remain on the user’s computer for a specified length of time. Users may choose not to accept cookies but this may prevent some online services from working. The crux of this issue then, is for the government to ensure online transaction can take place even if cookies are disabled. Even so, it must be highlighted that disabling cookies do not make one an anonymous user, it just makes it more difficult to track usage. But again, this is not related to digital government specifically, but to the Internet on the whole.


Another issue that is concerned with the violation of privacy is the personal data provided to complete an online transaction. Who has access to such information and for what purpose? There should be policy statements that adhere to protecting citizens’ privacy, ensuring that personal data be collected and processed for legitimate reasons. 

Internet Anonymity and Security in Online Voting  


Related to the issue is the notion of anonymity in Internet voting. On one hand, the system must authenticate voters, but on the other hand, it must keep voters’ choices anonymous. As voters register online, how can they trust that their online footprints would not be tracked? One solution by the US government is to separate tabulation from authentication, assigning each to a separate company or bureaucracy. But no one can rule out the possibility of conspiracy between the split bureaucracies. 


The threat of third-party access to ballots also remains. Encryption technology is available to safeguard against fraudulent ballots but the level of the security would depends on the threat model. Undeniably, threats exist, but the question is whether attackers have the sophistication, manpower, and money to bypass the security system and whether all the effort is called forth. Ultimately, the success of Internet voting lies in the trust citizens have of the government. 

Security


Electronic transactions can be more susceptible to fraud and abuse than traditional paper-based transactions. This is with regards to unauthorized disclosure of sensitive tax, medical and other personal records; as well as the theft and misuse of citizens’ identity, passwords, credit card numbers and bank account numbers. How can the operating system be made more resilient towards hackers’ attacks is one key element in gaining public confidence on digital government. One solution will be the implementation of Public Key Infrastructure but it is not yet known whether the technology can be deployed due to issues regarding interoperability and scale. Technological prevention is only one aspect of the solution, government must also be able to detect online fraud and combat security threats through effective legislation. 

Whether or not digital government can successfully transform government-citizen relationship lies not only in the confidence citizens have over online transactions, but also on government’s efforts (technical and legislative) to garner public trust. Only then would true empowerment be given.  

Political Implications


As the government moves digital, a new government model would emerge transforming the Industrial Age government to a Knowledge Age government. No longer centred round agencies and bureaucracies, the digital government is organized around the functions and needs of the citizens.

        However, several issues left to be discussed within such a model. 

Integration of government services


The reinvented system is based on functionality, but going online does not necessarily mean a more customer-centric focus. If digital government only centres on providing websites of individual agencies without integrating the workings of various departments, the full potential of digital government have not been maximised. 


As such, the new government model must be able to provide vertical integration of information and services within various government departments as well as horizontal integration across the government of various states or provinces. A single portal can be used to integrate and support the various transactions, but eventually, the system must be simple enough for citizens to know where to seek what information. 

Easier said than done, integrating service delivery across various sectors will be especially difficult in big countries (like US and China) that involve complex, multi-layered Federal-state-local systems where different departments and agencies must interact, share information and even budgets.       

Issues of Technical Infrastructure  

In the model of the smart government is the availability of a robust technical infrastructure. There must be adequate network capacity to support government services 24 hours a day, 7 days a week, 365 days a year, and sufficient bandwidth to support large amount of electronic traffic. The system platform must also be reliable enough to be able to confirm that a transaction is complete, and abort that transaction completely and consistently should problem arise.

The New Public Servant


Government officials as well as civil servants would have to change their mindsets towards how the government functions and to react to the changing work environment. Communication would not only flow top-down from superiors within individual department, but also horizontally as different divisions of governments work together. 


More importantly is for government officials to strike a balance between idolizing and ignoring information technology wholesale to integrate IT into the workings of the government.  

Conclusion


  From the above discussion, it seems that there are still uncertainties over the implementation of the digital government. At the current stage, digital government is only a supplement to the brick and mortar government. Whether or not it will take off, and of course, whether the implications inherent will be positive or negative strongly depends on the following:

What the citizen wants

Citizen trust 

Technicalities & Financial Means to do so.


If the above factors were not matched, then digital government would of course be just another waste in investment.
APPENDIX 1

The core roles of Government agencies fall into five broad categories: Policy adviser, Regulator, Purchaser, Provider and Employer. 

Policy advisers are responsible for strategic planning and formulating new initiatives and revisions to current Government programs and services. They do so in response to Government policy objectives, identified community needs or both. Regulators develop regulations in direct response to Government policy or legislation. Regulators are responsible for implementing the framework designed by policy advisers. Similarly for purchasers, established policy directions guide the purchasing frameworks to be implemented. Funding is allocated on the basis that purchasing specifications are designed to give effect to the policy framework. Service providers also work within established boundaries. These boundaries exist in the purchasing frameworks that accompany funds received to provide the service. Purchasing specifications specify how services are to be provided, to whom and under what conditions. The final role, that of employer, is universal to all government agencies. Though conditions of employment may vary between government agencies, the core functions of an employer remain the same. 

Wk 11 tut 1 Zhiqi n Julane- Singapore E-commerence

What is the Singapore government’s policy on e-commerce?


What is electronic commerce (e-commerce or EC)? Generally, there are two kinds of e-commerce: business-to-business and business-to-consumer. To give a background on EC, it has been around since the '80s. Business organizations have been using Electronic Data Interchange (EDI) to exchange data. Some of these transactions include sending/receiving of orders, invoices and shipping notices. 


To quote the board definition from the Infocomm 21 paper: “ …(EC) is the sale or purchase of goods and services, whether between businesses, households, individuals, households, individuals, governments, and other public or private organizations, conducted over computer-mediated networks.”  


The Singapore government’s stand on e-commerce is simple – get on the bandwagon. Such is their attitude with most electronic and technological advancement. This attitude does not stem from merely the kiasu stance that we have to be ahead in all things profitable or else we will lose out. They know we have to upgrade our skills to keep up with the rest of the world and play a key role in Asia.

In a recent speech given by Mr Lim Swee Say, Acting Minister for the Environment and Minister of State for Communications and Information Technology at the 5th Internet Commerce Conference, he mentioned that technology is changing the rule of the game. One key point was “competition will no longer be between enterprises, but between supply chains and networks of enterprises.”  


To get an idea on the government’s policy on e-commerce, we should take a look at Singapore’s economy. As highlighted in the speech given Mr Lim Swee Say, we are “ an open economy with a small domestic market.” After the last recession in 1998, the government made it known to everyone that we cannot stay stagnant and hope that the old jobs will come back. This applies to the entire economy. Instead we must prepare ourselves for the economy. So what is the new economy? The economy is the region around the global market and us.  


Businessmen are encouraged to venture overseas and foreign talents are tapped into our market. E-commerce is seen as the new economy where everything is hooked up together. It is a global effect that impacts every economy.    

However, the focus of the government is not on business-to-consumer e-commerce, but rather, more on business-to-business e-commerce. The government plays an important role in many areas of e-commerce. We will see how they attempt to influence e-commerce directly and indirectly.

The government’s policy starts on a few fronts at the same time. It aims to lay a robust foundation to establish itself as an e-commerce hub. It works with the various agencies like Economic Development Board (EDB), Infocomm Development Authority of Singapore (IDA) to build the infrastructure and plans for ecommerce. 

In August 1996, the Electronic Commerce Hotbed Programme (ECH) was introduced by then-National Computer Board (NCB) as a means to “address pressing electronic commerce issues”. The initiative is set to pool together the resources of “major stakeholders of electronic commerce technology companies, merchants, infrastructure providers, policy makers and researchers” (taken from http://www.ec.gov.sg). The aim is, of course, to position Singapore as an e-commerce (EC) hub. (See appendix for the e-commerce timeline) The lead agency in the e-commerce efforts is the now-renamed Infocomm Development Authority of Singapore (IDA) – formerly NCB.

In the early stages of the government’s plan to push for e-commerce, there have been many efforts by the government to set up the infrastructure that is needed for a secure and dependable e-commerce environment in Singapore. One of the key events was in June 1997 when Prime Minister Goh Chok Tong launched SingaporeONE at Asia Telecom 97. 

The government recognizes that to encourage online e-commerce, some laws need to be implemented or reviewed. Users need to be assured of security in the cyber space. The Electronic Transactions Act (ETA) came into effect on 10th July 1998 (www.ec.gov.sg) . This Act, a first of its kind in the world, deals with the legal aspects of “electronic contracts, use of digital signatures, concerns for authentication and non-repudiation”, usage of electronic licenses by the public sector, liability of service providers, as well as provision of a Public Key Infrastructure (PKI). 

The Public Key Cryptography method is where “each user is given two key pairs: one to encrypt/decrypt messages and one to sign/verify them. In PKI, these are issued as digital certificates by the Certification Authority (CA) who acts as a trusted third party that vouches for the digital certificates they issue” (www.ec.gov.sg).  

In May 1997, the National Computer Board (NCB) and Network for Electronic Transactions (Singapore) Pte Ltd (NETS) set up the first Certification Authority (CA) in South Asia – Netrust. And in July 1998, Singapore enacted the Electronic Transactions Act (ETA) to lay the framework for a PKI in Singapore. “The ETA provided for the appointment of a Controller of Certification Authorities (CCA) to enable regulations to be made for the licensing of CAs and cross-certification of foreign CAs.” (www.ec.gov.sg). In 1999, Singapore Post and CISCO Computer Security established Singapore's second Certification Authority – ID.Safe Pte Ltd. 

An online security reporting centre Singapore Computer Emergency Response Team (SingCERT) was set up in 1997 to keep track of security issues related to the Internet, as well as e-commerce.

The amendment of the Computer Misuse Act came into effect on 1st August 1998 to deal with “new potential computer abuses such as denial or interruption of computer services and unauthorized disclosure of access codes”, among other concerns.

It was only two years later in September 1998, after the various Acts were passed and amended, that the Electronic Commerce Masterplan was launched. The reason for this “delay” was because it was thought important for the basic infrastructure and services to be available before Singapore jumps headfirst into e-commerce. 

This Masterplan’s aims were to: a) develop an internationally linked e-commerce infrastructure, b) jump-start Singapore as an e-commerce hub, c) encourage businesses to use e-commerce strategically, d)  promote usage of e-commerce by the public and businesses and e) harmonise cross-border e-commerce laws and policies. (taken from www.ec.gov.sg)

The Singapore government sees e-commerce as a step towards changing the way local enterprises do their business. Namely, it is felt that e-commerce can help local businesses to: improve productivity, save costs, streamline business processes, provide better customer care services, and create better business opportunities. The 1998 economy crisis accelerated the need to move into the e-commerce arena.

The telecommunication industry was liberalized to bring in more competition and to lower the costs of services. This is meant to increase the demands for computer uses islandwide. With the liberalization, more services, different networks and systems can be provided. The telecommunication industry is undoubtedly an important supporting component to e commerce.

They are also liberalizing the banking industry so that the government plays a lesser role in it and foreign players are encouraged to come and set up base in Singapore. This can be seen by the recent mergers between local banks and foreign banks being allowed to set up more branches and provide more services to their clients. The banks offer more corporate services. A good example is the drive towards online Internet banking for all personal and corporate accounts transactions. They are offering reward points and gifts for using their Internet services. Examples are OCBC Velocity and UOB Unibanking. 

We are also aiming to become the regional e-finance hub. Thus, the liberalization.

Engaging in e-commerce means a seamless and paperless computer transaction – this helps reduce human error in data entry etc., saves time and provides easier access to information. Thus, businesses can save money through faster access to markets, efficient communication and faster turnaround time.

In addition, businesses save more when they adapt their internal processes and back-end legacy systems to take advantage of e-commerce. Inventories can be shaved if businesses use the Internet to share such information as promotional plans, point-of-sale data, and sales forecasts. Business processes can also be made more efficient with automation.

With the foray into e-commerce, businesses not only have more efficient communication with business partners, but also with their customers. Therefore, customers can shop at any hour, any day of the year.

This also means that local businesses no longer have to confine themselves to the local market. In fact with e-commerce, the world is their market. This is inline with the government’s vision that we have to look outwards as the rest of the region is catching up and we can no longer depend on the old services and products that we used to provide to drive the economy.

Yet what remains a problem is the fact that local enterprises, and especially small and medium enterprises (SMEs) are being encouraged into a domain that is not only unfamiliar, but potentially harmful to their financial wealth as well. Herein lies the dilemma that e-commerce widens up the market for local enterprises.

On one hand, a wider market means the potential to make more money because local businesses will have more customers – they are no longer confined to just the small local market. On the flip side however, local businesses are also exposed to much more competition, where previously they only had to worry about perhaps the other provision shop from the next street, or the even the other retail outlets in the shopping mall. With e-commerce, local businesses are exposed to a world wide competition.

This is where the SMEs will find it hard to cope – because they are not built to think global. Of course, this becomes a major problem only when e-commerce takes the world by storm. Right now, e-commerce is simply at the infancy stages. But what happens to these SMEs when e-commerce becomes the prevalent way transaction? Plus, SMEs are less willing to take up new technologies. To most, they do not see spending money on such facilities as justifiable.

The government is helping the local businesses by building up the infrastructure services such as third party application services. This includes Business to Business (B2B), Business to Consumer (B2C), portals and exchanges, Application Service Providers (ASP) and incubators. However, these service providers are looking at the offshore markets as well so in reality, the market is the regional market.   

To promote Singapore as the regional EC hub, the Singapore Trade Development Board (TDB) will manage a trade incentive known as Approved Cyber Trader (ACT) Scheme. This ACT will provide a 50% tax allowance on investment in electronic commerce projects in Singapore during the next five years and low taxes for profits realized from these activities. Double tax deduction will be given to talented foreign professionals working in Singapore. Both local and foreign companies can qualify for this scheme. TDB hopes this incentive will anchor core e-commerce players in Singapore and help local companies to go regional.

In line with this thought, the Singapore Productivity and Standards Board (PSB) and “other government agencies are working with the chambers of commerce, trade associations and private companies to embark on a series of communication strategies and platforms to promote e-commerce and inculcate the right mindset in SMEs. These take the form of publicity campaigns, seminars, workshops and training courses.” (taken from http://www.psb.gov.sg)

The PSB has also encouraged SMEs to “jumpstart their online capabilities by using "ready-made packages" offered by e-commerce service providers”. This faster and cheaper alternative allows SMEs to tap into a ready market of online buyers and sellers, instead of having to develop “their own e-commerce projects from scratch”. 

Plus, Promising SMEs (PSMEs) are encouraged to not only take up e-commerce, but also to build their business strategies around e-commerce.

In December 2000, a new incentive scheme e-Business Industry Development Scheme (eBIDs) was implemented to take over the Local Enterprise Electronic Commerce Programme (LECP). This S$30 million scheme was a joint effort by the IDA and the PSB in an effort to “further strengthen the adoption of e-Business and increase Electronic Commerce (EC) transactions among businesses in Singapore” (taken from http://www.ida.gov.sg).

IDA is also supporting EDB’s Industry 21 blueprint. This is to “strengthen Singapore’s position as a regional e-manufacturing hub. The two markets selected to spearhead this plan are the electronics and chemical industries.
And in a survey by the National University of Singapore recently, the results showed that the governmental agencies have been successful in upping the e-commerce take-up rate to 21 per cent. Of this figure, half have made online transactions. And while many are still afraid to venture into e-commerce, 60 per cent feel that the Internet is important in helping their businesses.


One of the more interesting efforts is through education. They are focusing on the development and implementation of e-learning applications and content services in key economic sectors. Training is provided to train a new breed of workforce. They are trying to train more IT-related personnel to support the e-commerce activities. Every school has computer lessons for their students. Computer terminals are now commonly found in schools. JCs, Polytechnics and Universities are coming up with courses to train professionals to lead, support, promote and conduct e-commerce. The government is encouraging partnership for industry networking and knowledge sharing. An example is the collaboration between the Nanyang Technological University and CISCO to set up Singapore as the e-learning hub for CISCO networking training.

Conclusion
As can be seen, the Singapore government’s efforts to push local businesses into the e-commerce arena are phenomenal. Various sectors that complement EC are liberalized to provide a more vibrant marketplace. Various policies are implemented. The LECP cost S$9 million, the eBIDs was S$ 30 million, and looking at the timeline, the Singapore government has spent millions of dollars to prepare the e-commerce infrastructure, as well as set up grants and incentives to encourage businesses to join the e-commerce foray. 


Infocomm 21, the current five-year strategic plan, has been launched for less than 2 years, but early indicators give cause for optimism. In a recent e-readiness ranking by the Economist Intelligence Unit, the Republic emerged as the most-ready in Asia for e-commerce and seventh among 60 countries. 

In another recent survey, this time by the Infocomm Development Authority of Singapore (IDA) and Department of Statistics, the total value of B2B e-commerce transactions has more than doubled from S$40 billion in 1999 to S$92 billion in 2000. Cross-border B2B e-commerce grew from S$15 billion to nearly S$40 billion. These are strong indications that more companies are using Singapore as a base to reach customers in other countries

The government is entirely focused in its approach. So what is its policy on e-commerce? Through our research, we were not able to find out exactly why is the Singapore government pushing for e commerce. We assume that they are aware that they need to build a new economy as they can no longer do business in the old way. We may still be providing the same products and services but we have to change the method of delivery. 

There is always a need to inject and bring new life into an economy. Just as we started out by providing labour-intensive industries, we need to keep on moving to the next higher platform. It is no doubt that a new technology will bring in massive amount of funds to the country. This is evident in the history of information technology and electronic communications. 

In June 2000, the government announced its plans to “ Dotcom the Public Sector”. A $1.5 billion package was set aside to transform itself into an E-Government. 

“ Singapore is well positioned to meet the challenges and opportunities presented by e-commerce. The necessary infrastructure, legal framework, security of credit card transactions, high computer literacy of its population and promotional programmes are in place to build a comprehensive and robust e-commerce environment.” (www.psb.gov.sg)  

E-commerce Timeline

1996 
 

Aug 
Introduction of the Electronic Commerce Hotbed Programme 
1997 
 

20 Jan 
Stock Trading On The Internet: NCB and NUS Launch Contest To Demonstrate Prototype 

Jan 
Formation of EC Policy Committee 

29 Apr
First secure VISA Card Payment Over Internet 

29 Apr
Internet Web Site launched For Secure Electronic Commerce Project 

30 Jul
Netrust- South East Asia's first Certification Authority set up 

Aug

Singapore IT DisputeResolution Advisory Committee (SITDRAC) set up 

Oct

The Singapore Computer Emergency Response Team (SingCERT) set up 

21 Nov

Canada And Singapore Sign Information And Communications Technology Agreement 
27 Nov

S$50 Million Fund to Boost IT Innovation and Multimedia Content Development in Singapore 

1998 
 

1 Jun 
Canada and Singapore announces first cross-certification of public-key infrastructure 

1 Jun
Electronic Transactions Act (ETA) introduced in Parliment 

1 Jun
Computer Misuse (Amendment) Bill 1998 introduced in Parliment 

4 Jun
Singapore, Canada and Pennsylvania "sign" education technology 


MOU using digital signatures 

29 Jun
Electronic Transactions Act (ETA) passed in Parliment 

29 Jun
Computer Misuse (Amendment) Bill 1998 passed in Parliment 

10 July
Electronic Transactions Act (ETA) came into effect July



EC Coordination Committee (EC3) formed 

1 Aug
Computer Misuse (Amendment) Bill 1998 came into effect 

Sep
Singapore acceded to the Berne Convention for the Protection of Literary and Artistic Works. 

23 Sep
Singapore Launches Electronic Commerce Masterplan 

23 Sep
Government Shopfront offers Government Products and Services over the Internet 

5 Nov
S$9 million Local Enterprise Electronic Commerce Programme launched 

1999 
 

10 Feb 
The launch of the Regulations to the Electronic Transactions Act 

22 Feb 
Australia and Singapore Sign Information and Communications Technology Agreements 

10 Apr 
eCITIZEN CENTRE set up 

24 Sep 
Berlin and Singapore signed a Memorandum of Understanding (MOU) to cooperate more closely in the information and communications technology (ICT). 

19 Oct 
Helpdesk for businesses setup for enquiries on e-commerce policies 

2000 
 

6 Jan 
IASPs get guidelines on preventive security scanning 

19 Jan 
Lifting of Import Control on Cryptographic Products 

24 Jul 
First Infocomm Technology Roadmap - Charting the Future of Technology for Singapore 

1 Aug 
Singapore paves the way as trusted global e-commerce hub 

19 Oct 
IDA & PSB Announce S$30 Million Incentive Scheme to Spur e-Business Development and Growth in Singapore. 
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Wk 11 tut 2 Gavin n Billy- Napster n E-comm

What is the implication of Napster on E-commerce?

INFORMATION SOCIETY AND E-COMMERCE

The digitization of information is changing the way it is gathered and used. The world we are living in is gradually becoming an information society, where the quality of life; the prospect for social change as well as economic development depend on information and its exploitation. In such an environment, information has become a commodity, exchangeable in transactions much like tangible goods. Information has gradually moved from being a public resource to something that can be owned. 
As the Internet gives empowerment and democracy to societies, it also changes business models and economic paradigms. Retail and direct marketing will also be revolutionized, allowing consumers to shop from their homes for just about anything they want. It is recognized that widespread competition and increased consumer choice should be the defining features of the new digital marketplace. Information as a commodity may be dealt with in a variety of methods.

· Information Services Economics

· Sales and Subscriptions – direct sales of a product to consumers and payment to receive a product on a regular basis over a long term.

· Usage charges – admission fees for access to information

· Information Services Sales

· Syndication – rental or licensing of media content to other media.

· Copyrights and Royalty Fees – payment to compensate copyright holders for use of a work or creation.

It is this final point that led to the furore and controversy surrounding Napster and its practices. The ease of reproduction of digital content has led to the easy pirating of otherwise copyrighted products. The ease of processing, obtaining and transmitting information makes simpler both trading in data as well as collating information from many different sources. Internet trade has had a profound effect on the service trade, namely software, information services, professional services, but most of all, entertainment products. The latter includes motion pictures, videos, games and audio recordings. 

NAPSTER IS BORN

And it is the last product, audio recordings, songs, to be exact, that have been the first to fall to the new easy piracy of the digital age. In May 1999, college dropout Shawn Fanning, 19, and some friends started the Napster Inc. file-sharing service, which gained overnight popularity on the Internet. The service, known as peer-to-peer file sharing, allows users to trade music encoded in the MP3 format. 

MP3 (MPEG Audio Layer III) is an audio format that allows users to compress and send music files easily over the Net. The music files are compressed into small and portable files without sacrificing much audio quality. It's the de facto audio standard online, but the majority of MP3 files are pirated, and a significant proportion of these pirated files were traded over Napster. 

WHAT IS NAPSTER?

Napster is software that allows users to access each other’s MP3 libraries regardless of where they are located. The Napster community (as the company likes to call it) trades files with each other by installing the software, which will give the user access to other Napster users’ libraries, and likewise, allow access to his or her own MP3 library. Extremely easy to install and use, Napster provides a search capability for songs, chat capability for users and an audio player. Napster Inc states that they will eventually use their technology for other file-sharing purposes. Napster was also home to the Internet's largest and most rabid community of music fans, mostly made up of college students. 

The sheer volume of music traded on Napster eventually led to its being noticed by the recording industry, which had earlier written off Napster as a mere fad, which was unable to dent their sales records. They soon realized, however, that Napster was growing too large to be unnoticed, and some sort of legal action would have to be taken against Napster.

THE EMPIRE STRIKES BACK

On December 15, 1998 - Hilary Rosen, president/CEO of the Recording Industry Association of America, announced SDMI - The Secure Digital Music Initiative. This was before Napster had truly become popular. A consortium of nearly 200 companies looking to ensure that music is protected from illegal reproduction, it includes record labels, consumer-electronics companies and information-technology firms trying to develop new standards for digital music and the devices that play it -standards more to its liking than the unprotected MP3 files being so freely traded. 

Through a combination of encryption and watermarks - technology that controls the way in which digital music is replayed - the SDMI hopes to combine the ease of use and freedom of choice of software like Napster while protecting the interests of artists and their distributors.

However, as soon as one programmer creates a new software lock, an army of geeks working out of college dormitory rooms and dot-coms start trying to pick it. The other problem with encryption is that no matter how well protected the disc, at some point it has to be played. And at that moment, it's un-encrypted and can then be recorded again.

Watermarks may offer another layer of security. These are digitized instructions, encoded within a musical recording, that identify the computer it was initially downloaded to and put limitations on what can be done with the data in the future. If the watermark limits a recording to a single computer, for example, another SDMI-compliant device would not be able to play it. All this, however, rests on the assumption that SDMI will replace MP3 as the consumer standard.

The only thing that is certain in the content business is that everything is up for grabs. The Internet has turned traditional business hierarchies upside down. In the pre-Internet era, Rosen observes, the electronics industry would select a new format for music--albums, cassettes, eight-tracks or CDs. The record labels would record to that format, and consumers would buy the end product. "In the future, the cycle will be working backward," she says. "Consumers will be dictating the business

models, and we'll be adopting them."

On Dec. 7, 1999, the Recording Industry Association of America (RIAA) files a suit in U.S. District Court charging Napster with contributory and vicarious copyright infringement. On January 2000, college students, the early adopters and greatest proportion of Napster users; go home for vacation and hear from all their friends about this new, exciting service where you could get music for free. They go back to college (all of which have broadband) and check it out. College networks are being brought to a crawl and subsequently the colleges ban Napster. Napster rewrites the software to circumvent this problem. The ban is lifted.

NOTHING ELSE MATTERS FOR METALLICA 

On April 13, 2000, the best-selling metal band Metallica files a copyright infringement suit against Napster, alleging that it is unlawfully using a digital audio interface device and violating the Racketeering Influenced & Corrupt Organizations Act, known as RICO. Their suit names the University of Southern California, Yale University and Indiana University for not banning the use of the Internet file-sharing program. Two months later, after alleged non-contact from Napster, Metallica drummer Lars Ulrich and the band's attorney produce a list of over 335,000 Internet users they claim are illegally sharing their songs through Napster. To avoid any lawsuits, these users are immediately banned from Napster servers. Rap superstar and producer Dr.Dre files suit 2 weeks later.

A COMPROMISE?

On Oct. 31, 2000, Napster announces a partnership with German media giant Bertelsmann AG to develop a membership-based distribution system that would guarantee payments to the artists. Under the deal, Bertelsmann agrees to drop its lawsuit against Napster and make its music catalog available to Napster, while gaining the right to buy a stake in the service. Subsequently, on January 29, 2001,
Bertelsmann announces that Napster will introduce a membership fee for users in the summer of 2001. Not long after, Napster offers a US$1 billion settlement to record companies to drop their lawsuits. The offer is rejected two days later. 

THE VERDICT


Feb. 12, 2001 offers some resolution to the long drawn-out issue. The 9th U.S. Circuit Court of Appeals rules that Napster knew its users were violating copyright laws through its music file-sharing service, but the court allowed the Web site to stay in business until a lower court redrafts its injunction. The three-judge panel specifically cited a memo drafted by Napster's co-founder Sean Parker as evidence that the Web site knew its users were violating copyright laws. In that memo, the court said, Parker said the company needed to remain ignorant about the "real names" of the users because "they are exchanging pirated music." For that reason, the court found that Napster was involved in "contributory and vicarious infringement," and had full knowledge that it was allowing its users to infringe upon copyright laws.

APPEASING THE BIG-WIGS

Napster lawyers tell a federal district court on March 2, 2001 that they will implement a plan to prevent the songs from being traded and begin filtering a list of 1 million copyrighted files from its system. Napster signs an agreement with California-based Gracenote, whose online song database is used for online information access and software applications. Napster will have full access to the database, which will help in the complex task of filtering out copyrighted material. Next, MusicNet and Napster reach an agreement to license its digital music on Napster's new site. On June 25, 2001, Napster signs a worldwide licensing agreement with the United Kingdom's Association of Independent Music and the Independent Music Companies Association to provide music for its new subscription service. 


As of July 12, 2001, Judge Patel orders Napster to remain offline until it can show that it is able to effectively block access to copyrighted works. Metallica and Dr. Dre settle their legal disputes with Napster, ending all legal actions between the parties. 

TWO THUMBS UP FOR NAPSTER 

Napster combines existing elements of the online music experience into a single application that allows people to talk about what music they like and trade files. This results in a truly interactive online experience, and the term Napster community holds true. Napster makes music available a la carte, one tune at a time - a welcome relief to fans tired of having to pay album prices to get their hands on one or two good songs they really like.

It also unlocks--and makes available for download--the greatest music library in the history of the world, much of it all but forgotten by the major labels. Eg. Rare bootlegs or versions of songs.

Fairtunes provides an easy way to send money to the artists behind your MP3s. Fans can use the web site to make a financial contribution to an artist, securely, with their credit card, in the name of a particular song or album. Fairtunes will locate any artist the user specifies and forward them the money.

NAPSTER OR NABSTER?

As the music files are not stored on a central server, it becomes more difficult for developers to crack down on software pirates. Also, it is invasive from a security standpoint, with vital personal information being shared with others.

Forrester Research unveiled a study predicting that within four years the music industry will lose US$ 3.1 billion to piracy and the newfound independence of musicians.

The process of finding music on another person's computer, figuring out what it is, downloading the compressed file and turning it into playable music takes more patience than many think it's worth, although the detractors of Napster are more often than not, not music buffs.

There are hidden pitfalls. Files can take forever to download. Servers can crash or go offline before you finish. Files advertised as containing one song may hold another. Or they may contain a so-called cuckoo egg - a gotcha message posted by anti-Napster activists.

ATTACK OF THE CLONES

The implications of the peer-to-peer file-sharing movement that Napster began have gone way beyond pop music. There are already Napster-like services for videos and full-length feature films. Books, blueprints, vintage comics and stock photos may be next in line. Some fear that "peer-to-peer" software sharing, which Napster enables, will threaten the entertainment industry by making it easy to evade copyright restrictions on redistribution of music, movies and other digital information. The fact is there's no corner of the so-called content industry, no bit of intellectual property, no idea, that isn't in danger of being “Napsterized”. 

RomNet, permits participants to exchange software copied from video game cartridge chips called ROM, or read-only memory. The software extracted from ROM can then be played on personal computers using emulation software.

Gnutella is an open, decentralized, peer-to-peer search system that is mainly used to find all sorts of files, not just MP3 files. Gnutella is neither a company nor a particular application. 

Morpheus uses SmartStream technology to automatically resume broken content streams by finding another source for the same content and monitoring the network until the requested content stream becomes available. Digital Rights Management – the Morpheus application, allows content providers to deploy third-party digital rights management technology to protect the copyrights of their digital content distributed through the MusicCity network.

Scour already offers digital downloads of animations, short films and movie trailers for feature films.

CONCLUSION


The immense popularity of Napster has made peer-to-peer software increasingly popular, with programs that allow users to exchange digital content as diverse as video clips to cross-stitch patterns. In fact, such peer-to-peer technology had been around even before the advent of Napster, but it was Napster that led the way. If Napster and other peer-to-peer software that allow users to trade music files infringe intellectual copyright laws, surely other forms of content need protection as well. However, legislation is one thing but enforcement for such a myriad of content being traded or pirated, whichever way you look at it, is impossible in a practical sense. 


Napster also resulted in a new mindset among the online community, who now took for granted that online songs would be free and readily available. Even though Napster’s Shawn Fanning sold the company and Napster is now a subscription-based service, numerous copycat peer-to-peer programs such as Gnutella and Morpheus provide that demand for free and easily accessible online music. In truth, such trading of online music would be ever-present, as the immense nature of cyberspace makes it impossible to track down all pirated online songs.

So did Napster adversely affect e-commerce? A series of new studies of Napster users suggests that they are not thieves and pirates, it turns out, but marketing pioneers and music lovers quite willing to pay for music. These new statistics suggest that file sharing could have enormous implications for the selling of content, culture and information online.


According to an issue of American Demographics, a magazine which hardly supports radical copyright-infringers, music sites like Napster have created "powerful new opportunities for music marketeers." Recent figures prove that file-sharing services actually generate sales and put more money in artists' pockets. This has enormous implications for those making movies, publishing books, or creating any kind of saleable entertainment. It suggests that the Net may work best as a three-step process: first connecting customers with culture, then generating interest in cultural and informational offerings, then keeping track of their tastes through sophisticated new digital marketing research. Theoretically, file-sharing approaches could go beyond shopping to stimulate interest in education, business, even politics, if the music experience is any indicator. Apart from the obvious boons of product promotion, market research will benefit as well from file-sharing services. Statistics of popular products and user demographics may be gleaned through observing the number of downloads and user profiles respectively. 


Nearly 75 percent of college students have downloaded music from the Internet, 58 percent of them using Napster, according to a study by Greenfield Online, a Connecticut research firm, and YouthStream Media Networks. Nearly two-thirds of the 1,135 college students surveyed say they download music as a way to sample music before buying it. The proliferation of online music is introducing consumers to artists they are unaware of, in almost precisely the same way department stores offer samples of food, perfume and other retail items.

As it can be seen, business organizations need to embrace the new business models, which result from the intertwining of e-commerce and peer-to-peer software popularized by Napster. Rather than see such developments as a threat to their e-commerce activities, companies with an online presence need to understand that such peer-to-peer software are impossible to eradicate, and therefore, they would do well to turn the situation on its head by taking full advantage of such peer-to-peer software. They can do so by having an active presence in the online communities where such peer-to-peer software thrive and flourish, as these pockets of cyberspace remain an oasis of untapped marketing potential. The general consensus among online users is that they are unwilling to pay for digital downloads of content, thus subscription-based peer-to-peer networks would prove to be futile. Companies need to go back to basic marketing principles of defining a particular market segment and niche group and targeting that segment of consumers. They can do so by perusing the countless online communities which form the backbone of peer-to-peer software, who are already differentiated according to their personal preferences in music and so on, united in their passion for trading almost anything digitally transferable. 
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Wk 11 tut 3 Jared n Carol- converged media landscape

With the Internet, broadcasting, cable, and satellite TV competing for the same market, the “converged” multimedia market seems different from past media markets. Could this change the current way of media market entry or media market positioning?

A new paradigm that favours branded media, multimedia companies, and integrated media is emerging. It favours those media that are the least tied to traditional relationships and systems. Every big media company and most individual newspapers, magazines, and television stations have their own web sites where they offer news and information to supplement what they offer to audiences through their pages or broadcasts. 

The convergence of the Internet, broadcasting, cable, and satellite TV means that programming which was previously exclusive to one mode of distribution can now find an audience in any of the others. People with televisions will increasingly realise that they have no need for computers as interactive television becomes developed. Similarly, with the emergence of a global compression standard for real-time video, and an explosion in transmission capacity, computer television becomes an increasingly realistic possibility.

This media convergence has resulted in the formation of a new multimedia market where media companies across markets merged or allied themselves to become large media corporations. Some of these media giants include News Corporation, Disney, AOL Time Warner, GE, and Viacom. The media’s new modern form in which there exists concentration of ownership of media institutions has created both wealth and power on a global basis.

The TV and PC markets are now populated by firms that were formerly active in only one or the other market. There is a clear decline in market concentration in the formerly distinct markets. Virtually every example of convergence in substitutes results in widening technical opportunities, enlarging the potential points of entry to a market and increasing its competitiveness.


On discussing the topic of how media convergence may change the current media market entry and market positioning, we will look at the various factors in determining market entry and analyse how the trend of media convergence will affect these factors. In addition, we will discuss the implications for market positioning in this new age.

FACTORS AFFECTING MEDIA MARKET ENTRY

Possible barriers to entry include (1) regulations, (2) large capital requirements, and (3) economies of scale. (Miller, 1997)

Government regulations

Governments and legislatures can erect barriers to entry, such as licenses, tariffs and specific regulations. In every media industry around the world, media companies are required to obtain licenses in order to operate. For instance, one would need a license to own a broadcast station and the government will decide on whether to approve such a license to the applicant. 

In the United States, the Federal Communications Commission (FCC) “awarded broadcast licenses through comparative hearings from 1950 until 1993; it began distributing wireless licenses by lotteries in 1982.  Since 1993, the FCC allocates wireless licenses, for commercial use, solely by means of auction.  Starting in 1999, broadcast licenses have also been awarded solely through auctions.” (Ivy planning group LLC, 2000) 

By giving licenses through auctions, it appears to be easier for new entrants to start the broadcasting business, as the process becomes a purely commercial one. However this would mean the competition is between those with the financial capability, and small, independent companies wanting to enter the media market will first have to challenge the big multi-media conglomerates resulting from media convergence.

Other than the change in system for the distribution of licenses, the FCC removed the ownership restriction in 1996. Now there is no limit on the number of stations that a company can own, but it is limited to having 35% audience reach to the national market. The deregulatory provisions of the 1996 Act has precipitated the consolidations of broadcast stations, leading to a heightening of the barriers in the aspect of rising capital that is required to enter the market. 

Large capital requirements

With the lifting of ownership caps, there has been consolidation of ownership by large publicly traded companies, driving prices up and smaller, independent owners out. Without significant equity capital, either from personal funds or outside investors, it is virtually impossible for individuals and non-public companies to acquire stations in today’s market. This symptom of deregulation leading to consolidation is not only visible in the US. The loosening of ownership restrictions also breathes new life into the drive to consolidate Canada’s media sector. (Gray, 2001)

The removal of antitrust regulations has resulted in venture capitalists being “reluctant to invest in these new entrants to the market when they know that this new entrant is essentially going to be a relatively small player competing against larger and larger competitive players in the marketplace and the viability of their venture is questionable”, according to Frank Montero, former Director of the FCC’s Office of Communications Business Opportunities. (Ivy planning group LLC, 2000)

With stations now selling in the multi-million dollar price range, anyone trying to enter the market today has to find not only debt financing but equity capital. These new financing requirements raise a different set of market entry barriers for would-be entrants. Media lenders and venture capitalists are generally not interested in funding deals that are smaller than $10 million, nor are they interested in single-station, single-market opportunities, unless they are in a top 10 market. 

In the current state of media acquisition frenzy, only those people who can quickly bring money to the table are considered potential purchasers for properties. This points to an unprecedented level of market dominance and influence enjoyed by public companies utilizing scale economies, inexpensive capital, and stock-funded acquisitions of licenses. This limited access to capital for entrants greatly deter new players from joining the media industry. Like what former radio licensee, Dale Gehman aptly puts it, “ It’s just a conglomerate [game] now, and they use stock money, and any facility of any size [goes to] the highest bidder, and the price [is so high] – there’s no way I can get in right now and pay the price that you’ll get for an FM station in any kind of medium- to smaller-size market, and pay that money back on any kind of 10-year, 20-year amortization.” 


One may think that the Internet is bringing down the barriers because it involves very little start up cost. For instance, one can start a newspaper publishing company online where printing equipment and costs of distribution can be eliminated. However, content is still the deciding factor for whether the business can stay in any industry. With established brands (the media conglomerates) going online as well, competition for new entrants will be very strong as the audience may prefer media products created by names like CNN. Therefore the low barriers to entry with regards to capital required may not necessarily guarantee a real entry for new players.

Economies of scale


When economies of scale exist, total costs increase less than proportionately to the increase in output. That is, proportional increases in output yield proportionately smaller increases in total costs, and per-unit costs drop. The advantage in economies of scale lies in the fact that larger firms (with larger output) have lower costs that enable them to charge lower prices, and that drive smaller firms out of business. (Miller, 1997)


The media giants have this competitive edge over small independent companies hoping to enter the market. The latter may not find it profitable to operate in today’s media market, which is dominated by major blocs who can enjoy lower costs and greater advertising revenue. 


But it is worthy to note that while small businesses face high barriers to entry, these same barriers do not apply to large media conglomerates. The media giants can easily cross over markets through mergers and/or alliances, which give them direct and immediate access. For example, the merger of Time Warner and AOL helps AOL to enter the newspaper/broadcast industry and Time Warner into the Internet market.


The online music distribution network has seen a slew of alliances being formed in the wake of the Napster’s demise. Duet, a venture between the world’s leading music companies Vivendi/Universal and Sony and the Yahoo portal, will control 49% of the world’s recorded music market share. MusicNet which brigs together the other three giants (Time Warner, Bertelsmann and EMI) in partnership with AOL (the world’s leading ISP which is already linked to Time Warner) and RealNetwork (market leader in software for streaming digital audio on the web) will control another 44%. 

The independent labels see these new partnerships as a serious threat since the music majors will be able to use their respective Internet partners as an exclusive or preferable outlet for music content on the web, and to act as gatekeepers to dictate Internet music deliver options. This increases the entry barriers to the emerging market for competing on-line music services. Independent labels fear marginalisation and are seeking fair access to the new, highly lucrative marketplace. However, a host of peer-to-peer music networks like Gnutella might upset these alliances as its music is free, and its network is not as legally vulnerable as Napster’s was.
STRATEGIES FOR MARKET POSITIONING


The modern media form sees media conglomeration arising from media convergence. Some of the methods in gaining a larger piece of the market share are (1) mergers, (2) alliances, or (3) creating niches.
Mergers

To be competitive in national and international markets, convergence of the telecom networks will stimulate concentration. Large mega-mergers are to be expected and especially the network operators, cable and telephone networks will enter the production and suppliers’ market. Most of the mergers within the hardware and software industry want to control the complete communication process. At the same time, it is a clever way to avoid several national limiting regulations as well as intellectual property rights. And as the mega-mergers enter into horizontal and vertical alliances, this convergence will be combined with an increase of internationalization.

The AOL-Time Warner merger is the largest in history. The combined corporations will be in a position to offer a complete suite of services to customers, including both media and information content. AOL’s 20 million customers who rely on AOL for Web access will now also have access to Time Warner’s vast content holdings. It also provides AOL with a broadband cable network of its own for distribution of AOL content.


The $3.5 billion Canadian union of CanWest Global Communications Corp. with Hollinger Inc’s Internet assets and major newspapers is another case to support the idea of merger apart from the American example. 

The media is “part of a technological revolution in which giant profit-centered corporations are emerging to dominate economies around the world. The trends of business consolidation and merger are no different in the media world than in the automotive world or in the pharmaceutical world or the world of financial institutions.” (Giles, 1999). Leo Bogart, a widely respected analyst of the newspaper business says, “The degree of concentration throughout all of the American economy is just incredible. So newspapers and media companies are part of a larger trend.”

Naturally companies want to expand if the regulations allow them. Getting big means both an increase in market share and a decrease in costs through economies of scale and removal of sunk cost. Large group owners in a market can offer national advertisers packaged deals within and across markets, essentially eliminating the need for ad dollars to be spent with small, independent broadcasters. Mergers and alliances are both instruments in improving one's competitiveness (market positioning).

Horizontal, vertical and diagonal concentration processes are usually followed by the allocation of existing resources within the control of only a few enterprises, potentially advancing to dominant positions in the different media markets to the detriment of open competition. Restrictive trade legislation, together with merger control regulations, are designed to prevent concentration processes limiting competition. 

Alliances

The motives to co-operate are to benefit from diverse knowledge bases, to access financial resources, or to access tangible non-financial assets. Moreover, an alliance allows firms to share costs, and to pool risks. Firms also co-operate to influence the way a particular standard emerges. Any incentives to co-operate, have to do with collusive arrangements designed to protect the value of existing resources in an industry filling up with new players. There are also incentives to vertically integrate in order to control scarce distribution capacity or to access scarce production resources.

Lucent has done an exceptional job in shoring up the weaknesses in its product line, specifically the data side of telecommunications. It has realized that it cannot continue to be a traditional provider of circuit-switched technology and has taken aggressive steps to correct their course. By creating alliances, it has reinvented itself as a virtual corporation capable of delivering every possible technology solution that a customer might request. Size enables diverse news and information organizations to combine their resources and adapt emerging technologies to design new places for readers and viewers to go. The synergies of Microsoft and NBC, for example, created a new network called MSNBC.

Getting a niche

In the media industry, catering to a market segment may prove to be very useful in gaining a market share. For example Public Broadcasting Service stations have a huge niche market within the broadcast industry. Such programming satisfies a need not fulfilled by commercial stations, mainly controlled by major networks. In the US, sales of public television stations to commercial broadcasters can be for the better as the survivors could be stronger due to reasons like less competition and more focusing of resources. Henceforth, consolidation may threaten the survival of smaller businesses, but once a niche market is found, the survivors will stand a greater chance of gaining a stronger foothold in the media industry.

Michael Powell, thirty-eight - son of Secretary of State Colin Powell, and, since January, chairman of the Federal Communications Commission. Media should be restrained by government meddling from achieving its full growth potential. In his first press conference as chairman on February 6, Powell was clear about his philosophy. He places "reliance on deregulation and markets" he said, and is "convinced from a review of historical facts that the optimal environments for innovation and entrepreneurships are capital markets and free markets." Media companies contend that to compete in the global arena, and with the likes of AOL Time Warner, they must be free to grow. It takes a giant, they say, to compete with giants.

As it is, a tangle of statutes, regulations, laws, guidelines, restrictions, and court orders decree what those companies can and can't own.  A different view comes from Adam Thierer, director of telecommunications studies at the libertarian Cato Institute in Washington. The economics of media companies "absolutely dictate" that broad deregulation must occur, he argues. "Whether people like it or not, the industry is getting bigger and needs more significant resources to compete in a global media marketplace." Let's relax these restrictions, he suggests, and see what happens. "It might be there's no problem at all, and I suspect that's probably the case."
But a rush to the bottom line and the lowest common denominator is the inevitable result of deregulation, says Mark Cooper, research director of the Consumer Federation of America. 

24May2001 FRANCE: Vivendi Universal Is Betting on Future of Wireless Movies and Music. 

   By John Carreyrou and Bruce Orwall.

This week, Vivendi sent out a strong signal that it won't wait around for the rest of the world to catch on to its vision. Over the weekend, it announced plans to acquire the online music company MP3.com for $372 million in cash and stock. Just last year, during a copyright dispute pitting MP3.com against the major record labels, Universal Music was the most aggressive in attacking the Web site. But now, with that tangle behind them, Vivendi wants to own MP3.com and take control of the advanced Web music technology the San Diego company has developed.

To improve distribution to consumers in the all-important U.S. market, Vivendi is positioning itself online partly through an agreement with Yahoo! Inc., under which the Web portal will offer people downloadable music licensed from Universal and Sony Corp. on a subscription basis. When the technology has been perfected, Mr. Messier wants to expand the deal to include Universal movies and TV shows from USA Networks Inc., the cable company created by Barry Diller in which Vivendi owns a 43% stake. 

The Vivendi Vision
The media giant hopes to distribute its content on as many platforms as possible, including:
-- Acquiring online music firm MP3.com for $372 million in cash and stock
-- Conducting preliminary talks to acquire U.S. educational-book publisher Houghton Mifflin for about $1.7 billion
-- Signing a partnership with Yahoo!, under which the Web portal will offer its users downloadable music licensed from Universal Music Group on a subscription basis
-- Opening a new theme park in Osaka with attractions based on Universal Pictures movies
-- Entering a joint venture with UK mobile-phone giant Vodafone to create a wireless portal called Vizzavi
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Wk 12 tut 2 Grace n Jessica- Copyright

What are the key copyright and intellectual property issues with regard to the Internet?

Protected works are now digitized, compressed, uploaded, downloaded, copied and distributed on the Internet to any place in the wired world. The expanding power of this network allows mass storage and online delivery of protected material. While this presents immeasurable opportunities, there are also many challenges for owners, users and collective management organizations.

Defining Intellectual Property & Copyright

Intellectual property is the generic descriptor of the work product of authors and inventors, including inventions, literary and artistic works, and symbols, names, images, and designs. Intellectual property is protected by copyright, patent, trademark, and trade secret law. 

Copyright law is a form of protection provided by legislation to authors of “original works of authorship,” including literary and artistic works such as novels, films, musical works, paintings, photographs and architectural designs among others. A copyright provides the rights holder with exclusive rights to control certain uses of the work, such as reproduction, distribution to the public, public performances and public displays, and adaptation.

ISSUES

1. The Money Factor


Although most forms of artistic or creative work can be copyrighted, it is interesting to note that the furor over copyrighting issues on the Internet have so far been concerned with the duplication of products of large media conglomerates. More lawsuits are filed over the distribution of music, or even movies, than over texts and pictures because traditional media are well covered by copyright laws revised over time, but definitions and standards for copyrighting electronic media are still contentious. Furthermore these are the media which affect several large companies directly. The economic losses incurred can be tremendous, prompting action from large companies.  US music product shipments fell 4.4% to $5.9 billion in the first half of 2001 and global software piracy cost a total loss of $11.8 billion.
Since August 2000, Microsoft has launched a campaign against software piracy, first forging foreign alliances and developing monitoring technology, then focusing on enforcement. 


In a recent statement, Motion Picture Association of America President and CEO Jack Valenti warned of the economic effects on the American economy as a whole if the movie industry is affected by movie piracy. Governments can ill afford to ignore copyright issues with the number of jobs created and the amount of revenue generated by the relevant industries. Without the ability to protect artists’ work, there will be no incentive for further creative work.


Media content producers are fighting back in an increasingly aggressive manner. After RIAA stopped Napster from allowing users to trade copyrighted songs with a lawsuit, it went on to sue Aimster for the same violations of copyright. MP3.com has paid $160 million so far to settle various lawsuits launched by major labels and publishers alone. 


The major obstacles remain. Consumers still expect things to be free on the Internet and are unwilling to purchase online because of security issues and the uncertainty that comes with trying to obtain a tangible good through a largely intangible process. Working their way around these barriers will be the major challenge for businesses. 

2. Mindset of Consumers & Copyright Holders

Urban Myths

     Most people do not have an adequate understanding about copyright as applied to digital intellectual property. Copyright-related myths and urban legends circulating on the Internet are sufficiently widespread that industry trade associations have taken steps to debunk them. For instance, many believe that posting content from a CD owned by an individual is not an infringement. Other misconceptions concerning print, graphics, or other visual content includes any content posted on the Web or Usenet newsgroup must be in the public domain; the fair use doctrine allows copying so long as it is for personal use, not redistribution. Many believe that their ignorance of the law should absolve them from liability for copyright infringement. 

A Violation of Common Sense

Ordinary people, at times, resist following it on the grounds that it violates their common sense. Consider one example. A college professor who develops a set of course notes, posts them on the Web so his students can retrieve them. Any Internet user can download them because they are on a public web page. A second professor teaching a similar course at another college downloads them and uses them in her course. Under existing law, the second professor may have violated the intellectual property rights of the first, because she should have obtained his permission before using the notes, even in the absence of any contact information to the author.

The second professor could justify herself based on the following arguments. Firstly, the author chose to put the lecture notes on a public Web page and did not include instructions on how permission could be obtained. Furthermore, the author could have posted them on a password-protected Web page or in encrypted form on a public, unprotected Web page. The fact that the author of these course notes chose not to use these mechanisms is easily interpreted to mean that he thought it was acceptable for anyone who found his notes on the Web to use them.

Perceptions & Behaviours of Consumers

For the past decade or more, most individuals who photocopied books and journals in libraries have encountered signs warning them about potential copyright infringement, but little is known about whether these signs prompted any changes in user behavior. Such mentality has paved the way for digital copyright infringement issues. A survey conducted by the National Research Council in United States suggests that most people are not generally informed about copyright in the context of information infrastructure, especially the Internet. Few people read and understand shrink-wrap or point-and-click licenses.

Mentality of Copyright Holders

Whereas individuals are displaying blatant disregard for copyright owners and e-companies are capitalizing on the digital convenience of Internet to distribute artists’ production efforts, authors, artists, musicians and their like are retaliating in frustration over the mass pilfering over the all-accessible Internet. The number of lawsuits on Internet copyright issues has been escalating at a daily rate. 

Just three weeks after Universal Music Group (UMG) won a $53.4 million infringement case against another online music distributor, MP3.com, for transmitting songs over the Internet, a complaint was filed against UMG by songwriters and music publishers.

Leslie A. Kelly, a photographer who maintains Web sites featuring his work, filed a lawsuit two years ago accusing Ditto.com, one of the earliest image-search engines, of copyright infringement. Search engines employ web-searching tools, called spiders, which make copies of every image they come across. Those images, often reduced to thumbnail size, are subsequently displayed in the search results listings, without explicit approval from the artists. These search engines, as artists argued, are enabling computer users to pilfer online art, since users can now use search sites to view and download images without setting foot on the artists' sites. Search engines essentially become a ''clip-art service'' that gives artists no credit and fleece them of revenue.

3. Distribution Technologies


The ease with which digital content can be duplicated and shared is tied in with technologies that affect distribution. Here we shall examine a few pertinent to the topic.

Filesharing 


This is a popular technology that has affected mainly the music industry and involves distributed computer networks where a user is both able to distribute and request files from other users on the network. Examples include ICQ, Napster, Gnutella, and AudioGalaxy. 


File sharing is an integral part in building up online communities. Since there is no central server, users are not affected  by amount of traffic, nor can they be easily monitored. The challenge is to harness this technology and make it a profitable distribution channel.

Broadband


With broadband access quickly becoming the standard, transfer of huge amounts of data becomes easier and larger media files like video clips, full length films, trailers, video on demand  will proliferate. The sophistication of the media file that can be duplicated and distributed easily is linked to the speed and strength of the connection we are able to maintain between computers. 

 4. Copyright-Protecting Technologies
The race towards to finding suitable encryption technologies intensifies in face of online entities that just refuse to die, like file sharing services that continue to crop up after Napster. 

Basic technologies like watermarking help to protect copyrighted graphics by embedding information within the image to authenticate the source of the graphic. With more sophisticated media, however, it is still an uphill struggle to come up with hack-proof protection technologies. 


In the early 1990s, Sony Corp. and Philips Electronics NV came up with a standard DVD format that was protected by a content scrambling system or CSS. This system was quickly decrypted by a software dubbed DeCSS, which soon became easily found on the Internet. This prompted a debate about whether linking to a site where such a software could be found was considered illegal as well. 


Russian programmer Dmitry Sklyarov developed Advanced eBook Processor, which can be used to decrypt and allow sharing of Adobe Ebooks. He was arrested under the Digital Millennium Copyright Act (DMCA), sparking a debate over the violation of human rights, and the fact that those who provide the copyright-circumventing software are considered as guilty as those who actually misappropriate the copyrighted material under the DMCA. 


Encryption technologies are being applied to every kind of digital media. The five major US record labels have backed the selling of encoded CDs, or ‘stealth’ CDs that cannot be duplicated or copied onto a computer hard disk. Attempting to do so will result in an extremely poor quality recording. Other options have been provided by companies like Midbar Tech Ltd and TTR Technologies Inc, such that tracks can be copied to a computer, but not transferred to another, or that distortion can be added to the music itself, as a kind of watermark. 

The key issue is protecting the right of the user to ‘fair use’ of the material and in allowing portability, control how the material gets into their devices, not eliminate them from the devices completely.

5. Governing Laws

Organisations have sprouted in response to a global distress signal to enforce more stringent enforcement of copyright laws with the advent of the digital environment. World Intellectual Property Organisation (WIPO) initiated by the United Nations is one such instance. Its treaties define internationally agreed basic standards of intellectual property protection among 177 participating nations. Its global network of collective management organizations also includes non-governmental organizations, such as the International Federation of Musicians. 

A monumental step for WIPO was the conclusion of two treaties, known as “the Internet treaties” in 1996. They are the “WIPO Copyright Treaty” and the “WIPO Performances and Phonograms Treaty”.
Of interest to us is that in 1998, these two WIPO internet treaties were implemented under the Digital Millennium Copyright Act (DMCA), signed into law by U.S. President Bill Clinton. This act indicates a beginning where governments make real their intent to scourge copyright issues and copyright laws are amended in response to the digital age.

However, novel attempts of government at enforcement of copyright laws, such as DMCA, appear to be hover between severity and absurdity. One excellent example is Prof E. W. Felten, whose research on digital watermarks was conducted in response to a public challenge issued by the Secure Digital Music Initiative to break four different watermarks. However, Felten’s intent to publish the encryption technologies constitutes a violation of DMCA, as it appears to prohibit research and publishing related to access-control technologies. Hence, copyright laws could oppose its intended effect and hamper emergence of new access-control technology by its narrow protections of "good faith encryption research”.

6. Fair Use in the Electronic Age
The fair use provision of the Copyright Act allows reproduction and other uses of copyrighted works for purposes such as criticism, news reporting, teaching or research. The genius of the copyright law is that it balances the intellectual property interests of copyright owners with society's need for the free exchange of ideas. Taken together, they promote the dissemination of knowledge, while ensuring copyright owners appropriate protection of their creative works and economic investments. 

Continuation of these balanced rights, in electronic environment as well as in traditional formats, is essential to the development of an information infrastructure (including the Internet) that serves public interest. Therefore, while copyright laws are constantly revised to accommodate the increasing digital property, public's legitimate right to use these copyrighted material must also be correspondingly protected. 

IMPLICATIONS

1.  Legal Challenges

The body of written copyright law is voluminous and its concepts (e.g. retransmission royalties) are arcane and complex. This was less problematic when copyright was focused primarily on the behavior of large organizations, but now, behavior and the attitude of individuals can significantly affect markets and industries. Think Napster. Presently, with popular beliefs out of synch with copyright laws, legal enforcement becomes more difficult. 

If the general public is expected to comply with intellectual property laws, it is imperative that the laws should be set forth in a straightforward manner. Appropriate educational measures ought to be undertaken to make aware the legal implications of unlawful copying. Furthermore, economic and public policy research should be undertaken to determine the extent to which fair use and other limitations to copyright should apply in the digital environment. Appropriate revisions have to be made to the definitions of intellectual property, the extent of protection under copyright laws, and reasonable provisions of fair use under copyright laws.

2. A Changing World

Information Economy

The global move towards an information economy will revolve around the production, processing, storage and dissemination of information more than ever before. 


The key assets of businesses will no longer be personnel, but the knowledge and expertise possessed, in other words, digital capital. Correspondingly the issue of copyright and intellectual property will become even more pertinent, affecting how we buy, sell, value and receive our goods.  


Despite a sluggish take off, the increasing presence of major and minor corporations on the Internet, indicates that e-commerce will be the new playing field. Yet selling over the Internet means adopting a different mindset. Beyond selling products by the unit, information, media and access have emerged as valuable e-commodities. The Internet also excels as a marketing tool that supports existing business processes and as a distribution tool. 


Having to contend with falling revenues in the new digital age, companies have to find creative ways to make money by assimilating technology, not fighting it.  Vivendi Universal acquired MP3.com for $372 million, and Bertelsmann gave $50 million to Napster to finance development of infrastructure and make it a paying service.


Major record companies jump onto the digital bandwagon with soon to be launched subscription services like MusicNet, a collaboration between RealNetworks Inc, AOL Time Warner Inc Warner Music, EMI Group Plc and Bertelsmann AG’s BMG, and PressPlay, backed by Sony Music and Vivendi Universal. Vivendi Universal launched music service for mobile phones in France in August this year, hoping to grow by selling music through different channels.


Online companies also have to work around legal restrictions. Napster has spruced up its pay version of the file sharing service that had gained it 80 million users in the past, ready for a launch this year. MP3.com, instead of offering music outright, grew tremendously popular with its My.MP3.com service, which allowed users to create an online library of CDs they already owned and to listen to them from another computer that is online. 


The network business model, rather than vertical integration will become increasingly important,  stimulaed by the functionality of the web, towards searching, contracting, coordination and driven by the convergence between conduit and content, exemplified by many corporate mergers. Value is added through services and software instead of manufacturing.


Traditional businesses are affected as well. In June this year the Supreme Court ruled that several large publishers like New York Times, Newsday Inc, Time Inc, had violated copyright law by including articles, photographs and illustrations by freelancers in the electronic versions of their printed products. Magazines and newspapers may be deterred from using freelancers’ material since they become less cost effective in that case. 

Information Society

In the digital age, our society will become increasingly dependent on information in all aspects of life. Demand for expertise, knowledge, current information will grow, and information becomes a profitable commodity. 

As addressed in a section above, entire consumer patterns and mindsets are shifting. Although we are largely still more comfortable with tangible products, consumers are growing comfortable with the idea that what used to be tangible is becoming something that exists in a digital form, and that can be purchased online. Internet users expect free things over the Internet and easily surf out of sites that demand a subscription’s fee. Again this will demand major restructuring in the way companies, both online and offline, earn money.
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Wk 12 tut 3 Jason n Francis- Malaysia Super Corridor

Some of the government-driven information infrastructures in Asia have not met their expectations. Select a country and its information infrastructure, and explain why it has failed.

Introduction

The Asian country we have chosen to examine is Malaysia and its Vision 2020 plans as well as its Multimedia Supercorridor (MSC) project. This essay will explore the goals and objectives of the Vision 2020 plan as well as its main project, the MSC, that would catapult the Malaysia economy into the 21st century. It is too early to say whether Vision 2020 is a success or a failure, as it is too early to tell. Here we will consider some of the problems Malaysia face in achieving its goals at present. Hopefully this will give us a better insight into evaluating the project’s outcome.

Vision 2020 and the MSC

Malaysia is a nation whose economic growth has been shaped and guided by strategic five-year economic plans. Its manufacturing industry remains one of the strongest in Asia, and has sustained growth despite the recent Asian financial crisis. Providing the ultimate backdrop to these programs is Vision 2020, a national agenda that sets out specific goals and objectives for the long-term development  of Malaysia into a fully-developed country. 

The chief architect of this vision is Malaysia's Prime Minister of 18 years, Dr Mahathir Mohamad. Malaysians have responded to his challenge to become a fully-developed, matured and knowledge-rich society by year 2020. As a strategy to achieve the vision, Malaysia has a plan to leapfrog into the information Age by providing intellectual and strategic leadership. This means investing in an “environment that encourages innovation, helping companies, both Malaysian and international, to reach new technology frontiers, partnering global IT players and providing the opportunities for mutual enrichment and success”.

As a first step, Malaysia has created the MSC which hopes to accelerate Malaysia's entry into the Information Age, and through it, help actualize Vision 2020.

The MSC will bring together, for the first time ever, an integrated environment with all the unique elements and attributes necessary to create the perfect global multimedia climate.

It is a length of "corridor", 15 kilometers wide and 50 kilometers long, (roughly the size of Singapore) that starts from the Kuala Lumpur City Centre (KLCC) and ends at the Kuala Lumpur International Airport (KLIA) which was launched on the 27 Jun 1998.

Two of the world's first “Smart Cities” are being developed in the MSC; Putrajaya, the new paperless seat of government of Malaysia where the concept of electronic government will be introduced; and Cyberjaya, a city that aspires basically to be the Silicon Valley of Asia.

Infrastructure of the MSC

A 2.5 to 10 gb/s optical fiber backbone will link the whole of the MSC. This aims to provide high capacity network links throught the MSC. There will also be fiber links to Japan, US, Europe and SE Asia, aiming to provide seamless links to the rest of the world.

Transportation and utility needs have been addressed with the promised construction of numerous expressways and utility boards to enmesh the MSC in a total infrastructure set-up. The whole thing will cost US$20 billion.

Goals of the MSC

Dr Mahathir has described the MSC as "a global test-bed" for the new roles of government, new cyber laws and guarantees, collaboration between government and firms, companies and companies, new broadcasting, new types of entertainment, education and delivery of health care. In short the 7 goals of the MSC are such:

1. Electronic Government – “paperless government administration” 

2. National Multi-Purpose Card – Smart card systems

3. Smart Schools – online education systems 

4. Telemedicine – medical diagnosis and infrastructure online

5. R&D Cluster – research and development of new technologies

6. World Wide Manufacturing Webs – online logistic support

7. Borderless Marketing Centers – a base for global marketing strategies
In addition, regulatory frameworks have also been changed to make Malaysia more appealing to foreign investors, which are crucial to the development of the MSC. Noteworthy changes are the 10-year tax holidays for corporations within the MSC, the lifting of foreign worker quotas (under bumiputra law, Malays have to account for at least half of the employees hired in government jobs), and the promise of no internet censorship.

The strengths of the MSC

Basically, as quoted from Wired magazine, the galvanizing factor for the MSC’s momentum and growth in Dr. Mahatir himself. Basically, what he wants, he gets. In 1997 he wanted to set-up a world-class university. 20 months later the Universiti Utara Malaysia sprung up. He wanted the world’s tallest building in Kuala Lumpur, now he has two of them. He initiated the Proton, a cheap reliable car entirely produced in Malaysia, and now Protons are everywhere.


His sales pitch in Stanford University attracted technology big-wigs such as Sun Microsystems, Microsoft, Dell, Oracle and Netscape.


The common view is that while Dr. Mahatir is busy changing regulatory frameworks to accommodate foreign expertise and workers, demonstrating his willingness to change laws to support his vision, the Malaysian psyche and its people are just not yet ready to accept such a big leap into the future.

The failings of the MSC

In 1999, after 3 years of hype and US$5 billion in construction, the MSC has failed to attract the big-league investors. Dr. Mahatir original vison at this pahse was to attract US$4 billion in investment from technology leaders such as Microsoft and Oracle. So far only about US$1 billion has been pledged. Let us retrace the steps to the beginning of the MSC.


Initially, the MSC was proving a hit in the IT industry. Business rivals such as Microsoft, IBM, Oracle and Sun Microsystems all agreed to sit on a 41-member advisory panel. Traveling the globe to promote the MSC in 1997, Dr. Mahathir called the corridor ''a gift to the world,'' and ''a global bridge to the Information Age”.

'' It was quite a performance. After his speeches, you had CEOs say this guy 'gets it,' he is saying the right things,'' recalls Kenichi Ohmae, then a top consultant at McKinsey & Co. and Dr. Mahathir’s advisor. That pulled in many interested investors interested in Malaysia’s cheap land, workforce and attractive regulatory incentives. Microsoft pledged in 1996 to make the MSC its regional headquarters.

The 1997 Asian Economic Crisis, politics, and Anwar

Dr. Mahathir’s reaction to the economic crisis forced a major re-think on the part of the heavyweight investors who initially planned to support the MSC. In short, he blamed foreign influences for Malaysia’s problems. He imposed currency controls to rescue the plunging ringgit. He instigated the Anwar incident. The resulting political uncertainty from the Anwar incident (a government official has said that if an election were held soon after the Anwar incident, opposition parties could win a big victory) led to fears that if Dr. Mahathir were to lose power, the MSC would have no succession. To curb widespread political discussion, Dr. Mahathir reneged on his promise of no internet censorship and ordered all cybercafes to register users and provide the information to police. Dr. Mahathir on  reversed this order on March 1999 but the police continue to monitor the internet. 

Other protectionist measures are taking a toll on foreign internet service providers. PSINet Inc. has acquired ISPs in other parts of Asia, but in Malaysia they cannot own majority control. As a result, Malaysia has just two locally owned ISPs. Companies claim their service is unreliable, slow, and expensive. A 256 kb/s connection costs US$16,000 a year--about 10 times the cost in the U.S. 

 These factors combined cast doubts about the financial viability and political stability of the country’s potential as a receiver of billions of dollars of foreign investment. In a best case scenario, it destroyed the momentum of the MSC’s growth.

Microsoft (Malaysia) has just 15 employees, compared to 160 in Singapore. ''Singapore is the operations center,'' says managing director of Microsoft (Malaysia) Benedict Lee. Sun Microsystems are now making small investments after originally pledging millions of dollars. It built a Java training center in the MSC, which trains 1000 programmers a year. The center in Singapore turns out 6500 programmers a year. Ernst & Young as well as Oracle have scrapped plans to build telecommunications centers and regional technology centers in the MSC. Sun Microsystems is devoting far more resources to Singapore. Sun has just 30 workers in Malaysia but it employs about 200 in Singapore and is working with the government on developing research facilities, training programs, and a venture-capital fund. ''The best showcase in the region is Singapore,'' says Lionel Lim, Sun Microsystem's executive managing director for Southeast Asia. ''It has a much more developed, thoughtful implementation and vision.''

The 2001 IT slump

The slump in IT investment and global crisis now is also taking its toll on the MSC project. The fiber optic network linking the MSC and the rest of the world is incredibly expensive to maintain. With the lack of investors or even the failure of the MSC to attract its maximum number of technology companies to utilize the full bandwidth of the fiber network would result in the system making a yearly loss of millions of ringgit. As construction of the MSC still goes on and the lack of major investors is still not rectified the MSC is running at a loss, no doubt absorbed by the governments coffers. But this cannot go on forever.

The money is going elsewhere.

The imposition of currency controls in September 1998 scared off potential venture capitalists from investing in Malaysia. Asia Travel Network lost US$5 million form potential foreign investors just days after Dr. Mahathir announced currency controls.

Coupled with Malaysia’s internal economic unrest, external sources also have been siphoning off the MSC’s projected investors. Hong Kong and Shanghai have plans for technological regions set up to try and emulate Silicon Valley. India is proving a major competitor in terms of software solutions – they have cheap, intelligent and skilled programmers in abundance. Close neighbour Singapore leads the world in science training, ranks 3rd in IT, and has the second-best technological infrastructure on earth already. It also has an aggressive foreign-recruitment initiative. Multi-nationals are seeking another place to invest in. US based Dell has bypassed the MSC (even though Dell has a manufacturing plant in Penang) to set up its Asia-Pacific headquarters in Singapore with aims to base its internet marketing and solutions operations there. 

Even Malaysian technology companies are re-thinking their plans about buying into the MSC. NetCard Corp., a Malaysian company dealing with web sites, applications for internet-based telephony, and Net kiosks initially, has downscaled its scope to dealing with just Net kiosks. Biztone.com, a company dealing in Java-based accounting software, as relocated its offices and businesses in Singapore. The Singapore government has promised to subsidize companies that use its software. 

An attempt to rectify this problem was the introduction of a US$13 million venture capital fund to re-ignite interest in the MSC. However, this pales in comparison with other Asian competitors. Hong Kong, for example, has a venture fund of US$100 million.

Malaysia is just not ready

Dinesh Nair, vice president of technology at Future Communications, a KL-based company specializing in Internet and cybersecurity projects, said "Dr. Mahathir will drag Malaysians kicking and screaming into the information age. He's pushing these people into the deep end with a rope, and saying, 'In 10 minutes I'm going to snip the rope, and you're on your own.'" He is commenting on the state of the Malaysian people and whether or not they are ready for a leap into the information age.

Until the official launching of the Malaysian Smart School Concept Blueprint (one of the flagship applications for the MSC) for 90 pilot schools early 1999, Malaysians were told that the country's smart schools will have a significant number of computers to make a difference to learning. However, when the school year started in January, the Education Ministry announced that the government was not ready to fully implement the Smart School concept as the 90 pilot schools were waiting for infrastructure and software to be properly put in place. 

It was then that Education Ministry officials and school principals began to talk about the "smart school plan" being implemented with or without computers, on the ground that its emphasis was on developing analytical and creative skills and that the focus was on creating a "smart" teaching and learning culture with or without the computers. 

Take note that Malaysia still has 2000 schools without electricity supply, not to mention connection to the Internet. They have 9000 schools in total, but yet the Smart school plan was only implemented in 90 schools. This begs the question: are Malaysians ready for such a big endeavor?

According to Dinesh, Dr. Mahathir is relying heavily on the concept of technology transfer. That the experience of working alongside foreign expertise will result in Malaysians learning to be creative and applying that knowledge to bolster local companies to be world-class as well. "People here haven't moved their mind sets toward analyzing problems," he says. "You can train people to pick up a manual, figure out what it says, and solve a problem. But when you're faced with a problem that is totally new, that's when creativity comes in. I’m not sure Malaysians are ready to receive this yet.”


Technology transfer is a farce. Dr. Mahathir has made too many concessions, particularly allowing foreign companies to bring in unlimited numbers of their own knowledge workers. The only thing Malaysia can realistically expect from leading-edge companies joining the MSC is a trickle-down effect. But how Malaysians respond to this is still unclear. With large areas of the Malaysian map still stuck in rural areas, it is difficult for the MSC’s goal for a sudden leap towards a tech-savvy nation realistic. The Internet penetration rate in Malaysia is about 15%. The facilities outside of the MSC are simply not up to date yet. The digital divide is a very real problem facing Malaysia and its citizens. The existing problems facing Malaysia’s long-term political and economic stability as well as its existing basic infrastructure make Vision 2020 seem a little far-fetched.

Conclusion

With the dearth of foreign investment especially IT capital, the instability of its domestic economy and politics, and the presence of global competition for IT investment it is difficult to see the MSC finally taking off and rivaling other Asian information infrastructures such as SingaporeOne or Hong Kong’s Cyberport.
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Examine the case of Yahoo! France. Analyze the Internet and its relation to international jurisdiction issues.

Background:

In May 2000, French court ordered Yahoo Inc to block French web surfers from accessing its auctions of Nazi memorabilia, by 24 July 2000. The International League Against Racism and Anti-Semitism (LICRA) and the French Union of Jewish Students (UEJF) brought the case forward as they felt that the auctions violated French law that bars the sale and display of racist materials. A panel of three specialists verified that Yahoo could not screen all pages it hosted, but a keyword-based filter system could block access to Nazi sales to 90 percent of French users.  They expressed certain reservations about both the ethics and the practicality of the filtering system they proposed (CNN).

On 16 June 2000, in a Reuters interview, Yahoo! co-founder Jerry Yang said that they felt that it was technically impossible to completely block French surfers from its U.S site, and that the French ruling violates the American constitutional guarantee of free expression and the Communications Decency Act’s immunization of ISPs from liability for third-party content. Yahoo thought they were already complying with the French law because Yahoo! France forbade the sale of Nazi artifacts (Business 2.0). However, the judge saw it differently. He ruled that it was simply too easy for French citizens to access the American site. 
On 20 Nov 2000, the French court ordered Yahoo! Inc. to either block French users from accessing the offending websites, or be fined 100, 000 francs (US$14, 000) for every day after Feb 24, 2001 that it is in violation of this order. In retaliation, California-based Yahoo! Inc. filed for declaratory judgment from U.S. District Court of San Jose, California, asking for a ruling that the French government has no jurisdiction over it on 21 Dec 2000. Yahoo! claimed that as an American company, it could not be held accountable to the ruling of a foreign court (TechTV).  

Under the threat of immense financial loss, Yahoo! Inc. announced on 2 Jan 2001 that as of 10 Jan 2001, it has decided to ban all items of hate from appearing onto its auction's website, stating the position that "it does not want to profit from items that glorified or promote hatred" (CNN). Spokeswoman Sue Jackson said that the move was intended to put Yahoo’s service in line with cultural norms. “Society as a whole has rejected such groups,” she said (CNN). 

Traditional jurisdiction – how courts assess their jurisdiction in offline world.

Generally, personal jurisdiction principally required the physical presence of a defendant within the boundaries of the jurisdiction. There are two types of personal jurisdiction: general and specific.

Specific jurisdiction -- Where the defendant has not had continuous and systematic contacts with the state sufficient to subject him or her to general jurisdiction, a three-​part test is applied to determine whether the defendant has "minimum contacts" with the forum.

Effects  test -- If a party is not present in the state or does not have systematic and continuous contacts with the state, courts may exercise jurisdiction over a party for causes of action arising out of his contacts with  the state, or arising out of activities taking place outside the state expressly intended to cause an effect within the state. 

As the grounds for assuming competence have increased, so have disputes over forum. Defendants sued in foreign courts more and more frequently attempt to bring the case back to their own domestic forum. Under the forum non conveniens principle, a court may stay or dismiss a suit if it is persuaded that there is another forum that is more closely connected to the events giving rise to the suit, or otherwise better suited to adjudicate the issues.

The American courts have handled many disputes regarding trademarks and copyright issues on the Net between states and have developed complex ad-hoc rules to decide on competency. Initially it was decided that maintaining websites over the Net constitutes “minimum contact”, therefore asserting specific jurisdiction. Some time later, the courts changed stand and held that by just maintaining sites is not enough to justify competency. The site should be interactive i.e. Does it allow users to download stuff or fill up forms etc. However, what is considered as interactive has changed over time as technologies evolve. 

Recently, the court has adopted a “target-based” approach to jurisdiction in a case. The courts looked at the website of the defendant company and decide that if it is interactive and if the conducts of the site are targeted at the forum where the plaintiff sued to determine competency.

The Internet and international jurisdiction issues:  

According to the Center for Democracy and Technology (CDT), governments of the offline world are struggling to deal with critical questions about the limits of their jurisdiction over the Internet, and the ability of any nation to regulate its citizens’ activities on the Internet. 
The standards for asserting jurisdiction over non-residence has yet to be fixed as courts over the world struggled to come up with a satisfactory set of guidelines to assess their competency over disputes. Growth in transborder technology and commerce has forced U.S. courts to create complex ad-hoc legal theories to maintain jurisdiction over non-residents. However, these cases lack consistency in their test for competence.

The main difficulty for applying traditional jurisdiction standards is that they are largely ignorant of the nature of the technology. Cost and speed of message transmission on the Internet is almost entirely independent of physical location. Also, there is no necessary connection between an Internet address and a physical jurisdiction.

Furthermore, the technology enables users to choose to evade unfavorable domestic regulations by communicating or doing business under regulatory regimes with different rules. The transfer need not even involve any physical movement on the part of the operator, since all Internet addresses are portable - they are not physical addresses in real space but, rather, are logical addresses on the network.

According to traditional laws, the defendant should have contacts with the forum to assert competency. Therefore the fundamental question is: is maintaining a website over the Internet considered as a contact? The problem with this analysis is that given the nature of the Internet, it is not meaningful to say that an actor could structure his or her conduct to avoid a given jurisdiction. The structure of the Net is such that there is often no real means of avoiding contact with a specific jurisdiction, except to stay off the Internet completely.

If the effects test was to be used to determine jurisdiction, then it will spell the end of Internet as a unrestricted medium. Millions all over the world access the Internet and its effects are unlimited. Should the test be adopted as standard, all web sites will have to comply with laws of all countries.

The Yahoo case has also brought into light the problem of enforcing orders across borders. The U.S. court will inquire as to whether the requesting foreign government would show the same consideration to U.S. citizens seeking to enforce our judgments in their country. U.S. courts are much more likely to honor the judgments of foreign governments that would, in turn, honor ours. It means that you're much more likely to be asked to answer to judgments from foreign lands with which we have good relations than from those with which we don't.

This idea of enforcing foreign judgments back and forth across national borders has particular importance for the Internet, which, by its design, is relatively ignorant of territorial boundaries. It's also why the Hague Conference on Private International Law is now looking at these issues carefully, especially in the context of the Internet. At The Hague, representatives from around the world—corporations, associations, and consumer groups—are negotiating a convention designed to create common jurisdictional rules for international civil and commercial cases. They also want to provide for international recognition and enforcement of judgments issued under those rules. Another conference, Internet Corporation for Assigned Names and Numbers (ICANN) for domain name disputes, is primarily about how to increase the reach of judgments issued in one country to another country. As the Internet expands into new parts of the world, court judgments are following suit
No single law defines what goes on on the Internet. Online activities that are socially acceptable and legally protected in one locale may not be in another -- like the case of Yahoo! France -- and each country’s rules and norms are globally unique. Thus, unilateral action by any single country could threaten the Internet’s vitality and freedom (CDT).
Implications:

The auctions were legal in U.S., where free speech is held at a premium, and it would be difficult for the U.S. government, with its strong tradition of First Amendment rights, to enforce the judgment. Therefore, France had no choice but to take matters into their own hands.

Basically, there were only three possible options for Yahoo! (Business 2.0): 

a. Comply with the judge and install a filtering system based on e-mail addresses, the blocking of keywords, and identification of geographic location), which would had been expensive, as well as ineffective, with only 90 percent blockage. Moreover, the system would not detect the French user if he/she was using a foreign server.

b. Prohibit Nazi-related auctions from its American site, which would please the French, but upset the Americans, as the laws of a foreign country were dictating the content of an American site. 

c. Ignore the French ruling and take its case to the American courts, which are most likely to view things differently, since the free speech provisions of the First Amendment would prevent them from passing a law similar to the one in France. However, French courts could seize any Yahoo assets in France; and Yahoo would appear insensitive to the legitimate desire of France to reduce trafficking in Nazi materials 
As the number of users of the Internet grows globally, more companies are going to face the same situation as Yahoo. The company would not want to appear insensitive to foreign laws, but it also would not want to start a chain of such similar cases from other countries. Yahoo! associate general counsel Greg Wrenn said, “The problem with the order of the judge in France is that it recognizes no borders on France’s ability to regulate (website) content in the U.S.”. UEJF and LICRA spokesman Marc Knobel rebuts, “It’s not a question of cutting access to the pages from American soil”. The French court ordered Yahoo to filter access to its pages so that French citizens could not access the pages in question. It did not order Yahoo to block access by anyone else (CNN). If this were the case, Yahoo would have an even harder time regulating usage, as it needs to differentiate users’ citizenships instead of the country in which they are. Therefore, it is technically and commercially not viable. In the end, Yahoo would still have to ban access by all users to avoid all the trouble, or like what they did -- ban all the auction sites once and for all.

Moreover, how much do we want every country to regulate every website -- even those hosted, owned and operated far from the regulating country? Today, one of the limits on countries trying to regulate websites is simply their inability to enforce their rules. Thus, policymakers around the world would need to recognize that geographical boundaries are difficult to maintain on the Internet. 

Furthermore, the unique nature the Internet allows freedom of expression and privacy like no other type of media before it. Do we want to restrict it back into the traditional regulations that we had been using on the existing media? Yahoo France Managing Director Philippe Guillanton told Reuters in an interview that, “The point is whether we want to condemn the Internet to be closed in the same way that the media have traditionally been closed by frontiers. It is the first time to our knowledge that an online content editor has been asked to impose national limits to the content he makes available on the Internet. This case could set a potentially dangerous precedent”. 

According to the CDT Policy Post, millions of individuals, small businesses, and non-profit groups are now Internet publishers today; and holding them liable for the constantly changing and potentially restrictive laws of every country in the world will have a chilling effect on speech and commerce online. This also raises complex questions about whether companies can and should regulate the content on their sites to prevent any international legal violations. Moreover, is it reasonable for Yahoo!, as a “middleman”, to have to be responsible for the content that content providers publish onto its site? Shouldn’t the content providers, or sellers and buyers be the ones that are punished instead since it is the sale of the materials that are prohibited?

Internet watchdogs, while applauding the Yahoo!’s move, say that they do not believe it goes far enough to stop hatred flourishing. Chief Executive of the Internet Watch Foundation, David Kerr, said trying to eliminate websites that were filled with racist abuse was difficult because laws in European countries differed. Whereas child pornography is pretty much outlawed worldwide, racist sites are not, he said (CNN). Therefore, it is still possible that the French would be able to access such sites elsewhere. Law professor at University of Ottawa Law School Michael Giest commented that, “The resilience of free speech should not be underestimated. Shutting down the Nazi memorabilia on Yahoo will not eradicate Nazi materials from the Internet. The Internet is a vast space and if there is a demand, Web sites will meet that demand no matter how objectionable the content”.

Lastly, there will always be filtering problems that cannot be solved effectively. Firstly, anyone who really wanted to find the auctions would be able to easily find another route to the sales. A new filtering system has been designed by the Internet Content Rating Association (ICRA), which is designed to gag race-hate sites. But there are still loopholes to such systems. For example, there is software on the Net that allows people to get round the filtering systems. Likewise, site owners can change the keywords to avoid being filtered out. If a portal, like Yahoo!,  is to use keywords to filter out illegal sites, it will set a spiral to the bottom where all word searches does not yield compatible results. As Guillanton said, “We are very concerned that we are being asked to introduce a series of measures put together by experts who themselves warned against their frailty and inefficiency” (CNN). Secondly, the keyword-based filter, which used certain keywords to trigger the page blackout, could unwittingly prevent people from accessing genuine World War II historical sites. And last of all, access to the sites is only blocked up to 90 percent.
Alternatives to territorial jurisdiction

It is more advisable for government to exercise jurisdiction over their nationals, instead of content providers anywhere in the world since it might lead to overly restrictive regulation of expression online, and it is inhibitory to the development of the Internet as a whole. Companies might become overly concerned about global legal issues, and not to want to do anything else anymore. Moreover, there are so many countries with all different laws; it would be an endless pit if a company tries to comply with all the laws of every country. At the end of the day, there would not be much content left after all the censoring. Therefore in France’s case, the government can still prosecute those in France who view or buy illegal Nazi materials if they exercise jurisdiction over their nationals. Moreover, individuals and companies in France would be more able to understand local legal standards, that is why Yahoo! France complied with the French law. 

It is important to bear in mind the interface between cyberspace and the real world. The Internet does not exist in a vacuum. At a fundamental level, both commercial and criminal activities affect the real-world rights to property and person. Therefore, some jurisdiction needs to be asserted if real-world property and personal rights are to be protected from attack over the Internet.

What then are the alternatives to regulating the Net if we are to forgo having territorial courts rule the online world? These are some suggestions offered by legal scholars:

· International treaties agreeing upon specific legal approaches within each country, along the lines of the General Agreement on Tariffs and Trade (GATT 1994)? 

· Perhaps an international convention that can enact uniform model laws. But some have argued that it always take forever for all nations to come together and agree on anything and it is impossible to come up with standards that will please everyone for all have different sets of agenda.

· The development by system operators and Internet users of "rules" for behavior on the Internet. These could be enforced by system operators through the use of technical remedies, e.g.: banishment from the system. 

In this model, individual network access providers, rather than territorially-based states, become the essential units of governance; users in effect delegate the task of rule-making to them confer sovereignty on them​ and choose among them according to their own individual views of the constituent elements of an ordered society. The "law of the Internet" thus emerges, not from the decision of some higher authority, but as the aggregate of the choices made by individual system operators about what rules to impose, and by individual users about which online communities to join. Mobility​ our ability to move unhindered into and out of these individual networks with their distinct rule-sets ​ is a powerful guarantee that the resulting distribution of rules is a just one; indeed, our very conception of what constitutes justice may change as we observe the kind of law that emerges from uncoerced individual choice. In relation to the resolution of on-line disputes, Internet users would need to agree to be bound by a particular dispute resolution mechanism as a condition of their participation in any particular network system. 

Furthermore, system operators would need to develop global rules for disputes involving the interaction of different user groups. In this regard, we are already seeing the gradual development of virtual courts, designed to arbitrate or mediate in the case of on-line disputes. Virtual courts have the potential to provide a very cost-effective means of dispute resolution, particularly in cases where the parties are separated by large physical distances.

We might also find that self-censorship and regulation is more effective in the Internet era, as people will find ways to bypass censorship attempts by the governments. It is more efficient to use self-censorship, and just enforce laws that would punish the sellers and buyers in the country. Even Singapore is using self-censorship, because the government realizes that it is impossible to fully regulate the Internet.  

Conclusion

Nowadays, countries are beginning to reject the idea that there should be no restrictions on the Net. Countries like Italy, Germany have case laws that restrict content that crosses borders. We are beginning to see online zoning that mirrors geographical zoning. These actions do not spell the end of Internet free speech and e-commerce, but reflect the attempts of local authorities to protect citizens from harm. Some national governments are trying to write new laws that apply in the borderless world of the Internet. For instance, England's banking securities law was written with extra-territorial effect, and in June 2000, the British government proposed an extra-territorial bribery law (TechTV). Moreover, the Net may be seen as an advocate of free speech and expression for U.S., but in other countries, it may not be seen as such. Thus, the Net is just another media like print and broadcast, and therefore, the government should have the right to regulate it. 

Therefore, it is clear that traditional jurisdictions can no longer be used in the Internet era. But though they cannot be used, there still need to be some form of regulation of the Internet. Given its global reach and unique nature, it is necessary for nations to protect their people from negative content, but they often find it a very difficult task. Moreover, the extent and method of regulation is still a big question waiting to be answered. 

However, all might not be lost in this “fight” for jurisdiction over the Net. World.Com (dossier) executive Winton Cerf said: “From the beginning, we knew that people would try to control information on the Internet. Happily the net is not very cooperative and we don’t have many (censorship) tools. What we can do is make sure that there are a lot of good items of information to counterbalance the bad.” (CNN).
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Wk 13 tut 2 Jasmine- SingaporeOne

Provide a critical evaluation of the Singapore One Project. Has it met its purpose? Has it gained the necessary critical mass?

What is Singapore One?

Singapore ONE is a commercial high speed and high capacity broadband network that can transmit 622 megabyte of data per second. It is the first of its kind in the world. It wires up very home, workplace and business nation-wide. This offers potential applications in many areas, from business to education, as it allows the next generation of application to be plugged in immediately.

This broadband network is created as a part of the Singapore’s IT2000 Masterplan. The plan aims to transform Singapore into an intelligence island where information technology (IT) is fully exploited to bring a better quality of life to Singaporeans. 

"Singapore ONE can bring about a whole new way of accessing and transacting information for business, entertainment and education, It is the start of a whole new way of working, living and learning."

Prime Minister Goh Chok Tong

Launch of Singapore One Pilot Network

6 June 19997

There are actually two levels of use for Singapore. The first section is a physical network of fibre optics cables. According official statistics, the network connects 99% of Singapore mainland. It connects schools, homes and offices.  The second section is an Internet portal. It can be accessed at www.s-one.com.sg.

What services does Singapore One website provide?

Singapore One supplies multimedia services to all households, companies and schools in

Singapore. Examples of applications are home-banking, home-shopping, and information

Retrieval from magazines, libraries and maps; distance education, virtual university, digital

library, music on line; and video-on-demand.

What are the advantages of using Singapore One?

The Singapore ONE infrastructure consists of an Asynchronous Transfer Mode (ATM) core broadband network, and local access networks that will use cable modems and Asymmetrical Digital Subscriber Lines (ADSL) to connect users. ADSL is a cutting-edge technology that transforms ordinary phone lines into high-speed digital lines for ultra-fast Internet access. Because of its high digital quality, ADSL technology vastly improves telecommuter networking functions and the speed of on-line multiplayer gaming as well as real-time video streaming capabilities.
Due to the amount of bandwidth it has, it is able to provide users information at 100 times faster than the usual 56.6kbps modem. Beside speed, Singapore One also provides content such as e-shopping, entertainment, news-on-demand and e-commence services. 

Singapore One also boasts high interactivity. Due to the amount of bandwidth available, users are able to see more multimedia applications on the websites that they were not able to previously due to slow downloading time. SingaporeOne's high bandwidth enables the immediate delivery of the next generation of applications. Users can make their way through three-dimensional worlds, turning on every axis. Object surfaces feature photo realistic rendering. Content such as educational courses have embedded video.

The tremendous increase in bandwidth from server to user opens up a new dimension for application and service providers. Marketing and sales collapse into one point – the consumer's desktop – which means a new way to sell products and services. With Singapore ONE, the capabilities are there, waiting for providers to dream up bold new ways to involve their audiences in a stimulating encounter.

Another minor advantage is that users do not have to apply for and extra phone line when subscribing to Singapore One or having the trouble of breaking one’s connection to the Internet when making a call. The best thing is not having to pay for dial-up fees. 

Where to get access to Singapore One via cable?

To access to Singapore One, one basically needs to have a multimedia-ready desktop PC with Windows 95 and Internet-related software .One also need to be an Internet user. These are actually very basic requirements which most computer users in Singapore are able to fulfil. 

It is also possible for those who do not have computers at home to access to SingaporeOne. It is accessible in schools, libraries, community centres and information kiosks in shopping malls and public places.

However to appreciate the full capability of SingaporeOne, one has to access it through cable.

One can apply to get access to the broadband network via Singapore Cable Vision( SCV)’s Max Online package or SingTel Magix package. 

For SingTel Magix, users will have to subscribe to the Magix PremiumSurf plan. The most basic plan cost $60 for 20 free surfing hours and subscribers have to pay a one-time registration fee of $30 and get a starter kit for $249.For SCV’s Max Online, the monthly subscription rate is $96 and the one-time installation fee is $52. Additional cost is incurred for time spent online. The price to pay is relatively higher than what one would need to pay for the regular Internet package.

What are the goals and objectives to be achieved by SingaporeOne?

The goals and objectives can be divided in economic, political and social objectives. 

The economic goals are to develop Singapore into an intelligence island, to promote e-commerce, to use the SingaporeOne network as a support platform for research and development and advanced technology development. SingaRen (Singapore Advanced Research & Education Network) was set up for this purpose. 

The political goal is to extend the government control over Singaporeans, even those living overseas. By connecting everyone on the SingaporeOne network, the government is actually able to track down on what the citizens are doing.  Another objective is to foster a close relationship between the government and the citizens. Through the e-government, Singaporeans will have the chance to voice out their concerns to the government without going through too much red tape. This is not to say that Singaporeans will definitely be more active in their civil roles. The e-government just provides a platform for participation should any citizen wishes to do so.

The social goals are to bring Singaporeans closer together through interaction on the network and to provide a free and convenient source of information to the people. Another social goal is to make information technology readily accessible to all Singaporeans.

Has it reached its goals and objectives?

Economic goals, at this point of time might not be achieved yet. E-commerce is still not as widely accepted in Singapore as it is in the USA One of the reasons might be the economic downturn and recession. Singapore has being experiencing an economic downturn since 1998. Companies might be unwilling to venture into a new method of doing their business. Consumers are also unwilling to try out this new method of buying things. There are no laws or regulations to protect consumers when buying things online. Also, most online companies require credit cards which many people, especially students, do not have. Online shopping also does not offer shoppers better deal. As online shopping is a new concept, businesses online should offer cheaper prices to attract customers.

Political goals have being achieved, as far as I am concerned. The e-government has being set up. People now can conduct several of their transactions online e.g. getting forms, renewing drivers’ license. This has bought a lot of convenience to the people. There are also avenues for people to voice out their views and concerns online. Although Singaporeans are generally less vocal and they might not make use of the feedback avenues online, I think that it is good enough that there is an avenue for people to voice out available. The government’s objective is to encourage more interaction between the people and the government. The government ha done its part and the rest is up to the citizens.

The social goals have not being achieved. Singapore One has not succeeded in bringing people together. Neither is it used by Singaporeans as research tool. Most Singaporeans prefer to use more established search tools such as Excite, Yahoo or Google instead of research tools provided by Singapore One such as can.com or TIARA, the library’s search engine.

I think that the first purpose of Singapore One, that is to connect Singaporeans to a high speed and high capacity network is met. On the other hand, I think the purpose of the Internet portal is not met.

 From a survey I conducted, 7 out of 20 School of Communication Studies students have not heard about the Internet portal. 10 out of 20 have heard about the portal but have not visited it before and do not know what services are offered. The other 3 have visited the portal. None have actually used any of the services provided by the portal.

From the survey, it can be deduced that the Singapore One web portal is actually not well-known. Few people know about the website and the services it provides is not attractive enough to get people to visit the website. The portal is also not widely publicized, resulting in few people knowing about it. Although there are a good number of services connected to the portal, they are not attractive enough. Most of the services connected to the Singapore One are available on their own websites. Users do not really need to connect to Singapore One to make use of the services. Singapore One is actually just an additional platform for these services to publicize themselves. The Singapore One portal is more like an all-in-one service portal instead of a service provider.

Actually, the portal is a white elephant. It does not provide consumers with any additional services. They can easily get the same services at other existing Internet portals such as Yahoo! Singapore.  

Critical Mass

Critical mass is defined as the minimum number of adopters needed to make a medium viable to use. It is the minimum number needed to produce a result or a change.

The critical mass of SingaporeOne can be measured by either its user base or the number of applications connected to it. The critical mass of SingaporeOne is the minimum needed to participate in the network to make it profitable. The number of Singapore One users has been increasing in the past number of years. In November 2000, the number of users was about 180 000. It has since increased to 260 000, according to the latest figures given by the Ministry of Communication and Information Technology. Beside that, Users have access to about 220 applications such as entertainment and news-on-demand, education, online shopping and other electronic commerce services, video-conferencing capabilities, government transactions, as well as fast Internet.

In April 2000, Mr. Yeo Cheow Tong, the Minister of Communications and Information Technology announced that the aim is for SingaporeOne to reach a critical mass of 200 000.

Therefore, theoretically, the critical mass for SingaporeOne has being reached.

Conclusion

After all the research, I found out that there is really no concrete findings and explanation on what Singapore One is. Almost every website and every article which is on Singapore One said that it is the world’s first broadband network. However, I could not find a definition or a satisfactory explanation, which will help me deepen my understanding of Singapore One. That was a major problem in doing this project. 

All in all, doing this project was an enriching experience. Although, I did not find out much a bout SingaporeOne, I had the chance to explore the many e-services available through the website. SingaporeOne is a good concept and I think that if it is publicized, the idea will really take off. 
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Wk 13 tut 3 Wai Keong n Claire- Transparent Society

Read The Transparent Society by David Brin.  What is his main point? What can we learn from his arguments?

David Brin – The Transparent Society

This paper will look at certain issues that are discussed in David Brin’s book, “The Transparent Society”.  The first part of the paper will briefly highlight his main arguments and the second will be a critique of his arguments and social implications.
Summary of the book

According to David Brin, the future will be different from what we know of it today. In the future, privacy as we know of it will be nearly impossible to attain.

But before two centuries ago, privacy was nearly unheard of. You lived in a village where everyone knew everyone else and their businesses.  For the past two centuries, people living in today's advanced industrial societies have had a small amount of privacy. Between two centuries ago and the present, industrialization caused people to move into a city where the sheer number of people made relative anonymity, and thus privacy possible.

However, David Brin propagates that in the future, privacy will be next to nonexistent because of the upsurge of new technologies: audiovisual, communications, and computer. Advances in digital technology will see hard disks allowing people to collect massive information about transactions: who did what, where, when and how. Cheaper and smaller cameras will allow people to collect massive amounts of information about others’ locations. Faster computer processing power will allow the sorting massive amounts of information in search of those pieces of data relevant to any one particular person. 

From Brin's perspective, this change is coming. The only question is what will become of the information that is gathered?  Will it be secret and private - in which case only the governments will have access? Or will the information be open and public - in which case we will be in a “global village”, where nearly everything is done in public and everybody knows everybody else's business.  

Main Arguments

In the book, Brin predicts four possibilities for the future, much of it influenced by how we let technology dictate our lives.  He calls it the “Plausibility Matrix” as illustrated in the diagram below. 

	Box One

Feasible technologies enable citizens to enforce accountability on the mighty.

Feasible technologies enable the mighty to enforce accountability on citizens
	Box Two

Feasible technologies enable citizens to enforce accountability on the mighty

Feasible technologies thwart the mighty from enforcing accountability on citizens

	Box Three

Feasible technologies thwart citizens from enforcing accountability on the mighty.

Feasible technologies enable the mighty to enforce accountability on the citizens.
	Box Four

Feasible technologies thwart citizens from enforcing accountability on the mighty.

Feasible technologies thwart the mighty from enforcing accountability on citizens.



According to Brin, it is possible for more than one of these boxes to be true at the same time.  There may be the existence of two sets of technologies, one that help shine light on central power (such as governments or potential oligarchs) and another that helps guard their secret conspiracies.  If this happens, then a debate over policy can take place.  As a civilisation, people could then use law, research and social persuasion to decide which technology to emphasise and thus sway the direction in which things go.


Brin strongly believes that transparency (box 1) is the path that we should be taking.  Strong privacy advocates on the other hand believe that we should be protecting ourselves with encryption that deters the mighty from intruding our privacy.  Some even use the argument of “right to privacy” as equivalent to the “right to freedom.”  But Brin debates that privacy will come only from freedom.  And without transparency, there would be no freedom. 


Transparency helps keep an eye on the government and enforces higher levels of accountability.  On the other hand, privacy shrouds the government in secrecy and darkness.  With transparency, new technologies will be available to everyone and all would benefit from it.  With privacy, the government or big corporations may secretly develop better encryption/decryption technologies that will the render the average citizens’ useless.  Citizens may be watched and monitored without their knowing.  He also believes that a private society is a frail one and will collapse from inside.  

Transparency versus privacy is essentially a debate that takes place on two levels.  First, what is plausible and second, what is desirable.  Our decision about which way to go should depend on three issues:

a. Where do we want to end up?

b. Who has the ultimate advantage in each situation?

c. Which situation is robust or stable?

This brings us to the next part of this paper.

Critique


We feel that David Brin is an idealist cynic.  He is cynical of new technologies and government/corporation conspiracies, yet he is idealistic in his vision of the future.  He is quick to question but slow to reflect.  His criticisms take in the “human” aspect of situations but his vision does not. For example, he says that we want to know everything about others but refuse to divulge anything about ourselves.  He attributes this to “human nature.”  But this is essentially a self-contradicting point because if this is trait were true, then no one would want a transparent society, simply because it contradicts human nature.  


He pushes for transparency without concrete steps that the society can take to achieve it.  He advocates the idea of “Reciprocal Transparency” which asks for the government and the masses to slowly open up and increase information flow.  But he fails to mention how we can do so, resulting in merely a faint concept for readers to figure out themselves.  In addition, Brin seems to put too much faith in the masses.  It is quite inconceivable to imagine that the authorities would ease the control that they have been holding for so long and put it in the hands of the masses.


Brin is a typical “T-cell” that he describes in the book.  A T-cell is a cell in the human biological system that travels in the bloodstream to all over the body and its only function is to seek out any trouble in the system.  Brin supports and advocates for all other  “T-cells” like him to constantly question and monitors the government.  But we feel that this is a myopic viewpoint that fails to acknowledge that there are other countries in the world besides America.  The issues that he brings up are not always applicable to other countries.  

In America, technology is far more advanced than many countries in Asia.  In a recent article in the Straits Times, it is reported that 13 out of 18 Asian countries surveyed, fewer than one in ten people have Internet access, as compared to about 60% in the United States.  In view of this, many issues that are brought up Brin are hardly applicable in this part of the world.  At least not at this point in time.

What we can learn from the book


The next step from technological determinism is technological dependency.  Technology is ever-changing and is going to dictate many aspects of our lives as we grow more reliant on it.  It is going to become even more pervasive than ever before. This reiterates Brin’s message that we must dictate the way technology works for us.  We cannot allow the mighty in society to use technology to control and monitor us, but instead there should a two-way information flow whereby both the masses and the mighty can use technology to enforce accountability on each other.  


What Brin fails to carefully examine in detail is the three-fold relation between technology, government and market forces.  These three parts work together to make technology a dependent variable.  At the same time, since government and market forces form a symbiotic relationship, they have profound effects on each other as well.  For example, in Asia, governmental policies have spearheaded many technological innovations, at the same time; the policies also affected consumer demands and producer’s supply.  Therefore, it is safe to assume that if one part of the three changes, the rest would as well.  However, history has shown that the government very often seems to be the strongest factor of the three, because of their power in jump-starting technology. For example, Internet evolved from DARPANET, which was developed because of US’s defence concerns.  In the next part of the essay, we will be examining how government regulations and market forces will play a part in whether we are headed for transparency or privacy.

Government Regulations


Looking at the current global situation whereby the technological gap is big between developed and developing countries, it is inconceivable that transparency will ever take place.  There are generally 3 categories of people who exist in cyberspace.  First, the cyber-optimist believes deeply in the power of the Internet in helping civil society flourish.  Second, the cyber-pessimist subscribes to the “big brother” vision of the states manipulating technology to their own ends.  Lastly, the cyber-pragmatist believes that the Internet would not change the status quo and that it will be politics as usual.  We belong to the last category.

It is hard for a country to adopt transparency, especially when the global trend right now is accelerating towards the opposite direction.  We feel that a major political consideration against transparency is national security.  If a country adopts transparency, it will increase its flow of information about itself, but without guarantee that other countries will do the same.  In this case, it leaves the former like an open book to other that are shrouded in darkness.
 

Therefore, for transparency to work out, it is important that a global trend has to take off.  But the problem is that inequality in the digital growth between developed and developing countries would make it unfair for less developed countries.  Furthermore, assuming that transparency does take off despite global digital divide, undeveloped countries may not benefit as much because information would not be passed down to the underprivileged.  The underprivileged in developing countries will be watched by others while lacking the hardware or technological knowledge to participate in the transparent world.  Conversely, if privacy continues to be status quo, the developing would suffer as well because their level of technology is no match for the more developed ones.  Thus, we feel that the biggest obstacle to global transparency is the digital divide between the developed and developing countries.  

Market forces


Cryptology is currently the talk of the town.  It is necessary for E-commerce to take off.  One concern for many people who are weary of participating in any form of e-transactions is security.  And the best way to ensure the integrity of an online transaction is to use digital authentication.  In a recent article in the Computer Times, it is stated that the take-up rate of the use of encryption by many corporations is increasing.  


From the looks of it, the use of encryption is going to be increasingly widespread.  Consumers’ confidence is boosted when they are ensured that the transactions their personal information and credit card numbers are secured.  Many governments in developed countries are pushing for digital authentication to foster a healthy climate for e-commerce.  This trend is likely to spread to the developing countries in the next ten years.  From the economic viewpoint, encryption is here to stay.  


However, some may argue that with transparency, there would be no need for encryption because everything about everyone will be accounted for and made apparent to the whole world.  This would mean that there would be no more cyber-crimes, as everyone’s movements on the Internet will be tracked.  However, as history has shown, people will always find ways to get around technology.  Transparency is no guarantee to the end cyber-crimes.


For transparency to happen, people must want it in the first place.  However, the very notion of having your every movement tracked and known to the whole world is something that is against human nature.  Like we mentioned earlier, we want to know everything about other people and not vice versa.  Having cameras at every street and alley such that the location of everyone can be pinpointed may not be that opposable.  However, the idea of all your records (from how much you spent on grocery shopping to your medical history) made known to others is a scary and very intimidating one.  The price of transparency is the loss of anonymity and privacy.  How many people are willing to pay this hefty price?

Global Trends

In UK, over two million closed-circuit television (CCTV) are in operation around the country and hundreds of thousands more are being installed by the government and private companies.  This expanding crime-watch “Big Brother” network has received tremendous support from the general public and figures show that there is a reduction of up to 63 percent in crime rates in areas where “Big Brother” cameras have been installed.  

The idea of being watched everywhere they go has not incurred public wrath but instead received widespread support.  This shows that people are not vehemently against the notion of one-way surveillance.  However there is still the possibility that the near future, we would see the push for two-way surveillance in UK where the “Big Brother” would be watched too.  

Nonetheless, this would only be a small step forward and there would still be a long way to go for UK to reach full transparency.  In which case, people would have to forsake privacy and that is something that is hard to let go.

In America, the government is pushing for smart card technology whereby all citizens are issued with smart cards that contain all personal information about them to prove their digital identities.  This effectively puts more control and power in the government’s hands.  Some may argue that this is step towards transparency as everyone will have a digital identity and this will make their movements and actions on and off the Internet accountable.  The next step (which is also recommended by Brin) is to make government officials hold a digital identity themselves so that the masses can track their movements and actions too.  

However, there are many loopholes to this argument.  Firstly, transparency does not mean that the government will divulge everything to the masses while the government will know everything about the masses.  This is going by the syllogism that you won’t be able to find something if you don’t know its there in the first place.     Secondly, there is the question of who will be in-charge of issuing the digital identities in the first place?  Right now, in America, the postal service acts as the central controller.  There are plenty of loopholes for abuse of power.  What guarantee is there that government officials will not be issued with more than one digital identity so that they will not be accountable for every single thing they do or buy?  National security and defence will always act as the trump card for the government and things will still be hidden from the public eye.  In no way will transparency guarantee a two-way flow of information.  

Conclusion


We are not disputing whether or not transparency is a better option for the future or whether privacy has to be defended till the end.  In fact, from the possibilities that Brin has presented, we feel that transparency should make the world a slightly better place to live in.  


But we have to acknowledge that at the crux of this whole debate, we have to consider that technology will indeed shape a big portion of our future.  Just like it had when communication revolutions of print, radio, television and now internet had been throwing different parts of society off the tangent of familiarity.  And then forcing us to rethink and re-navigate our course.  


Moreover, the notion of transparency versus privacy is made clear and distinct by Brin, probably for ease of argument and explanation.  However, we feel that the gray area is far wider and deeper than the lines of black and white drawn between the two.  We must decide based on our own circumstances, which are the possibilities most suited for us.  Like our discussion earlier, Asian countries should never expect to implement the same level of transparency as the Western ones because the status quo is simply too different to blindly emulate and apply.  


In conclusion, the book did shed some interesting light on the topic and it made us seriously rethink how technology can affect our lives on the deeper level.  And that we must be careful in selecting the kind of future we want for ourselves.    
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